Part No. 060904-00, Rev. A
March 2024

OmniSwitch AOS Release 8
Network Configuration Guide

8.9R4

This user guide covers multiple OmniSwitch product lines and describes overall AOS feature
configuration information. For platform specific feature support, please refer to the Specifications
Guide and the Release Notes.

Alcatel-Lucent @

Enterprise

www.al-enterprise.com



This user guide documents AOS Release 8.9R4.
The functionality described in this guide is subject to change without notice.

The Alcatel-Lucent name and logo are trademarks of Nokia used under license by ALE. To view other
trademarks used by affiliated companies of ALE Holding, visit: www.al-enterprise.com/en/legal/
trademarks-copyright. All other trademarks are the property of their respective owners. The information
presented is subject to change without notice. Neither ALE Holding nor any of its affiliates assumes any
responsibility for inaccuracies contained herein.

Alcatel-Lucent @

Enterprise

2000 Corporate Center Drive,
Thousand Oaks, CA 91320
(818) 880-3500

Service & Support Contact Information
North America: 800-995-2696
Latin America: 877-919-9526
EMEA: +800 00200100 (Toll Free) or +1(650)385-2193
Asia Pacific: +65 6240 8484
Web: myportal.al-enterprise.com
Email: ale.welcomecenter@al-enterprise.com


https://myportal.al-enterprise.com

Contents

Chapter 1

About This GUIME ...........ccccoiiii e xlii
Supported PIatfOrmS .......c.cooiiiiiiieiieiieiecee et xlii
Who Should Read this Manual? ............cccoeciiiiiieiiiiieiieeeeseeeee e xlii
When Should I Read this Manual? ..o xliii
What is in this ManUal? ..........ccceeviiiiiinioniiieeesee et xliii
What is Not in this Manual? ... xliii
How is the Information Organized? ...........c.ccveeeeeiieiiieienieseeieseesie e xliv
Documentation ROAAMAD .......cceeviiieiiieiiiiiiieie ettt ettt eeesteebeseaesraeae e xlv
Related DOCUMENTALION .......ccvevieriieiiiieriieiieteeeeie et et ere e e e sbe e beensesseesseesseessenes xlvii
TeChNICAl SUPPOTL ..eecevieeiieiiieiie et ettt e et e e e st e e taeeebeeseseessbeessaeesseessseensseenens xlviii
Configuring Ethernet Ports ... 1-1
I ThiS CRAPLET ..eecuviiiiieiiieiieetee ettt ettt e et e et ee s e e seeesaeessaesssaessseesseesnseesssennes 1-1
Ethernet Port DEfaults ........cccoooieiiiieiieiieeee ettt 1-2
Ethernet POTtS OVETVIEW .......c.ooieiiiiiiiiieiieieeiesieete ettt sttt et sttt eteseeenae e 1-3
Configuring Ethernet Port Parameters ..........ccocvevieeiirienieiciesicececee e 1-3
Enabling and Disabling AUtonegotiation ............cceecvereerierveneenieerieeieseesseesreenenenes 1-3
Configuring CroSSOVET SEHHNES .....ecveeveriieriieieiiesieerieetesteesieeseeseesteesseesessaesseensenns 1-3
Setting Interface Line SPeed ......c..ccceviiviieiiiiieiieseeie et 1-3
Configuring DUPIEX MOAE ......ccuveeiiiiiriieiieiesiieie ettt ste et seeesteebeeeaesaeens 1-4
Setting Trap Port LinK MESSAZES ...c.eecveevieieiieiiieieeieniieie e seesieevesvesreesseessesseenns 1-4
Resetting StatisticS COUNTETS ........eccviieciieriierireiieeiiesteesieeeieesseesreesressseessseessseenes 1-4
Enabling and Disabling INterfaces ...........ccccoccieviieiiiiiiieniienie e 1-4
Configuring @ POrt AIAS .....ccccccveviieiiieeieeieee ettt et 1-5
Configuring Maximum Frame SiZeS ........ccccevvrierieriiniienieniiee et 1-5
Configuring Digital Diagnostic Monitoring (DDM) .......cc.cccecvrvevenencnenencnennenn 1-5
Configuring Flood Rate LImiting ..........ccceevuirieriiinienienienieerieeie et 1-6
Configuring FIOW COntrol ........ccocivieiiieiiiiieniieie ettt ettt s eaeseneneeens 1-7
Enabling and Disabling Enhanced Port Performance (EPP) ........cccccvvviviveiinnnnnen. 1-8
Configuring Energy Efficient Ethernet (802.32Z) .....cccoeovevveiiiecieiienieieeeeeee 1-10
Configuring SPIt-MOAE ......ccveviiieiiiiiicieiieeete ettt 1-10
Configuring Beacon LED ........cccoccoiiioiiiiiiieiicie ettt 1-10
Using TDR Cable DIaGNOSTICS ....ceecvieierieriieiieiieeiienieeieeeeseesteeveseeesseessessesseesseessennns 1-12
Initiating a TDR Cable Diagnostics TeSt .........cccceevirrierienierienieniereee e 1-12
Displaying TDR Test RESULLS ......ccceevieiiriiiiiiiiieieeceeeceee e 1-12
Clearing TDR Test STatiStiCS ......ecverrueruerieriieiiieiesiienieeie et site st et see e eae 1-13
Interfaces Violation RECOVETY ....cc.evuiiiiiiiiieiiiiieeeee e 1-14

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 iii



Contents

Chapter 2

Chapter 3

Violation Shutdown and Recovery Methods .........ccceeveeciiinciieniiiie e 1-14
Interaction With Other FEatures ..........ccoccevieiieriiiiiiieniecceeeeseee e 1-15
Configuring Interface Violation ReCOVETY ......ccccveviiriiiniinieiieiecieceee e 1-16
Verifying the Interfaces Violation Recovery Configuration ...........cccceeeeevevennennene. 1-17
Clearing Ethernet Port VIOIations .........cccecerieriieriieiienieniieieeieseesie e eee e 1-18
LiNK MONIEOTING ..vvieeieeeieiieiieiieieniteieeieetestteseestessaesseesseenseessesseenseensesnsesssenseensesssennes 1-19
Monitoring Interface EITOTS ......coccoeoiivieiiiiiiiieiice et 1-19
Monitoring Interface FIapping ........cccocevieciiiieniiiiicieciee e 1-19
MONItOring WINAOW ......ccvevuiiiiiiiiiieiiiecteeiesieeie ettt ste et teebeeseesteesseeaesseesseenns 1-20
Configuring the Wait-to-Restore TImer ..........ccceeevvevciieriieiieeciee e 1-20
Configuring the Wait-to-Shutdown Timer .......c.ccccceeviierciieriiienie et 1-21
Displaying Link Monitoring Information ............c.ccceeevveviiiiiienciieniieie e 1-22
Link Fault Propagation ..........cccceeierierieriiinieiteieeieee ettt sttt et 1-23
Interaction With Interfaces Violation RECOVETY .......cccovvvvviiiiiniinienieieeieceee 1-23
Configuring Link Fault Propagation .........cccecceeeeiienieniieiienieseesieee e 1-24
LFP Application EXample .........ccoocierieiieiieriieiieieeeie ettt 1-25
IEEE 1588 Precision Time Protocol (PTP) .......ccvvieiieiiiiiicieieecetee e 1-26
Enabling/Disabling PTP Time Stamping .........ccccceevverieneerienienieeieeieneeerieeeeseenns 1-26
Enabling/Disabling PTP Peer-to-Peer Transparent Clock ...........cccoeevevieviereennenne. 1-27
MAC SECUTILY OVETVIEW ...eeuvieeiieiieiieiietietesteeteeseestesseesseesseessesseesseessesssesssesseessesssenses 1-28
HOW It WOTKS? ittt ettt ettt ettt e s beesbeenaeeneesee e 1-28
Enabling/Disabling MACsec on an Interface .........cccccccecevevenenincncnceceecnennennenn 1-31
MKA Protocol Key Exchange Based On Session Time Or Data Exchange .......... 1-32
Verifying the MACsec Configuration ...........ccoceveerierienieneeiienieneesieee e 1-33
Configuring UDLD ..ot 2-1
I ThiS CRAPLET ..ottt ettt ettt sbt e st eteeateseeesbe e beentesseeseens 2-1
UDLD DETAUIES  ..eouvieuiieieeiieiieie ettt ettt ettt ettt sate st esse e b e eneesneennean 2-2
Quick Steps for Configuring UDLD ......c.cccovieiiiiieniieiectee et 2-3
UDLD OVEIVIEW ...veitieiieeieseiesieeiestiesteeteetesteesseesesseesteesseesesssessesssesssesssessesssesssesssessenns 2-4
UDLD Operational MOAE .........cceeveiieiiieienieniieieeiesiteieeree e seeeeeseeesessaenseessesnnes 2-4
Mechanisms to Detect Unidirectional Links ...........ccoccveveeeririieneenieeienienreereeeeneeen 2-5
Configuring UDLD ....cc.oooiiiiiieiieiieettett ettt ettt e be b s ebeessesssesseenes 2-6
Enabling and Disabling UDLD .........ccccceriiiiiiieiieiieteeeieeeese et 2-6
Configuring the Operational Mode ..........ccccceevieiiiieiciieniieie e 2-7
Configuring the Probe-TImer ........cccccceviiiiiiiiiieiiieciteceee e e 2-7
Configuring the EChO-Wait-Timer ........cccceociieiiiiiieeiieciieie e 2-7
Clearing UDLD StatiStiCS .......cccerverierierieriienieeieseesteesteeeeesteesteeteseeesteesesseesseensenns 2-8
Verifying the UDLD Configuration ...........eceevereerieriinieniieieeieseenieeeeeeeseeesseesseseeseees 2-8
Managing Source Learning ... 3-1
IN THiS CRAPLET ..eeevieiieie ettt ettt et ettt et e e aesteesteeaeesaesseesseensesasessnenseans 3-1
Source Learning Defaults ........cccoecieiiiiiniiiieieieeeeee e e e 3-2
MAC Address Table OVEIVIEW .......ccccveeiirierieeiieieieeiteeteeeesreesteeaeseeeseeesseessesssesseensenns 3-3

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 iv



Contents

Chapter 4

Chapter 5

Using Static MAC AdAIESSES ....uvieviiiiieiiieiiiesiteeiieertesreesteeseeeseesseessseessaessseessseessses 3-3
Configuring Static MAC AdAIESSES .......eceevirieriieiienienieeie ettt sie e seeesieens 3-4
Using Static Multicast MAC AddIESSES .......cecueeuerieriieiiinieniieiieieseeieeseeeeeseeesseenee s 3-5
Configuring Static Multicast MAC AddresSes ........eocveveeeirienieenienienieesiesie e 3-5
Configuring MAC Address Table Aging TiMe ......ccecveeieeienienieeieeieieeie e 3-7
Configuring the Source Learning Status .........ccceeceeriereecienienierie e eie e 3-8
Displaying Source Learning INformation .............cccceecvieveerieniiecienienieeieeieseeie e seesiens 39
Configuring VLANS ..ottt 4-1
I THiS CRAPLET ...eeviiiieie ettt ettt ettt e teeste e b e eteesteesseesaesseesseesseessessaensenns 4-1
VLAN DETAULLS ..coviiiiieiiicceeeeeteeeeese ettt 4-2
Sample VLAN CONfIZUIAtION ......cccverevieriieriieeitieetienieesreesieeeseesseessneessseesseesssessssesssnes 4-3
VLAN Management OVEIVIEW ........ccccveriveerriererierreesseeesiesseessseesseesssesssseessssesssssssessnes 4-4
Creating/Modifying VLANS ....cooiiiiiieiteie ettt sttt ettt 4-4
Adding/Removing @ VLAN ....cooiiiiiieieeeeteeeeee ettt 4-5
Enabling/Disabling the VLAN Administrative Status .........cccceeveevvevenvenvenieeneennnn 4-5
Modifying the VLAN DeSCIIPION ....c.ccveriieiirieriieiieiieiieniieieetesveneeeseeeseseeenseennes 4-5
ASSIZNING POTS 10 VILANS ...ttt ettt ettt et et ste e seeaesnaesseens 4-6
Changing the Default VLAN Assignment for a Port .........c.ccocovevivviiniencnenennn 4-6
Using 802.1Q TAZZING ...cuvevveevieiieiieeiieitieieeeestesieeaeeaesseesteesbesssesseesseessesssesssensesnns 4-7
Enabling/Disabling Spanning Tree for a VLAN ......ccoivviiiiiiiieciieieceeeeeeeee e 4-9
Enabling/Disabling Source Learning ..........ccccceeevevieriieviieienieiieeeeeesieesieeneseesseesvesnnens 4-9
Configuring VLAN TP INtETTACES ....ccvveiuiiiiieiiieeiieriie ettt e 4-10
Bridging VLANSs Across Multiple SWItChes .........ccccceviieviiiiieiiieciieeee e 4-11
Verifying the VLAN Configuration ..........c.ccceevveeciieriiienieesiesreesveeseeeieesseessneeseseesens 4-13
Understanding Port Output DisSplay .......ccecceeeievierieiiinierieeieceeeeeseeeeee e 4-13
USING Private VLANS ..ciieiiiiieie ettt et sttt et sttt et et ae et enes 4-15
Private VLAN POITS ....ooiiieiiieienieieneneeicciteitetetente ettt 4-16
Quick Steps for Configuring PVLANS ....c.cccvviiiiiinieieieseeeeie et 4-16
PVLAN Management OVEIVIEW .......c.ccceecierieriierieeienieenieeeesieeseeseeseessessaesnesseenns 4-17
Creating PVLANS ...ooiiiieieeete ettt ettt et e sttt ebesrte e e beenseens 4-18
Creating Secondary VLANS .....c.cccoiiieriieiiiiisieieeie ettt eee e e 4-19
Assigning Ports t0 PVLANS ...cociiiiiiieieccteeee ettt eve e 4-20
Protocol Configuration Requirements for PVLAN .......cccciiiiiiiiiniiinieiecee 4-22
Sample PVLAN USE CaSE ....cccvvieiieriieriieriieeiieetiesneeseeeseessseessseesseessseessesssseensns 4-24
Verifying the PVLAN Configuration ..........ccoeoeeveevierienienieienieneesieeee e 4-25
Configuring High Availability VLANS ................ccooooiiiiniieee e 5-1
I THiS CRAPLET ..ottt sttt ettt s e teetesseesbeenbeentesaeeseens 5-1
High Availability Default ValUes ..........cccoocveviieiiiiiiiieccecesteeee e 5-2
Quick Steps for Creating High Availability VLANS .....cccoeoiieiiiieieiecieeeeeeeee 5-3
High Availability VLAN OVEIVIEW ...cc.eecuiiieriieniieiieieniienieeieseieieesesesesseesseesesssesseensens 5-4

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 v



Contents

Chapter 6

High Availability VLAN Operational Mode .........ccccocevieniriinienieiniesieneeeen 5-4
Traffic Flows in High Availability VLAN .....ccccooiiiiiiiiiieieeecee e 5-5
Configuring High Availability VLANS on @ SWitch ......cccceceveiinieiiiieiieeeieeeeeee 5-6
Creating and Deleting VLANS ......cocciiiirieiieie ettt st 5-6
Adding and Removing Server Cluster POItS .........cccoecvivieniieiiinienieieeieeeseeeeeenen 5-7
Assigning and Modifying Server Cluster Mode .........ccccceeevirieniienieeienieniieieeveeen 5-7
Assigning and Removing MAC AddIesses .......ceevverierierieeeeneenieeieeienieeveseeseeenns 5-8
Application EXAMPIES ...c.cccvivierieiiiieiieie ettt et ese e eeaeereesseebeessesseenseen 5-9
Example 1: Layer 2 Server CIUSLET ......cccceviervieiirieniieiinereneesreereeeeesreesseesessnensees 5-9
Example 2: Layer 3 Server CIUSLEr ........ccccvevieeciieniieiieeieecieesee e eiee e sve e 5-11
Example 3: Layer 3 Server Cluster with IP Multicast Address to Cluster IGMP) ......
................................................................................................................................. 5-13
Displaying High Availability VLAN Status ......c.ccccevvieriiriienieneeieeieseeieeee e 5-16
Configuring Spanning Tree Parameters ...................c.ccoooooiiiiiiiiiicecceeee, 6-1
I ThiS CRAPLET ..ottt ettt ettt st e teetesaeesbeenteentesneeseens 6-2
Spanning Tree Bridge Parameter Defaults ..........ccccocvviriiiniieiiinininiinicneccee 6-3
Spanning Tree Port Parameter Defaults ...........ccooceiieiieiiiieiieieceeceeeee e 6-3
Multiple Spanning Tree (MST) Region Defaults ........cccccoeveninininininniiicieeenee, 6-4
SPannIng TTEE OVEIVIEW ......cccueruierrieiiiiiiieniieiteeteseesteesesaesseesseessesssesssesseessesssesseessesnes 6-5
How the Spanning Tree Topology is Calculated ..........cceevevienienieciiiiecieieeieeen 6-5
MST GeNEral OVEIVIEW .....cceevvieiiieieiiieiiierietenteeteeseestesseesseesesssesssesseessesssesseesseessenses 6-12
HOW MSTP WOTKS ..ottt 6-12
Comparing MSTP with STP and RSTP .....cccooovieviiiieieeeeectee e 6-15
What is a Multiple Spanning Tree Instance (MSTI) .....cccovvviinieniniinieneceee 6-15
What is a Multiple Spanning Tree REgION ........ccccoecvvieiiriiinieniieieeeeseee e 6-16
What is the Common Spanning TTee ........c.ccceveeviriireenieriienieieeie e 6-17
What is the Internal Spanning Tree (IST) InStance .........cccceeveeeieveenieneeceeneeeene 6-17
What is the Common and Internal Spanning Tree Instance ..........cccccevveveeeeennenne. 6-17
MST Configuration OVEIVIEW ........ccceecereieriierieeieniienieeeesteeieetesseesseesesnesseensesnes 6-17
MST Interoperability and Migration ...........ccceceerieriierieeiieneerieeieeeesie e eee e 6-18
Spanning Tree Operating MOAES ........cccveviieciiiiiriieiieeie ettt ettt eve e sreeaeeeseseeens 6-20
Using Flat Spanning Tre€ MoOde ........cocveviieeiiiieniieciiciese ettt ve e 6-20
Using Per-VLAN Spanning Tree Mode ........ccocceevieeiinienieciieieseesieceeeeeie e 6-21
Using Per-VLAN Spanning Tree Mode with PVSTH ..o 6-22
OmniSwitch PVST+ Interoperability .........c.ccoceeveevvevienienienineneninceeceereeeenenne 6-23
Using Spanning Tree Configuration Commands .........c.ccceceeverrenienienenieneeneneeneenne 6-26
Configuring STP Bridge Parameters ..........ccccevieviiiiinieniieiesiescerieee e 6-26
Selecting the Spantree Protocol .........ocuevieiiieiiirienieiieeeeeeee e 6-27
Configuring the Bridge Priority .......ccoccoveiieiieiiiienieiecieceeseee e 6-28
Configuring the Bridge Hello TImMe .....ccccceevvieiieiiniieiieieeeieeieeee e 6-29
Configuring the Bridge Max-Age Time .......ccccoecueiienienieiieeiesierieeie et 6-29
Configuring the Forward Delay Time for the Switch .........ccccoevviviiiiiniieieiee 6-30
Enabling/Disabling the VLAN BPDU Switching Status .........ccccoccveveerienieereennennn. 6-30
Configuring the Path Cost MOde ........cceeviiiieniieiieiiciecieeie e 6-31
Using Automatic VLAN Containment ...........cocceveevuerienieneenienieneeneeseseesieeseeens 6-31

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Vi



Contents

Chapter 7

Configuring STP Port Parameters ...........ccccveveiieriiieriieeiieniienie e ereesveesneeseeesseeseneas 6-33
Enabling/Disabling Spanning Tree on a Port ........cccooeeviriinieiiiecieceecee 6-34
Enabling/Disabling LoOp-guard ...........ccoceeviiriiniiniieieeiesieeie ettt 6-35
Configuring Port PTIOTIEY ....ccuevveiiieiiiiiiieiteieeeeeeee et 6-35
Configuring Port Path COSt ......c.occueiieriieiiiiesieieee et 6-36
Configuring POrt MOAE .......ccveviiiieiieiieiieiesteeee ettt 6-38
Configuring Port Connection TYPE .....c.cccvevvierrieiiiieniieniieie et eveeee e sre e e 6-40
Configuring the Edge Port Status ........c.ccceevieiiieiiiienieieeieceese et 6-41
Restricting Port Roles (ROt GUArd) ........cccoveiiiiiriieiieierecie e 6-42
Restricting TCN Propagation .........cccceeeevirienieniieienie sttt 6-42
Limiting BPDU TranSmiSSION ..........ccceceerueerierieniienieeieeienieeieeeesneesieeseesseeseesveenee 6-42

Sample Spanning Tree CONfIGUIAtION .........ccceeveirieriierierienieie ettt 6-43
Example NetWork OVETVIEW .......ccceevuirieriiieniieiieie ettt sttt st 6-43
Example Network Configuration Steps .........cecceeeeriereeieneenieeie st 6-44

Sample MST Region Configuration .............ceceeeuerierienieenienieniieieeieeieeieeeeeeee e seeens 6-46

Sample MSTT CONFIGUIATION ...ocuveriieiieieeiieiieie e steste ettt ete e saesreenbeenaeseneseeenseens 6-48

Verifying the Spanning Tree Configuration ............cccceecveviiecierieniesieeieneee e 6-51

Configuring Shortest Path Bridging ................cocoooiiiiie 7-1

I THiS CRAPLET ...eeviiiieie ettt ettt ettt s e e sbeeaeeteesteesseesaesseesseesseessessnensanns 7-2

SPBM Parameter Defatlts ........cccccoeciiiiiiiieniieiicieseesceie ettt 7-3

SPBM Interface DefaultS .......c.ccceecuieciiiiiiieiiieiieieseestee ettt 7-3

SPBM Service Defaults ........cceeviriiiiiiieieieeee et e 7-4

Shortest Path Brid@ing OVEIVIEW ........cccecveriieriieiiieeiiesieeseeesiieeseesneessseesnessseessseessnes 7-5
SPBM Shortest Path TTEES ........cceeviriiriirieieeieseeie ettt 7-7
SPB SEIVICES ..eevieuiiieiiiiieiietieiteeieentt et et et esteete st e saeeteensesetesseenseensesseeseensesnsennnen 7-11
Sample SPBM Network TOPOIOZY ...cccvevvieiieiiiieriieiieieeesteeee e 7-13
SPBM Pseudo-Wire (E-LINE Transparent) SErvice .........ccoccevveerverierieneenieneennns 7-14
Remote Fault Propagation for SPBM Services .......cccocevirvierieniiecienienieeie e 7-16
IP OVEL SPBM ...ttt et e 7-19
SPB Over Shared Ethernet ..........coccecieiiiiienieniieieeeeseeie et 7-24
SPB In-Band Management .............cceecueeierienieesienieneenieeeeseesseesseesesseessessessessees 7-26

Interaction With Other FEatures .........ccecviiiiriieniieiieiecieseee ettt 7-33
Backbone VLANS (VLAN Manager) ......ccccceeveeverienieenienienieeieeeeseesseeseeseesseenns 7-33
TP Multicast SWItCRING .......ccccvviiiiiiiieiiieiieeie et seneeeene s 7-33
Link AGEreZation ....coceevuieiiiiieiiieie ettt sttt et s 7-34
OAM ettt ettt 7-34
Quality of Service (QOS) .eeouieoieiieiieieeieie ettt sttt st 7-34
Universal Network Profiles (UNP) ......cccooiiiiiiiiiiiieciiece e 7-35
UniDirectional Link Detection (UDLD) .......ccceoiiiviiiiiiieciieciecee e 7-36
VR E ettt bbbttt ettt bbb 7-36
DHCP SNOOPING ..voeieiieiieie ettt ettt ettt ete et steetesetesbeesseeaesseesseeseensennes 7-36

Quick Steps for Configuring SPBM . .......ccocoiiiiiiiiiiietce e 7-37
Quick Steps for Configuring the SPBM Backbone ............cccccvecvivienieniencieneennne. 7-37
Quick Steps for Configuring SPB Services .......cccceeerieririerieiieiecierie e 7-38
Sample Command Configuration .............cecceeveereeririienienieneeeereese e 7-38

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 vii



Contents

Chapter 8

Chapter 9

Configuring SPBM ......c..ooiiiiiiiiciiece sttt ettt be et e et e b e e seneessaeennae s 7-40
Configure the SPBM Backbone (ISIS-SPB) .....ccccooiiiiiiiriiieieeceeeee e 7-40
Configure SPBM SEIVICES ...c.eecuirieriieiieiieiieniteieeiie ettt sttt ee e e e 7-40
SPB Configuration GUIAEIINES .......cceevuirieriieriiiierieniieieeteseee e 7-41
Configuring BVLANS .....oooiiiieiieiecieieteteriteit ettt sete s e sbeesaesae s e e eeenee 7-43
Configuring SPB INterfaces .........ccccevieriieiiiniinieiieieeeese et 7-45
Configuring Global ISIS-SPB Parameters ...........cccceeveevieviieienienierieeieeeeseee e 7-48
Creating an SPB SEIVICE .....cccocceiieiiieiieiecieie ettt ettt ste et be e e 7-53
Configuring Service Access Points (SAPS) ..occeevveviieciiiienicieceeceee e 7-57
Configuring an SPB Pseudo-Wire SErvice .........cccovevevieriiierieeciieeiiesieeee e 7-66
Configuring Remote Fault Propagation for SPBM ........ccccoeiiviiiiiniiniiieneee 7-69
Configuring IP oVer SPB .....cc.ooiiiiiiieeee e e 7-76
Configuring SPB Over Shared Ethernet ...........coccovvieviiiiniiniiniiesieceeeeiee 7-104

Verifying the SPB Backbone and Services .........ccocvvverieriieiinienieieeieeiesieeieeee e 7-110
Verifying the ISIS-SPB Backbone Configuration ............ccccceceveeniiecieneeneenenne. 7-110
Verifying the SPB Service Configuration ...........c.ccceeeeevienieneenieecieneenieesieeeenenes 7-111

Configuring Loopback Detection ....................ccooieieiiiiiiniceeee e 8-1

IN THiS CRAPLET ...eeviiiieie ettt ettt ettt ste e e seeesteeaeesaeseeesseensesasessnenseens 8-1

LBD DETAUILS ...eeeiviiiieiiiiiesiiesieeie ettt ettt ettt steeaeeeaesteesseesseesaessaesseensesssensnens 8-2

Quick Steps for Configuring LBD ........cccovviiiiiiiiieiice ettt 8-3

LBD OVEIVIEW ...ooviiiieiiiieieiieteetestiesteeteeetesteesseestesseesseesseessesseesseessesssesseessesssesssesseensenns 8-4
TranSmISSION TIMET ..cc.cevuiiriiiiiiieiiesteet ettt ettt e b e saeenaeen 8-4

Remote-origin LBD OVETVIEW ......ccciiiiiiiiiiinieniieieeie ettt sttt ettt st saeeneeens 8-5

Interaction With Other FEatures ..........coovevieiiiiiniiiieeiereseeeee e 8-7
Spanning Tree ProtoCo] ........ccociiiieiieiiieiesiee et 8-7
LNk AGEIeZAtION ..evieuiiieieiieieeiiesiteste ettt ettt ettt ettt ettt et e saee bt ebeensesneeneen 8-7

Configuring LBD ...c..oooiiiiiiieeeee ettt sttt 8-8
ENabling LBD ...coioiiiieieeceete ettt sttt nneen 8-8
Enabling Remote-origin LBD .......cccccooiiiiiiiiieiiiiicicieeicee et 8-8
Configuring the LBD Transmission TiMer .........ccccceeeeeierieniienienienienieeiesieseeeiens 8-9
VieWing LBD StatiSTICS ....cccvevieriieciieieitieiteeiesieeteetesetesteeeseseesseeseessesssesseensesssensees 8-9
Recovering a Port from LBD Shutdown .........c.cccoeeieviieiiniiniciecieceeseeveeee e 8-9
Configuring Autorecovery-timer for LBD Shutdown Ports ...........cccoeevevieciinienenns 8-9

LBD for Service Access INtEITace .........ccceevuiriiiriirieniieiiiieceeeee e 8-10
Enabling LBD on Service-access INterface ..........ccoceeveevenienincinieneeneiieneeee 8-10
LBD Packet Processing Mechanism for LBD Service Access Ports ..................... 8-11
SAMPIE SCENATIOS ...eovvieieniieiieiieeiierttett ettt ettt et e st et eteseessee st enbesseessaenseensesnnen 8-12

Verifying the LBD Configuration ...........ccocceeriirierienienieeee ettt 8-14

Configuring Static Link Aggregation ................c.cccoiiiiiiiinienceeee 9-1

IN THiS CRAPLET ...eevieiieie ettt ettt ettt st teeteeteesteeaeesaeeseesseensesasessnenseens 9-1

Static Link Aggregation Default Values ..........ccocerieiieiiniienieeeeceeecee e 9-2

Quick Steps for Configuring Static Link Aggregation ..........ccccecceeeeeveecieneenieecieseenenne 9-3

Static Link Aggregation OVETVIEW .......c..ccceevierieerierieseenieeiieseesteessessesssesseessesssesseessesnes 9-5

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 viii



Contents

Chapter 10

Chapter 11

Static Link Aggregation OPEration ............ccecceveveeeieerieerieeiiesreesneeseeessseesseensnes 9-5
Relationship to Other FEatures ..........ccoccvveiivieiieiiiiiniieieeeeeeeeeee e 9-6
Configuring Static Link Aggregation GIOUDPS ........cccceeveeriierierrierierieeieseeenieeee e 9-6
Configuring Mandatory Static Link Aggregate Parameters ..........c.cceecvevvrvenceniene 9-6
Creating and Deleting a Static Link Aggregate Group ........cccecceveevieecverieeneesuennens 9-7
Adding and Deleting Ports in a Static Aggregate Group .........ccceevevververeerreervennnnn 9-7
Modifying Static Aggregation Group Parameters .........c.cocceveeveiiiereenieecieneeneeie e 9-9
Modifying the Static Aggregate Group Name ..........ccceveverreevieeierieneecreeeeneenneennes 9-9
Modifying the Static Aggregate Group Administrative State ...........cccoceevverreennennen. 9-9
Application EXAMPIE ......cc.eeeciiiiiiiiieciieie ettt et b e et ennes 9-10
Displaying Static Link Aggregation Configuration and StatiStiCs ..........cc.cceercvercvrenenenn 9-11
Configuring Dynamic Link Aggregation ..., 10-1
I ThiS CRAPLET ..ottt sttt ettt st e st et e enee e e e aeenbeenes 10-1
Dynamic Link Aggregation Default Values ...........cccceevevvienieiiniienieniecceeeeeee 10-2
Quick Steps for Configuring Dynamic Link Aggregation ...........ccecceevveveeneeneeneenenne 10-3
Dynamic Link Aggregation OVEIVIEW ........c.ccveruieiereerieesieeienieenseeaesseenseessessesseensesnns 10-5
Dynamic Link Aggregation OPeration ............ceceeeueeveereenieeiueseeseenieeseeseeseessennns 10-5
Relationship to Other FEatures ..........coccvecievierieiiieiieiesieieeeeseeeeie e 10-7
Configuring Dynamic Link Aggregate GroUPS .........ccecveeveeeenreesreeieeseenseesessvesseensennns 10-7
Configuring Mandatory Dynamic Link Aggregate Parameters ............ccccoeuenneene. 10-8
Creating and Deleting a Dynamic Aggregate Group .........ccccceeeeeevveeeerieeseeseenneenns 10-8
Configuring Ports to Join and Removing Ports in a Dynamic Aggregate Group ..10-9
Modifying Dynamic Link Aggregate Group Parameters ...........c.cceevereriencreenieenneenne 10-11
Modifying Dynamic Aggregate Group Parameters ............cccoeeevevvenieencreenneenne. 10-11
Modifying Dynamic Link Aggregate Actor Port Parameters .........ccccoceeeeenenene 10-16
Modifying Dynamic Aggregate Partner Port Parameters .........c.ccccceenencncnennne 10-19
Application EXAMPIES ......c.ocieriiiiiiiieiieiiciieeee ettt st 10-25
Sample NetWOrk OVEIVIEW .....c.cccveviieiierieiieeieriieieeiestesieetesete e ebeeeeseeeseeenseens 10-25
Link Aggregation and Spanning Tree Example ........cccoccvvvierienieciincienienieienen. 10-26
Link Aggregation and Q0S EXamPle ......cccoccveviiriiiiiinieiieieieeeeee e 10-27
Displaying Dynamic Link Aggregation Configuration and StatiStics .............cceeuee. 10-28
Configuring Dual-Home Links .....................ccooooiiiiiiiccee 11-1
I THiS CRAPLET ..vivieiieiieie ettt re et e saaesbeesbesnbesneeseensaenes 11-1
Dual-Home Link Active-Active Defaults .........ccocveviiiiiiiiiiiiiieeeeeeee e 11-2
Dual-Home LinkK ACHIVE-ACLIVE .....cooiiiiiireieieeecieeeeeeeeeeteeee e eeee e eeae e e e e eerraeeeee e 11-3
DHL Active-ActiVe OPETAtiON .......ceeecvieriierrierreerieeeieeeieesseesseeeseeeseessseessseessnes 11-3
DHL Configuration GUIdelines ............cceccervierieriieriieieniienie et 11-6
Configuring DHL ACtIVE-ACLIVE ...cceevuiriiriieiieieciierieeieeie ettt 11-6
Dual-Home Link Active-Active EXample .......ccocevieiiiciinieiicieeieceeeee e 11-8
Recommended DHL Active-Active TOPOIOZY ....oovvevvieiinieriieiieieciecieeieeieeen 11-10
Unsupported DHL Active-Active Topology (Network Loops) ......cccccecvevvvevennen. 11-11
Displaying the Dual-Home Link Configuration ............cccecceviievieciencieneeneeiesienens 11-12

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 ix



Contents

Chapter 12

Chapter 13

ConfigUriNG ERP .............oooiiiieeeeee e 12-1
I ThiS CRAPLET ..ottt ettt et et ebeenteeneesaeenbeenee 12-1
ERP DETAUILS ...ovieiieiieieciiee ettt sttt sttt et et 12-2
ERP OVEIVIEW ..cuviniiiiiiniiniiiieriteieeiteitestete sttt sttt ettt sttt sbe st sbe bt seesaennennens 12-3
ERP Basic OPEration .........cccceceereerierienienenienienieeieeeetentetesiestesiesiesieeseeneensensenuesuenne 12-5
ERPV2 Basic OPEration ..........cceceevueierienenieniinieeieeieeteteienie st sie st sieeieeseestesaenae e nee 12-7
Interaction With Other FEatures .........ccocviiierieriieiieieeieseee et 12-9
Quick Steps for Configuring ERP with Standard VLANS ......cccccovvveviiienieiicieee, 12-10
Quick Steps for Configuring ERP with VLAN Stacking ..........ccccoevveviecienieniieiennnnn, 12-11
ERP Configuration Overview and Guidelines ...........cccceeceviereeninnenieneenenienieniene 12-12
Configuring an ERP RING ......cccooviiiiiiiiiiciee ettt 12-13
Adding VLANS t0 RiNg POTLS .....ccceeviiiiieiiieiieie et 12-13
Configuring an RPL POTt .....ccooiiiiiiiiiieieeeeeeee et 12-14
Setting the Wait-to-Restore TIMeT .......ccccovveevieiieriienieie et 12-14
Setting the GUArd TIMET ......ceccveriieriieie ettt 12-14
Configuring ERP with VLAN Stacking NNIS ......cccceceviieviiniiinienieeiecieieeie s 12-15
Clearing ERP StatiStiCS .....ccecieciirieriieiieieriieie e stee st ete et steesaeeeeseeesieeaessneneeens 12-16
ERPv2 Configuration Overview and Guidelines ...........cocecerererenieneneeienenenenennen 12-17
Major and Sub Ring Management ............cccceecververieeniieieneenieereeeesreesieesesneneees 12-17
Sample Switch ConfigUration ............ccoeveevieeieeiieniiere et 12-18
Sample Ethernet Ring Protection Configuration ...........ccccecveeeeecienieneerieeieseeieeeene 12-21
Example ERP OVETVIEW .....cccceecieeiiiiiiienieerieesiteereesreesve e esseessseessseessseassaesnnes 12-21
Example ERP Configuration Steps ........ccccevceeviiriirieniieiinienieieeiesieesieeee e 12-22
Sample ERPv2 Ring Configuration .......c..ccecceeceereenerienieniieeeientesieeie e 12-23
Example ERPV2 OVEIVIEW .....covuieiiiiiiieiieiieieeitesiteie ettt sve e saeas 12-23
Configuring Shared Link ..........ccoccieiiiiiiiiiiiiienieeee et 12-24
Configuring Switches in Main RiNgG ........cocveviiiiiiiiniieieieseeeee e 12-25
Configuring Secondary RPL NOAE .....c.cccoeciieiiiiiiiieiieieceeie e 12-25
Configuring Switch in Sub RinNg .......cccoovieiiieiiiiiiiieiceeece e 12-25
Configuring ERP oVer SPB .......ccooiiiiiie et 12-26
Access Port and Access Port Configuration ...........cccceeeveevevieecieneeniesieeeeeeeneenns 12-26
Access Port and SDP/Tunnel Configuration ............cceceeveevereeniesiencieeieneenenes 12-27
Access Port and Access Port EXample ........cccoecvevieniiiiiiiienieiececeeeee 12-28
Access Port and SDP/Tunnel EXample .........ccccocvveviiiniiiiieeciiesiiesie e 12-29
Verifying the ERP Configuration ............ccocueiieiiniiniinieiieieieiceieeeseeseee e 12-30
Configuring MRP ... 13-1
I ThiS CRAPLET ..ottt ettt et st e sttt entesneesbeenbeenee 13-1
MRP OVETVIEW ...vitiiiniiiiniiiiieiieitetete sttt sttt ettt se et st bbbt bt evesseeseenaenaennennens 13-2
MRP OPETALION ...vieeiieiiiiieiieie ettt ettt eteeeeesteebeenaesseeeeenes 13-2
Media Redundancy Manager (MRM) .......cccooiiriiiiiieienieieceeeeeee e 13-3
Media Redundancy Client (MRC) ......ccooieiiieiiiieice e 13-4
Redundancy DOmMaIN ........ccccecveiuieiiiiieiieiieieetee ettt e 13-4
Media Redundancy Automanager (MRA) ......cccccoeviieiiiienieieeieeeecie e 13-4

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 X



Contents

Chapter 14

Chapter 15

Media Redundancy INterconnection ............oceveerueerierienieneeiieeieneeneeee et 13-6
Media Redundancy Interconnection Manager (MIM) ........ccccoeeiviinieneevieneenenne 13-8
Media Redundancy Interconnection Client (MIC) .......cccooevevieiieiiinieenienieeeeene, 13-8
Interconnection DOMAIN ........cceeceeviiiiieiieiieiieeeeeee et 13-9

MRP Configuration Overview and Guidelines ...........cccoeeeeevienienieecieniesieeie e 13-10
MRP Interconnection Usage guideling .........cccevveriieriieienieniieieniesienieeee e 13-11
Configuring an MRP RiNG ...c.cccooiiiiiiiiiiiiicceeee ettt 13-12
Configuring MRP Ring Parameters ..........cccceeveeieevieniieniieieniesieesie e eeesie e 13-12
Configuring MRP Interconnection Parameters ...........ccccooveeviieciincienieciieienienienns 13-13

Verifying MRP Configuration ...........cccoccueeeierieenieeiiieeieesreesieeereesseesveessnesseessneenes 13-14

Configuring MVRP ..ot 14-1

I ThiS CRAPLET ..eevvieiiieiie ettt et e et e s e et e et e e beesasaesssaessaeensaensseessneas 14-1

MVRP DEFAUILS ...oouveiieiiiiicieii ettt ettt b e ebesteesasseesaensensesensens 14-2

Quick Steps for Configuring MVRP ......c.cooiiiiiiiiieieeeeceee e 14-3

IMRP OVETVIEW ...eoviiiieieeiie sttt ettt ettt ettt et st e s bt e teeatesbeesbeenteeneesaeenbeentesnsennes 14-4

IMVRP OVEIVIEW .cvvivviiiiieiieiieiieeieitetesteste ettt eteeseessessessessessesseeseeseessessessessessessessesseesens 14-4
HOW MVRP WOTKS ..c.eiiiiiieeiecitee ettt et e 14-4
Interaction With Other FEatures ..........cceciveieiieriieiieieciee e 14-6

Configuring MVRP ....oooiiiiiiiiie ettt e b e b e ensesaean 14-7
Enabling MVRP ....ooiiie ettt sttt 14-7
Configuring the Maximum Number of VLANS .....c.ccccevievieiiieiecieceeeeeecee e 14-7
Configuring MVRP RegISration ......cccceeouerieriieiiiieniienieeieetesieesie et 14-8
Configuring the MVRP Applicant Mode .........ccccoveeriininiiinienieneeceeeneeeeee 14-9
Modifying MVRP TImMeTS .......ccccoeeviiriiriiiiirieniieiteieeteite et 14-10
Restricting VLAN RegIStTation ........ccceceeieriieiiniieniieieeiesieieeie e 14-11
Restricting Static VLAN RegIStration ........cecceevueeierienieeiienienienieeieseesieeee e 14-11
Restricting VLAN AdVEItISEIMENT ......eecvereieiieiiriieiieieeeienieesieereeeresieesieesesneseees 14-12

Verifying the MVRP Configuration ...........ccoccvevieviinienienieeie e seesie e 14-13

Configuring MPLS ..ottt 15-1

I THiS CRAPLET ..ottt ettt ettt beestessaesbeenbesnaesneenaeenseenee 15-1

MPLS DETAULILS ....ecuviiiiiieiieieciieie ettt ettt reebeesaesae e beessessnesseenseensannes 15-2

Quick Steps for Configuring MPLS ..........cciiiiiieiieieeeceeeee e 15-3
Quick Steps for Configuring LDP .......coccveiieiiiiiiiiiieeeeceeee e 15-5

IMPLS OVEIVIEW ...uvtiiieniieiieiiieniieit ettt ettt ettt ettt et s e bttt eatesatesbeenbeeneesaeesaeenne 15-6
MPLS Label Stack ......coceeieiiiiiiieiieseeee et 15-6
Label SWitching ROULET .......cceiiiiiiiieiieiie ettt 15-6
Label EAe ROULET ....cc.ooiiiieiieie ettt st 15-7
SINAIEA LISP ..ottt 15-7
Label Distribution Protocol ..........cccooieiiiiiiiieiieieciee e 15-7
MPLS Based VPN ....ccuiiiiiiiieieteeeeee ettt ettt sa e sb ettt esa e s ens 15-9
Graceful Restart on Switches with Redundant CMMS .........ccccecvviinieniieieennnnne. 15-10

Configuring MPLS .....ooiiiiiieeeee ettt sttt e enes 15-11
Enabling or Disabling MPLS ..........ccoiiviiiieieiiieeeteeteteee e 15-11

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Xi



Contents

Chapter 16

Chapter 17

Loading LDP SOftWATIE .......ccccvveiiiiiiieeiieie ettt sve et e e e 15-11
Enabling or Disabling LDP .......cccccoeiiiiiiiiieieieeeeeieee e 15-11
Configuring Global LDP TimeTs .......cccceeveriieriiiienienieeie sttt eee s 15-12
Configuring LDP INterface .........cccvevirieriieiiieieiierieee ettt 15-12
Configuring Interface Level LDP Timers ......cccoccveevivvienieiiieienierieeie e 15-12
Configuring LDP Graceful ReStart ..........ccceevevieiieniieniinieneerie et 15-13
Enabling or Disabling LDP Session Protection ...........ccccecevvereeciincieneenreeneenen. 15-13
LDP Session AUthentiCation .........c..ccceceeeuiecierieniiesiietenienieeseseesseeseessesssesseennes 15-13
Verifying the MPLS and LDP Configuration ...........ccccceeeeeeieveeniiecienieneeeie e seeniens 15-14
MPLS Configuration EXample ..........ccoeeiieeiieiiiiiniieiie et 15-15
Configuring VPLS ...ttt 16-1
I ThiS CRAPLET ..eevvieiiieiie ettt ettt te et e s e e b e e e e e seesssaesssaessaeesseensseesssean 16-1
VPLS Service Defaults .......cccoevieieiiiiieie et 16-2
Quick Steps for Configuring VPLS ..o e 16-3
VPLS OVEIVIEW ..icvieeieiieiieiieieiesiesiestestestestesteesesseessessessessessessessensesseesesssessessessensensensens 16-4
VPLS using LDP Signaling .......cccceevieeieiieiiieiieieeeie ettt 16-5
VPLS using BGP Signaling ......ccccoevieeiiiiiiinieieie et 16-6
IPMS L2VPN oottt sttt ettt sb bbb eteete st seensessenes 16-6
LOOD PrEeVENTION ...oceiiiiiiiieieciecieeie ettt ettt ettt et eteesbeebeseee e e seenes 16-7
VXLAN Service COMPONENLS .....ccceevvieieriieiieeienieerieereeeeseesseesesseesseessessesseesseenns 16-7
Interaction With Other FEatures .........ccecvivieriieriieiieiecieceee et 16-8
HATAWATE ..ottt st sb e st 16-8
Link AZ@IeatiON ........cceccciieiiiriiiieiiieriieieereesreesteeestesseesreesseeesseeensaessseessseessses 16-8
Loopback TP INETTACE ....veeveiieiiieiieeiiecie ettt 16-9
Quality of Service (QOS) .eouieoierieiiiieeiee ettt sttt st 16-9
Universal Network Profiles (UNP) and Learned Port Security (LPS) ................. 16-10
SOUICE LEATNING ....veevieiieiieiieeiieieeie ettt ettt ettt et s e e entesne e beenee 16-10
VRE ettt ettt ettt b e b et e b et e ebeete sttt esbenbenaens 16-10
DHCP SNOOPING ..eeevviivieiieiieieeiteit et ete sttt et seresseebeeesesseeseensesssesseesesnsesssessen 16-10
Configuring VPLS SEIVICES ....cevvieciiiiiriieiieie ettt ettt 16-11
Configuring VPLS SEIVICE ..cceevuieiiiieiiieiiciesieeie ettt ettt sve e 16-12
Configuring a SAP for VPLS Service .......ccceeieeiiiiiniieniieiiciesieeeeeeesie e 16-14
Configuring Service Distribution Point (SDP) for VPLS ........ccccvviiiniiieiees 16-21
Binding SDP to @ VPLS SEIVICE ....c.eevviiiiieiiieeiieeiieie et 16-22
Verifying the VPLS Configuration .........c.coceeiereriinienienieeienieneceieeee st 16-23
VPLS with Signaling LDP Configuration Example ........c.ccccovveviiiiniinieninninieen. 16-24
VPLS with Signaling BGP Configuration Example ...........cccceeevienieniniienienceenen, 16-29
Configuring 802.TAB ................ooeoiiieeeeeeeeeeeeeeeeeeee ettt 17-1
I THiS CRAPLET ...eevieiieiieie ettt ettt ettt et et e et e saeesbeebesnsesneenseenseenee 17-1
802.1AB Defaults TabIe .......cceecvivieiieieeie ettt ettt eaeeeneseeens 17-2
Quick Steps for Configuring 802.1AB ......c.ooiiiieiieieeieeeeeetee e 17-3
B02.TAB OVEIVIEW ..ecuvieeiiiiieiieiieieesteeteete st estestesetesteeseessesseeseessesssessaesseessesssesseesseens 17-4

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Xii



Contents

Chapter 18

Mandatory TLVS ..ooiiiiieiieeiie ettt ettt be e e et eesaesssaessseessnes 17-4
OPUONAL TLVS ..ottt ettt et sttt et et 17-4
LLDP-Media Endpoint DEVICES ........ccevievierieriieiieienieenieeie st ete e 17-5
LLDP Agent OPEration .........ccceceveerieerierieniieieeienieenteetesieesteeeesseesseensesnesseesseenes 17-6
LLDPDU Transmission and RECEPion ..........cccecveviiecieiieniiecieeieneere e 17-6
AGING TIME ooiiieiiiieciee ettt ettt et e b e s ae e e enbeesaeebeesbeenaesneenseenes 17-6
LLDP Agent Security MEChaniSm ...........cceeveierieniienieeienieeieeieeeesre e eeeseeve e 17-7
Configuring 802.1AB ....ocviiiiieeee ettt ettt b e naenen 17-8
Configuring LLDPDU FIOW ...ccueoiuiiiiiiieiieiieieeeieeeeeieeie ettt 17-8
Enabling and Disabling Notification ..........c.ccceeeveviieciirniienieesie e 17-8
Enabling and Disabling Management TLV ........ccccccccoiiininininniniicreeenenn, 17-9
Enabling and Disabling 802.1 TLV .....ccoccoiiiiiiiiiieeeeeeceeeee e 17-9
Enabling and Disabling 802.3 TLV ....ccccciiiriiiiiieeeeeeeee et 17-9
Enabling and Disabling MED TLV ......ccccciiiiiiiiiiiieieeeeeee e 17-10
Enabling and Disabling Proprietary TLV ......cccccceviriiiiieiiniinieceeeceeicee e 17-10
Enabling and Disabling Application Priority TLV .....ccccoeeiviiniieiiiiiciecieienee, 17-12
Configuring the Port ID Sub Type for LLDP TLV Ports .......ccceevvvivvieniieiennne 17-13
Configuring the MAC address Delimiter for LLDP TLV .......ccocovvvivniiiinieens 17-13
Setting the Transmit INterval ..........cccocveviieeiiiiiriee e 17-14
Setting the Transmit Hold Multiplier Value .........cccccocvvevieviiveecienieeeieceeee 17-14
Setting the Reinit DEIaY ......ccoccveviieeiiiiiiiierieeeeeee et 17-14
Setting the Notification Interval ..........ccocooviriiniiniiiniieeeee 17-14
Enabling or disabling LLDP Power MED .........ccccoccoininiiniininccicieiercienene 17-15
Application Example - LLDP MED .......ccccooiiiiiiiiiieieeeeeteeseerve e 17-16
Verifying 802.1AB Configuration .........c.cccecerierieeienieniieiesiesieeieeeeseeie e 17-17
Configuring SIP SNOOPING ..o 18-1
I ThiS CRAPLET ..ottt ettt et st e sttt eente et e aeenbeenee 18-1
SIP Snooping DEfatls ..........ccoevieviieriieiieiieii ettt s nae e 18-2
Parameter Description and Values .........cccoeceeieiieniieiienieneeieeeseee e 18-3
Quick Steps for Configuring SIP SNOOPING .....cceevveriieniieiiiieiieieeeesieeie e 18-4
SIP SNOOPING OVEIVIEW ..ecvieevieiieriieiiecieeiiesieesteetestesseeseessesseesseesesssesseessesssesssessesssenns 18-5
USING SIP SNOOPING ..veeiieeiiiiieiiieie ettt ettt ettt eteetesteebeesaesseesseeseensesesenseenns 18-6
INEErOPEIADIIILY ..ocvieiieeiiciieii ettt ettt e e e e enee 18-7
SIP Snooping Configuration GUIAEIINES ..........cccceceeceeieniiniinininininieeecereeereeenen 18-8
Configuring EA@e POTt .......cceieiiiiiiieiececee et 18-8
Configuring Trusted STP SETVET ........cccvvvviierciierieeie et seae e 18-8
Configuring SIP Snooping TCP POILS ........cceeiirieriieiiiieieieeeseee e 18-9
Configuring SIP Snooping UDP POItS .......ccccecverieriirniinieiecieeieeeee e 18-9
Configuring the SIP Control DSCP ......ccvoiiiiiiiiiieeeeeceee e 18-9
Configuring SOS CallS ....cccuevieriieieiieiieiieieeieie ettt ebe et e st stesbeseesseenseenes 18-9
Configuring SOS Call DSCP .....ooiiiiiiieieeeeee et 18-9
Configuring RTCP Thresholds ........ccccveviieciiiiiiieiieeieciesieeie et 18-10
Configuring the Logging Threshold for the Number of Calls .........c...cceuveurenene 18-10
Configuring Policy Rules for SIP Snooping ..........ccceceeeivvienieniiecieiieieeee e 18-10
Unsupported TOPOIOZIES ......ovveeruieiiriiniieiieieeeeeieee e 18-11
SIP SNOOPING USE CASE ..cuvveeerieeerieiiieriieeieeeteesreesreessreesseessseessseessseesseesssesssseessseessses 18-12

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Xiii



Contents

Chapter 19

SIP Snooping LIMItatioNns .........ccveeeveereieereessieeniriesreesereeseesseesseessseasseessseessseessseensees 18-15
Verifying the SIP Snooping Configuration ...........ccceceeveirierieerienieneeieeieseeseeeeeseees 18-16
ConfigurinG IP ...t 19-1
I ThiS CRAPLET ..ottt ettt et st e bt et e ente st e aeenbeenee 19-1
TP DIEEAULLS ..ttt sttt sttt ettt sttt 19-3
Quick Steps for Configuring IP Forwarding ............cccoocevevineninininineiieieneenenene 19-3
TP OVEIVIEW .evieiiiieiieieeie ettt ettt et ettt et e b e et e eseesbeesseessesssenseenseansasssesseenes 19-4
TP PTOLOCOIS ..oivieiieeiieiiecie ettt ettt ettt ettt et e b e et e steebeenaesse e seenne 19-4
TP FOIWAIAING ..oveevieiiieieiieiietieteieet ettt ettt e te e e sa et e e beessesseenseensesssesssenseenss 19-6
Configuring an IP INtErface ........cccceeevieiiieiiieiiecicecee et 19-7
Configuring a Loopback INterface ..........cccoeeieviieiciieniieiieeiee e 19-9
Configuring an IP Managed Interface ...........coccceveveeviieniiniienieceeee e 19-10
Creating a Static Route or Recursive Static ROUte ..........ccevveviecinienieniiieee 19-11
Creating a Default ROULE ........cccoviiiiiiiieiicieeeeeseecee et 19-12
Configuring a Blackhole ROULE .........cccceriiiiieiiiiiiiiiieiecieceeee e 19-13
Configuring an IP Routed POrt ........c.cccoeiiieiiiiiiiiiiceceeee e 19-14
Configuring Address Resolution Protocol (ARP) ......cccovveviviiviieciiiiiieieiee 19-14
Configuring Gratuitous ARP .......ccovieiiiiiiieieeeeceee et 19-18
TP CONTIGUIALION ....viviiiieiieiiiciieieete ettt ettt et et e steesteeteseeestaebeensesssessaensanns 19-20
Configuring the Router Primary Address .........cccceeeeeieeienieniiecienieseeie e 19-20
Configuring the ROUEr ID ......ccoovvieiiiiiiiciicieceee ettt 19-20
Configuring the Route Preference of @ Router ........cccoceviiviiviniininninieiienene 19-20
Configuring the Time-to-Live (TTL) Value ......ccccccovvieniniiniiniiniiienieeeiee 19-21
Configuring Route Map RediStribution ........c.ccceceveereeninienienencneeniceeeeenieene 19-21
IP-Directed BroadCasts .........cccceceeirieeeienienienienienenicniesieeie e sieeeeeieeneeneaenneneeniens 19-27
Denial of Service (D0S) FIltering ........ccccveviriiriiiieiieiesieeeeee e 19-28
Enabling/Disabling IP SETVICES .......ccceeririerieriieiiiieriieieeieeeeieete et 19-32
Managing IP ....cc.oooiiiiieieieeeee ettt sttt ettt ete b eaaens 19-34
Internet Control Message Protocol (ICMP) .......ccceecvieieriieciieiiieeeeeeeeeeee 19-34
Using the Ping Command ...........cccovieriieiiiiiienieiieieeeeieeieee e 19-36
Tracing an IP ROULE .......ccoevuieiiiiiiiieiieieceeeeee ettt 19-37
Transmission Control Protocol (TCP) ......cccecivciirieniieiieieriieieeieeee e 19-37
Displaying UDP INfOormation ............cccecererereninininieieceeeieieee e 19-38
TUNNEINE ettt st et ettt et st e sbeesbeentesane s 19-38
Generic Routing Encapsulation ...........cccecevieiiiiiniinieninieieeee e 19-38
IP Encapsulation Within TP ...........cccoooiiiiiiiniiiie e 19-38
Tunneling OPETration .........cceeceveierieriieiieiieieeie ettt ettt e e e seeesbeebeeeesaeas 19-39
Configuring a Tunnel INterface ..........ccevieiiiriinieiieiieeeieee e 19-40
Verifying the [P Configuration ............ccooceevieviirienieniieiesteieeieeeeee e 19-41
VRE ROULE LEAK ..ottt sttt 19-42
Quick Steps for Configuring VRF Route Leak ........cccocvviiviiniiiiinieieieciees 19-42
Configuring VRF Route Leak .........ccceiieiiiiiiiiiiiieesceeeeeeeee e 19-43
Verifying VRF Route Leak Configuration ............ccceeeeevveveeneenieecieneenieesieeeeeeenn 19-44

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Xiv



Contents

Chapter 20

Chapter 21

Configuring Multiple VRF ... 20-1
I ThiS CRAPLET ..ottt ettt et ettt eente st e aeenbeenee 20-1
VRE DETAUILS ....eoiiiiiiiiiiiieienteteese sttt ettt st sae e ne 20-2
Quick Steps for Configuring Multiple VRF ......cccoooiiiiiiiiiieeeeceeeeee e 20-2
MULIPIE VRE OVEIVIEW ...eovieiiieiieiieiieiieteeiteit et ete et et este e sseesae e beeneesnnesseenseenseenns 20-5
VRE PIOTILES ..ottt s 20-7
Using the VRF Command Line Interface ..........ccccoeveeiivvienieciinciinienieciecie e 20-7
ASCII-File-Only SYNtAX ...ccecciiiieiiieieciesieeie et eeeseesteevesaeseesseeseesnesseesseens 20-8
Management VRE ...ttt 20-8
VREF Interaction With Other FEatures ..........ccceveviirieniiniiiniinieieeieeeseesieeie e 20-10
AAA RADIUS/TACACSH/LDAP SEIVETS ....eovuveiirieriienieeieeienitesieeieeee e 20-10
BGPVA .ottt 20-11
IP-IP and GRE TUNNEIS ....ccueeiiiiiiiieiieieiieiceeee et 20-11
IPVO ROULING PTOtOCOLS ...ooviieiiiieiieieeiieiieee ettt 20-11
Management Applications (Telnet and SSH) ......ccooveviivieiienienieeeeee 20-11
P ettt b ettt sttt enes 20-11
N TP etttk ettt bbb 20-12
WEDVIEW ..ttt ettt sttt b ettt e bt b eenes 20-12
SYSIOE SEIVET ..ecvtiieiieiiiiieie ettt ettt rte et et ste e sbe et e s e e sbeesbeesaesseenseessesssenseenes 20-12
Quality of Service (QOS) .ovieoiiiieiieiieiete ettt ettt e et e st ae e 20-12
SNIMP .ttt b ettt et et n et et b et e st et neeaeneens 20-12
VLANS ettt ettt sttt sttt sttt 20-12
UDP/DHCP REIAY ...ttt sttt 20-13
Configuring VRF INSTANCES .......ocveviiriiiiiiieieiienieeseee ettt st 20-14
Configuring the VRF Profile .........cccoovieiieiiiiiiiieiceceeeeee et 20-14
Selecting @ VREF INStANCE ......ovueeiieiieiiiieniieie ettt 20-15
Assigning IP Interfaces to @ VRF Instance ...........cccoeveevivienienincienienieceeeeen 20-16
Configuring Routing Protocols for a Specific VRF Instance ...........ccccccevvevennene 20-16
Removing a VRF INStANCe .......cccocveviieiiiiieiieiicicsieieeeeeeee et 20-16
Verifying the VRF Configuration ..........cccooceveviiinininenininieceeeeeeiesee e 20-17
ConfigUring IPVO ..o 21-1
I THiS CRAPLET ..eivieiieieeie ettt e re et e e sbesaeesbeesesnsesneenseenseenns 21-1
TPVO DETAUILS ...oeviiiiiieiieie ettt ettt et et e e e s beebeenbeeneesseenseenne 21-2
Quick Steps for Configuring IPV6 ROULING ......cocueviiiiieiiiiiiiieiieieeeeceeee e 21-3
IPVO OVEIVIEW ..eviiiiiiiiieiieiteieetetet sttt ettt ettt sr et snenesnene 21-4
TPVO AdATESSING ..eccvvveeeiieiiieiieeiieeieete e teeee et e st et e et e ssbeessseessneessaessseessseessseas 21-5
Tunneling IPV6O over IPVA .......ccooiiiiiieiee e 21-9
Local Proxy Neighbor Discovery (LPND) ......cccocviiiiiiiinienieeeieeeeceeeeeeee 21-12
Router Advertisement (RA) FIltering .......cccccocevienieiiiniinieieeeeceeieeee e 21-12
Neighbor Cache Limit .......ccvecvieiiiieiieiieiesieeeie et 21-12
Neighbor Unreachability Detection (NUD) ........ccceeveriieiieeienieiieieeieeeeeee e 21-12
Configuring an IPVO INterface ..........cccveciiiiiniiiciicieceee et 21-13
Configuring a Unique Local IPv6 Unicast AAdress ........cccceeevevvevieecienienieecnennnnns 21-14
Modifying an IPVO INterface .........ccccevieeiirieniieiieiicieeeieee e 21-14
Removing an IPVO INtErface ..........ccvevvieriiiriiieiie e 21-14

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XV



Contents

Chapter 22

Configuring an IPv6 Routed Port ...........ccoeeviivciiiiiiiiieieceeeeee e 21-15
ASSIZNING IPVO AAIESSES «..eovenviiiriiiiieiieinieeieecetetctesteese et 21-16
Removing an IPVO AdAIEss .......ceeoviiieriieiiiiesiieiteeeee et 21-17
Configuring IPv6 Tunnel INterfaces ..........ccovvevieeienienieiecieceeeee e 21-18
Creating an IPv6 Static ROULE .......ccoeoviriiiiiiiiieceeee e 21-19
Configuring the Route Preference of a ROUter .........ccoocvevieciencienieiiiceieeeeee 21-21
Configuring Route Map RediStribUtion ..........cccceeeeeierieriieiesiere e 21-22
VREF ROULE LEAK ...vooiiiiiiciiiiieieeecee ettt ettt et seaesnaenaens 21-28
Quick Steps for Configuring VRF Route Leak .........cceeevieierienieciinienieeieeeenenn 21-28
Configuring VRF Route Leak ........cccooieiiiiiiiiiiiiiiiiieeecee e 21-29
Verifying VRF Route Leak Configuration ............cccceeveeeeviieeciiencnienie e eiee e 21-30
Configuring Local Proxy Neighbor DiSCOVETY ......ccccvevvveriieeciieiiieiieeiieereeere e 21-31
Configuring Neighbor Cache LImit ......ccoccevieriieiiiiienieiecerece e 21-31
Configuring Neighbor Unreachability Detection ..........ccceecevieneeiieneencenieeieceeee 21-31
Configuring Router Advertisement Filtering ...........ccooceevevienieiinienieceeeeeeeee 21-33
Reply or Ignore ECho REqUESES .....ccveviiviiiieiieiicieceeeee et 21-34
ICMPvV6 Error Message Rate LIMItiNg ......ccccveeveeievieniieieeie et eie e 21-34
IPVO EMP INTETTACE ....ouviniiiiiiiiiiiiitceiceeteteeeeee ettt 21-35
Configure IPV6 EMP INtEIface .......cccceciviiviieniieiieieceeieeie ettt 21-35
Verifying the IPV6 Configuration ...........ccocceeeieviieiinieniieieeeesieereeeeseeesseessesssesseesens 21-37
ConfigUIriNgG IPSEC .........ccoiiiiiii e 22-1
I ThiS CRAPLET ..oevvieiiieiie ettt ettt et e et e e e e et e e seesesaesssaessaeessaensseesssean 22-1
IPSEC DIETAULLS ....coiniiiiiiiieiicicccc ettt 22-2
Quick Steps for Configuring an [IPsec AH POIICY .....ccoocvveviieiiieniieieeieceeee e 22-3
Quick Steps for Configuring an IPsec Discard POliCY .......cccccevievieiiieiieniiniieieeie 22-4
IPSEC OVEIVIEW ..einiiniiniiiiiiiiieeiteiteiteitentete sttt sttt ettt ettt sttt sbe bbb seeseennennens 22-5
Encapsulating Security Payload (ESP) .....cccooviiiiiiiiiiceee e 22-6
Authentication Header (AH) ....ccocevieriieiiiiiecieiece et 22-7
[Psec on the OMNISWHCH .....ooviiiiiiiiiiieie e 22-8
Securing Traffic USING IPSEC .....ccveviiiieriieiieiicieieeeeetee et 22-8
Discarding Traffic USing IPSEC ......cccocveviiiciiiiiiieicceeece e 22-9
Configuring IPsec on the OmMniSWiItCh .........ccocieviiiiiiriieiieieeeee e 22-10
Configuring an IPsec Master KEY .......ccecivieriieiiiiiiiiieiieieceesie et 22-10
Configuring an IPSEC POIICY .....ccccccuviviiiiiieiiecie et 22-11
Configuring an IPSEC SA .......oieiiiieiiecie ettt st snreeeene s 22-15
Enabling and Disabling Default Discard POliCY .......ccccoceverenenciinieicicienenne 22-18
Additional EXAMPIES ....c.eecveruiiriieiieiiesiieiieesteseete ettt sttt et ettt s saeens 22-20
Configuring ESP ....oooiiiiieeee ettt e 22-20
Discarding RIPNE PaCKets .......cccvevuieeiiiiiiieiieiicieiteteestetee e 22-22
Verifying the IPsec Configuration ...........cocceecuerierieeiieniieneesie e see e eee e 22-23

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XVi



Contents

Chapter 23

Chapter 24

Configuring RIP ... 23-1
I ThiS CRAPLET ..ottt ettt et et ebeenteeneesaeenbeenee 23-1
RIP DEFaAUILS ..cevevieiiiiiiniirccieciteccitctetces sttt 23-2
Quick Steps for Configuring RIP ROULING ....cc.eovviviiriieiiiiieieieeeeteeee e 23-3
RIP OVEIVIBW ...ttt sttt ettt ettt bbbt et be et e e e e aenbe st 23-4
RIP VEISION 2 ..cuiiiiiiiiiiiiiiceieeieeteeee sttt st st sttt 23-5
RIP ROULING ©oouvieeiieeiieiieieeie ettt ettt ettt et e et e teesseenbeessesssesseensannsensnenns 23-6
L0ading RIP ..ocoooiiiiiee ettt ettt et et s ns 23-6
ENabling RIP ....occoiiiiieieecee ettt ettt e 23-7
Creating a RIP INtETTace .........ccccviviiiiiieiiiciiecieese ettt s ae e 23-7
Enabling a RIP INtEIface .......cccccccveeiiiriiieiiieiie ettt et n 23-7
RIP OPLIONS ..eieuvieiiieiiieeieeieeite et e sttt e etaesbeesbeesseeesseessseessseesseeesseesssaessseesssenssesnssens 23-9
Configuring the RIP Forced Hold-Down Interval ..........cccccoeviviiinienienenieneee 23-9
Configuring the RIP Update Interval .........cccooiviiinieiiniiinieieeeeeee e 23-9
Configuring the RIP Invalid TIMer .......ccccooievieiiiiiiiniiniieieceeeee e 23-10
Configuring the RIP Garbage Timer .......ccccvevieviieiiiieniieie et 23-10
Configuring the RIP Hold-Down Timer ........ccccccovvieviiienieniieieeieseeie e 23-10
Reducing the Frequency of RIP Routing Updates ...........cccevvevieciinieneenieeienen. 23-10
Enabling a RIP HOSt ROULE .....ccoeviieiiiiiiieieciiceeeeeeee e 23-11
Configuring RediStriDULION ........ccccveviiiciiiiiiieiiecie ettt 23-12
RIP SCCUIILY vvieeiiieieiieii ettt ettt ettt et e e ste e beessesreesbeesseesaesseesseensesssessnans 23-18
Configuring Authentication TYPe .......ccccceeviriiiiiniiininieneeeee e 23-18
Configuring PaSSWOTAS .......cceiviiriiniiiiinieriieieete ettt ettt 23-18
Verifying the RIP Configuration ............coccooeeviriinieniniinieeieeeeeeeee e 23-19
Configuring BFD ...............o.oooiiieeeeeeeeee e 24-1
I ThiS CRAPLET ..ottt sttt et st e st et ente st e aeenbeenes 24-1
BFD DETaUILS ..oouviiiiiiiiieiceieeteccetces sttt 24-2
Quick Steps for Configuring BFD ........cccoooiiiiiiieiieiecieeeeeeee e 24-4
Quick Steps for Configuring BFD Support for Layer 3 Protocols ...........ccccueeee.... 24-6
BFD OVEIVIBW ...ttt ettt ettt sttt ettt et sttt et eneebesbe st sbenbeneebenaenis 24-10
Benefits of Using BFD For Failure Detection ...........cccccevvvevierieecienienieenieeeenenn 24-10
How the BFD Protocol WOrks ........cccoecuieiiiieniieiieicsieeieeiereeieee e 24-10
Operational Mode and Echo FUnction ..........cccecceeviivienieciinieniecieeieceeie e 24-11
BFD Packet FOImMats ........cccceviiiiiiiiiieiieieciei ettt 24-11
BFD Session EstabliShment ............coccovieiiiiiniinieninieeeeeeeee e 24-12
Configuring BFD .......coooiiiiiiiieie ettt 24-14
Configuring BFD Session Parameters .........cccocevvevirvienieniinienierieeie e 24-14
Configuring BFD Support for Layer 3 Protocols ........ccceeevievieneniienieienieeene 24-18
BFD Application EXaAMPIE ......c.ccccevieiiieiiiiieiieieeie ettt s 24-33
Example NetWork OVEIVIEW ........ccceeieriieieriieiiniieniieieeeiesieenseesesesesseesseesessensees 24-33
Verifying the BFD Configuration ...........ccoccveiiieieninenininieeeteeeteie e 24-39

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Xvii



Contents

Chapter 25

Configuring DHCP Relay ... 25-1
I ThiS CRAPLET ..ottt ettt et st e sttt ente st e aeenbeenee 25-1
DHCP Relay Defaults ........ccveiieiiiieieiieiteieeeee ettt 25-2
Quick Steps for Setting Up DHCP Relay ......cccceviieiiiiiiiiiieececeeeeeeeee e 25-3
DHCP Relay OVETVIEW ...cuvivuieiieiieieiiesiieitetesiteiteieeteseesseesbesseesseesseensesnsesseenseensennns 25-4
DHCP ettt ettt b e bbbt b e bt ene e 25-5
DHCP and the OmniSWitCh .........ccoooieeiiiiiiiieiiceeece e 25-5
External DHCP Relay AppliCation .........cccccveeieriieriieieiiesie e esie e se e 25-6
Internal DHCP ReIAY ....ceovvieiiiiiiicieeeceeeeeee ettt e 25-7
Configuring DHCP REIAY .....cceeveiiiiiiiiie ettt sbeeseneens 25-8
Configuring the Status of the DHCP Relay Feature ..........coccoveieviiniineniienennenne 25-8
Setting the DHCP Relay Forwarding Mode ...........cccevciieviienieiieceiececeeeeeeen 25-8
Configuring DHCP Relay Parameters .........cccoceveeiieienienieienieseseee e 25-9
Configuring DHCP Relay for the SPB Service Domain .......c..ccecevvevencncncnnne 25-10
Configuring the DHCP Client INterface ...........ccoecevievieiienienieieeieceeeeeeeeeee 25-13
Enabling the DHCP Client INterface ..........ccceeevevveniiesiieienieniieieeiesvesieeee e 25-13
DHCP Server Preference in DHCP Client Interface ..........ccccveveeeieicvenvenieninnen. 25-15
Configuring DHCP Server Preference .........coccoecevieciecienienieeieceeseee e 25-15
Configuring Generic UDP Relay ......cccoovieviiiiiiiiiiiicicectee e 25-17
Configuration GUIACIINES .....c.cccvevvieriieiiiiiieiieie ettt ste et e e seeebeeaesaeeseens 25-17
Enabling/Disabling Generic UDP Relay ........cccccoovevivieviinciinieieiecieceeieeeeen 25-18
Specifying a Forwarding VLAN ......ccocoiiiiiiniiienee e 25-18
Specifying a Forwarding SPB Service ........ccccooerveniiniiienieeeeceeneeeeeene 25-19
Specifying a Forwarding IP Address .........cooceeveeieniineiienieeceeeeeeceeee 25-20
Configuring DHCP Security FEatures .........cccoevvevieveiienieneeieseee e 25-21
Using the Relay Agent Information Option (Option-82) ........cccecevveriieveneennenne 25-21
Using DHCP SNOOPING .....ovviiiieiieiiiiieieeie ettt ettt 25-24
Verifying the DHCP Relay Configuration ............ccccceeeeeeieecienieneecieeieseeie e sveseens 25-33
DHCPVO Relay OVEIVIEW .....eovuiiiiieieiiieniieieeiesieeteetesteesteestessaesteessesnnesseesseensesssenseens 25-34
Quick Steps for Configuring DHCPVO Relay .......cccoecvevieciiniiiieiieiecieieeie s 25-34
DHCPV6 Relay INterface .......c.cccvevveeeiieciieieiieiieecsieeieeteeeere e 25-34
DHCPVO Relay MESSAZES ...ccuvivveeiieiieieriieiietieeeesieeveesvesseesseeseessesssesseesseessesses 25-35
Configuring DHCPVO Relay ......c.cccviviiiiieiieieciecieee ettt 25-35
Enabling the DHCPV6 Relay Service ........coceviiviiniieiiinienieiieieeeesieeieeeeeeen 25-35
Configuring the DHCPv6 Relay Interface ...........occovceeviniiniininiinieiiiciieee 25-35
Setting Maximum HOPS ....occveviiiiiiiiiieiieneeetee et 25-36
Verifying the DHCPv6 Relay Configuration .........c.cceecveveevieeieneenienienieneeienes 25-36
Using DHCPVO SNOOPING ...oc.vivuieriieiieiieiiieiteie ettt sitet e seteseeaseseaesseeseensesnees 25-37
Enabling DHCPVO SNOOPING .....oecvieeieriieiieiieieiieiteie ettt saees 25-37
Configuring the DHCPv6 Snooping Binding Table .........ccccccovvveviivciincienieiene 25-37
Configuring IPv6 Source Filtering (ISF) ....ccccoeviiiiiiiieiiiieieeeeeeeeee e 25-39
Using IPVO DHCP GUAIA ....c.ooiviiiieiieiieiieie e 25-41
Verifying the DHCPVO Configuration ...........ccccceeeuiiiereenieeeienieneeieeieseesieeveenesenens 25-43

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 Xviii



Contents

Chapter 26

Chapter 27

Configuring an Internal DHCP Server ..............cccoooooiiiiiiiiieeeeeeeeeee 26-1
I ThiS CRAPLET ..ottt ettt ettt eentesneesaeenbeenes 26-1
DHCP Server Default VAIUES .....cc.vvvviiiiiiiiiiieeeeeeeeeee ettt 26-2
Quick Steps to Configure Internal DHCP Server .......ccccoccovvievieiiinienieneeeeeeeeee 26-2
DHCP SEIVET OVEIVIEW ...eviiiiiiieiiiieee ettt ettt e et e e e e e e eaa e e e s e e saaeeeeeeans 26-4
The DHCP PrOCESS ...cecveeuieiieieeiieeieeieetesitesteeiesteesteeteenaesteebeensesseesseensesnnesseenseenes 26-4
Internal DHCP Server on OmniSWItCh .......cooovvviiiiiiiieieieeeeeeeee e 26-4
VIAlQIP SEIVET ..ooiveiiitie ittt ettt e e et e eaeeeane s 26-4
Interaction With Other FEAtUIES .......cooooumeiiiiiieeeeeeeeeeeeeeee et 26-5
Virtual Router Forwarding (VRF) ......cocciiviiiiiiieceee et 26-5
DHCP SNOOPING ..eoevieiiieiieeiieeieesee et etteeteesreessaeesstesseessseessseasseeaseessseessseessees 26-5
TP INEEITACES vttt e et e e e e e et e e e e eeentaneeeeeenns 26-5
VItalQIP SEIVET ...ooiiiiiiiiiiiiieiie ettt ettt e ete e e vaeseb e e sabeebeeesbeeeabaensnes 26-5
Configuring DHCP Server on OmniSWitCh .........ccoovieviiiiiinieniieiecerceceeeeeee 26-6
POLICY fI1€ .ottt et st s 26-6
DHCP Configuration FIles ........c.ccceecieriiiiiieiieiicie ettt 26-7
DHCP Server Database f11€ .........coooiiiiiiiiiiiiiiee e 26-10
DHCP Server Application EXamPple .......c.cccvevieriieiiiieniieieeieceesieeee st 26-11
Verifying the DHCP Server Configuration ...........c.ccceeeeeieeeieneenieeieeieneenie e eneneeens 26-13
Configuration File Parameters and Syntax ..........cccoccevvieviercienienieecienieneeie e 26-14
Policy File Parameters and SYNaX .........cccccevvieriieciieienienieeieeeesieesieeneseesieeseenesenens 26-25
Configuring VRRP ..o 27-1
I ThiS CRAPLET ..eevvieiiieiieeieeeiteee ettt et e et e e e b e et eebeesssaessseessaessseensseesssean 27-1
VRRP DEFAUILS ..ooooieieiiiieieeeeeeee ettt et e e et e e e e e ennaaeeeas 27-2
Quick Steps for Creating a Virtual ROULET ........ccoovveiiiiiiiiiieiecieeeeeceee e 27-4
VRRP OVEIVIEW ...ttt ettt e et e et e et e s ettt e s saaaeessnatessenaeesesnaeesans 27-5
Why USE VRRP? ...ttt ene e 27-6
Definition of @ Virtual ROULET .........occouviiiiiiiiiiiiie e 27-6
VRRP MAC AQAIESSES ...ttt ettt e e eaae e e e 27-7
VRRP Startup DEIaY .....ccceciecieiiiiieieeiecieieee ettt 27-8
VRRP TTaCKING ..veeeviiiiiiieieeiecie ettt sttt st e sbe e ae e e s reesseenee 27-8
Configuring Collective Management Functionality ..........c.cccceeeeevierierieevieneennennn. 27-8
Interaction With Other FEAtUIES .......cooooumiiiiiiieeeeeeeeeeeeeee et 27-8
IPv4 and IPVO INtEIfaCES ....ccevvveeiiiieiieeeee et 27-8
VRRP over UNP Dynamic SPB SAPS .....cccoovoiiiiiiiieeeeeeeeeee e 27-9
VRRP Tracking wWith BEFD .......cccccooiiiiiiiiiiieie ettt 27-9
Virtual Routing and Forwarding (VRF) ....cccocvviiiiiniiieeeeeeee 27-10
VRRP Configuration OVETVIEW ......cc.cecuerieriieriirieniieniieeesitenteesesesesseesesssesseessesnsesnes 27-11
Basic Virtual Router Configuration ...........c.cceceecvieienieniieiienieneeieeeeseeseeeseeennes 27-11
Creating/Deleting a Virtual ROULET ........cccovieiiiiiiiiiiiiieiieiecieeee e 27-11
Specifying an IP Address for a Virtual ROUtEr ........cccccevieviecienieieiecieccee 27-13
Configuring the Advertisement Interval ...........cccocoveeiieiinieniiecicieceeie e 27-14
Configuring Virtual ROUter Priority .........ccccoevieviieiieriieiesieieeeeeeese et 27-15

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XiX



Contents

Chapter 28

Setting Preemption for Virtual ROULETS .........cccvveviierieeiieeiieieeeeee e 27-16
Setting the AcCePt MOAE ......oovvieiiiiiiieie ettt 27-16
Configuring the VRRP VErSion ........cccceeiriiniieniiiiinieeeie sttt 27-17
Enabling/Disabling a Virtual ROULET ..........ccceviviiiiiiieiiniiieeeceeceeeeeeee 27-17
Setting VRRP TTAPS ..oocvieiiiieiieieeie ettt ettt sttt ae e s eee 27-18
Setting VRRP Startup Delay .....cccoecvievievieiieieeiee ettt e 27-18
Configuring Collective Management Functionality ...........ccccceeveeeerienieniencnennnnns 27-19
Creating VRRP Tracking POIICIES .......cccoevueriiriieriieieiierie ettt 27-23
Associating a Tracking Policy with a Virtual Router ..........cccccoeevevcienieniieiennnnne, 27-23
Verifying the VRRP Configuration .........ccccccoeeviviiiiiieniiieniienie e sree e esne e sveenes 27-25
IPv4 VRRP Application EXample ........ccccooieiiiiiiiiiiiniiincecceete e 27-26
IPv4 VRRP Tracking EXample ........cccoeveiiiriieniieeiierieeie e 27-27
IPv6 VRRP Application EXample ........ccccoeievieiiiiinieniieieeeceeicee et 27-29
IPv6 VRRP Tracking EXample ........cccocceevuivieniieniiniiniieiieieceeee e 27-30
Configuring Server Load Balancing ..................ccoccoooooiiiiiiiecceee, 28-1
I THiS CRAPLET ...eeeieiieiieie ettt ettt ettt be et esaaesbeenbesnsesneenseenseenee 28-1
Server Load Balancing Default Values ..........ccccoeieiiiiienieniieiecieceieceeeie e 28-2
Quick Steps for Configuring Server Load Balancing ..........cccccceeeevvevevenieiienieneeienen. 28-3
Quick Steps for Configuring a QoS Policy Condition CIuster ..........ccccceevveeevennenne. 28-4
Server Load Balancing OVEIVIEW .........ccccveeierieiieerieeieniienieeieseresteesseessesseesseessesssesseens 28-6
Server Load Balancing Cluster Identification ...........cccceevvviereeniecienieneeveeeenen 28-6
Server Load Balancing EXample .........ccccoecviiviienieeiiecieeeeece et 28-7
Weighted Round Robin Distribution Algorithm ...........ccocceeviniiniiniiiiinieneee 28-8
Server Health MONITOTING ......cccvvevevieriieiiieeiieeieenieesteeieeereesreeseveesseesesaeseseessseenes 28-9
Configuring Server Load Balancing on a SWitch ........ccooceevivieniiiiieiiieieeeee 28-10
Enabling and Disabling Server Load Balancing ...........ccccocceevvvienienineenceneennen. 28-10
Configuring and Deleting SLB CIUSLEIS ......ccceveeriieriirieniienieeie et 28-11
Assigning Servers to and Removing Servers from a Cluster ..........cccecevvenenen. 28-13
Modifying Optional PArameters ..........cceccveeviriuereenieerieeieseesieeeeseeesieesieeeeseeeseeesesnnens 28-14
Modifying the PIng Period ..........ccooeieiiiiiiiiiinieieiieeteieeeeeeeee e 28-14
Modifying the Ping TIMEOUL ........ccceeieviieiiiiiiiieiieieeeete et 28-14
Modifying the PIng RELrICS ......cceecviviiiieiieiecieiieieee ettt 28-15
Modifying the Relative Weight of a Physical Server .........cccocceevevieciineeniennenen. 28-15
Taking Clusters and Servers On/Off Line ........ccccooeeviriiniininiiniineeeeeneeeeieiene 28-16
Taking a Cluster On/Off LINe .....cccovieiiiriiiniinieiieieeeeeeeee e 28-16
Taking a Server On/Off LINe ......ccccevieiiiiiiiiiiiniieeieeeee et 28-16
Configuring SLB PrODES .......ccieviieiiiiiiiieieeie ettt 28-17
Creating SLB PrODES ......cocuieiiiiiiieiieeeeee ettt 28-17
Deleting SLB ProDES .......cccieviiiieiieiieieeieeeitet ettt 28-17
Associating a Probe with @ CIUSter ........cccecceeviiviiiieniieiieieeeee e 28-18
Associating a Probe with @ SEIVer ........cocvevieciiriinieiiciecieceeee e 28-18
Modifying SLB PIODES ......ccocieiiieiieieciieriieie ettt sieeaeesbeeeneenas 28-18
Displaying Server Load Balancing Status and StatistiCs ...........ccccevveeviievierienieeciennnns 28-21

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XX



Contents

Chapter 29 Configuring IP Multicast Switching ..., 29-1
I ThiS CRAPLET ..ottt ettt et st e sttt entesneesaeenbeenee 29-1
IPMS Default VAIUES ....ocoeivviiieiieeeeiee ettt ettt e e et eenreas 29-2
IPMSVO Default VAIUES .....oveeeeiviiiiiiiecceee ettt et 29-3
IPIMIS OVETVIEW ..vviieieeeeeeeeeeeeee ettt ettt e e et ete et e eereeeeaeeenaeesnseesnaeeneesnneesanean 29-4

IPMS EXQMPIE .oouviieiieiieiieie ettt ettt et st ae e s 29-4
Reserved IP Multicast AAAIESSES .....cocuveiiieueiiiiieeeeeeee et 29-5
IP Multicast ROULING .....cccoveviieriiiieiieieeic ettt ettt ettt eae e s se e e 29-5
Interaction With Other FEAtUIES ........cooovviiiiiiiiiiiie e 29-7
IPMS for Shortest Path Bridging and Virtual Private LAN Service .........c.ccc....... 29-7
VLAN and Service DOMAINS ........ccueeeeeieiieiiiiieiiee ettt ere e eeavee e 29-7
Configuring IPMS 0n @ SWItCh ......cceiiiiiiiiiiice e 29-10
Enabling and Disabling IP Multicast Status ..........ccccecervverierierienieriereeeeeeeen 29-10
Enabling and Disabling Flooding of Unknown Multicast Traffic .............c......... 29-11
Enabling and Disabling IGMP Querier-forwarding ...........ccccceeveevevcvenveneeneennen. 29-12
Configuring and Restoring the IGMP Version ..........cccccoevevieviecienieniiecienieienns 29-13
Configuring and Removing an IGMP Static Neighbor .........ccoccvevievienieninciennnnns 29-13
Configuring and Removing an IGMP Static QUETIer ........ccccvevvereeecienierieeienennns 29-14
Configuring and Removing an IGMP Static GIroup ........cccceeevevvecieeceenienieeciennnns 29-15
Initial Multicast Packet Buffering ..........ccccocevieviieciinienieieeeceeeeeee e 29-16
Modifying IPMS Parameters ...........ceeveeiieeierieniieieeieseesieestesieesreesseeneseeesseessessnessnens 29-18
Modifying the IGMP Query Interval ........cccoceviiiiniinieirieeeeeeeeen 29-18
Modifying the IGMP Last Member Query Interval ..........ccccceeveviininincninnns 29-19
Modifying the IGMP Query Response Interval ..........cccocoeeveveviieniiniieciieeneene 29-20
Enabling and Disabling Zero-based IGMP QUEry .......cccccoceevveviiriinienienieeienenn 29-20
Modifying the IGMP Router TIMeOUL ........cccecuevvirieniieiinieniieieeieeee e 29-21
Modifying the Source TIMEOUL ........cccevieriiriieriieriieiirieitet e 29-22
Enabling and Disabling IGMP QUETYINg ........cccccuerveriieiinieniieieeieseenieeveeeenenen 29-23
Modifying the IGMP Robustness Variable ...........cccceevevienienieniieienienieeeeeeeen 29-24
Enabling and Disabling the IGMP Spoofing ..........cccccveviirieriecincienieniieieeeeeeen 29-25
Enabling and Disabling the IGMP Zapping ........c.ccceeeevvirierieenieecieeeenieenreeeennenn 29-26
Limiting IGMP MUulticast GrOUDPS .......cceeverieriieririienieeieeeesseesseesesseesseessessesses 29-27
IPMSVO OVEIVIEW ..ottt eeae e eee e et e et e e et e s ebaeesenaeeesnaeeesnaeeesenes 29-28
IPMSVO EXAMPLE ....viieiiiiiieiie ettt et ettt et e e e s e e e esaeensaeennas 29-28
Reserved IPV6 Multicast AAAIESSES ......ccouveeeeurieeeiieeeeiiee ettt e 29-29
IMLD VEISION 2 .ottt ettt ettt e et e et e e et e e e etaeeeeteeeetsaeeereeeens 29-29
Configuring IPMSV6 0n @ SWItCh .....c.oooiiiiiiiiiieiieeee e 29-30
Enabling and Disabling IPv6 Multicast Status ..........ccceevvverveneeninienieneeeeeeeen 29-30
Enabling and Disabling Flooding of Unknown Multicast Traffic .............c......... 29-31
Enabling and Disabling MLD Querier-forwarding ..........c.ccoecveveevvencvenveneeneennen. 29-32
Configuring and Restoring the MLD Version .........ccccceceveeviieniencienienieeiesienienns 29-32
Configuring and Removing an MLD Static Neighbor ..........ccoccveevivvieviecieciennnes 29-33
Configuring and Removing an MLD Static QUETier .........cccocvevvieeierieriienieerennnens 29-34
Configuring and Removing an MLD Static GIroup .........ccccevvvevieeceenienieeciesienienns 29-35
Modifying IPMSVO Parameters ...........ccecevierierierienienieeieete sttt 29-36
Modifying the MLD Query Interval ..........ccccoviiviinieniniinieneeeeseeeee e 29-36
Modifying the MLD Last Member Query Interval ..........ccccooeviieininincncnenns 29-37

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXi



Contents

Chapter 30

Chapter 31

Modifying the MLD Query Response Interval ..........c.cocoveveiveniieciiniienieeeeee, 29-37
Enabling and Disabling Zero-based MLD QUETY ......cccecvvierireviinierienieenieeeeneen 29-38
Modifying the MLD Router Timeout ..........ccceeuervieriirienieeieeiereeieeee e 29-39
Modifying the Source TIMEOUL .......ccccevieriiriierieiieiieieieeiee e 29-40
Enabling and Disabling the MLD QUETYING ......cceeoveviieiinieniieiieieeerenieeve e 29-40
Modifying the MLD Robustness Variable ...........cccccevverienieiiinienieiecieneeeeenee. 29-41
Enabling and Disabling MLD Spoofing ..........ccccverieciieiinieniieieeieseesieeve e 29-42
Enabling and Disabling the MLD Zapping ..........cccccveeveeveriienreevieneenreeeeseenseennes 29-43
Limiting MLD MUulticast GIOUPS ........cccerveriievirrenieenreeieseesseesessesseesseessessesses 29-44
IPMS Application EXample ........cccoceiiiiiiiiriiiiiiienieieeenereee ettt 29-45
IPMSv6 Application EXample ........cccevciiiriiiiiiieniienie et 29-47
Displaying IPMS Configurations and StatiStiCs .........cceveerveererrierieneenienieneerieeieneens 29-49
Displaying IPMSv6 Configurations and StatiStiCs .........cecceeveerieriereerierieeneenieeienenns 29-50
Configuring IP Multicast VLAN .................cccocooiiiiiiieeeee e 30-1
I ThiS CRAPLET ..ottt ettt et sttt entesneesbeenbeenee 30-1
IP Multicast VLAN Defaults ........ccccoceririiiiiieieiiieneienesesiesiesieeie ettt 30-2
IP Multicast VLAN OVEIVIEW .....ccueierieieiinienieneniinieeieeeeitetestenteste e stesteeseeseensensensens 30-3
Multicast VLAN ReEgIStration ........ccccceceevierieriieriieienieenieeiesieenieeieeeeseeesaeeaessnenes 30-3
VLAN Stacking Mode ......ccoeeieeiiiiiiieie ettt s 30-4
ENterpriSe MOAE ....cooeeiiiieiieie ettt ettt et e 30-4
IPMYV PaCKet FIOWS ...cccviiuieiieiieiiesiieieetece ettt ettt ettt e sneesseenseenseene 30-5
VLAN Stacking MO ......cccoeevieeiieiiieieeiie ettt eee e sre e e e srseesesaeseseenees 30-5
Enterprise MOAE ....cc.ooueiuiiiiiiieiiieicieeeeceeet ettt e 30-8
Configuring IPMVLAN ......oiiiiiiie ittt ettt e e e esse e s s aessseesneenses 30-10
Creating and Deleting IPMVLAN .....cccooiiiiiiiinieiee ettt 30-10
Enabling and Disabling IPMVLAN .......cccciviiiiiiieiinieteieeeeee et 30-11
Assigning and Deleting IPv4/IPV6 Address .........cecvvvereeriinienieieieeieseeeeene 30-11
Assigning and Deleting a Customer VLAN Tag ....c.coevveviivienienieiecieseeeeeneen 30-12
Creating and Deleting a Sender Port and Linkagg ..........cccoevvevieeinvienienieiieens 30-12
Creating and Deleting a Receiver Port and Linkagg .........ccceceevveeevcienienienienienns 30-13
Associating an IPMVLAN with a Customer VLAN ......cccoooieiiiienierieieeee, 30-14
Creating a Static IGMP Group for a IPMVLAN ......cccooeoiiiiiieieieceeieeie e 30-14
IPMVLAN Application EXample ........cccocveeieiiiiiieiienieeiecieceesee e sie e v saeens 30-15
Verifying the IP Multicast VLAN Configuration ...........ccccceceveenievieniieneenenseneennenn 30-17
ConfigUring QOS ...........cooiiiiieceee et ens 31-1
I ThiS CRAPLET ..eevvieiiieiie ettt ettt et e et e e e b e et e e baesssaessseessaeensaensseesssean 31-2
QOS GENETAL OVETVIEW ...oeiivieiieeiieeiiieiieeteeereesteesteeereessbeesseeesseesssaessseesssessssessseessseas 31-3
ClLaSSIFICAtION ...euviiiiiiieiieiceiietctctes ettt ettt ettt bbb e 31-5
How Traffic is Classified and Marked ..........ccccoevinininiininininncicceeee 31-5
Configuring Trusted POTES .......ccieiiiiiiiieiieiieieeee et 31-9
Congestion MaNQZEIMENL ..........cecueeieruieriieiienieeteeteseesteetesseesteesessaesseenseessesseensesnsesnes 31-11
QUEUE SEES ..iiiiiiiieeiiee ettt e e e et e e e tte e e e eabeeeetbaeeesabaeeeenaeeessseeeenraeens 31-11

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXii



Contents

(O 1S A0 55 01 1 RS PSRR 31-13
Multicast and Unicast Traffic Distribution ...........cccecceevvevvenieneniienieneeieeieeeen 31-18
Multicast Source PFC on the OmniSwitch 6900 ..........cccovvviivieniniinieieeenee. 31-20
OmniSwitch Congestion AVOIAAnCe .........ccecvevieeierienieeieeie et 31-21
Traffic Policing and Shaping ..........cccccevieeiiiiiinieieeie ettt 31-22
POLICING .ottt ettt ettt e et e ssaenbaebeeneas 31-22
SRAPING .evieeieciieieeece et ettt e et e et te e be st e s teebeesbeere e beenbeenaesreenreenes 31-22
Tri-Color MArKiNg .....c.cccviiieeiieiiieieeiesiesiteie ettt ere e e teeseesbesesesseebeensesssensees 31-23
Configuring Policy Bandwidth Policing ........c.ccceveevieeiiniinieniiecieciecieeie e 31-26
Configuring Port Bandwidth Policing .........c.cccccveviiiiiienciierieeie e 31-28
QOS POLICY OVEIVIEW ...evriniiniiniiiiiisienitetete ettt ettt sttt ne s 31-30
How Policies AT USEd ......cccocuevieieiiniiriiniiniccereeceiecetet et 31-30
POJICY LISES .eeuieiiiiiiieienienieeteeiceect ettt sttt ettt et 31-31
Interaction With Other Features .........cccceevviiriinieniieieeieieieeee e 31-31
Valid POLICIES ..c.veiveeiiiiieiieiciiieseses ettt 31-31
POliCY CONAITIONS ....eeveenieiiinieieienient ettt sttt ettt ente e 31-32
POJICY ACHIONS ...viutenieietiiieieeie ettt sttt ettt st sttt ettt enbesae b 31-33
QOS DETAULLS ..eviiiiieiie ettt ettt et et e e et e eave et eeeareeeaneeaes 31-35
Global QOS DEfaULLS .....cc.viieveieieeeie et e 31-35
QOS Port Defaults ......ccoveiiuiiiiiiiieeeeeeeeeee e 31-35
Queue Management Defaults ..........cccooveevierieiiiiieiieiceeceeee e 31-36
Policy Rule Defaults .......cccveviiiiiiiiiieciieie ettt 31-37
Policy Action Defaults ........cccoooiiriiiiniiiiiiicceeeee e 31-37
Default (Built-in) POIICIES ...cccueviiiiieiiiieiieiietetete et 31-38
Configuring QOS ....c.vieiieieeeetee ettt sttt sre et enee 31-39
Configuring Global QO0S Parameters ..........cccccevveeviirierienieeienienie et 31-40
Enabling/Disabling QOS ........ccoieiiieiiiiieiiieieeieee ettt 31-40
USINg the QOS LOZ .veevieeieiieiieieeteit ettt saeeaeeaeeneas 31-40
Setting the Statistics INtErval .........cccoevievieeiiiiieiiee e 31-43
Returning the Global Configuration to Defaults ..........ccccocverveviecienienieiieieen. 31-43
Verifying Global SEttings .......c.ccvevvieieiieriieiesieeeteetet e 31-43
Creating POLICIES ....ccviiieeiieiiciieciieie ettt ettt teete et e st esbeeaeeaaesteesbeessesseeseenseenns 31-44
Quick Steps for Creating POIICIES ......cccuevvieeiieiiiiiiieiiciesieieeve et 31-44
ASCII-File-Only SYNtax .....ccccoevierierinienieeeiesiesieeieee sttt e 31-45
Creating Policy CONditioNS ..........cceceriiriieiiiiieiiereesie ettt 31-46
Creating POlICY ACLIONS .....cocuiiiiriiiiieieitieieeteete sttt 31-47
Creating Policy RUIES ......cc.oeiiiiiiiiiicieieceeeeee et 31-48
Creating POLICY LiSES ...ooiiriieiiiieiieiieeieee ettt 31-51
Verifying Policy Configuration ..........cccecveviirienieniinieiesieeeeeeeeeve e 31-54
Using Condition Groups in POIICIES .......ccccverieiiirieiieniieieeiesieesie et see e sve e neeens 31-55
Sample Group Configuration ...........cccceeceeeeevienieneesiesiese e eee st eie e see e enee e 31-55
Creating NetWork GTOUDPS ...ccveecveiieriieiieeiesieeieetesieesteetesteesteesaeseesseesseesessnesseens 31-56
CIEAtING SETVICES .uvvervieiietierierieenteeresseesseesseessesseesseessesssesseesseessesssessesssesssesssessenns 31-57
Creating SErVICE GTOUPS ...veecvieverierieeieesiesieesteetesreesseessesssesseesseessesssesseessesssessaens 31-58
Creating MAC GIOUPS ...eevvieieriieniieieeiesieenteeteeitestee st etesbtesteeneestesueesbeesesanesaeens 31-59
Creating POTt GTOUPS ...ooveeivieiiiientieieeieeitesteee et sttt ettt st see et st et etesaeesaeens 31-60
Verifying Condition Group Configuration .........cc.ccecceveuereenerrienienennieeeeneenieenns 31-61

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 xXiii



Contents

Chapter 32

Chapter 33

USING MAP GTOUPS ..veevvieeiiieeiierieetieereesteesteasseeaseessseessaesseessseessseesssssssesssseessssansessns 31-62
Sample Map Group Configuration ..........cecceeceereererieeneenieneene et 31-62
How Map Groups WOTK ......coceeiiiiiieiieeeeteeeee e 31-63
Creating Map GTOUPS ...c.eervierierieniieieeieeiterteeteeetesteesteesteseeesteesteetesaeesseensesasesanens 31-63
Verifying Map Group Configuration ..........c.ceceevereerieerienieneenieneeseesseessesneneees 31-64

Using Access COntrol LiStS ........ecieciiiieriieiieieiieieeie ettt ste et sere e eaeenaesnnens 31-65
LAYET 2 ACLS ooneieie ettt ettt ettt et e st sate et et e e nteeenees 31-65
LAYET 3 ACLS ooeieie ettt ettt ettt et e et sate et et nteeenees 31-67
TPVO ACLS .o e et e et e 31-68
Multicast FIltering ACLS ......c.cooiviciieriieie ettt 31-69
Using ACL Security FEAtUIes .......cccccveviiiviiiiriiieiieeiieeie et see e sveeiae e 31-69

Applying the Configuration ...........cccceceevierierieriinieieeee et 31-73
Interaction With LDAP POLICIES ....cooouvviiiiiiiiiiiiiiieeeeeeee e 31-74
Verifying the Applied Policy Configuration ............cccccevevienieneeninienieneeene 31-75

POLICY APPIICALIONS ...eeiiieiiiiiiieiieie ettt sttt et esbeeteensesanens 31-76
Basic QOS POLICIES ....ccueiiiiiiiiiiciie ettt ettt ettt et eve e e ae e e aae e eneees 31-77
RedireCtion POLICIES ......vviiiiiiieiiiee et e e e e eeaaaee s 31-78
Policy Based MIITOTING .....ccecveriieiiieiienieniieie ettt ettt e e e e e enseeneeeeas 31-79
ICMP Policy EXAMPIE .....ooovieeiiiiieiieiieieceieetee ettt 31-80
802.1p and ToS/DSCP Marking and Mapping .........ccccccevveveeeeeneenieneenreeeennnenns 31-80
Policy Based ROULING .....c.ccceeviieiiiiieiieiicieieieee ettt es 31-81

Enhanced Congestion Notification (ECN) .......ccceeviriiriiniininiinieenie e 31-85
ECN MEChANISIM ...coovviiiiiiiiiieee ettt e e e eaaaee e e e s eenraneeas 31-85
Enhanced Congestion Notification (ECN) Profile Configuration ........................ 31-86

Managing Policy Servers ..............ccoooiiiiiiiicceceeeee e 32-1

I ThiS CRAPLET ..ottt ettt ettt et ente s e aeenbeenes 32-1

Policy Server Defaults ........cccuooieiiiiiiieieee e 32-2

POLICY SEIVET OVETVIEW ..uviiiiiiieiieiieciieitet ettt ete ettt teete st e sae e beenaesnnesseenseenseenes 32-3

Installing the LDAP POIICY SETVET .....ccveiiieiiiiiiiieiieiectetteieetestee et 32-3

Modifying POIICY SEIVETS ....c.eecuiiieiiieiiiiiicitetteteetet ettt ettt ae e ae e e enee 32-4
Modifying LDAP Policy Server Parameters ..........cccocevvveviinienieniieieeiesieeeeeeenn 32-4
Disabling the Policy Server From Downloading Policies ............cccoevvevieviereennenne. 32-4
Modifying the Port NUMDET ......c..ccoviiiiiiiiiieiieicceee e 32-5
Modifying the Policy Server Username and Password ..........ccccccoecvvevieeneencieennnn. 32-5
Modifying the SEarchbase ..........ccccceeeciieriiiriieiie ettt sre e s 32-5
Configuring a Secure Socket Layer for a Policy Server ..........cccccvvevvevcivenieneneenns 32-6
Loading Policies From an LDAP Server .......cccoccveviriienienieieeieneee e 32-6
Removing LDAP Policies From the SWitch .........cccooiiiiiiiniiiiiiee 32-6
Interaction With CLI POLICIES .....ccooivuiiiiiiiiiiiiiee et 32-7

Verifying the Policy Server Configuration ..........c.ccecceeceevienieneenieeienieneeie e 32-7

Configuring Access Guardian ....................ccccocooiieieiiiinic e 33-1

I THiS CRAPLET ..eieieiieieeie ettt e et eesbesaeesbeensesnsesneeseesseenns 33-2

Access Guardian DefaultsS .........oooooiiiiiii e 33-3
Access Guardian Global Configuration Defaults ...........cccoeevivvierieciinciinieiicieeens 33-3

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXiV



Contents

Access Guardian Profile Defaults ..........cccooeiiiiiiiiiiiiiieiiecece e 334
Access Guardian UNP Port Defaults ..........cooovviieiiviieioiiiieeee e 33-5
Access Guardian Global AAA Parameter Defaults ...........cccoovevveiiiiiiiiieiiiecenen. 33-6
Access Guardian AAA Profile Defaults .........ccocoeovvveeeiiiiiiiiiee e 33-7
Access Guardian Captive Portal Defaults .........cccocceeviiriiiieciineniee e 33-8
Access Guardian Captive Portal Profile Defaults ..........cccocovieviiiiieniieniiceniee 33-9
Access Guardian QMR Defaults ..........cccooviiiiiiiiiiieecee e 33-9
Quick Steps for Configuring Access GUArdian ..........cccceeeveeeeereeneecieerieneeneeeieseeneeens 33-10
Access GUATAIAN OVEIVIEW ......cooviiieieieiiieeeeeieeeeeteee e ettt e eeteeeeeaae e e eaaeesenaeeeesateeseneeeas 33-12
Device AUthentiCation ..........c...cocviiieiieeieiiie ettt et eeaaee e eavee e 33-13
Device ClassSIfICAtION ........ccoevuieeiiiieieiiee et eeree ettt e et e ereeeeeareeeeareee s 33-15
ROIC-DASEA ACCESS ..ttt e eearee s 33-16
UNP PIOTIIES oooeoneeiiieiiee ettt ettt ettt e e et e e enareeenneas 33-17
TUNDP POTES .ottt ettt e et e v e s et eeaeeesaneeaeeenneeenneenns 33-24
UNP Classification RUIES ...........coovviiieiiiiiiieieieiee ettt 33-26
HOW 1 WOTKS .ottt et e et eeenaeeeeearee s 33-28
Interaction With Other FEatUIes .........cooviiiiiiiiiieieii e 33-29
Authentication, Authorization, and Accounting (AAA) ....ccoeeveveeveeecveneeneeienenn 33-29
Bring Your Own Devices (BYOD) ....cooiiiiiieniieiieieieeieeeeieeve e 33-29
Learned Port SECUTILY ......ccieciiiieiiieiiieiecieieecteee ettt re e e sreesbeeseesseseees 33-29
Multiple VLAN Registration Protocol (MVRP) .....c.cceeieeiiviinieiciicieceeiee, 33-30
Quality of Service (QOS) ...viiviieiieciieiieeere et 33-31
Service ASSUTANCE AZENLE ......cceevuieiirierieerieeiesieenieetesete st etesetesbe et eeesaeesbeeneeens 33-31
SETVICE IMANAZET ....eovieniienieiiieitieie ettt sttt et sttt et st e s b et setesbe et eaeesaeenbeeneeens 33-32
SOUICE LEATNING ....vevvieeieiieiieiiieieeie ettt ettt ettt et este st e e enteseeenbeenee 33-32
Universal Network Profile (UNP) ......cooioiiiiiiiiiicececeeeeeeeeve e 33-32
UNP DyNamic SAPS ...oioiiiieiieeestee ettt sttt 33-34
Configuring Port-Based Network Access Control ..........ccevveeeerieneenienienieieeieeenns 33-36
Setting Authentication Parameters for the Switch ...........ccoovvevieiiniiniiiicieen, 33-37
Configuring UNP Port-Based Functionality ............ccccoeveeeiinienieciniieniecieeienieens 33-45
Configuring UNP Profiles .........ccocooiiiiiniiniiiiieieeeeese e 33-62
Configuring the UNP Profile Mapping ........cccceveevievieciinienieeieeieseeie e 33-66
Setting the RADIUS Server Attribute Precedence .........ocooceveeeeeeieienienenenne 33-77
Configuring System Default Profile Parameters ..........ccccocceceevvecveeenencncncnennens 33-80
Configuring QO0S POlIiCY LiStS ....cceeviriiriieiieieiiesieerieee sttt 33-83
Configuring UNP Classification RUles .........c..cccceeviriieniniiniiniinnenienceeseenee 33-87
Using Router Domain AuthentiCation .............cceceeevirienieriieienieniieieeeesieesieeie e 33-92
Configuration Overview and GUidelines ............ccoeveeveeviirienieninieniereeie e 33-92
Configuring Router AuthentiCation ...........ccoeceevierierenienieieee e 33-94
Router Domain Authentication EXample ........c.ccccooovevieciinienienieiecieceeeeeeen 33-97
Using Captive Portal Authentication ............ccoecvevieeierienienie et 33-99
Configuration Tasks and GUIdeliNes ..........cccecvevvirierieniieienieneee e 33-100
Quick Steps for Configuring Captive Portal Authentication ...............ccceenne.e. 33-101
Configuring the Captive Portal Operating Mode ..........ccccevvevvieienienieeieeeenenn 33-102
Using Captive Portal Configuration Profiles ..........cccccvvevinviniiniinieniininnens 33-103
Replacing the Captive Portal Certificate .........ccocevvevieienieniiieiieseeceeeenne 33-104
Customizing Captive Portal Web Pages ........ccccoceviiiiiiiinieniiiieeeceeee 33-105
Authenticating with Captive Portal ...........ccccooeiiviiiiiiiiiie e 33-107

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXV



Contents

OmniAccess Stellar AP INteZration ...........ccceeceeeciieriireiieeiieeie et e 33-110
HOW 1t WOTKS ..iviiieiiiciicie ettt ettt e tre et eeb e aveeabeenbee e 33-111
AP Mode Configuration Guidelines - VLAN Domain .........ccceccevceevveveereennene 33-113
AP Mode Configuration Guidelines - SPB Service Domain ..........ccccceceeeenneene. 33-115
OmniAccess Stellar AP Configuration Guidelines ...........cceeevvenieneecienceennennn. 33-116
Quick Steps for Configuring OmniSwitch AP DiSCOVery .......ccceeevvienierienncnne 33-117
Verify the OmniSwitch Configuration ............ccocceeviieeienieniecieniese e 33-119
Using L2 GRE TUNNEING ...ccveivieiiiieiieie ettt e s 33-122
Configuration Overview and GUidelines ...........cccoeevereerrieviiecieseeneerieeee e 33-122
Quick Steps for Configuring L2 GRE Tunneling ........cc.coceevevvieniineineneennenne 33-128
L2 GRE Tunneling Configuration Example ........ccccoccoviiviiiininiiniieneeee 33-132
Using Quarantine Manager and Remediation .........cccccecceevinieniniinieneineieneeee 33-137
QMR Functional Scalability .........ccccceririerieniieiieierieeece e 33-138
Switch Supplicant with X509 Certificate SUPPOTT .....oecveveeriirieniieiirieeieieeie e 33-139
USE CASE SCENATIOS ..vviivvieirrieiiiieiieetieereesteesteeereeeseessseesseeessessseessseesssesssessssens 33-140
Pre-Conditioning of Switch before Supplicant feature is enabled ..................... 33-142
Configuration EXample ........ccccccoeierieriieiiinieieieie ettt 33-142
Access Guardian Application EXamples ........cccccveviieiirienieneeienieneeie e 33-143
Application Example 1: Classification (Port Mobility) ........ccccccceveiiviienveciennnnns 33-144
Application Example 2: 802.1X Authentication ...........cccceeceeveecvereveseenieecneneeens 33-145
Application Example 3: Internal Captive Portal Authentication ....................... 33-147
Application Example 4: Supplicant/Non-supplicant with Captive Portal
AURENTICATION ...iuviiiiiiiiieciie ettt ste et e st e b e e teeesbeessseessseessaessseessseessseas 33-149
Application Example 5: IP Phone (LLDP Network Policy TLV/Mobile Tag) ..33-152
Application Example 6: Restricted Role (Policy List) Assignment ................... 33-154
Verifying Access Guardian USETS ........cccceevieviirieniieniieieeiesieeie et 33-157
Logging Users Out of the Network ........cccooviviiiieiiiiieeceee e 33-160
Verifying the Access Guardian Configuration ............cccceeceeveereerieecienieneenieseeeseeenns 33-162
Bring Your Own Devices (BYOD) OVEIVIEW .....ocvervierieeieiienieeieerenieenee e seeenee e 33-163
Key Components of @a BYOD SOIUtION .....ccceevieriieiiiienieieeieceeie e 33-164
Configuring OmniSwitch BYOD SUpport ......c.cccvevieriieierieieeieeieseeie e 33-171
BYOD Authentication Process OVEIVIEW ........ccccevvieeueeeveieeeeeeeeeieeeieeeeeeeneens 33-175
Multicast Domain Name SYSEIM .......c.ccvevveeriieiirienieeieeiesieeieeeeereesaeeseeseeseeenns 33-176
Simple Service Discovery Protocol ..........cecevierieniniinieniinieneeeeeeeeee 33-177
Zero Configuration Networking (mDNS and SSDP) ......ccccoeciviiniiniininienn 33-181
BYOD Application EXamPIES .........cccceeriiiriieiiiieniieneieieeiie e e eiee e eseeseneesenees 33-194
Application Example 1: 802.1X — OmniSwitch Configuration ..........c..c..c...... 33-195
Application Example 1: 802.1X — ClearPass Configuration .........c..c.ccoceeuennene 33-196
Application Example 2: IP Phone — OmniSwitch Configuration .................... 33-201
Application Example 2: IP Phone — ClearPass Configuration ......................... 33-202
Application Example 3: Guest — OmniSwitch Configuration ...............cc......... 33-205
Application Example 3: Guest — ClearPass Configuration .............cccceevennenne. 33-206
Verifying the BYOD Configuration ............cccccveviieeiieienieniieieeeesie e eee e 33-210
TOT Device ProfiliNg .......cceeieiieiiieiiciesieiect ettt ene 33-211
[oT Device Profiling OVETVIEW ........ccceceeviieiiiriiniieieeie ettt 33-212
Quick Steps for Configuring Device Profile .........ccccocoeviniiiiiiininiiiie 33-213
Device [dentifiCation ..........ccceevieiciieiiiiesiieie e et e e sebeesreeeeesnee e 33-213

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXVi



Contents

Chapter 34

Chapter 35

Local Database and Signature Management ..............ccceeeverereeneeecieenieeniveenneans 33-214
Automatic UNP Profile Assignment in Device Profiling .........c.coccevevercnennene 33-215
UNP Enforcement of Device Profile .........ccocevieiiiiiniiiinieieeeeeeeee 33-216
Verifying the Device Profile Configuration ..........ccccceeevvevirnienienieneeienie e 33-217
Configuring Application Monitoring and Enforcement ............................... 34-1
I THiS CRAPLET ..eieieiieiieie ettt ettt ettt eestesaaesbeebesnsesneenseenseenee 34-2
APPMON DETAULILS ....oevieiiiieieeie ettt ettt et e steeae e e aeenbeenes 34-3
Application Monitoring and Enforcement OVerview ...........cccocevveviieieneeneenieseennnenns 34-4
Application MONTEOTING .....ccveeevieieriieieieesieeteeiesteeteeteseesteeaeesvesreesseeseeseesseesseens 34-4
Application EnfOrcement ............ccoceeiciiiiiiiinie et 34-5
Quick Steps for Configuring APPMON .......ccccvieviieriieriiienieerieeieeeree e eeeereesenes 34-7
Application Signature File/Kit .........cccovveiiieriienieeieeieceese e 34-8
Signature File Update ........ccciviiiieiiiieiiecieieee ettt 34-8
Application FIOwW Database ..........cccecceevierieniieiiiiieieiecesceie e 34-9
Configuring APPIMOI ....ccueivuieiieiieieeiieit ettt steete st et e teetesteebeeeesaeebeeneesaeenseenee 34-10
Configuration GUIACIINES .....c.cccvervieriiriiiiieie ettt ete et e e eaeeeaesaeeaeens 34-11
Enabling/Disabling APPMON ......ccveriieiiirieriieiieiiieeieeteeteseeere e seeesseeseeneseees 34-13
Enabling/Disabling AppMon Per Port or SIot .......cccceevieviiiienieiieiecieeeeeieen 34-13
Create AULO-GIOUPS ....eeiiiieeiieriieeiieette ettt eeiteettesteesteesaeeebeesbeesateesseeeseesnseesaseas 34-14
Configuring AppliCation GIOUD ......c.ceceevveerieeiierierieesieeeesteesteeseeseesseeseesnesseessenns 34-14
Configuring Application LiSt .......cccccevieeiiiiiiiieciieie ettt see e eae e 34-15
Activate Applications for APPMON ........ccccvievuieeciieiiieniierieeieeeree e eseeereesreenes 34-15
Configuring L3 Mode of Operation .........c..cceceveerernenieneenieneeseeseeie e 34-16
Configuring L4 Mode of Operation .........c.ccceceveerernenieneinieneeneeneeie e 34-16
Configuring Enforcement Mode for IPv4/IPv6 FIOWS .......ccceovvvecveninenincncnncns 34-16
Clearing Flow Table ENtries .......cccccevieriieiiinienierieeee et 34-17
Configuring Flow Table Statistics Update ..........cccceeverierieniirienienieieeie e 34-17
Configuring Aging INterval .........ccoccverieiiieiiieieiiee et 34-17
Configuring Logging Threshold ..........ccocveciiiiiiiinieiiiececececeeee e 34-18
Configuring Sync INErval ..........ccceviiiiieiiiiieieie et 34-18
Configuring FOrce FIOW SYNC ....ccveiiiiiiiieiicieeieceesie ettt 34-18
Clearing Application LiSt .........ccocieciiiieriieciieieseesie et ste et eee e seeenbeeaesaeeseens 34-19
Configuring AppMon Enforcement QoS Policy Rules .........cccccevveeivicieniecinnnnnne 34-19
Separate File for AppMon Configuration ...........ccccceceveeverieeneenensieneeneeenenne 34-20
Verifying AppMon Configuration ........cccceeveeeeerierienienienienieeieeteieeee e seee e eeeenees 34-21
Configuring Application Fingerprinting ..., 35-1
I ThiS CRAPLET ..ottt ettt ettt et ebeente s e e aeenbeenee 35-1
AFP DEFAUILS ..ottt sttt 35-2
Default REGEX Application Signatures .........ccecevverieeienieenieeieseenieeneeseeseeveens 35-2
Quick Steps for Configuring AFP ......c.cociiiiiieiieieceeeeeeee et 35-4
AFP OVETVIEW ..utiiiiiiiiteeiteitetet ettt ettt ettt st s b ekt sb et e bt b e saenaenaenbe b 35-5
Application Fingerprinting MoOdEs .........cccccveevirieiieciieiesieeie ettt ereeve e 35-6
Using the Application REGEX Signature File ........c.ccccovviiviiciiciinienieiecie e 35-7
Application Fingerprinting Database ...........cccecereeeiiriierienieeieneesieeeeseeveeee e 35-8

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXVii



Contents

Chapter 36

Interaction With Other FEatures .........ccocueiieiieiiiiiiieneeeeeeeeeeeee e e 35-9
GENETAL ..ottt ettt ettt sttt 35-9
OS ee e ehe b e b ee b eeeeteae b es b ee e h e bbbt b et be e 35-9
SFLOW ettt et sttt st eb e 35-9

Configuring AFP ....coooiieieee et st e 35-10
Configuration GUIACIINES .....c.cccvervieiiieiiiieie et eeerie ettt ete e st see e eeesaeeeeens 35-10
Enabling/Disabling AFP .......cooiiiiiiieieceeeeet et 35-11
Enabling/Disabling Trap Generation ...........cccccceeeecvereerieesuenveseenreeseseesseenseennes 35-11
Changing the REGEX Signature Filename ...........ccoccoeevivieniieniiecienienieeieeie s 35-12
Reloading the REGEX Signature File ..........cccoocvieviiiiciiiniieie e 35-12
Defining Application REGEX Signatures and Groups ........cc.cccceeeeevvereenereennen. 35-13
Configuring AFP Port MOdES ........cceevieriieriiiiiiienieeseee st 35-16

Verifying the AFP Configuration ............ccoecuerieriiriinienieiieeeeieiceie et 35-18

Managing Authentication Servers ... 36-1

I ThiS CRAPLET ..ottt ettt et st e sttt eente et e aeenbeenee 36-1

Server DEfaUlls ......cceiiiiiiiieieieeee et 36-2
RADIUS Authentication SEIVETS ......c.ccocererererirerieieieientene st sie e ereeieeeeneenee 36-2
TACACS+ Authentication SEIVELS ........ccoceverireiieieieienenene st 36-2
LDAP AuthentiCation SEIVETS .......c.ccciecverierieeieriierieenieeiesseesseesesssesseessessnessnesseenns 36-2

Quick Steps For Configuring Authentication SErvers .........ccccccecceeveereeseecvesvesveesvennens 36-4

SEIVET OVEIVIEW ...eouvieevieeieiiieiteeiteeteesteesteetesetesseesseessessaesseessesssesssessesssesssessesssesssesseesseens 36-5
Backup Authentication SETVETS ........ccccceecvieriiieniieeiierieesteeiee e sreesseeeeeesereeseneas 36-5
Authenticated SWItCh ACCESS ...cc.ccveviiriiiiriiiiicicececree e 36-5

RADIUS SEIVELS ..eveveiiiieiieiieireteterentesie sttt ettt etenenesre st snesre st enteeesnesnesnesresaesueeneen 36-7
RADIUS Server AtIIDULES .......ccuevverieriinenenenineneeeeeetetentene et eeeeneeae e e 36-7
Configuring the RADIUS CHENL ....ccueviiriieiieiieiesiesieee st 36-13
RADIUS 0VEI TLS .ottt 36-14
RADIUS Health Check .....cccooereriiniiiiiiiieeeieeeeie ettt 36-14
RADIUS Server StatiSTICS ....cceereeierueriertenienienienieniesiesteeteeteeeeestestestensesiessensesiesuens 36-15
Setting UNP Profile Precedence .........ccocovievieciiiiiinieieeieceee et 36-19

TACACST SETVET ..eiiiieiiieiieeieeete ettt ettt et et e et e et e sabeesateebeesnseesnseenneeeseeenees 36-20
TACACS+ Client LIMitations .........ccceeeverierieruierinienieereseesseesseesesssesseessesssessees 36-20
Configuring the TACACSH CHENt .....ceecvieiieiiiiecieecieceesie et eeees 36-21
Managing Reauthentication for TACACS SeSSI0NS ......cocevverveerieevereeneeniennne. 36-22

LDAP SEIVETLS ..ceiiuiiuiiiieiiiieieieteteste sttt ettt ettt sn e st sttt et nennes 36-23
Setting Up the LDAP Authentication SETVer .........cc.ccocceveevierierieneenenenceenns 36-23
LDAP Server Details ......ccccoceviririnieieieieicienenencnesieeieee ettt 36-24
Directory Server Schema for LDAP Authentication ..........c.ccceeeevvereeneenveneennen. 36-29
Configuring the LDAP Authentication Client ...........cccccoevevienieneniienienieeieniens 36-33
Configuring OpenSSL Ciphers .......cccocveeiirierieiiieie ettt seeesee e 36-35
Configuring Public Key Infrastructure (PKI) .......cccooieviiviinieniieceeieieeie s 36-37

Verifying the Authentication Server Configuration .............cceceeveevieecierieeneeciesienens 36-39

Kerberos Snooping OVEIVIEW ........cceccieiieriieciieieniienieeeesteesteesesreesseessesssesseessesssessnens 36-40
Importance of Kerberos Authentication ............cccceecveveerieecienreneesreeeeseesseenneennes 36-40
Kerberos Snooping Authentication ............cocceeceevirriinienieniiniereeeeeeeeseeeeee 36-41

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 xxviii



Contents

Chapter 37

Chapter 38

Configuring Kerberos SNOOPING .......ccceevviereiieriieniieeiienie e eieesreeseneeseesseenenes 36-42
Verifying Kerberos Snooping Configuration ............ccecceeeeeveerienienienieeieneeneenes 36-44
Configuring Port MapPing ............cccccocveiiiiiiiiiieeeee e 37-1
I ThiS CRAPLET ..ottt ettt et st e sttt eentesneesaeenbeenee 37-1
Port Mapping Defaults .........cccccuerieiiiiieiieiieieeteeee ettt e 37-2
Quick Steps for Configuring Port Mapping ..........cceeceerievierienieenienienieeiesveseesveeeeneens 37-3
Creating/Deleting a Port Mapping SESSI0N .........cceecvereeriierieeierienieereeveseesseeseeseneens 37-4
Creating a Port Mapping SESSI0N ........ccccuirverieriierieeieneenieeieeeesseesseeseseesseesseenns 37-4
Deleting a Port Mapping SESSION .........cecceeriieierieriienieeieneenieeeeeeesseessesseeseesseenns 37-4
Enabling/Disabling a Port Mapping SESSION ........c.cccueerueriieeriirenieereesreesneesseesseesenens 37-5
Enabling a Port Mapping SESSION ........ccccccvevevieriireiiieniienieerieeeieesreesneesseesseesenens 37-5
Disabling a Port Mapping SESSION .........cccceevveeriieriieriierieeieesreesireeseesseesneesenens 37-5
Disabling the Flooding of Unknown Unicast Traffic .......c.cccocevvrviniieniineniee 37-5
Configuring a Port Mapping DIir€Ction ..........cccceeveeeierieneeniinierienieeie et 37-5
Configuring Unidirectional Port Mapping .......ccccceceevereenieeiienienieneeie e 37-5
Restoring Bidirectional Port Mapping ........cccccevvevieeienienieeie e eee et se e 37-5
Sample Port Mapping Configuration ...........cceccevveerieeeieeieniesieeieseesieeveeeesieesaeeeneseeens 37-6
Example Port Mapping OVEIVIEW ........cccceevueeieniienieeiieeienieeieeiesreesseeeesnesseesseenns 37-6
Example Port Mapping Configuration Steps ........ccceeveeveeeereerieerieeeenieeseeseenveenns 37-7
Verifying the Port Mapping Configuration ............cceceeeveevieeeeneenieeiesienreesieeeeseesee s 37-7
Configuring Learned Port Security ..................coooviiiiiiiiiiee 38-1
I ThiS CRAPLET ..oevvieiiieiie ettt ettt et e et e e e e et e e seesesaesssaessaeessaensseesssean 38-1
Learned Port Security Defaults .........ccccoviiieiieiiieiiieieeeeece e 38-2
Sample Learned Port Security Configuration ..........ccecceeeeverveerienerninienienieeiesee s 38-3
Learned Port SECUIIY OVETVIEW .......cceeviiriiriieniieiieieeiiesitesieeteseeesieesie e see e eaesneeens 38-5
LPS Learning WIndOW .........ccceeierieiiirienieieeiesieeie ettt sttt s 38-5
MAC AQAIESS TYPES .vvenveenieriieieeieeiesitestt ettt sttt te st et etesate bt esteeneesaeesseeneeenes 38-6
How LPS Authorizes Source MAC Addresses .......cecveierierieeienienieenieeieseeeeenns 38-6
Dynamic Configuration of Authorized MAC Addresses ........ccceeveveereeecieneennnne. 38-8
Static Configuration of Authorized MAC Addresses ........ccccevveeeeeieneeneecveneennnnn 38-8
Understanding the LPS Table ........ccccevieeiiiieiieieeieceeie ettt 38-9
Interaction With Other FEatures .........ccocvevieeiieiiiieiieiece et 38-10
ACCESS GUATAIAN ....eovvieeiivieiieeieeiecie ettt sea et eebeesbe e e sbe e b e essesseesbeensaenes 38-10
Universal Network Profile (UNP) ......cccieiiiiiiieiiieiiee e 38-10
Shortest Path Bridging (SPB) and Virtual Private LAN Service (VPLS) ............ 38-10
Configuring Learned Port SECUTILY .......cccccieriiiriieeriieeiierre e eiee e e 38-11
Configuring the LPS Port Administrative Status ........ccccecevvievienennienieneeieneene 38-11
Configuring the LPS Learning Window .........ccccoveeverienieniienieneeneeie e 38-12
Configuring Learning Window Parameters ...........cccoceveeeienienieniencieneenieeiesenns 38-13
Configuring the Number of Bridged MAC Addresses Allowed ..........ccccveunnene 38-16
Configuring the Number of Filtered MAC Addresses Allowed ..........ccccveevneee 38-17
Configuring an Authorized MAC Address Range ..........ccccevveviveciiicieniecieeciennnens 38-17
Selecting the Security Violation Mode .........ccccceevieviieienienieeiecieeeie e 38-20

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXiX



Contents

Configuring Packet Relay on LPS Port .......ccoccvveiiiiiieiieieceeceeee e 38-21
Displaying Learned Port Security Information ............ccoeceeeevieniiieniienieneeieeieens 38-23
Chapter 39 Diagnosing Switch Problems ... 39-1
I ThiS CRAPLET ..ottt ettt et et e e ente s e e aeenbeenee 39-1
POTt MIITOTING OVETVIEW ....ieuvieiieiieiieieeiiesiteteetesitesieeteeeeesaesseenseessesssensesnsesnsesssensesnes 39-3
Port Mirroring Defaults .........ccoeciiviirieiiiiesieieeeeee e e 39-3
Quick Steps for Configuring Port Mirroring .........ccceeceevvereereeciesieseenieenieseeseenns 39-3
Port MONItOring OVEIVIEW ......c.cecveeieriierieerierresteesteesteesseseesseeseessesssesseessesssesssesseessennns 39-4
Port Monitoring Defaults ..........ccoccoviiiieciiiieiieiicieceese et sre e 39-4
Quick Steps for Configuring Port MONitoring ...........ccceceeveevierienieneenenieeneenneenne 39-5
SFLOW OVEIVIEW ..eoiiiiiiiiiiiiiiciceteetetet ettt s et 39-6
SFLOW DEfaUlS «..c..ooviiiiiiiiiicicccc e 39-6
Quick Steps for Configuring SFIOW .......cccoevviviiiiiiieieeeceeee e 39-6
Remote Monitoring (RMON) OVETVIEW ......cecviruieriieriieieiienieeieeeeeitesieeeeeeesee e enes 39-8
RMON Probe Defaults .......cccceviereniniinininincecieeiecieneneseseseee et 39-8
Quick Steps for Enabling/Disabling RMON Probes ..........cccccveviieienienienieneennennn 39-8
Switch Health OVEIVIEW ....c..couiiiiiiiiiiiiiieieieetee ettt 39-9
Switch Health Defaults ........cccooeiiiiiiiiiiiiiieeee e 39-9
Quick Steps for Configuring Switch Health .........cccocooeviiiiiiieciiiiiieeeecee 39-9
POTt IMIITOTING ...vviivieiieiiieiecieeteeteette st ete et e eteeteesteeseesteesbeessesseesseesseessessaesseensenssensenns 39-10
What Ports Can Be MitTored? ..........cccovieviiecieiieniieiieiesieieereeeesveeve v sveesseennes 39-10
How Port Mirroring WOTKS ......cceoriiiiiiienieieieneeeeeese e 39-10
What Happens to the Mirroring Port ..........cccceeeviviieeiieiie e 39-11
Mirroring on MUultiple POTtS .........cccveiciieiiiieniieie et 39-11
Using Port Mirroring with External RMON Probes .........cccccevevienieniinieneennene 39-11
Remote POrt MAITOTING .....ccuvevivieriieiieieeiieieeieee ettt seees 39-13
Creating a MiITOTING SESSION ....eeveriieriieieriieriieiesiesteerteeeeesteesteeeeseeesseeeesanenseens 39-14
Policy Based Multiple Destination MirrOring ............cceceecverveneenveecveseeneensennnas 39-15
Unblocking Ports (Protection from Spanning Tree) ........ccceeveveereecrenveneeneennen. 39-15
Enabling or Disabling Mirroring Status ..........cceecververveeienienieesieeeeneeseeesseeneneees 39-15
Disabling a Mirroring Session (Disabling Mirroring Status) ..........ccccecvevvenvennen. 39-15
Configuring Port Mirroring DIr€Ction .........cccceecveevierieeriieieneenieeseeeeesieesieenesenens 39-16
Destination TAG-TEIMOVE .......cc.eecveeierieeireeieriesteereesesseesseeseessesseesseesseessesseessesnses 39-16
Enabling or Disabling a Port Mirroring Session (Shorthand) .........c..c.ccccceeeiiiee 39-17
Displaying Port Mirroring Status ..........ccccceceeviirienienienienienieeieeee st 39-17
Deleting A Mirroring SESSI0M .....cccueevieriieriiriieriieniieteeiteniteieeseseesieeseeieesseeneeenees 39-17
Configuring Remote Port MiITOTING .......c.cocvevieriieiinieniieieeeiesieeie e 39-18
Configuring Policy Based Multiple Destination Mirroring .........c..ceceecevvevenenncne 39-19
Configuring Remote Port Mirroring (RPMIR) Loopback Session for Multiple
Destination POTES ......c..ooueviiiiiiiiiiieieteeeee ettt 39-20
Setting Port Mirroring Traffic Priority .......cccccoecevvienienieeieeieeeieeeeeee e 39-22
POTt MONTEOTING ..ooovieiieiieiieitiesieecteetesteeteeeteetee e eteestesreesseesseeseesseesseessesssesseensenssesseens 39-23
Configuring a Port Monitoring SE€SSION .........cccecuervierieerrieieenieesieeceeseesieessesnesseens 39-23
Enabling a Port Monitoring SESSION ...........cceevirierieenieeienienieeseeeesreesseesessenees 39-24
Disabling a Port MoNitoring SeSSION .........ccceeeverieriierienienienieeieeiesieesieenieeeeseees 39-24
Deleting a Port Monitoring SESSI0N .........ceccverueeriirieniienienieniienieeieeeesieesieeneeeaees 39-24

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXX



Contents

Chapter 40

Pausing a Port Monitoring SESSI0N ..........ccceecvierireriiercrienieerieesreesreeseesseeseneenens 39-25
Configuring Port Monitoring Session Persistence ..........ccccecevvevereeenieneniiennens 39-25
Configuring a Port Monitoring Data File .........ccccooceniriiniiniiiieeieceieeee 39-25
Configuring Port Monitoring Dir€Ction ...........cccceeveevieerinienieenieeniesieneeee e 39-26
Configuring the Capture TYPE ....ccvecveeeeerieriieieeieceeste ettt eree e seee e eaeseaeseeens 39-27
Displaying Port Monitoring Status and Data ...........ccccecvevienienincienieneeeeieeeen 39-27
SFIOW ettt et sttt ettt e te e e teebe b e re e reenbeenbenseenes 39-28
SFIOW MANAZET ....eceviieiiiieiieie ettt ettt ettt et steeste v steesteesaeeseeseeesseenseesnessnens 39-28
RECEIVET .ttt ettt ettt sb et et enbeesbeessassaeseenseeneas 39-28
N F011] o] (<3 RSP PUS 39-29
POIIET ettt ettt 39-29
Configuring a SFIOW SESSI0M ......ccveviiiiiiriiniieiiiieiieseeeeee et 39-29
Configuring a Fixed Primary Address ........ccoocoveerierenienienieeeseeseeieeee e 39-30
Displaying a SFIOW RECEIVET .......cceeviiiiiiiieiiriiiieiteieeeeeeee et 39-30
Displaying a sSFIow Sampler .........ccoccevieiiiiienieiieiieeeeeeeee e 39-31
Displaying a SFIOW POLIET ........cciviiiieiiieiiiieieiteeeee e 39-31
Displaying a SFIOW AZENT .....cccoeririiriiiniiinieteeteeee et 39-31
Deleting a SFIOW S@SSION .....cceiiiiiiiiieienienienienesiesest ettt 39-32
Remote Monitoring (RMON) .....cociiiiiiiiiiieeieeee ettt sve e seve e e e 39-33
Enabling or Disabling RMON Probes ..........ccccveevirienieciiniiniieieeieeeesieeve e 39-35
Displaying RMON TabIes ........cccoccveviieiiiiiiiieniieiieiesieeieeveseeesse e sesesreesseeseeneas 39-36
Monitoring Switch Health ..o 39-40
Configuring Resource Thresholds ..........cccoceviiiiiiiiiininiieeee 39-41
Displaying Health Threshold Limits .........cccceviriiiriinieniiniinieieeieseseeeeeeen 39-42
Configuring Sampling INtervals .........ccooirviiriiriiiiiiieeeeeee e 39-43
Viewing Sampling INtervals .........coccevierieiiiienieieeeeseee e 39-43
Viewing Health Statistics for the SWitch .........ccoceiiiiiriiiiiee 39-44
Viewing Health Statistics for a Specific Interface .........cccoccovevevieciicincieniennnen. 39-45
Configuring VLAN Stacking .................cccooooiiiiiiiiiee e 40-1
I THiS CRAPLET ..eeeieiieieeie ettt ettt ettt et e et e eaaesbeebesnsesneenseenseenee 40-1
VLAN Stacking Defaults .........ccocceiieiiiiiiiiieiieiicieieeeete et e e 40-2
VLAN Stacking OVEIVIEW ......ccceciecveiieriieiriirienteeseeieeeeseesseessesssesseessesssesssesseessesssesses 40-3
How VLAN Stacking WOTKS .......cccovieviiiiiiieiieieceete ettt 40-5
VLAN Stacking SETVICES .....cccvvevcvierieeriieeiieriiesteesieesseesreesssesseessseessseessesesseessses 40-6
Interaction With Other FEatures ..........cccocevieiiininininiiiniiciciceeececeecereenens 40-7
Quick Steps for Configuring VLAN Stacking ..........cceevvivviieriiieniiieiieeiienie e 40-8
Configuring VLAN Stacking SETVICES ......cccvvevierieriieriieienienieeieetesieeieeee e sieeeeens 40-10
Configuring SVLANS ....ooiiiiiieie ettt ettt sttt et sttt s saeens 40-11
Configuring a VLAN Stacking SeIVICE .......cccceeverviiriieninieniienieeiesienieesiesne s 40-12
Configuring VLAN Stacking Network POTtS .........ccooceevircienieniiecieiieieecie e 40-13
Configuring a VLAN Stacking Service Access Point .......cccocevvevievieecienieniennnnne 40-15
Configuring VLAN Stacking User POrtS .........cccceeieeiiecienieniiecieeieseeie e 40-16
Configuring the Type of Customer Traffic to Tunnel ..........cccoeveevivcienieciieciennenns 40-16
Configuring a Service Access Point Profile ..........cccoovveviviiiniicieciiieiee e, 40-18
Configuring a UNI Profile ........ccoooieviiiiiniiiieiieeeeeeeeeeeee e 40-20
Transparent BridZing ...........ccceveiiiiieniiiie et 40-26

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXXi



Contents

Chapter 41

Chapter 42

Configure for L3 Connectivity on Management VLAN Through UNI Port ....... 40-26
VLAN Stacking Application EXample ..........ccccovieriiriiiniinieniieienieeeieee e 40-27
VLAN Stacking Configuration EXample ........c.cccocevirieniieninnenienieiceieeeeenes 40-28
Wire-Rate Hardware Loopback Test ........ccceeciviiriinieiiieiicieieiceeseeicee e 40-30
Configuring an Ethernet Loopback TeSt ........cccecvrierieniiniienieniieie e 40-30
Verifying the VLAN Stacking Configuration ............cccceeeeeeeneeneenienieneeie e 40-35
Using SWitch LOgging ...........ccooiiiiiiiiiiceeee e 41-1
I THiS CRAPLET ..eeviiiieiieie ettt eere et eesbesaeesbeesseensesneeseenseenes 41-1
Switch Logging DeEfaulls ..........cccieeiiiiiiieiieieie ettt ste e eaeesnesreesaeens 41-2
Quick Steps for Configuring Switch LOgZINg ......ccceeovevieiiiiiiiiiiieieeneeeeeeeeee 41-2
SWitch LOZEING OVETVIEW ..ceeieiiiiiiieiiieniiesireeieesreesreesseesseeesseessseessseessseesseesseesseees 41-3
Switch Logging Commands OVETVIEW .........cceeeeieeuieriierieeniieiiesieesreessneeseesseesseenns 41-4
Enabling SWitch LOZEING ....oecverviiiiiiieieiee e 41-4
Setting the Switch Logging Severity Level ......cccooiviviieniniinienieieeceeeee 41-4
Specifying the Switch Logging Output Device .........ccoeveveevienierienieniieieeieseenen 41-5
Configuring the Switch Logging File Size ........ccccoovviiriiinienieiieieciecee e 41-8
Clearing the Switch Logging Files ........ccccooieiieiiiiieiieiciecestee e 41-8
Displaying Switch Logging Records .........ccccevieriieiinieniieiicieeeeeee e 41-9
Readable Customer EVent LOZS ......cccoecveiiriiiieiiciccieceee ettt 41-9
Specifying the Switch Logging Format ...........cccoccveeeiieniiecieeiecieeeieeeeeee 41-11
Switch Logging NOtIfiCAtIONS ........cceecueviierieriieieiieese ettt 41-11
Specifying the Switch Logging Record Storage Limit .........cccceeceeveevineencenenne. 41-11
Configuring Ethernet OAM ..o 42-1
I ThiS CRAPLET ..eevvieiiieiieeiieeiee ettt et e et et e e e e e beesssaessseessaeensaennseesssean 42-1
Ethernet OAM Defaults .......cccocivviiiiiininiiiieeeeeecteeete et 42-2
Ethernet OAM OVEIVIEW ....cc.eriririiiiiiiieienientenie sttt eeeetetestete st et sbeeseeseeseennennens 42-3
Ethernet Service OAM ...c..ccciiiiiiininininincttctctceseese ettt 42-3
Quick Steps for Configuring Ethernet OAM .......cccocvvieiiriiinieieeceee e 42-8
Configuring Ethernet OAM .......ccoooiiiiiiiiieiieiesteit ettt sttt be e neeen 42-9
Configuring a Maintenance DOmMAaIN ..........cceeveriieiieeienieniieieeieneeie e e e 42-9
Configuring a Maintenance ASSOCIALION .........ccccveeiereerieeciesienieenieeeesieesseeneseeens 42-10
Configuring a Maintenance End Point ..........ccccocoveevivviinieciiniinieseeie e 42-11
Configuring a Virtual Maintenance End Point ...........cccccoevvevieviieciiiienicieciees 42-11
Configuring Loopback ........ccccccviviiiiiieiiieiiee et 42-12
Configuring LINKETACE .......cccvvervieriieeiieeiierieeie e see et e ereesreeseeesseessseessneennae s 42-12
Configuring the Fault Alarm Time .........cceccvvviviirciienieeeecieese e 42-12
Configuring the Fault Reset TIme ........ccocceviivieniiiiiiiieieieceeee e 42-13
Configuring Ethernet Frame Delay Measurement ............cccocevvveveevienieneninenneens 42-13
CVLANS for EVC MEPS ...ttt 42-15
CVLAN Configuration OVEIVIEW .......c.ccceecueeiereesieenieeiesieenseeseeseesseessesssesseessenns 42-15
Viewing the CVLAN COonfigurations ........ccccceeveeveeviereenieenieseenieeniesneseesseessessesseens 42-16
Verifying the Ethernet OAM Configuration .............cceeeeeveeeieveenieecieeieneesieeveseesiens 42-17

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXXii



Contents

Chapter 43 Configuring EFM (LINK OAM) ...t 43-1
I ThiS CRAPLET ..ottt ettt et et ebeenteeneesaeenbeenee 43-1
LINK OAM DEfaults ......ccueuerieieiirienieinieieieriencei ettt e 43-2
Quick Steps for Configuring LINK OAM .....c.oooiiiiiiiiiieieeeeee e 43-3
LINK OAM OVEIVIEW ...veuveuiieuiitiieietieieietesteeetesteeetesse st eseste st tessesesbessesessensenessenseneans 43-4

DISCOVETY woivieiieieeie ettt ettt ettt ettt et e et e e bt e teenteesaesbeesbeenseeseesteenseensesnnenseenes 43-5
LINK MONIEOTING ..vevieiieiieieierieeieeiesteesteeteeeeesteesbeesaesseesreensessaesseesseessessnessnesseensensns 43-5
Remote Fault deteCtion ..........ccecvevieiiieieiicieetee ettt e 43-5
Remote Loopback TEStING ....c.ccceevveeviiecieiieriieieeieeeeste ettt eeee e saeeae e 43-6
Interaction With Other FEatures .........ccocerieiieiiiniiiienieeeeeeeeeee e 43-6
Configuring LINK OAM .....ooociiiiiiiiiecieeteee ettt et e ve e b e etaeessaesssaessseesneas 43-7
Enabling and Disabling LINK OAM .......cccceciiiiiiiiiieiiie et 43-7
Setting the TransSmit DEIaY ........cccceevierieriiiiiiriirieeee e 43-7
Enabling and Disabling Propagation of EVents ..........ccccccovveevievinienienenieneeee 43-8
Configuring Link MONITOTING ...cc.eevviriirieriieiieiesiteiteee ettt sttt neeas 43-8
Enabling and Disabling Errored frame period .........ccceecevvveniieciencinieneeieceee 43-8
Enabling and Disabling Errored frame ............cccoceeviinieiinienieececeee e 43-8
Enabling and Disabling Errored frame seconds summary ............ccceceevienieeeennne. 43-9
Configuring LINK OAM Lo0Opback .......cccvviiriieriiiiiiieiieiectecteeee e 43-9
Enabling and Disabling Remote 100pback ...........cccoeeviriinieciieiiiiicieieeeecee 43-9
Verifying the LINK OAM Configuration .............ccoeveevieeeieecieneenieeieseenieesiesneseeenseens 43-10

Chapter 44 Configuring CPE Test Head ... 44-1
I ThiS CRAPLET ..eevvieiiieiieeiieeieeeee ettt et e et e st e b e et e ebaesssaessseessaeensaeneseessseas 44-2
Quick Steps for Configuring CPE Test Head .........cccoevivviiieeciieniieieeiee e 44-3
CPE Test Head OVETVIEW ....ccveiiiirieiiiiiinienienienieeieeie ettt sae e e 44-5
CPE Test Head Configuration OVETVIEW .........cceevverieriienienieniieiesienieenieeeeseeenseevesnees 44-6

Configuration GUIAEIINES .......cecuerieriieiiiieitieiieie ettt 44-6
Configuring a CPE Test Profile ........cccociiieriieiiiiieeieieeeeteeeee e 44-7
Configuring the L2 SAA TESE ..eccuieiiiieiieieeieie ettt ettt et beebeeseeneees 44-9
RUNNING @ CPE TESt ..ieuiiiiiiiieiieie ettt ettt ettt enseebessaenseenseen 44-10

Stopping the CPE TESt ...ccuviciiiiiiieiieieceeee ettt 44-10
Verifying the CPE Test Configuration and Results ...........ccccoevvevieeiieciinienieciecieens 44-11
Configuring CPE TeSt GIOUD ....ccveeviriiriieriieieeiesieeeeeeesteesieeeesieesteeaesesesseessesssesseenns 44-13
Quick Steps for Configuring CPE Test GTOUD .....cccevevvecvierieeriieriieeieerreeee e e v 44-14
CPE Test GIOUP OVETVIEW ...ccvvieriieeiieerieeeieeireesiesreesseessseessseasseessseesssessssessssesssesssses 44-17
CPE Test Group Configuration OVETVIEW ........ccccevierieeiierieniieienieneeieeeeseeseeeeeens 44-18

Configuration GUIAEIINES .....c.eceevvieiiiiiiiieieeie ettt 44-19
Configuring a CPE Test Group Profile ........cocoovviiiiiiieiiiieiceeeeeeeee 44-20
Running a CPE Test GIOUP tST ...ccuveriieriirieriieieeieseiesteeteetesteesteeaessneseeesesnsessnenseens 44-22

Stopping the CPE Test Group teSt .....eveerieeierierieerieeierieeie e e eie e seeeee e seeene 44-22

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 xxXiii



Contents

Chapter 45

Chapter 46

Appendix A

Verifying the CPE Test Group Configuration and Results .........c..cccceevivienenninienen. 44-23
Saving the test results on the /flash .........coocovieiieiiiiini 44-26
CPE Test Head Advanced Configuration ..........coccceceeeeerierieecienienieeieeeeieeee e 44-27
RUNNING L2 SAA O eeeeieiieieeieeeee ettt e seeen 44-27
Configuring Remote SYS MAC ......ocieciieiiriieiieie ettt sttt ae e seeens 44-27
Sample Test CONFIGUIATIONS .....ecverrieiieierieriierieeiesteseeteete e ie e e ebeebeesaenseenseenes 44-28
Sample Unidirectional Test Configuration ............cccceeeeevievieecienieneeciesieneenenes 44-28
Sample Bidirectional Test Configuration ..........c.ccceeeeeeereerieecieseeneeieeeeseeve e 44-29
Sample Bidirectional Multi-stream Test Configuration ...........ccccceeeeevvevieriennnne. 44-30
Configuring PPPoE Intermediate Agent ..o, 45-1
I ThiS CRAPLET ..eevvieiiieiie ettt ettt e et e e e b e et e e beesssaessseessaesnsaensseesssean 45-1
PPPOE-TA DETaULLS .....cocuiiiiiiiiieiieiecieite ettt st 45-1
Quick Steps for Configuring PPPOE-TA ......cccoooiiiiiieieeeeeeeeee e 45-2
PPPOE Intermediate AZent OVETVIEW .......cccuevveruieiirieniieieeieetesieeieeeesieesieeneeeeesneenne 45-4
HOW PPPOE-TA WOTKS ....oovtiiiiiiiiicieee ettt 45-4
Configuring PPPOE-TA .......ccoiiiiieeeee ettt een 45-5
Enabling PPPOE-TA GIOballY ......ccceecuivieiiiiiieiice e 45-5
Enabling PPPOE-TA 0N @ POrt ......coccuiviiiiiiieieeececeeee e 45-5
Configuring a Port as Trust or CHENt .........ccccceevieeienienieieeieseese e 45-5
Configuring Access Node Identifier for PPPOE-TA .......c.ccooiviieiiciiieiecee 45-6
Configuring Circuit Identifier .........ccocieierierieiiieeeeee e 45-6
Configuring Remote [dentifier ..........c.ccocveviieiiieiiecieeceee e 45-7
Verifying PPPOE-TA Configuration ..........ccccccoeveeciieriiienieeie e e eiee e sne v enes 45-8
Configuring Service Assurance Agent ...............ccoccoooooieiiieieieeceeeeeeeee e, 46-1
I ThiS CRAPLET ..ottt ettt ettt et e sntesneesaeenbeenee 46-1
SAA DETAULLS ..eoviiiiiiiiieeeieieeee ettt 46-2
Quick Steps for Configuring SAA ..o 46-3
Service ASSUrance AgENt OVETVIEW ........cceeveruierieriierieenieesteseesteessessesseensesssessaeseessenns 46-4
Configuring Service ASSUIrance AZENT ......c.ccceevierieeieereeneeiieetententeereeaesseesseesessenses 46-5
Configuring an SAA ID ..ocvooieiieieceeeeeeee et 46-5
Configuring SAA SPB Session Parameters ..........cccceeeeeververieniieieneenieeieeeeeeenns 46-8
Generating an SAA XML HiStory File ......cccocveviiiienieiiiiieieieceeceee e 46-8
Verifying the SAA COnfiguration .........ccoccveeieeuieiesiienieerieeteseesieeseeeee e esreeveseneseeens 46-12
Software License and Copyright Statements ..., A-1
ALE USA, Inc. License AGIrEEMENL .........cccecveeeerierrierirarieeesieesreessreesseessseesssesssessseeenses A-1
ALE USA, INC. SOFTWARE LICENSE AGREEMENT .......ccccecviiiniiiieinne. A-1
Third Party Licenses and NOLICES ......ccuevveerririirieniieiieiesieerieeie et sice e eeeseeseee e esesenes A-4
INA@X .ottt Index-1

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXXV



List of Figures

Figure 1-1
Figure 1-2 :
Figure 4-1
Figure 4-2 :
Figure 4-3 :
Figure 4-4 :
Figure 4-5 :
Figure 5-1
Figure 5-2 :
Figure 5-3 :
Figure 5-4 :
Figure 6-1
Figure 6-2 :
Figure 6-3 :
Figure 6-4 :
Figure 6-5 :
Figure 6-6 :
Figure 6-7 :
Figure 6-8 :
Figure 6-9 :

Figure 6-10 :

Figure 6-11

Figure 6-12 :
Figure 6-13 :
Figure 6-14 :

Figure 7-1 :
Figure 7-2 :
Figure 7-3 :
Figure 7-4 :
Figure 7-5 :

: Link Fault Propagation - Application Example. . .......... ... .. .. .. ... ........ 1-25
MAC Security OVEIVIEW. . ..ottt ittt et e e e ettt 1-28

: Tagged and Untagged Traffic Network. .......... .. . .. .. . .. 4-7
VLAN Bridging Domain: Physical Configuration. . ................. ..., 4-11
VLAN Bridging Domain: Logical View. .. ........ ... .. .. . ... 4-12
Using Private VLANS. . ..ot e e e e 4-15
PVLAN Spanning across Multiple Systems. . ... ..., 4-24

: Example of an L2 Server Cluster - Ingress to Egress Port Flow. ...................... 5-5
Switch connected to an L2 Server Cluster through 3 ports (1/3, 1/4, 1/5). . .............. 5-9
Switch connected to an L3 Server Cluster through 3 ports (1/3,1/4,1/5). .. ............. 5-11
Switch connected to an L3 Server Cluster (IGMP) through 3 ports (1/3,1/4,1/5). ........ 5-13

: Physical Topology Example. . ....... ... e 6-10
Active Spanning Tree Topology Example. . ........... .. .. ... ... ... 6-11
Per-VLAN Mode STP/RSTP. . ... o e 6-13
Flat Mode STP/RSTP (802.1D/802.1W).. .+« vttt ettt e e e e e e 6-13
Flat Mode MSTP.. . ... e e e e 6-14
Multiple Spanning Tree re@ion. . . . . ..ot vttt et e e e 6-16
Flat Spanning Tree Example.. .. ... ... e e 6-21
Per VLAN (single and 802.1Q) Spanning Tree Example.. . ......................... 6-22
Automatic VLAN Containment - AVCnotenabled.. .............................. 6-32
Automatic VLAN Containment - AVCenabled.. . ........ .. .. ... .. .. ... ... 6-32

: Example Active Spanning Tree Topology. . ..., 6-43
Sample MST Region Configuration. . .. ...ttt 6-46
Flat Mode MSTP Quick Steps Example.. .. ...... ... ... .. 6-48
Flat Mode MSTP with Superior MSTI 1 PPC Values. ............. .. .. .. ...... 6-50
SPBM Network Components. . . ... ...ttt e 7-6
Spanning Tree Topology.. . . .ottt e e e 7-7
ISIS-SPB Shortest Path Calculations. .. ..........c. i, 7-9
ISIS-SPB Topology.. . . . oottt e e e e e 7-10
Sample SPBM Network. ... ... 7-13

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 XXXVi



Figure 7-6 : Local and Remote SPB Pseudo-Wire Connections. ...................coviienan... 7-15
Figure 7-7 : RFP in a Sample SPBM Network.. . . ... e 7-17
Figure 7-8 : L3 VPN Interface: Inline Routing (Service-Based IP Interface). ..................... 7-21
Figure 7-9 : L3 VPN Interface: Inline Routing (Front-Panel Ports).. . ........................... 7-21
Figure 7-10 : L3 VPN Interface: External Loopback. .. .......... ... ..., 7-22
Figure 7-11 : SPB Backbone over a Service Provider Network.. .. .......... ... .. ... .. ... .... 7-24
Figure 7-12 : Network Interpretation of SPB Pseudo-Node............. ... ... ... .. .. ....... 7-26
Figure 7-13 : SPB In-Band Management - Route Redistribution.. . .. ........................... 7-27
Figure 7-14 : Hybrid Access Port TOpology.. . . ..o vttt e e 7-59
Figure 7-15 : Remote SAP Pseudo-Wire Connection.. . ...ttt 7-68
Figure 7-16 : Devices Remotely Connected on a Pseudo-Wire. . ............. ... ... ... ........ 7-68
Figure 7-17 : RFP for SPB Example.. . . ... ... e 7-73
Figure 7-18 : IPv4 L3 VPN Service-based Interfaces (Inline Routing). . ......................... 7-85
Figure 7-19 : L3 VPN Front-Panel Ports (Inline Routing).. . .......... .. ... ... .. ... .. ... .... 7-89
Figure 7-20 : IPv4 L3 VPN External Loopback and Service-based Interfaces. .................... 7-92
Figure 7-21 : IPv4 Inter-ISID Routing Example (One VRF).......... ... ... ... ... ... ... 7-94
Figure 7-22 : IPv6 Inter-ISID Routing Example (One VRF).......... ... ... ... ... .. .. .. .. 7-96
Figure 7-23 : IPv4 Inter-ISID Routing Example (Two VRFS)......... ... ... .. ... 7-98
Figure 7-24 : IPv6 Inter-ISID Routing Example (Two VRFs)... ... ... .. .. ... .. ... .. .. ..... 7-100
Figure 7-25 : L3 VPN Interface Before Migration to Inline Routing.. .. ........................ 7-102
Figure 7-26 : L3 VPN Interface After Migration to Inline Routing. . . .......................... 7-103
Figure 7-27 : SPB Backbone over a Shared Network.. .. .......... ... ... ... .. ... ... ....... 7-108
Figure 7-28 : SPB Backbone over Another SPB Network.......... ... ... ... .. ... .. .. ... 7-109
Figure 8-1 : Remote-origin LBD OVErview. . . ... ...ttt e e e 8-5
Figure 8-2 : LBD Packet Processing Mechanism for LBD Service Access Ports - Scenario 1. ........ 8-12
Figure 8-3 : LBD Packet Processing Mechanism for LBD Service Access Ports - Scenario 2. . ... . ... 8-13
Figure 9-1 : Example of a Static Link Aggregate Group Network.. .. ...... ... ... .. ... ... ..... 9-5
Figure 9-2 : Sample Network Using Static Link Aggregation. . ............. .. ..o iuinirnen... 9-10
Figure 10-1 : Example of a Dynamic Aggregate Group Network. . ........ ... ... ... ......... 10-6
Figure 10-2 : Sample Network Using Dynamic Link Aggregation. .. .......................... 10-25
Figure 11-1 : DHL Active-Active Operation. .. .. ...t it ettt e e e et e, 11-3
Figure 11-2 : Dual-Home Link Active-Active Example. ........... ... ... ... ... .. .. ... 11-8
Figure 11-3 : Recommended DHL Active-Active Topology............ ... i, 11-10
Figure 11-4 : Unsupported DHL Active-Active Topology (Network Loops). .................... 11-11
Figure 12-1 : Normal Mode. . .. ... i e e e e e 12-5
OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXXVii



Figure 12-2 : Protection Mode. . .. ... ot 12-6

Figure 12-3 : ERPv2 on Multi Ring and Ladder Network with RPLs and Shared Links.............. 12-7
Figure 12-4 : Example ERP OVerview. . . ... ..ottt et e 12-21
Figure 12-5 : Example ERPV2 OVEIVIEW. . . . . oottt 12-23
Figure 12-6 : Access Port and Access Port Example. ............ ... .. . .. 12-28
Figure 12-7 : Access Port and SDP/Tunnel Example........... ... ... .. .. ... ... 12-29
Figure 13-1 : Basic MRP Ring Topology and MRP Ring States. .. ............................. 13-3
Figure 13-1 : Redundant Connection of two MRP rings with MRP Interconnection. ............... 13-7
Figure 14-1 : Initial Configuration of MVRP.. .. ... ... . . 14-4
Figure 14-2 : Dynamic Learning of VLANs 10,20,and 30........... ... . ... 14-5
Figure 14-3 : Dynamic Learning of VLAN 50.. .. ... . . e e 14-6
Figure 15-1 : Sample MPLS Network. ... ... ... i e et 15-8
Figure 15-2 : MPLS Based VPN. . .. .. e e e 15-9
Figure 15-3 : LDP Graceful Restart Helping and Restarting Router Example.. . .................. 15-10
Figure 15-4 : MPLS Application Example.. ... ... ... i 15-15
Figure 16-1 : MPLS Based VPLS Network. . .. .. ..ottt e 16-5
Figure 16-2 : VPLS with Signaling LDP Configuration Example.............................. 16-24
Figure 16-3 : VPLS with Signaling BGP Configuration Example.. .. .......................... 16-29
Figure 17-1 : Enabling and Disabling Proprietary TLV........ ... .. ... ... .. .. 17-12
Figure 17-2 : Application Example - LLDP MED. .. ...... .. .. .. .. .. i 17-16
Figure 18-1 : Using SIP SNOOPING. . . .ottt e et e e e ettt et 18-6
Figure 18-2 : SIP Snooping Use Case.. . . ..o vvt ittt it ettt ettt i 18-12
Figure 19-1 : TP Forwarding. . . .. ... ...t e e et et et 19-6
Figure 19-2 : Dynamic Proxy ARP.. . .. ... ... 19-17
Figure 19-3 : Denial of Service (DoS) Filtering-1. .. ...... .. ... i, 19-29
Figure 19-4 : Denial of Service (DoS) Filtering-2. .. .......... ... 19-30
Figure 19-5 : Denial of Service (DoS) Filtering-3. .. ... ... .. i 19-30
Figure 19-6 : Tunneling Operation. . . . ... .. vttt vttt e ettt e ettt 19-39
Figure 20-1 : Example Multiple VRF Configuration. .. .......... .. .. ... i, 20-6
Figure 21-1 : Basic traffic flow between IPv6 hosts over IPv4 domain.. ........................ 21-10
Figure 21-2 : Basic traffic flow between native IPv6 hostsand 6to 4 sites.. . .................... 21-11
Figure 22-1 : IP Packet in IPsec Transport Mode.. .. ..ottt e 22-5
Figure 22-2 : IP Packet protected by ESP.. . ... ... . 22-6
Figure 22-3 : IP Packet protected by AH. . . ... .. . 22-7
Figure 22-4 : ESP Between Two OmniSwitches. .. ... i 22-20

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXXViii



Figure 22-5 : Discarding RIPng Packets.. . . ....... ... . i 22-22

Figure 23-1 : RIP ROULING.. . . . oot e e e e e e e e e e e 23-6
Figure 24-1 : Example OSPF Network using the BFD Protocol. .. ....... ... .. ... .. .. ... 24-33
Figure 25-1 : DHCP Clients are Members of the Same VLAN. . ......... .. ... .. .. .. ... 25-6
Figure 25-2 : DHCP Clients in TWo VLANS. . . ..o e e et e 25-7
Figure 25-3 : Sample SPB Network Topology with DHCP Relay.. .. .......................... 25-11
Figure 26-1 : Internal DHCP Server Application Example. ............... ... ... .......... 26-12
Figure 27-1 : VRRP Redundancy Example. . ....... ... it 27-5
Figure 27-2 : IPv4 VRRP Redundancy and Load Balancing. . . ............................... 27-26
Figure 27-3 : VRRP Tracking Example. .. ........ .. 27-27
Figure 27-4 : IPv6 VRRP Redundancy and Load Balancing. . ................................ 27-29
Figure 27-5 : VRRP Tracking Example. .. ........ .. e 27-30
Figure 28-1 : Example of a Server Load Balancing (SLB) Cluster. .......... ... .. ... .. .. ... .. 28-7
Figure 28-2 : Weighted Round Robin Algorithm.. ... ... ... ... .. .. . . . . 28-8
Figure 29-1 : Example of an IPMS Network. .. ... ... e 29-4
Figure 29-2 : IPMSv6 Example. ... ... o 29-28
Figure 29-3 : Example IPMS Network. . . .. ..ot e e e 29-45
Figure 29-4 : Example IPMS vO Network. .. ... ... e 29-47
Figure 30-1 : Packet Flow in the VLAN StackingMode. . ............ .. .. ... ... . ... 30-5
Figure 30-2 : Packet Flow in the VLAN Enterprise Mode.. . .............c i, 30-8
Figure 30-3 : Example of an IMPVLAN Network. .. .......... .. . i 30-15
Figure 31-1 : Sample QOS SetUp. . . ...ttt e 31-3
Figure 31-2 : Queue Set (QSet) Framework (Unicast Traffic)................................. 31-12
Figure 31-3 : Basic Operation of Tri-Color Marking. .. ........ ... .. .. . ... 31-23
Figure 31-4 : Traffic Prioritization Example. .. ........ .. ... i 31-77
Figure 31-5 : Mapping Application. . .. .. ...... ..ttt et 31-81
Figure 31-6 : Routing All IP Source Traffic through a Firewall. ........... ... .. .. .. ... .... 31-82
Figure 31-7 : Using a Built-In Port Group. . . ...t ee e 31-82
Figure 32-1 : Policy Server Setup.. . .. ..ot e e e e 32-3
Figure 33-1 : Access Guardian OVerVIEW.. . . ..ottt et e e ettt et 33-12
Figure 33-2 : UNP - Device authentication and classification process. ......................... 33-28
Figure 33-3 : Campus Network Topology Example.. ........... ... . i, 33-97
Figure 33-4 : Customized Captive Portal loginpage. .......... .. ... ... ... 33-106
Figure 33-5 : Captive Portal - Login Screen.. . ...ttt 33-108
Figure 33-6 : Captive Portal - Authentication is successful. . ......... ... ... ... .. .. ... .... 33-108

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 XXXIX



Figure 33-7 : OmniSwitch AP Discovery and Integration Example - VLAN Domain. ............ 33-112
Figure 33-8 : OmniSwitch AP Discovery and Integration Example - SPB Domain. . ............. 33-113
Figure 33-9 : OmniSwitch L2 GRE Tunneling Configuration Example. ....................... 33-132
Figure 33-10 : Switch-A acting as NAS andasasupplicant. . ............ ... ... ... ....... 33-140
Figure 33-11 : Switch is acting only asasupplicant. ............. .. ... iiriiiininenan .. 33-141
Figure 33-12 : Access Guardian Network Configuration Example. .. ......................... 33-143
Figure 33-13 : BYOD Network ITIUstration. . .. ...ttt 33-164
Figure 33-14 : Importing the Alcatel-Lucent Enterprise dictionary into CPPM. ................. 33-169
Figure 33-15: mDNS Work Flow. . . .. ..o e 33-176
Figure 33-16 : SSDP - Wired DLNA-Capable Client. ............. ..., 33-179
Figure 33-17 : SSDP - Wireless DLNA-Capable Clients.. .. ............oo ... 33-180
Figure 33-18 : Zero Configuration Networking - ArubaMode. . ......... ... ... ... .. ..... 33-182
Figure 33-19 : Gateway Mode Setup. .. ... ov ittt e 33-183
Figure 33-20 : mDNS Service Sharing. . . . ... e 33-183
Figure 33-21 : mDNS Gateway - mDNS Devices Connected to an SPB Domain................. 33-185
Figure 33-22 : Responder Mode Setup. . . .. ..ottt e 33-186
Figure 33-23 : mDNS Responder - mDNS Devices Connected to an SPB Domain. .............. 33-187
Figure 33-24 : BYOD Network with Employee and Guest Devices. . ......................... 33-195
Figure 33-25 : IoT Device Profiling Overview.. . . ...ttt 33-212
Figure 33-26 : IoT Example - OV interaction with OmniSwitch.............................. 33-216
Figure 34-1 : Application Monitoring Process. . .. ..ottt e 34-4
Figure 34-2 : Application Enforcement Process.. . ............ ... i, 34-5
Figure 35-1 1 AFP OVeIVIEW.. . . ot ottt et e et e e et et et 35-5
Figure 36-1 : Servers Used for Authenticated Switch Access. ............. ... ... 36-6
Figure 36-2 : Directory Information Tree.. .. ... i i 36-26
Figure 36-3 : Kerberos Snooping Authentication.. .. .............. i, 36-41
Figure 37-1 : Example Port Mapping Topology.. . . .....co i e 37-6
Figure 38-1 : How LPS Authorizes Source MAC Addresses.. . ..o, 38-7
Figure 39-1 : Relationship Between Mirrored and Mirroring Ports. . . .......................... 39-11
Figure 39-2 : Port Mirroring Using External RMON Probe................ .. ... ... ........ 39-12
Figure 39-3 : Remote Port Mirroring Example.. .. ........ ... ... . . i 39-18
Figure 39-4 : Policy Based Multiple Destination Mirroring.. . .. .........ooirererenennenennn.. 39-19
Figure 39-5 : RPMIR Loopback Session Configuration.. .. .. ...t enenn... 39-21
Figure 39-6 : Port Mirroring Using External RMON Probe.. ........ ... ... .. ... .. .. ... ... 39-33
Figure 39-7 : Monitoring Resource Availability from Multiple Ports and Switches. . .............. 39-40
OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 x|



Figure 40-1 : VLAN Stacking Elements.. . . . ... ... e e 40-4

Figure 40-2 : VLAN Stacking Application.. . .. ... ...ttt 40-27
Figure 40-3 : Outward (Egress) Loopback Test Example. . ............. ... ... ... ... ... 40-33
Figure 40-4 : Inward (Ingress) Loopback Test.. .. ... ... i 40-34
Figure 42-1 : Ethernet OAM - CFM Maintenance Domain. . ........... ... ... oo iiiinenan... 42-4
Figure 43-1 : Example LINK OAM. . .. .. e e e e e 43-4
Figure 44-1 : CPE Test Head Example - Unidirectional, Ingress Test.. ... ....................... 44-5
Figure 44-2 : Configuring a CPE Test Profile. ... ... ... .. .. .. . .. 44-7
Figure 44-3 : CPE Test group Example - Unidirectional, Ingress Test. . ........................ 44-17
Figure 44-4 : Configuring a CPE Test Group Profile.. . ........ ... .. .. . . . ... 44-20
Figure 44-5 : Sample Unidirectional Test Configuration. . ............ .. . ... 44-28
Figure 44-6 : Sample Bidirectional Test Configuration. .. ............ ..o, 44-29
Figure 44-7 : Sample Bidirectional Multi-stream Test Configuration. . ............ ... ... ... .... 44-30
Figure 45-1 : Network overview for PPPOE TA. . ... ... .. . 45-4

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 xli



About This Guide

This OmniSwitch AOS Release 8 Network Configuration Guide describes basic attributes of your switch
and basic switch administration tasks. The software features described in this manual are shipped standard
with your switches. These features are used when readying a switch for integration into a live network
environment.

Supported Platforms

The information in this guide applies only to the following products:
® OmniSwitch 6360 Series

® OmniSwitch 6465 Series

* OmniSwitch 6560 Series

® OmniSwitch 6570M Series

* OmniSwitch 6860 Series

® OmniSwitch 6865 Series

® OmniSwitch 6900 Series

®  OmniSwitch 9900 Series

Who Should Read this Manual?

The audience for this user guide are network administrators and IT support personnel who need to config-
ure, maintain, and monitor switches and routers in a live network. However, anyone wishing to gain
knowledge on how fundamental software features are implemented in the OmniSwitch Series switches
will benefit from the material in this configuration guide.
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When Should | Read this Manual?

Read this guide as soon as your switch is up and running and you are ready to familiarize yourself with
basic software functions. You should have already stepped through the first login procedures and read the
brief software overviews in the appropriate Hardware Users Guide.

You should have already set up a switch password and be familiar with the very basics of the switch soft-
ware. This manual will help you understand the switch’s directory structure, the Command Line Interface
(CLI), configuration files, basic security features, and basic administrative functions. The features and
procedures in this guide will help form a foundation that will allow you to configure more advanced
switching features later.

What is in this Manual?

This configuration guide includes information about the following features:

® Basic switch administrative features, such as file editing utilities, procedures for loading new software,
and setting up system information (name of switch, date, time).

® Configurations files, including snapshots, off-line configuration, time-activated file download.

® The CLI, including on-line configuration, command-building help, syntax error checking, and line edit-
ing.

® Basic security features, such as switch access control and customized user accounts.
e SNMP

® Web-based management (WebView)

What is Not in this Manual?

The configuration procedures in this manual primarily use Command Line Interface (CLI) commands in
examples. CLI commands are text-based commands used to manage the switch through serial (console
port) connections or via Telnet sessions. This guide does include introductory chapters for alternative
methods of managing the switch, such as web-based (WebView) and SNMP management. However the
primary focus of this guide is managing the switch through the CLI.

Further information on WebView can be found in the context-sensitive on-line help available with that
application.

This guide does not include documentation for the OmniVista network management system. However,
OmniVista includes a complete context-sensitive on-line help system.

This guide provides overview material on software features, how-to procedures, and tutorials that will
enable you to begin configuring your OmniSwitch. However, it is not intended as a comprehensive refer-
ence to all CLI commands available in the OmniSwitch. For such a reference to all CLI commands,
consult the OmniSwitch AOS Release 8 CLI Reference Guide.
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How is the Information Organized?

Each chapter in this guide includes sections that will satisfy the information requirements of casual read-
ers, rushed readers, serious detail-oriented readers, advanced users, and beginning users.

Quick Information. Most chapters include a specifications table that lists RFCs and IEEE specifications
supported by the software feature. In addition, this table includes other pertinent information such as mini-
mum and maximum values and sub-feature support. Some chapters include a defaults table that lists the
default values for important parameters along with the CLI command used to configure the parameter.
Many chapters include Quick Steps sections, which are procedures covering the basic steps required to get
a software feature up and running.

In-Depth Information. All chapters include overview sections on software features as well as on selected
topics of that software feature. Topical sections may often lead into procedure sections that describe how
to configure the feature just described. Many chapters include tutorials or application examples that help
convey how CLI commands can be used together to set up a particular feature.
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Documentation Roadmap

The OmniSwitch user documentation suite was designed to supply you with information at several critical
junctures of the configuration process.The following section outlines a roadmap of the manuals that will
help you at each stage of the configuration process. Under each stage, we point you to the manual or
manuals that will be most helpful to you.

Stage 1: Using the Switch for the First Time

Pertinent Documentation: OmniSwitch Hardware Users Guide
Release Notes

This guide provides all the information you need to get your switch up and running the first time. It
provides information on unpacking the switch, rack mounting the switch, installing NI modules, unlocking
access control, setting the switch’s IP address, and setting up a password. It also includes succinct
overview information on fundamental aspects of the switch, such as hardware LEDs, the software
directory structure, CLI conventions, and web-based management.

At this time you should also familiarize yourself with the Release Notes that accompanied your switch.
This document includes important information on feature limitations that are not included in other user
guides.

Stage 2: Gaining Familiarity with Basic Switch Functions

Pertinent Documentation: OmniSwitch Hardware Users Guide
OmniSwitch AOS Release 8 Switch Management Guide

Once you have your switch up and running, you will want to begin investigating basic aspects of its
hardware and software. Information about switch hardware is provided in the Hardware Guide. This guide
provide specifications, illustrations, and descriptions of all hardware components, such as chassis, power
supplies, Chassis Management Modules (CMMs), Network Interface (NI) modules, and cooling fans. It
also includes steps for common procedures, such as removing and installing switch components.

The OmniSwitch AOS Release 8 Switch Management Guide is the primary users guide for the basic
software features on a single switch. This guide contains information on the switch directory structure,
basic file and directory utilities, switch access security, SNMP, and web-based management. It is
recommended that you read this guide before connecting your switch to the network.

Stage 3: Integrating the Switch Into a Network

Pertinent Documentation: OmniSwitch AOS Release 8 Network Configuration Guide
OmniSwitch AOS Release 8 Advanced Routing Configuration Guide
OmniSwitch AOS Release 8 Data Center Switching Guide

When you are ready to connect your switch to the network, you will need to learn how the OmniSwitch
implements fundamental software features, such as 802.1Q, VLANSs, Spanning Tree, and network routing
protocols. The OmniSwitch AOS Release 8 Network Configuration Guide contains overview information,
procedures, and examples on how standard networking technologies are configured on the OmniSwitch.

The OmniSwitch AOS Release 8 Advanced Routing Configuration Guide includes configuration
information for networks using advanced routing technologies (OSPF and BGP) and multicast routing
protocols (DVMRP and PIM-SM).

The OmniSwitch AOS Release 8§ Data Center Switching Guide includes configuration information for data
center networks using virtualization technologies, such as Data Center Bridging (DCB) protocols, Virtual
eXtensible LAN (VXLAN), and Fibre Channel over Ethernet (FCoE) network convergence.
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Anytime

The OmniSwitch AOS Release 8 CLI Reference Guide contains comprehensive information on all CLI
commands supported by the switch. This guide includes syntax, default, usage, example, related CLI
command, and CLI-to-MIB variable mapping information for all CLI commands supported by the switch.
This guide can be consulted anytime during the configuration process to find detailed and specific
information on each CLI command.
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Related Documentation

The following are the titles and descriptions of all the related OmniSwitch user manuals:

OmniSwitch 6360, 6465, 6560, 6570M, 6860, 6865, 6900, 9900 Hardware Users Guides

Describes the hardware and software procedures for getting an OmniSwitch up and running as well as
complete technical specifications and procedures for all OmniSwitch chassis, power supplies, fans, and
Network Interface (NI) modules.

OmniSwitch AOS Release 8 CLI Reference Guide

Complete reference to all CLI commands supported on the OmniSwitch. Includes syntax definitions,
default values, examples, usage guidelines and CLI-to-MIB variable mappings.

OmniSwitch AOS Release 8 Switch Management Guide

Includes procedures for readying an individual switch for integration into a network. Topics include
the software directory architecture, image rollback protections, authenticated switch access, managing
switch files, system configuration, using SNMP, and using web management software (WebView).

OmniSwitch AOS Release 8 Network Configuration Guide

Includes network configuration procedures and descriptive information on all the major software
features and protocols included in the base software package. Chapters cover Layer 2 information
(Ethernet and VL AN configuration), Layer 3 information (routing protocols, such as RIP and IPX),
security options (authenticated VLANs), Quality of Service (QoS), link aggregation, and server load
balancing.

OmniSwitch AOS Release 8 Advanced Routing Configuration Guide

Includes network configuration procedures and descriptive information on all the software features and
protocols included in the advanced routing software package. Chapters cover multicast routing
(DVMRP and PIM-SM), Open Shortest Path First (OSPF), and Border Gateway Protocol (BGP).

OmniSwitch AOS Release 8 Data Center Switching Guide

Includes an introduction to the OmniSwitch data center switching architecture as well as network
configuration procedures and descriptive information on all the software features and protocols that
support this architecture. Chapters cover Data Center Bridging (DCB) protocols, Virtual Network
Profile (vNP), VXLAN, and FCoE/FC transit and gateway functionality.

OmniSwitch AOS Release 8 Transceivers Guide
Includes SFP and XFP transceiver specifications and product compatibility information.
OmniSwitch AOS Release 8 Specifications Guide

Includes Specifications table information for the features documented in the Switch Management
Guide, Network Configuration Guide, Advanced Routing Guide, and Data Center Switching Guide.

Technical Tips, Field Notices
Includes information published by Alcatel-Lucent Enterprise’s Customer Support group.
Release Notes

Includes critical Open Problem Reports, feature exceptions, and other important information on the
features supported in the current release and any limitations to their support.
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Technical Support

An Alcatel-Lucent Enterprise service agreement brings your company the assurance of 7x24 no-excuses
technical support. You’ll also receive regular software updates to maintain and maximize your Alcatel-
Lucent Enterprise product’s features and functionality and on-site hardware replacement through our
global network of highly qualified service delivery partners.

With 24-hour access to Alcatel-Lucent Enterprise’s Service and Support web page, you’ll be able to view
and update any case (open or closed) that you have reported to Alcatel-Lucent Enterprise’s technical
support, open a new case or access helpful release notes, technical bulletins, and manuals.

Access additional information on Alcatel-Lucent Enterprise’s Service Programs:
Web: myportal.al-enterprise.com
Phone: 1-800-995-2696

Email: ale.welcomecenter@al-enterprise.com
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Configuring Ethernet Ports

The Ethernet software is responsible for a variety of functions that support Ethernet ports on OmniSwitch
Series switches. These functions include diagnostics, software loading, initialization, configuration of line

parameters, gathering statistics, and responding to administrative requests from SNMP or CLI.

In This Chapter

This chapter describes the Ethernet port parameters of the switch and how to configure them through the

Command Line Interface (CLI). CLI Commands are used in the configuration examples.

Configuration procedures described in this chapter include:

“Configuring Ethernet Port Parameters” on page 1-3
“Using TDR Cable Diagnostics” on page 1-12

“Interfaces Violation Recovery” on page 1-14

“Clearing Ethernet Port Violations” on page 1-18

“Link Monitoring” on page 1-19

“Link Fault Propagation” on page 1-23

“IEEE 1588 Precision Time Protocol (PTP)” on page 1-26

“MAC Security Overview” on page 1-28

For more information about using CLI commands to view Ethernet port parameters, see the OmniSwitch
AOS Release 8 CLI Reference Guide.
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Configuring Ethernet Ports

Ethernet Port Defaults

Ethernet Port Defaults

The following table shows Ethernet port default values:

Parameter Description Command Default Value/Comments

Interface Line Speed interfaces speed AutoNeg

Interface Duplex Mode interfaces duplex AutoNeg

Trap Port Link Messages interfaces link-trap Disabled

Interface Configuration interfaces Enabled

Peak Flood Rate Configuration  interfaces flood-limit 4 Mbps (10M Ethernet)
49 Mbps (100M Ethernet)
496 Mbps (1G Ethernet)

700 Mbps (2.5G Ethernet)
997 Mbps (10G Ethernet)
997 Mbps (40G Ethernet)
997 Mbps (100G Ethernet)

Interface Alias

interfaces alias

None configured

Maximum Frame Size

interfaces max-frame-
size

1553 (untagged) Ethernet packets
1553 (tagged) Ethernet packets
9216 Gigabit Ethernet packets

Digital Diagnostics Monitoring  interfaces ddm Disabled
(DDM)
Enhanced Port Performance interfaces Disabled
(EPP)
Beacon LED interfaces beacon Disabled
Precision Time Protocol (PTP)  interfaces ptp admin- Disabled
time stamping on the switch state
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Configuring Ethernet Ports Ethernet Ports Overview

Ethernet Ports Overview

This chapter describes the Ethernet software CLI commands used for configuring and monitoring the
Ethernet port parameters of your switch.

Configuring Ethernet Port Parameters

The following sections describe how to use CLI commands to configure ethernet ports.

Enabling and Disabling Autonegotiation

To enable or disable autonegotiation on a single port, a range of ports, or an entire slot, use the interfaces
command. For example:

-> interfaces 2/3 autoneg enable
-> interfaces 2/1-3 autoneg enable
-> interfaces 2 autoneg enable

Configuring Crossover Settings

To configure crossover settings on a single port, a range of ports, or an entire slot, use the interfaces
crossover command. If autonegotiation is disabled, auto MDIX, auto speed, and auto duplex are not
accepted.

Setting the crossover configuration to auto configures the interface or interfaces to automatically detect
crossover settings. Setting crossover configuration to mdix configures the interface or interfaces for
MDIX (Media Dependent Interface with Crossover), which is the standard for hubs and switches. Setting
crossover to mdi configures the interface or interfaces for MDI (Media Dependent Interface), which is the
standard for end stations.

For example:

-> interfaces 2/1 crossover auto
-> interfaces 2/2-5 crossover mdi
-> interfaces 3 crossover mdix

Setting Interface Line Speed

The interfaces speed command is used to set the line speed on a specific port, a range of ports, or all ports
on an entire slot.

For example:
-> interfaces 2/1 speed 100

-> interfaces 2/2-5 speed 1000
-> interfaces 3 speed auto
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Configuring Duplex Mode

The interfaces duplex command is used to configure the duplex mode on a specific port, a range of ports,
or all ports on a slot to full, half, or auto. (The auto option causes the switch to advertise all available
duplex modes (half/full/both) for the port during autonegotiation.) In full duplex mode, the interface
transmits and receives data simultaneously. In half duplex mode, the interface can only transmit or receive
data at a given time.

For example:

-> interfaces 2/1 duplex half
-> interfaces 2/2-5 duplex auto
-> interfaces 3 duplex full

Setting Trap Port Link Messages

The interfaces link-trap command can be used to enable or disable trap port link messages on a specific
port, a range of ports, or all ports on a slot. When enabled, a trap message is sent to a Network
Management Station (NMS) whenever the port state has changed.

For example:

-> interfaces 2/3 link-trap enable
-> interfaces 2/3-5 link-trap enable
-> interfaces 2 link-trap enable

Resetting Statistics Counters

The clear interfaces command is used to reset all Layer 2 statistics counters on a specific port, a range of
ports, or all ports on a slot. For example:

-> clear interfaces 2/3 12-statistics
-> clear interfaces 2/1-3 12-statistics
-> clear interfaces 2 1l2-statistics

This command also includes an optional cli parameter. When this parameter is specified, only those
statistics that are maintained by the switch CLI are cleared; SNMP values are not cleared and continue to
maintain cumulative totals. For example:

-> clear interfaces 2/1-3 12-statistics cli

Note that when the cli parameter is not specified both CLI and SNMP statistics are cleared.

Enabling and Disabling Interfaces

The interfaces command is used to enable or disable a specific port, a range of ports, or all ports on an
entire slot.

-> interfaces 2/3 admin-state disable
-> interfaces 2/1-3 admin-state disable
-> interfaces 2 admin-state disable
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Configuring a Port Alias

The interfaces alias command is used to configure an alias (i.e., description) for a single port. (You
cannot configure an entire switch or a range of ports.) For example:

-> interfaces 2/3 alias ip phonel
-> interfaces 2/3 alias “ip phones 1”

Note. Spaces must be contained within quotes.

Configuring Maximum Frame Sizes

The interfaces max-frame-size command can be used to configure the maximum frame size (in bytes) on
a specific port, a range of ports, or all ports on a switch.

For example:
-> interfaces 2/3 max frame 9216

-> interfaces 2/1-3 max frame 9216
-> interfaces 2 max frame 9216

Configuring Digital Diagnostic Monitoring (DDM)

Digital Diagnostics Monitoring allows the switch to monitor the status of a transceiver by reading the
information contained on the transceiver's EEPROM. The transceiver can display Actual, Warning-Low,
Warning-High, Alarm-Low and Alarm-High for the following:

® Temperature

Supply Voltage

e Current

Output Power

® Input Power

To enable the DDM capability on the switch use the interfaces ddm command. For example, enter:
-> interfaces ddm enable

Traps can be enabled using the interfaces ddm-trap if any of the above values crosses the pre-defined
low or high thresholds of the transceiver. For example:

-> interfaces ddm-trap enable

Note. In order to take advantage of the DDM capability, the transceiver must support the DDM
functionality. Not all transceivers support DDM; refer to the Transceivers Guide for additional DDM
information.
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Configuring Flood Rate Limiting

The OmniSwitch implementation of storm control supports flood rate limiting for broadcast, unknown
unicast, and multicast traffic. A high threshold rate is configured in megabits-per-second (mbps), packets-
per-second (pps), or as a percentage of the port speed. When the threshold value is reached, packets are
dropped.

To configure the flood rate limit threshold, use the interfaces flood-limit command For example:

-> interfaces 2/1/1 flood-limit bcast rate mbps 100
-> interfaces 2/1/2-5 flood-limit uucast rate pps 500
-> interfaces slot 3/1 flood-limit mcast rate cap% 50

Configuring a Flood Rate Limit Action

Configuring a port shutdown or trap action to occur when the rate limit threshold is reached provides a
method for monitoring storm traffic.

® Port shutdown action—port is moved to a STORM violated state and a violation trap is sent.

® Trap action—the storm is controlled through flood rate limiting and a trap is sent. The port is not
moved into a STORM violated state.

To configure the flood rate limit action, use the interfaces flood-limit action command with either the
shutdown or trap option. For example:

-> interfaces 1/1/1 flood-limit bcast action shutdown
-> interfaces 1/1/4 flood-limit uucast action trap

Use the all option with the interfaces flood-limit action command to specify all types of traffic. For
example:

-> interfaces 1/1/11 flood-limit all action shutdown

To set the flood rate limit action back to the default value (no action is taken, packets above the threshold
are dropped) use the interfaces flood-limit action command with the default option. For example:

-> interfaces 1/1/14 flood-limit mcast action default

Configuring Auto-Recovery for Port Shutdown Action

When a port is shutdown because of a STORM violated state, an administrator will have to clear the
violation. However, configuring a low threshold value for flood rate limiting can help to automate this
process. When the rate of violating traffic received on the port goes below the low threshold value, the
port is removed from the violating state.

To configure the low threshold value, use the interfaces flood-limit command with the low-threshold
option. For example:

-> interfaces 1/1/1 flood-limit bcast rate mbps 60 low-threshold 40
-> interfaces 1/1/4 flood-limit uucast rate mbps 100 low-threshold 40
-> interfaces 1/1/5 flood-limit mcast rate pps 2000 low-threshold 1000
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Configuring Flow Control

The interfaces pause command is used to configure flow control (pause) settings for ports that run in full
duplex mode. Configuring flow control is done to specify whether or not an interface transmits, honors, or
both transmits and honors PAUSE frames. PAUSE frames are used to temporarily pause the flow of traffic
between two connected devices to help prevent packet loss when traffic congestion occurs between
switches.

Note that if autonegotiation and flow control are both enabled for an interface, then autonegotiation
determines how the interface processes PAUSE frames. If autonegotiation is disabled but flow control is
enabled, then the configured flow control settings apply.

By default, flow control is disabled. To configure flow control for one or more ports, use the interfaces
pause command with one of the following parameters to specify how PAUSE frames are processed:

® tx—Transmit PAUSE frames to peer switches when traffic congestion occurs on the local interface. Do
not honor PAUSE frames from peer switches.

* rx—Allow the interface to honor PAUSE frames from peer switches and temporarily stop sending
traffic to the peer. Do not transmit PAUSE frames to peer switches.

® tx-and-rx—Transmit and honor PAUSE frames when traffic congestion occurs between peer switches.

For example, the following command configures ports 1/1 through 1/10 to transmit and honor PAUSE
frames:

-> interfaces 1/1-10 pause tx-and-rx

To disable flow control for one or more ports, specify the disable parameter with the interfaces pause
command. For example:

-> interfaces 1/10 pause disable
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Enabling and Disabling Enhanced Port Performance (EPP)

EPP can assist in connecting with SFF-8431 non-compliant or electrically deficient devices. EPP can be
used on some links to enhance the receive signal sampling resolution management and help to improve the
link integrity to the link partner. The following steps should be followed to determine if EPP should be
enabled:

1 Check the current link quality - Check the current link quality of the interface.

2 Diagnose any link quality issues - If the Link Quality is not ‘Good’. Perform a few basic
troubleshooting steps to determine if the issue is with the link partner and whether enabling EPP can help
improve the quality.

3 Enable EPP - [f it’s determined that the issue is with the link parter, enable EPP.

EPP - Product and Transceiver Support

Only certain transceivers support enabling EPP. Additionally, depending on the revision of the
OmniSwitch, there are port restrictions due to the power requirements of enabling EPP as shown in the
table below.

Product Rev EPP Support
0S6900-X20 B11 No restriction

B10 or less | Only 5 ports can have EPP enabled
0S6900-X40 B11 No restriction

B10 orless | Only 5 ports in 1st group of 20 and 5 ports in 2nd group of 20

Expansion Board Any No restrictions
10-Gigabit Transceivers N/A Supported
1/40-Gigabit Transceivers | N/A Not Supported

Product/Transceiver Support
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EPP - Check the Current Link Quality

A Link-Quality parameter has been added to help support EPP functionality. If connectivity issues are
being observed check the current link quality using the interfaces command and observe the EPP output.
For example:

-> show interfaces 2/1
(output truncated)

EPP : Disabled, Link-Quality:Fair
Link-Quality Description
Good Link is good
Fair Link may exhibit errors
Poor Link will exhibit errors and may lose connectivity
N/A Link does not support EPP

EPP - Diagnose

For ports diagnosed as Fair or Poor, simple steps can be performed to identify the faulty component.
Since the issue could be with the transceiver, cable, fiber, or the link partner, see the table below to help
determine if the issue is with the link partner and if enabling EPP may help.

Media Type Diagnostic Action
Direct Attached Copper| e Disconnect cable from link partner
Cable e Connect free cable end to unused port of 0S6900

® View the Link-Quality
Good - The link partner should be diagnosed and enabling EPP may help.
Fair or Poor - The direct-attached copper cable should be replaced.

SFP+ optical e Replace SFP+ transceiver on OS6900 port

transceiver ® View the Link-Quality

Good - The original SFP+ transceiver is faulty.

Fair or Poor - The fiber cable or link partner should be diagnosed and
enabling EPP may help.

EPP - Enabling

If after diagnosing the problem it is determined that the issue is with the link partner and the Link-Quality
has been diagnosed to be Fair or Poor, EPP can be enabled allowing the system to operate with the
deficient receive channels. For example:

-> interfaces 2/1 epp enable

After enabling EPP continue to monitor the Link-Quality.
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Configuring Energy Efficient Ethernet (802.3az)

Energy Efficient Ethernet (EEE) is a protocol to allow ports to operate in idle or low power mode when
there is no traffic to send. When EEE is enabled on a port it will advertise its EEE capability to its link
partner. If the partner supports EEE they will operate in EEE mode. If the partner does not support EEE
the ports will operate in legacy mode. This allows EEE capable switches to be deployed in existing
networks avoiding backward compatibility issues.

® EEE is only applicable to 10GBase-T ports.
e The LLDP option in IEEE 802.3az standard is not currently supported.
To enable the EEE capability on the switch use the interfaces eee command. For example, enter:

-> interfaces 1/1 eee enable

Configuring Split-Mode

Some OmniSwitch models support split-mode to allow 40G or 100G ports to be configured as four 10G or
25G ports. The interfaces primary-port split-mode command is used to configure the mode.

When a splitter cable is used the port numbering scheme changes to accommodate the four splitter ports
by using letters a, b, ¢, d to refer to the sub-ports. When referring to a single sub-port the port letter should
be used to differentiate between all the sub-ports. If no letter is given the command assumes port 'a’, for
example.

-> show interfaces 1/1/1 - refers to interface 1/1/1la
-> show interfaces 1/1/la - refers to interface 1/1/1la
-> show interfaces 1/1/1d - refers to interface 1/1/1d

When referring to a range of ports the lettered sub-ports are implied, for example:

-> show interfaces 1/1/1-2 - refers to interfaces 1/1/la, 1lb, 1lc, 1d and 1/1/2a,
2b, 2c, 2d

-> show interfaces 1/1/la-1lc - refers to interfaces 1/1/1la, 1lb, 1lc

-> show interfaces 1/1/1-2a - refers to interfaces 1/1/la, 1lb, 1lc, 1d, and 1/1/
2a.

Configuring Beacon LED

The Beacon LED feature provides a mechanism to allow an administrator to configure the color and the
mode of a port LED using the interfaces beacon command. This can useful in the following scenarios:

® Port identification: Can help to identify a particular port(s) needing attention or where a cable may
need to be swapped. Manually changing the color or mode of the port LED can help to guide a
technician to a particular port. This can also be helpful in a highly dense mesh of cabling.

® Power Savings: Large Data Centers are looking for ways to reduce power consumption. One way could
be to power off every LED on every node if operating properly and only use the LEDs for indicating
ports that need attention.

e Tracking link activity: Servers are often configured in clusters for certain functions or applications.
Ports could be color coded to differentiate between clusters.
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Note. The beacon LED feature does not affect the normal behavior of switch ports or traffic flow. It only
sets LED colors and behaviors for the uses listed above. If an actual alarm or issue is detected on the switch,
important LED status information related to the issue takes precedence and overrides beacon settings.

Note. The beacon LED feature is not supported on sub-ports 'b', 'c', or 'd' when an interface is operating in
split-mode. Additionally, only Solid mode is supported on sub-port 'a' interfaces.

LED Color and Mode Settings

e LED Color - The color of the LED can be changed to yellow, white, red, magenta, green, blue, aqua, or
off.

o Activity Mode - The LED will blink normally based on the port activity but the color of the LED can
be changed.

® Solid Mode - The LED will not blink based on the port activity, it will always be solid. The color of
the LED can be changed.

-> interfaces 1/1/30 beacon admin-status enable
-> interfaces 1/1/30 beacon led-color magenta

-> interfaces 1/1/30 beacon led-mode solid

Beacon settings are saved and can be administratively enabled or disabled as needed at a later time. This
allows administrators to reuse previously configured LED settings without having to start over. Use the
show interfaces beacon command to view the beacon settings.

-> show interfaces beacon

Ch/Slot/Port Admin-Stat LED-Color LED-Mode
———————————— BT s TR
1/1/1A Disable Magenta Solid

1/1/2A Disable Blue Activity
1/1/30A Enable Magenta Solid
1/1/31A Enable Ooff Solid
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Using TDR Cable Diagnostics

Time Domain Reflectometry (TDR) is a feature that is used to detect cable faults. This feature is best
deployed in networks where service providers and system administrators want to quickly diagnose the
state of a cable during outages, before proceeding with further diagnosis.

When a TDR test is initiated, a signal is sent down a cable to determine the distance to a break or other
discontinuity in the cable path. The length of time it takes for the signal to reach the break and return is
used to estimate the distance to the discontinuity.

Initiating a TDR Cable Diagnostics Test
Consider the following guidelines before initiating a TDR test:
® Only one test can run at any given time, and there is no way to stop a test once it has started.

e The TDR test runs an “out-of-service” test; other data and protocol traffic on the port is interrupted
when the test is active.

® TDR is supported only on copper ports.
® TDR is not supported on Link aggregate ports.
e FEach time a TDR test is run, statistics from a test previously run on the same port are cleared.

A TDR test is initiated using the interfaces tdr CLI command. For example, the following command
starts the test on port 2/1:

-> interfaces 1/1/1 tdr enable

Displaying TDR Test Results

The show interfaces tdr-statistics command is used to display TDR test statistics. For example:
-> show interfaces 1/1/1 tdr-statistics
Ch/
Slot/ No of Cable Fuzzy Pairl Pairl Pair2 Pair2 Pair3 Pair3 Pair4 Pair4 Test
Port pairs State Length State Length State Length State Length State Length Result
1/1/1 4 ok 0 ok 3 ok 3 ok 3 ok 3 success
The following cable states are indicated in the show interfaces tdr-statistics command output:
® OK—Wire is working properly
® Open:—Wire is broken
e Short—Pairs of wire are in contact with each other

® Crosstalk—Signal transmitted on one pair of wire creates an undesired effect in another wire.

® Unknown:—Cable diagnostic test unable to find the state of a cable.
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Clearing TDR Test Statistics

The clear interfaces command is used to clear the statistics of the last test performed on the port. There is
no global statistics clear command. For example, the following command clears the TDR statistics:

-> clear interfaces 1/1/1 tdr-statistics

TDR statistics from a previous test are also cleared when a new test starts on the same port.
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Interfaces Violation Recovery

The OmniSwitch allows features to shutdown an interface when a violation occurs on that interface. To
support this functionality, the following interfaces violation recovery mechanisms are provided:

® Manual recovery of a downed interface using the interfaces primary-port split-mode command.

® An automatic recovery timer that indicates how much time a port remains shut down before the switch
automatically brings the port back up (see “Configuring the Violation Recovery Time” on page 1-16).

* A maximum number of recovery attempts setting that specifies how many recoveries can occur before
a port is permanently shutdown (see “Configuring the Violation Recovery Time” on page 1-16).

® A wait-to-restore timer that indicates the amount of time the switch waits to notify features that the
port is back up (see “Configuring the Wait-to-Restore Timer” on page 1-20).

* An SNMP trap that is generated each time an interface is shutdown by a feature. This can occur even
when the interface is already shutdown by another feature. The trap also indicates the reason for the
violation.

® An SNMP trap that is generated when a port is recovered. The trap also includes information about
how the port was recovered. Enabling or disabling this type of trap is allowed using the violation
recovery-trap command.

Violation Shutdown and Recovery Methods
A port can be shutdown with one of the following methods, depending on the feature.

Filtering — The port is blocked by applying filtering to discard all packets sent or received on the port.
With this method the link LED of the port remains ON. A port in this state can be recovered using the
following methods:

o Using the interfaces primary-port split-mode command to manually clear the violation.
® Automatic recovery when the interface recovery timer expires.

e Using the interfaces alias command to administratively disable and enable the interface.
® Disconnecting and reconnecting the interface link.

® A link down and link up event.

Administratively — A port is administratively disabled. With this method the LED does not remain ON. A
port in this state can be recovered using only the following methods:

® Using the interfaces primary-port split-mode command to manually clear the violation.
® Automatic recovery when the interface recovery timer expires.
® Using the interfaces alias command to administratively disable and enable the interface.

Disconnecting/reconnecting the interface link or a link down/up event will not recover a port that was
administratively disabled.
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Interface Violation Exceptions

An interface violation is not applied to an interface when any of the following scenarios occur:

® An interface is already in a permanent shutdown state. In this case, the only method for recovery is to
use the interfaces primary-port split-mode command.

® An interface is already shutdown by another feature.

® An interface is not operationally up.

Interaction With Other Features

The table below lists the features that use the interfaces violation recovery mechanisms, along with the
violation reason and shutdown type.

Feature Reason Code Shutdown Type
BPDU Shutdown STP Discard

User Port Shutdown QOS Discard
Policy rule - port disable QOS Discard

LPS LPS-D Discard

LPS LPS-S Admin-Down
UDLD UDLD Admin-Down
NetSec NetSec Admin-Down
NI NISup Admin-Down
LLDP Rouge Detection LLDP Discard

Link Monitoring LinkMon Admin-Down
Link Fault Propagation LFP Admin-Down
Remote Fault Propagation RFP Admin-Down
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Configuring Interface Violation Recovery

The following sections provide information about how to configure parameter values that apply to the
interfaces violation recovery mechanisms.

Configuring the Violation Recovery Time

The violation recovery time specifies the amount of time the switch waits before automatically recovering
a port that was shut down due to a violation. When the recovery timer expires, the interface is
operationally re-enabled and the violation on the interface is cleared.

Consider the following when configuring the violation recovery time:

® The timer value does not apply to interfaces that are in a permanent shutdown state. A port in this state
is only recoverable using the clear violation command.

® The interface violation recovery mechanism is not supported on link aggregates, but is supported on
the link aggregate member ports.

By default, the automatic recovery time is set to 300 seconds. Use the violation recovery-time command
to change the automatic recovery time value, which is configurable on a per-port or global basis. For
example, the following commands set the violation recovery time to 600 seconds at the global level and to
200 seconds for port 2/1 on chassis 1:

-> violation recovery-time 600
-> violation port 1/2/1 recovery-time 200

The violation recovery time value configured for a specific interface overrides the global value configured
for all switch interfaces. To set the port-level value back to the global value, use the default parameter
with the violation recovery-time command. For example, the following command sets the violation
recovery time for port 2/1 on chassis 1 back to the global value of 600:

-> violation port 1/2/1 recovery-time default

Configuring the Violation Recovery Maximum Attempts

The violation recovery maximum setting specifies the maximum number of recovery attempts allowed
before a port is permanently shut down. This value increments by one whenever an interface recovers
from a violation using the automatic recovery timer mechanism. When the number of recovery attempts
exceeds this configured threshold, the interface is permanently shut down. The only way to recover a
permanently shut down interface is to use the clear violation command.

The recovery mechanism tracks the number of recoveries within a fixed time window (FTW). The FTW =
2 * maximum recovery number * recovery timer. For example, if the maximum number of recovery
attempts is set to 4 and the recovery timer is set to 5, the FTW is 40 seconds (2 * 4 * 5=40).

The violation recovery-maximum command is used to configure the maximum number of recovery
attempts. This value is configurable on a per-port or global basis. For example, the following commands
set the number of attempts to 3 at the global level and to 5 for port 2/1on chassis 1:

-> violation recovery-maximum 3
-> violation port 1/2/1 recovery-maximum 5

The maximum recovery attempts value configured for a specific interface overrides the global value
configured for all switch interfaces. To set the port-level value back to the global value, use the default
parameter with the violation recovery-maximum command. For example, the following command sets
the number of recovery attempts for port 2/1 on chassis 1 back to the global value of 3:
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-> violation port 1/2/1 recovery-maximum default

To disable the violation recovery maximum attempts mechanism, set the number of attempts to zero. For
example:

-> violation recovery-maximum O
-> violation port 1/2/1 recovery-maximum 0

Verifying the Interfaces Violation Recovery Configuration

Use the following show commands to verify the violation recovery configuration:

show interfaces Displays the administrative status, link status, violations, recovery
time, maximum recovery attempts and the value of the wait-to-restore
timer.

show violation Displays the address violations that occur on ports with LPS

restrictions. This command displays a port violation for sticky port
security when the maximum number of MAC address of the connected
workstation that the switch learns.

show interfaces portgroup Displays the globally configured recovery time, SNMP recovery trap
enable/disable status and maximum recovery attempts.

For more information about the resulting displays from these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide.
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Clearing Ethernet Port Violations

The following switch applications may trigger a violation condition on one or more ports:
e Learned Port Security (LPS)

® (Quality of Service (QoS)

e Network Security

e UniDirectional Link Detection (UDLD)

® Fabric stability related violations

Depending on the application and type of violation, specific actions are taken when a violation is detected
on the port. For example, an application may take one of the following actions when the violation triggers
a port shut down:

® Admin Down—deactivates the physical port.

¢ Simulated Down—the physical port shows as active but the applications are not allowed to access the
port link. The port is put in a blocking state.

A security violation may occur under the following conditions:

® A port is configured as a secure port and the number of secure MAC addresses learned on the port has
exceeded the maximum value.

® A device with a secure MAC address that is configured or learned on one of the secure ports attempts
to access another secure port.

Consider the following regarding link aggregate security violations:

® When a violation occurs on a physical port that is a member of a link aggregate, the violation affects
the entire link aggregate group. All ports on that link aggregate are either restricted or shut down.

® When the violations are cleared for the entire link aggregate group, the whole link aggregate group is
reactivated.

® When a simulated down violation occurs, toggling the link clears the violation for both the link
aggregates and physical ports.

To view the violation conditions that exist on individual ports or link aggregates, use the show violation
command. For example:

-> show violation

Port Source Action Reason Timer
—————— o
1/1 src lrn simulated down lps shutdown 0
1/2 src lrn simulated down lps restrict 0
2 gos admin down policy 0

To clear all the MAC address violation logs and activate the port or link aggregate, use the clear violation
command. For example:

-> clear violation port 1/10
-> clear violation linkagg 10-20
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Link Monitoring

The Link Monitoring feature is used to monitor interface status to minimize the network protocol re-
convergence that can occur when an interface becomes unstable. To track the stability of an interface, this
feature monitors link errors and link flaps during a configured timeframe. If the number of errors or link
flaps exceeds configured thresholds during this time frame, the interface is shut down.

Note. Link Monitoring can be enabled on the member ports of the link aggregate, but not on the entire link
aggregate. Link Monitoring is not supported on the VFL ports.

There are no explicit Link Monitoring commands to recover a port from a Link Monitoring shutdown. See
“Clearing Ethernet Port Violations” on page 1-18 for information of clearing port violations.

Monitoring Interface Errors

When physical errors occur on an interface, control and data traffic is dropped causing unnecessary re-
convergence for the network protocol running on the interface. The Link Monitoring feature monitors the
physical errors such as CRC, lost frames, error frames and alignment errors. When a configurable number
of errors is detected within the duration of a link monitoring window, the interface is shut down.

To configure the number of errors allowed before the port is shut down, use the interfaces link-
monitoring link-error-threshold command. For example:

-> interfaces 1/1 link-monitoring link-error-threshold 50

In this example, the port is shutdown if the number of link errors exceeds the threshold value of 50 during
the link monitoring window timeframe.

Monitoring Interface Flapping

When physical connectivity errors occur on an interface, the interface becomes unstable and causes
unnecessary re-convergence for the network protocols running on the interface. The Link Monitoring
feature monitors these interface flaps and shuts down the interface when excessive flapping is detected.

® The shutdown action is a physical port shutdown (the PHY and LED are down).

® Whenever an interface comes up and it is not an administrative action (admin-up), the link flap counter
is incremented.

The interfaces link-monitoring link-flap-threshold command is used to configure the number of flaps
allowed before the interface is shutdown. For example:

-> interfaces 1/1 link-monitoring link-flap-threshold 5

In this example, the port is shutdown if the number of link flaps exceeds the threshold value of five during
the link monitoring window timeframe.
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Monitoring Window

The Link Monitoring window is a per-port configurable timer that is started whenever link-monitoring is
enabled on a port. During this time frame interface receive errors and interface flaps are counted. If either
of the values exceeds the configured thresholds the interface is shut down.

® The timer value can be modified even when the Link Monitoring timer is running and the new value of
timer will take effect after the current running timer expires.

® The threshold values for link errors and link flaps can also be modified when link-monitoring timer is
running; if the new threshold value is less than the current link-flap or link-error counter value, then the
interface will be shutdown immediately.

The interfaces link-monitoring time-window command is used to configure the monitoring window
timer. For example:

-> interfaces 1/1 link-monitoring time-window 500

In this example, link monitoring will monitor port 1/1 for 500 seconds.

Starting a Link Monitoring Session

The Link Monitoring window timer is started when the feature is enabled on an interface using the
interfaces link-monitoring admin-status command. For example:

-> interfaces 1/1 link-monitoring admin-status enable

All the statistics (link errors and link flaps) for a port are reset to zero when Link Monitoring is enabled on
that port.

Stopping a Link Monitoring Session
The Link Monitoring window timer is stopped when one of the following occurs:

® The interfaces link-monitoring admin-status command is used to disable the feature on the port. For
example:

-> interfaces 1/1 link-monitoring admin-status disable

® The port is shutdown by any feature, such as Link Monitoring, UDLD, or Link Fault Propagation.

Configuring the Wait-to-Restore Timer

The wait-to-restore (WTR) timer is used to implement a delay before an interface is made operational for
other features. Only after the timer has expired will the interface become active allowing network
protocols to converge more gracefully. The timer value is configured on a per-port basis and is started
whenever one of the following link-up events occurs:

® An interface is administratively downed followed by administratively up.

® The interfaces primary-port split-mode command is used.

® An interface recovers from a violation due to the automatic recovery timer mechanism.
® An interface is made operationally up when the cable is plugged in.

Consider the following when configuring the wait-to-restore timer:
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® If the interface goes down again while the WTR timer is still running, the WTR timer is stopped.
Otherwise, the interface is recovered after the time expires.

® The WTR timer functionality has no impact on link-error or link-flap detection; these features are
configurable even when the WTR timer is disabled.

® The timer value can be modified when the WTR timer is running; however, the new timer value does
not take effect until after the current running timer expires.

e The WTR timer is reset on every link up event that is detected.
® The WTR timer is stopped on detection of every link down event.
® When the WTR timer is running, the interface is physically up but the link status is down.

The interfaces wait-to-restore command is used to configure the WTR timer value, in multiples of 5. For
example, the following commands set the WTR timer value to 300 seconds:

-> interfaces 1/1 wait-to-restore 300
To disable the WTR timer mechanism, set the timer value to zero. For example:
-> interfaces 1/1 wait-to-restore 0

By default, the WTR time is disabled.

Configuring the Wait-to-Shutdown Timer

The wait-to-shutdown (WTS) timer is used to implement a delay before an interface is made non-
operational for other applications such as data, control and management. Only after the timer has expired
will the interface become disabled allowing network protocols to converge more gracefully. The timer
value is configured on a per-port basis and is started whenever one of the following link-up events occurs:

® An interface is administratively brought down.
® An interface is shutdown from a violation.
® An interface is made operationally down when the cable is unplugged in.

When the interface goes down, the WTS timer will be started. If the interface comes back up while the
WTS timer is running, then WTS timer will be stopped and no link down event will be sent. Otherwise,
after the WTS timer expiries a link-down event will be sent to all the relevant applications.

Consider the following when configuring the wait-to-shutdown timer:

¢ Ifthe interface comes back up while the WTS timer is still running, the WTS timer is stopped and no
link down event is sent to other switch applications.

® The WTR timer functionality has no impact on link-error or link-flap detection; these features are
configurable even when the WTS timer is disabled.

® The timer value can be modified when the WTS timer is running; however, the new timer value does
not take effect until after the current running timer expires.

® When the wait-to-shutdown timer is running there would be packet loss on that interface. This is
because the port is physical down and only the link-down event is not being communicated to the
switch applications which will continue to send packets to the interface.
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® The link-status of the remote connected port will be down when the WTS timer is running since the
port is physically down.

The interfaces wait-to-shutdown command is used to configure the WTS timer value, in multiples of 10
milliseconds. For example, the following commands set the WTR timer value to 30 seconds:

-> interfaces 1/1 wait-to-shutdown 30000
To disable the WTR timer mechanism, set the timer value to zero. For example:
-> interfaces 1/1 wait-to-shutdown O

By default, the WTS time is disabled.

Displaying Link Monitoring Information

Use the following show commands to display Link Monitoring statistics and configuration information:

show interfaces link- Displays Link Monitoring statistics, such as the link flap and error

monitoring statistics counts and the port state (shutdown, down, up).

show interfaces link- Displays the Link Monitoring configuration, such as the monitoring

monitoring config status, monitoring window time, and the link flap and error thresholds.

show interfaces Displays the administrative status, link status, violations, recovery
time, maximum recovery attempts and the value of the wait-to-restore
timer.

For more information about the resulting displays from these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide.
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Link Fault Propagation

The Link Fault Propagation (LFP) feature provides a mechanism to propagate a local interface failure into
another local interface. In many scenarios, a set of ports provide connectivity to the network. If all these
ports go down, the connectivity to the network is lost. However, the remote end remains unaware of this
loss of connectivity and continues to send traffic that is unable to reach the network. To solve this
problem, LFP does the following:

Monitors a group of interfaces (configured as source ports).

If all the source ports in the group go down, LFP waits a configured amount of time then shuts down
another set of interfaces (configured as destination ports) that are associated with the same group.

When any one of the source ports comes back up, all of the destination ports are brought back up and
network connectivity is restored.

The LFP source and destination ports can be physical or link aggregation ports. If the destination port is a
link aggregation port the shutdown consists of shutting down all members of the link aggregation group
(physically down). However, the link aggregation group remains administratively enabled.

Interaction With Interfaces Violation Recovery

The clear violation command will clear the LFP violations and mark the interfaces as up even if the
violation condition still exists.

An admin down followed by an admin up will clear the LFP violation and mark the interfaces as up
even if the violation condition still exists.

When the destination port is a link aggregate, the shutdown action does not shutdown the link
aggregation. Instead, all the ports that are members of the link aggregation at the time of the violation
are shutdown.

A link aggregate port remains in a violation state even if the port leaves the link aggregate.

If a port that is not a member of a link aggregate at the time a violation occurred is added to a link
aggregate, the switch will not shut down the port.

SNMP traps cannot be configured for LFP. The interface violation recovery mechanism will be
responsible for sending traps when a port is shutdown or recovered by LFP.

If the wait-to-restore (WTR) timer is configured on the source ports of a LFP group with link
monitoring enabled, the state of the destination ports of the group will be determined by the link state
of the ports after the WTR timer has expired.

See “Interfaces Violation Recovery” on page 1-14 for information of learning port violations.
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Configuring Link Fault Propagation
Configuring LFP requires the following steps:

1 Create an LFP group. This type of group identifies the source ports to monitor and the destination
ports to bring down when all of the source ports go down. To create an LFP group, use the link-fault-
propagation group command. For example:

-> link-fault-propagation group 1

2 Associate source ports with the LFP group. To associate source ports to an LFP group, use the link-
fault-propagation group source command. For example:

-> link-fault-propagation group 1 source port 1/2-5 2/3

3 Associate destination ports with the LFP group. To associate destination ports with an LFP group,
use the link-fault-propagation group destination command. For example:

-> link-fault-propagation group 1 destination port 1/5-8 2/3

4 Configure the LFP wait-to-shutdown timer. This timer specifies the amount of time that LFP will
wait before shutting down all the destination ports. To configure this timer value, use the link-fault-
propagation group wait-to-shutdown command. For example:

-> link-fault-propagation group 1 wait-to-shutdown 70

Note. Optional. To verify the LFP configuration, use the show link-fault-propagation group command.
For example:

-> show link-fault-propagation group
Group Id : 2

Source Port(s) : 0/1-2 1/1-5 1/7,
Destination Port (s) : 0/3 1/10-13,
Group-Src—-Ports Status : up,

Admin Status : enable,

Wait To Shutdown : 10

Group Id : 6

Source Port (s) :1/2 1/6 1/9,
Destination Port (s) : 1/10-11 1/13,
Group-Src-Ports Status : down,

Admin Status : disable,

Wait To Shutdown : 5

-> show link-fault-propagation group 2
Group Id : 2

Source Port(s) : 0/1-2 1/1-5 1/7,
Destination Port (s) : 0/3 1/10-13,
Group-Src-Ports Status : up,

Admin Status : enable,

Wait To Shutdown : 10

See the OmniSwitch AOS Release 8 CLI Reference Guide for more information about LFP commands.
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LFP Application Example

This section provides an example of using LFP in a layer 2 network configuration, as shown in the
following sample topology:

0S-1

2/1

31

Access

Figure 1-1 : Link Fault Propagation - Application Example

In this example:

® When interfaces 2/1 and 3/1 on OS-1 are down, the access switch will keep interface 1/1 as active and
traffic will still be forwarded to OS-1 even though it has no network connectivity.

® To allow the switch to use the standby interface the link on OS-1 would need to be disabled so that
interface 1/1 on the access switch leaves the LACP group.

-> link-fault-propagation group 1 source port 2/1 3/1 destination linkagg 1
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IEEE 1588 Precision Time Protocol (PTP)

The Precision Time Protocol (PTP) is a protocol used to synchronize clocks throughout a computer
network. On a local area network, it achieves clock accuracy in the sub-microsecond range, making it
suitable for measurement and control systems.

The PTP function requires a time source device and a time receiver device to provide the time
synchronization between the devices. The time source is called master and time receiver is known as
slave. Apart from this master and slave clock devices, there are intermediate switches in the network
through which the packets would be transmitted. On transmitting through these devices, a transmission
delay would be introduced on each of the switches placed between the master and the slave. To maintain
the accuracy of time synchronization between the master and the slave, it is important to take into
consideration these transmit times taken by the PTP frames when passing along the intermediary nodes.
The intermediate switches must have the ability to support PTP and thereby update the link and/or
residency time of frames in these switches—a concept known as transparent clocking. There are two types
of transparent clocks: end-to-end transparent clock and peer-to-peer transparent clock.

OmniSwitch supports both end-to-end transparent clock and one step peer-to-peer transparent clock.

Enabling/Disabling PTP Time Stamping

The interfaces ptp admin-state command can be used to enable or disable PTP on all the interfaces. PTP
end-to-end transparent clock is supported in a standalone mode (virtual chassis of one) and virtual chassis
of two.

-> interfaces ptp admin-state enable
-> interfaces ptp admin-state disable

The below command sets the internal priority for the incoming PTP packet as 4.
-> interfaces ptp admin-state enable priority 4

To set the internal priority to the default value 5, use the default keyword.
-> interfaces ptp admin-state enable priority default

To enable PTP end-to-end transparent clock in a virtual chassis of two, single loopback port per chassis is
required to be configured. Use interfaces ptp admin-state command to configure the loopback port.

The loopback ports dedicated for PTP must not be used by any other feature. Ensure PTP is configured on
unused ports. Also, PTP on a virtual chassis of two is not supported on chassis ID 1.

-> interfaces ptp admin-state enable loopback-portlist 2/1/12 3/1/23
WARNING: User ports 2/1/12 and 3/1/23 will be out of service for users.
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Enabling/Disabling PTP Peer-to-Peer Transparent Clock

The interfaces port ptp p2p command can be used to enable or disable IEEE 1588 PTP peer-to-peer
transparent clock on an interface. When peer-to-peer is enabled on a port, link delay will be computed
dynamically for the corresponding link.

-> interfaces port 1/1/1 ptp p2p admin-state enable

-> interfaces port 1/1/1 ptp p2p admin-state disable

Notes:

® Ensure LoopbackO IP interface is configured on the switch as loopback0 interface address will be used
as the source IP for peer delay measurement packets. If loopbackO IP interface is not configured, then
peer delay measurement feature will not work.

* PTP must be enabled globally for PTP peer-to-peer support.

e PTP peer-to-peer supports only one-step mode.

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 page 1-27



Configuring Ethernet Ports MAC Security Overview

MAC Security Overview

MACsec (MAC Security) provides point-to-point security on Ethernet links between directly connected
nodes. MACsec prevents DoS/M-in-M/playback attacks, intrusion, wire-tapping, masquerading, and so
on. MACsec can be used to secure traffic on Ethernet links - LLDP frames, LACP frames, DHCP/ARP

packets, and so on.

MACsec feature requires a license. The MACsec license is a site license and does not use the serial
number and MAC address of the switch. The MACsec license file can be applied using the 'license’
command. For more information, refer to the ‘Chassis Management and Monitoring Commands’ chapter
in OmniSwitch AOS Release 8 CLI Reference Guide.

How It Works?

MACsec-enabled links are secured by matching security keys. Data integrity checks are done by
appending an 8-byte or 16-byte header and a 16-byte tail to all Ethernet frames traversing the secured link.
Optionally, traffic can also be encrypted, if enabled by user configuration.

On the wire, a MACsec packet starts with an Ethernet header with etherType 0x88ES5, followed by an 8-
byte or 16-byte SecTag header containing information about the decryption key, a packet number and
Secure Channel Identifier. The SecTag header is followed by the payload (which may be optionally
encrypted), and the Integrity Check Value (ICV) generated by GCM-AES of size 16 bytes.

Each node in a MACsec-protected network has at least one transmit secure channel associated with a
Secure Channel Identifier (SCI). Configuration parameters such as enable encryption or perform replay
protection are stored in the context of the transmit secure channel. A single secure channel is
unidirectional - that is, it can be applied to either inbound or outbound traffic.

4— MAC Addresses —p 4— MSDU —p
User Desfinafion Source
Parameters Address Address HsarBdla
.l‘f" ‘\l
I ? i .\:
E 2 44— Calculated by the Cipher Suite —#
E ’5 4——— Integrity protected by the Cipher Suite o
e
= MACsec Confidentiality
BtherType il {optional) i
Protocol Destination Source : .
Secure Data W
Parameters Address Address SecTAG e
44— MAC Addresses —p -+ MPDU |

Figure 1-2 : MAC Security Overview

Each node that expects to receive traffic sent in a particular transmit secure channel must configure a
'matching' receive secure channel, with an SCI corresponding to the SCI of the transmit secure channel of
the peer.

Within each secure channel, secure associations (SA) are defined. The SAs hold the encryption keys
identified by their association number (AN), along with a packet number. On the transmit side, this packet
number is put in the MACsec SecTag header and used in the encryption process. On the receive side, the
packet number from the SecTag header will be checked against the packet number locally stored in the
corresponding secure association to perform replay protection.
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The default crypto suite used in MACsec is "128-bit AES-GCM" and the Session key is called a "Secure
Association Key (SAK)". Each endpoint in a MACsec-protected network has at least one Tx Secure
Channel (SCI-Tx) and multiple Rx Secure Channels (SCI-Rx). Between MACsec secure link, each
endpoint point is configured with a matching SCI-Tx and SCI-Rx pair in both direction. Each Secure-
Channel (SC) is associated with Secure Associations (SAs), which in turn holds the Secure Association
Keys (SAK) along with a Packet Number (PN).

MACsec supports two SA modes:
® Static SA Mode - MACsec with Static Secure Association Key (static-SAK)

® Dynamic SA Mode - MACsec with Dynamic SAK using MACsec Key Agreement (MKA) Protocol.
The MKA, as described in IEEE 802.1X-2010, is an extension to 802.1X, which provides the required
session keys and manages the required encryption keys used by the underlying MACsec protocol. The
MKA protocol allows peer discovery with confirmation of mutual authentication and sharing of
MACsec secret keys to protect data exchanged by the peers.

There are two modes of provisioning connectivity association keys (CAK/CKN) between two MACsec
endpoints. OmniSwitch supports the following:

— Dynamic SAK using Pre-Shared Key (PSK)
MACsec using Static Connectivity Association Key (static-CAK) using PSK

— Dynamic SAK using Extensible Authentication Protocol (EAP)
MACsec using Dynamic Connectivity Association Key (dynamic-CAK) using EAP.

Static SA Mode

In static SA mode, manually configured SA keys are used to secure traffic on the point-to-point link
between two nodes.

Consider the following configuration guidelines when MACsec is set to static SA mode:

® The SAK name and value are configured on SCI-Tx and SCI-Rx must be configured on both ends of
the MACsec enabled interface.

® FEach SAK name and value must have a corresponding matching value on the interface at the other end
of the point-to-point Ethernet link to maintain MACsec on the link.

® Security is maintained by periodically rotating the SA keys between configured SAKs on SCI-Tx.

Dynamic SA Mode

In Dynamic SA Mode, Secure-Channel (SCI-Tx/SCI-Rx) and Secure-Association-Key (SAK) are
exchanged between MACsec connected links using MKA protocol. The MK A protocol selects one of the
nodes as the key server, which creates a dynamic SAK and shares it with the node at the other end over the
secure channel. Once the other end also creates this dynamic SA key, subsequent traffic is secured using
the new SA. The key server periodically and randomly creates and exchanges new SA to replace the older
SA, using the MKA protocol for as long as the MACsec link is enabled.

Dynamic SAK using Pre-Shared Keys

This mode is applicable for securing link between two switch interfaces. Following are some
configuration guidelines when MACsec is set to dynamic SA mode:

* Involves explicitly configuring a pre-shared key on a MACsec on both the ends of the point-to-point
Ethernet link using a keychain, which triggers the MK A protocol to negotiate and generate necessary
key for authentication and encryption.
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® Two keys are used to secure the point-to-point Ethernet link.

— A connectivity association key (CAK) that secures control plane traffic.
— A randomly generated Secure Association Key (SAK) that secures data plane traffic.

® Both keys are exchanged between both the devices on each end of the point-to-point Ethernet link to
ensure link security.

* The following action takes place while securing link between two switches using MKA.

— The switches exchange MKPDUSs verifying that the CAK/CKN pair match. A MACsec secured
link is established using the user configured pre-shared key.

— After the switches have mutually authenticated each other, one of the switches is elected as the
key server.

— Both the switches configure a pair of secure channels with matching identifiers.

— Key server switch will then generate a key for each direction. These keys will be used to encrypt
and decrypt the actual traffic.

— Secure associations using these keys are configured on both the switches. host and switch.

Dynamic SAK using EAP

This mode is applicable for securing link between a host and a switch end-points. Following are some
configuration guidelines when MACsec is set to dynamic SA mode using RADIUS server:

IEEE 802.1X-2010 defines the way that MACsec can be used in conjunction with authentication to
provide secure port-based access control using authentication. IEEE 802.1X authenticates the endpoint
and transmits the necessary cryptographic keying material to both sides. Using the master keys derived
from the IEEE 802.1X authentication, MACsec can establish an encrypted link on the LAN, thereby
helping ensure the security of the authenticated session.

® When configuring MACsec on a switch-to-host link, the MKA session establishment between the
switch and the host is initiated once the 802.1x authentication is successful on the port. The 802.1x
authentication method must be either EAP-TLS or PEAP authentication framework.

® The MKA keys are received from the RADIUS server. A successful 802.1x-authentication results in
MKA keys (MSK and Session-Id), which will be passed from the RADIUS server to the switch and
from RADIUS server to the host in an independent authentication transaction. The master key will then
be passed between the switch and the host to create a MACsec secured connection. The CAK and CKN
is derived from MSK and the EAP session ID.

® CAK and CKN needs to be derived both at the host and the switch, hence §02.1x-authentication using
EAP-TLS must be used as mutual authentication protocol for MACsec Dynamic mode.

After deriving CAK/CKN, the switch acts as the key server. It generates a random SAK, which is sent to
the client. The client is never a key server and can only interact with a single MKA entity, the key server.
After key derivation and generation, the switch sends periodic transports to the client at a default interval
of two seconds.

Key Management and Rotation

To support non-interrupting MACsec service, four keys are supported for each secure channel in MACsec
Static Mode. One key is used for actively protecting the traffic, while the other keys are programmed into
hardware to be used as backup. This would reduce the frequency that SW has to be interrupted to setup a
new key. In MACsec Dynamic Mode, the key rotation would be handled in SW using packet number (PN)
rollover using MKA protocol.
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For more information on security key management commands, see the “Managing System Files” chapter
in the OmniSwitch AOS Release 8 Switch Management Guide.

Enabling/Disabling MACsec on an Interface

Use interfaces macsec admin-state command to enable or disable MACsec on a physical port or a port
range. Use this command to,

e Enable or disable MACsec.

Note.

- It is required to install the MACsec license to successfully enable MACsec.

- Only users with MACsec read-write privilege can configure MACsec. Use ‘user’ command to enable
MACsec read-write permissions to the users. The privilege can be configured by family or by security

domain.

® Set the MACsec mode: Static SA Mode or Dynamic SA Mode

® For Static SA Mode - following configurations can be configured.

Set the MACsec mode to ‘static’. By default, the MACsec mode is set to ‘static’.
Create MACsec Tx and Rx channels.

Specify the SCI value for Tx and Rx channels.

Associate the keychain ID for Tx and Rx channel. The keychain associated with the SCI-Tx and
SCI-Rx must have four keys supporting ‘AES-GCM-128’ algorithm, and the number of keys in the
keychain associated with both SCI-Tx and SCI-Rx on an interface must be equal.

Enable or disable encryption on Tx and Rx channel (optional).

® Dynamic SA Mode has two variations - Dynamic SAK using pre-shared keys and Dynamic SAK using
Extensible Authentication Protocol (EAP).

— For Dynamic SAK using pre-shared keys, following configurations can be configured.

>

>

>

>

>

Set the MACsec mode to ‘dynamic’.

Configure the keychain for Static-CAK. The keychain or pre-shared key for Static-CAK must
have the key mapped either to ‘AES-CMAC-128’ algorithm or ‘AES-CMAC-256 algorithm.
AES-CMAC-256 option would be supported only on platforms supporting 256-bit key. View
show interfaces capability output to check if the interfaces has the support for MACsec 256-bit
encryption.

Configure key server priority (optional).
Configure transmit interval for MKPDUs (optional).

Enable or disable encryption on dynamic secure channel. (optional)

— For Dynamic SAK using EAPs, the following configurations can be configured.

>

>

>

Set the MACsec mode to ‘radius’.
Configure transmit interval for MKPDUs (optional).
Enable or disable encryption on dynamic secure channel (optional).

For example, the following configures MACsec to static mode.

-> interface port 1/1/1 macsec admin-state enable mode static sci-tx 0xl key-
chain 1 encryption sci-rx 0xl key-chain 1 encryption
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The following configures MACsec to dynamic using static CAK.

-> interface port 1/1/1 macsec admin-state enable mode dynamic key-chain 1
server-priority 10 transmit-interval 3

The following configures MACsec to dynamic SAK using EAP.
-> interface port 1/1/1 macsec admin-state enable mode dynamic radius

Use the no form of this command to disable encryption on Tx/Rx channel, remove keychain configuration
on Tx/Rx channel, remove Tx/Rx channel. For example,

-> no interface 1/1/1 macsec sci-rx 0x2 keychain
-> no interface 1/1/1 macsec sci-tx encryption

MKA Protocol Key Exchange Based On Session Time Or Data
Exchange

The below configurations are supported to enable MACsec MKA protocol key-rotation:

e Session-Time (in min) for SAK (Secure Association Key) regeneration - A timer for each MACsec
interface will be created for triggering key-rotation when the configured max-session-time is reached.

e Exchange-Data (received or transmitted) between the MACsec endpoints. - Key rotation happens when
the exchanged data exceeds the configured max-exchange-data.

Use interfaces macsec key-rotation max-session-time command to configure the session timer on a
single port or a range of ports to perform a Secure Association Key (SAK) re-generation when the session
timer gets expired.

The SAK re-generation is performed at the key server side when the session time reaches the configured
limit. In addition, the session time on the port is reset to the configured value. The configuration must be
configured on both ends of the MACsec enabled interface as either of the sides can be elected as the key
server.

For example,
-> interface port 1/1/1 macsec key-rotation max-session-time 20

Use interfaces macsec key-rotation max-exchange-data command to configure the data exchange on a
single port or a range of ports to perform a SAK re-generation each time the limit is reached. This is the
data exchanged (received or transmitted) between the MACsec endpoints.

The SAK re-generation is performed at key server side when the exchanged data reaches the configured
value if the key life is less than two minutes. The configuration must be configured on both ends of the
MACsec enabled interface as either of the sides can be elected as the key server.

For example,

-> interface port 1/1/5 macsec key-rotation max-exchange-data 10M
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Verifying the MACsec Configuration

To display the MACsec configuration on the switch, use the following show commands:

show interfaces macsec Displays the MACsec configuration on a physical port or port range.

show interfaces macsec static ~ Displays the detailed MACsec configuration on a physical port or port
range configured with MACsec mode ‘Static.

show interfaces macsec Displays the detailed MACsec configuration on a physical port or port
dynamic range configured with MACsec mode ‘Dynamic’.

show interfaces macsec Displays the MACsec statistics collected for a physical port.

statistics

show interfaces macsec Displays the remaining session time and the exchanged data on the
dynamic key-rotation MACsec interfaces.

For more information about the resulting displays from these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide.
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UniDirectional Link Detection (UDLD) is a protocol for detecting and disabling unidirectional Ethernet
fiber or copper links caused by mis-wiring of fiber strands, interface malfunctions, media converter faults,
and so on. The UDLD protocol operates at Layer 2 in conjunction with the IEEE 802.3 - Layer 1 fault
detection mechanisms.

UDLD is a lightweight protocol that can be used to detect and disable one-way connections before they
create dangerous situations such as Spanning Tree loops or other protocol malfunctions. The protocol is
mainly used to advertise the identities of all the UDLD-capable devices attached to the same LAN
segment and to collect the information received on the ports of each device to determine whether or not
the Layer 2 communication is functioning properly. All connected devices must support UDLD for the
protocol to successfully identify and disable unidirectional links. When UDLD detects a unidirectional
link, the protocol administratively shuts down the affected port and generates a trap to alert the user.

In This Chapter

This chapter describes how to configure UDLD parameters through the Command Line Interface (CLI).
CLI commands are used in the configuration examples; for more details about the syntax of commands,
see the OmniSwitch AOS Release 8 CLI Reference Guide.

Configuration procedures described in this chapter include the following:
e “Configuring UDLD” on page 2-6.

® “Configuring the Operational Mode” on page 2-7.

® “Configuring the Probe-Timer” on page 2-7.

® “Configuring the Echo-Wait-Timer” on page 2-7.

® “Clearing UDLD Statistics” on page 2-8.

® “Verifying the UDLD Configuration” on page 2-8.

® “Verifying the UDLD Configuration” on page 2-8.
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UDLD Defaults

UDLD Defaults

Parameter Description Command Default
UDLD administrative state udld Disabled
UDLD status of a port udld port Disabled
UDLD operational mode udld mode Normal
Probe-message advertisement timer  udld probe-timer 15 seconds
Echo-based detection timer udld echo-wait-timer 8 seconds
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Quick Steps for Configuring UDLD

1 To enable the UDLD protocol on a switch, use the udld command. For example:
-> udld enable

2 To enable the UDLD protocol on a port, use the udld port command by entering udld port, followed
by the slot and port number, and enable. For example:

-> udld port 1/6 enable

3 Configure the operational mode of UDLD by entering udld port, followed by the slot and port
number, mode, and the operational mode. For example:

-> udld port 1/6 mode aggressive

4 Configure the probe-message advertisement timer on port 6 of slot 1 as 17 seconds using the following
command:

-> udld port 1/6 probe-timer 17

Note. Optional. Verify the UDLD global configuration by entering the show udld configuration command
or verify the UDLD configuration on a port by entering the show udld configuration port command. For
example:

-> show udld configuration

Global UDLD Status : Disabled

-> show udld configuration port 1/6
Global UDLD Status: enabled

Port UDLD Status: enabled

Port UDLD State: bidirectional

UDLD Op-Mode: normal

Probe Timer (Sec): 20,
Echo-Wait Timer (Sec): 10

To verify the UDLD statistics of a port, use the show udld statistics port command. For example:
-> show udld statistics port 1/42

UDLD Port Statistics

Hello Packet Send : 8,
Echo Packet Send : 8,
Flush Packet Recvd :0
UDLD Neighbor Statistics
Neighbor ID Hello Pkts Recv Echo Pkts Recv
______________ +____________________+______________
1 8 15
2 8 15
3 8 21
4 8 14
5 8 15
6 8 20
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UDLD Overview

UDLD is a Layer 2 protocol used to examine the physical configuration connected through fiber-optic or
twisted-pair Ethernet cables. When a port is affected and only a unidirectional link is working, UDLD
detects and administratively shuts down the affected port, and alerts the user. Unidirectional links can
create hazardous situations such as Spanning-Tree topology loops caused, for instance, by unwiring of
fiber strands, interface malfunctions, faults of the media converter, and so on.

The UDLD feature is supported on the following port types:
e Copper ports

® Fiber ports

UDLD Operational Mode

UDLD supports two modes of operation:
® Normal mode

® Aggressive mode

UDLD works with the Layer 1 mechanisms to determine the physical status of a link. A unidirectional link
occurs whenever the traffic sent from a local device is received by its neighbor; but the traffic from the
neighbor is not received by the local device.

Normal Mode

In this mode, the protocol depends on explicit information instead of implicit information. If the protocol
is unable to retrieve any explicit information, the port is not put in the shutdown state; instead, it is marked
as Undetermined. The port is put in the shutdown state only when:

® [tis explicitly determined that the link is defective

® When it is determined on the basis of UDLD-PDU processing that link has become unidirectional.

In any such state transition, a trap is raised.

Aggressive Mode

In this mode, UDLD checks whether the connections are correct and the traffic is flowing bidirectionally
between the respective neighbors. The loss of communication with the neighbor is considered an event to
put the port in shutdown state. Thus, if the UDLD PDUs are not received before the expiry of a timer, the
port is put in the UDLD-shutdown state. Since the lack of information is not always due to a defective
link, this mode is optional and is recommended only for point-to-point links.

UDLD shuts down the affected interface when one of these problems occurs:
® On fiber-optic or twisted-pair links, one of the interfaces cannot send or receive traffic.
® On fiber-optic or twisted-pair links, one of the interfaces is down while the other is up.

®  One of the fiber strands in the cable is disconnected.
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Mechanisms to Detect Unidirectional Links

The UDLD protocol is implemented to correct certain assumptions made by other protocols and to help
the Spanning Tree Protocol to function properly to avoid dangerous Layer 2 loops.

UDLD uses two basic mechanisms:

e |t advertises the identity of a port and learns about its neighbors. This information about the neighbors
is maintained in a cache table.

® [t sends continuous echo messages in certain circumstances that require fast notifications or fast re-
synchronization of the cached information.

Neighbor Database Maintenance

UDLD learns about other UDLD neighbors by periodically sending a Hello packet (also called an
advertisement or probe) on every active interface to inform each device about its neighbors.

When the switch receives a Hello message, the switch caches the information until the age time expires. If
the switch receives a new Hello message before the aging of an older cache entry, the switch replaces the
older entry with the new one.

Whenever an interface is disabled and UDLD is running, or UDLD is disabled on an interface, or the
switch is reset, UDLD clears all the existing cache entries for the interfaces that are affected by the
configuration change. UDLD sends a message to the neighbors to flush the part of their caches affected by
the status change. This UDLD message is intended to synchronize the caches.

Echo Detection

UDLD depends on an echo-detection mechanism. UDLD restarts the detection window on its side of the
connection and sends echo messages in response to the request, whenever a UDLD device learns about a
new neighbor or receives a re-synchronization request from an out-of-sync neighbor. This behavior is the
same on all UDLD neighbors because the sender of the echoes expects to receive an echo as a response.

If the detection window ends and no valid response is received, the link is shut down, depending on the
UDLD mode. When UDLD is in normal mode, the link is considered to be undetermined and is not shut
down. When UDLD is in aggressive mode, the link is considered to be unidirectional, and the interface is
shut down.

In normal mode, if UDLD is in the advertisement or in the detection phase and all the neighbor cache
entries are aged out, UDLD restarts the link-up sequence to re-synchronize with potentially out-of-sync
neighbors.

In aggressive mode, if UDLD is in the advertisement or in the detection phase and all the neighbors of a
port are aged out, UDLD restarts the link-up sequence to re-synchronize with potentially out-of-sync
neighbors. UDLD shuts down the port, after the continuous messages, if the link state is undetermined.
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Configuring UDLD

This section describes how to use Command Line Interface (CLI) commands to do the following:
® “Enabling and Disabling UDLD” on page 2-6.

® “Configuring the Operational Mode” on page 2-7.

® “Configuring the Probe-Timer” on page 2-7.

® “Configuring the Echo-Wait-Timer” on page 2-7.

e “Clearing UDLD Statistics” on page 2-8.

® “Verifying the UDLD Configuration” on page 2-8.

Note. See the “UDLD Commands” chapter in the OmniSwitch AOS Release 8 CLI Reference Guide for
complete documentation of UDLD CLI commands.

Enabling and Disabling UDLD

By default, UDLD is disabled on all switch ports. To enable UDLD on a switch, use the udld command.
For example, the following command enables UDLD on a switch:

-> udld enable

To disable UDLD on a switch, use the udld command with the disable parameter. For example, the
following command disables UDLD on a switch:

-> udld disable

Enabling UDLD on a Port

By default, UDLD is disabled on all switch ports. To enable UDLD on a port, use the udld port
command. For example, the following command enables UDLD on port 3 of slot 1:

-> udld port 1/3 enable
To enable UDLD on multiple ports, specify a range of ports. For example:
-> udld port 1/6-10 enable

To disable UDLD on a port, use the udld port command with the disable parameter. For example, the
following command disables UDLD on a range of ports:

-> udld port 5/21-24 disable
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Configuring the Operational Mode
To configure the operational mode, use the udld mode command as shown:
-> udld mode aggressive
For example, to configure the mode for port 4 on slot 2, enter:
-> udld port 2/4 mode aggressive
To configure the mode for multiple ports, specify a range of ports. For example:

-> udld port 2/7-18 mode normal

Configuring the Probe-Timer
To configure the probe-message advertisement timer, use the udld probe-timer command as shown:
-> udld probe-timer 20
For example, to configure the probe-timer for port 3 on slot 6, enter:
-> udld port 6/3 probe-timer 18
To configure the probe-timer for multiple ports, specify a range of ports. For example:
-> udld port 1/8-21 probe-timer 18

Use the no form of this command to reset the timer. For example, the following command resets the timer
for port 4 of slot 6:

-> no udld port 6/4 probe-timer
The following command resets the timer for multiple ports:

-> no udld port 1/8-21 probe-timer

Configuring the Echo-Wait-Timer
To configure the echo-based detection timer, use the udld echo-wait-timer command as shown:
-> udld echo-wait-timer 9
For example, to configure the echo-wait-timer for port 5 on slot 6, enter:
-> udld port 6/5 echo-wait-timer 12
To configure the echo-wait-timer for multiple ports, specify a range of ports. For example:
-> udld port 1/8-21 echo-wait-timer 9

Use the no form of this command to reset the timer. For example, the following command resets the timer
for port 6 of slot 4:

-> no udld port 4/6 echo-wait-timer
The following command resets the timer for multiple ports:

-> no udld port 1/8-21 echo-wait-timer
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Clearing UDLD Statistics

To clear the UDLD statistics, use the clear udld statistics port command. For example, to clear the
statistics for port 4 on slot 1, enter:

-> clear udld statistics port 1/4
To clear the UDLD statistics on all the ports, enter:

-> clear udld statistics

Verifying the UDLD Configuration

To display UDLD configuration and statistics information, use the show commands listed below:

show udld configuration Displays the global status of UDLD configuration.

show udld configuration port Displays the configuration information for all UDLD ports or for
a particular UDLD port on the switch.

show udld statistics port Displays the UDLD statistics for a specific port.

show udld neighbor port Displays the UDLD neighbor ports.

show udld status port Displays the UDLD status for all ports or for a specific port.

For more information about the resulting display from these commands, see the OmniSwitch AOS Release
8 CLI Reference Guide. An example of the output for the show udld configuration port and show udld
statistics port commands is also given in “Quick Steps for Configuring UDLD” on page 2-3.
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3 Managing Source
Learning

Transparent bridging relies on a process referred to as source learning to handle traffic flow. Network
devices communicate by sending and receiving data packets that each contain a source MAC address and a
destination MAC address. When packets are received on switch network interface (NI) module ports,
source learning examines each packet and compares the source MAC address to entries in a MAC address
database table. If the table does not contain an entry for the source address, then a new record is created
associating the address with the port it was learned on. If an entry for the source address already exists in
the table, a new one is not created.

Packets are also filtered to determine if the source and destination address are on the same LAN segment.
If the destination address is not found in the MAC address table, then the packet is forwarded to all other

switches that are connected to the same LAN. If the MAC address table does contain a matching entry for
the destination address, then there is no need to forward the packet to the rest of the network.

In This Chapter

This chapter describes how to manage source learning entries in the switch MAC address table (often
referred to as the forwarding or filtering database) through the Command Line Interface (CLI). CLI
commands are used in the configuration examples; for more details about the syntax of commands, see the
OmniSwitch AOS Release 8 CLI Reference Guide.

Configuration procedures described in this chapter include:

e “Using Static MAC Addresses” on page 3-3.

® “Using Static Multicast MAC Addresses” on page 3-5.

® “Configuring MAC Address Table Aging Time” on page 3-7.
® “Configuring the Source Learning Status” on page 3-8.

* “Displaying Source Learning Information” on page 3-9.

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 3-1



Managing Source Learning

Source Learning Defaults

Source Learning Defaults

Parameter Description Command Default
Static MAC address operating mode mac-learning static mac-address bridging
MAC address aging timer mac-learning aging-time 300 seconds
MAC source learning status per port mac-learning enabled
MAC source learning mode mac-learning mode centralized
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MAC Address Table Overview

Source learning builds and maintains the MAC address table on each switch. New MAC address table
entries are created in one of two ways: they are dynamically learned or statically assigned. Dynamically
learned MAC addresses are those that are obtained by the switch when source learning examines data
packets and records the source address and the port and VLAN it was learned on. Static MAC addresses
are user defined addresses that are statically assigned to a port and VLAN using the mac-learning static
mac-address command.

Accessing MAC Address Table entries is useful for managing traffic flow and troubleshooting network
device connectivity problems. For example, if a workstation connected to the switch is unable to
communicate with another workstation connected to the same switch, the MAC address table might show
that one of these devices was learned on a port that belonged to a different VLAN or the source MAC
address of one of the devices do not appear at all in the address table.

Using Static MAC Addresses

Static MAC addresses are configured using the mac-learning static mac-address command. These
addresses direct network traffic to a specific port and VLAN. They are particularly useful when dealing
with silent network devices. These types of devices do not send packets, so their source MAC address is
never learned and recorded in the MAC address table. Assigning a MAC address to the silent device’s port
creates a record in the MAC address table and ensures that packets destined for the silent device are
forwarded out that port.

When defining a static MAC address for a particular slot/port and VLAN, consider the following:
® Configuring static MAC addresses is only supported on fixed ports.

® The specified slot/port must already belong to the specified VLAN. Use the vlan members untagged
command to assign a port to a VLAN before you configure the static MAC address.

® Only traffic from other ports associated with the same VLAN is directed to the static MAC address
slot/port.

o Static MAC addresses are permanent addresses. This means that a static MAC address remains in use
even if the MAC ages out or the switch is rebooted.

® There are two types of static MAC address behavior supported: bridging (default) or filtering. Enter
filtering to set up a denial of service to block potential hostile attacks. Traffic sent to or from a filtered
MAC address is dropped. Enter bridging for regular traffic flow to or from the MAC address.

® [fa packet received on a port associated with the same VLAN contains a source address that matches a
static MAC address, the packet is discarded. The same source address on different ports within the
same VLAN is not supported.

e [fa static MAC address is configured on a port link that is down or disabled, an asterisk appears to the
right of the MAC address in the display output. The asterisk indicates that this is an invalid MAC
address. When the port link comes up, however, the MAC address is then considered valid and the
asterisk no longer appears next to the address in the display.
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Configuring Static MAC Addresses
To configure a permanent, bridging static MAC address, see the example below:
-> mac-learning vlan 1 port 1/1 static mac-address 00:00:02:CE:10:37 bridging
Use the no form of this command to clear MAC address entries from the table:
-> no mac-learning vlan 1 port 1/1 static mac-address 00:00:02:CE:10:37 bridging
To verify static MAC address configuration and other table entries, use the show mac-learning command.
For more information about this command, see the OmniSwitch AOS Release 8 CLI Reference Guide.
Static MAC Addresses on Link Aggregate Ports

Static MAC Addresses are not assigned to physical ports that belong to a link aggregate. Instead, they are
assigned to a link aggregate ID that represents a collection of physical ports. This ID is specified at the
time the link aggregate of ports is created.

To configure a static MAC address on a link aggregate ID 1 belong to VLAN 1 see the example below:
-> mac-learning vlan 1 linkagg 1 static mac-address 00:00:02:CE:10:37 bridging

For more information about configuring a link aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation” and Chapter 10, “Configuring Dynamic Link Aggregation.”
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Using Static Multicast MAC Addresses

Using static multicast MAC addresses allows you to send traffic intended for a single destination multicast
MAC address to selected switch ports within a given VLAN. To specify which ports receive the multicast
traffic, a static multicast address is assigned to each selected port for a given VLAN. The ports associated
with the multicast address are then identified as egress ports. When traffic received on ports within the
same VLAN is destined for the multicast address, the traffic is forwarded only on the egress ports that are
associated with the multicast address.

The mac-learning multicast mac-address command is used to configure a static multicast MAC address.
When defining this type of static MAC address for a particular port and VLAN, consider the following:

® A MAC address is considered a multicast MAC address if the least significant bit of the most
significant octet of the address is enabled. For example, MAC addresses with a prefix of 01, 03, 05, 13,
etc., are multicast MAC addresses.

® [f a multicast prefix value is not present, then the address is treated as a regular MAC address and not
allowed with the mac-learning vlan multicast mac-address command.

¢ The multicast addresses within the following ranges are not supported:

01:00:5E:00:00:00 to 01:00:5E:7F:FF:FF
01:80:C2:XX.XX. XX
33:33: XX XX XX: XX

® In addition to configuring the same static multicast address for multiple ports within a given VLAN, it
is also possible to use the same multicast address across multiple VLANS.

® The specified port or link aggregate ID must already belong to the specified VLAN.

Configuring Static Multicast MAC Addresses

The mac-learning multicast mac-address command is used to define a destination multicast MAC
address and assign the address to one or more egress ports within a specified VLAN. For example, the
following command assigns the multicast address 01:25:9a:5¢:2f:10 to port 1/24 in VLAN 20:

-> mac-learning vlan 20 port 1/1 multicast mac-address 01:25:9a:5c:2£:10

Use the no form of the mac-learning multicast mac-address command to delete static multicast MAC
address entries:

-> no mac-learning vlan 20 port 1/1 multicast mac-address 01:25:9a:5c:2f:10

If a MAC address, slot/port and VLAN ID are not specified with this form of the command, then all static
multicast addresses are deleted. For example, the following command deletes all static MAC addresses,
regardless of their slot/port or VLAN assignments:

-> no mac-learning multicast

To verify the static MAC address configuration and other table entries, use the show mac-learning and
show mac-learning commands. For more information about these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide.
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Static Multicast MAC Addresses on Link Aggregate Ports

Static multicast MAC addresses are not assigned to physical ports that belong to a link aggregate. Instead,
they are assigned to a link aggregate ID that represents a collection of physical ports. This ID is specified
at the time the link aggregate of ports is created and when using the mac-address-table static-multicast

command.

To configure a static multicast MAC address on a link aggregate ID, use the mac-learning multicast
mac-address command with the linkagg keyword to specify the link aggregate ID. For example, the
following command assigns a static multicast MAC address to link aggregate ID 2 associated with VLAN
455:

-> mac-learning vlan 455 linkagg 2 multicast mac-address 01:95:2A:00:3E:4c
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Configuring MAC Address Table Aging Time

Source learning also tracks MAC address age and removes addresses from the MAC address table that
have aged beyond the aging timer value. When a device stops sending packets, source learning keeps track
of how much time has passed since the last packet was received on the switch port of the device. When
this amount of time exceeds the aging time value, the MAC is aged out of the MAC address table. Source
learning always starts tracking MAC address age from the time since the last packet was received.

For example, the following sets the aging time for all VLANSs to 1200 seconds (20 minutes):
-> mac-learning aging-time 1200

A MAC address learned on any VLAN port ages out when the time since a packet with the particular
address was last seen on the port exceeds 1200 seconds.

Note. An inactive MAC address can take up to twice as long as the aging time value specified to age out of
the MAC address table. For example, if an aging time of 60 seconds is specified, the MAC ages out any
time between 60 and 120 seconds of inactivity.

To set the aging time back to the default value, use the default parameter. For example, the following sets
the aging time for all VLANS back to the default value:

-> mac-learning aging-time default

To display the aging time value use the show mac-learning aging-time command. For more information
about this command, see the OmniSwitch AOS Release 8 CLI Reference Guide.
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Configuring the Source Learning Status

The source learning status for a port or link aggregate of ports is configurable using the mac-learning
command. For example:

-> mac-learning port 1/10 disable
-> mac-learning port 1/15-20 disable
-> mac-learning linkagg 10 disable

To enable the source learning status for a port or link aggregate, use the source-learning command with
the enable option. For example:

-> mac-learning port 1/10 enable
-> mac-learning port 1/15-20 enable
-> mac-learning linkagg 10 enable

Disabling source learning on a port or link aggregate is useful on a ring configuration, where a switch
within the ring does not need to learn the MAC addresses that the same switch is forwarding to another
switch within the ring,. This functionality is also useful in Transparent LAN Service configurations, where
the service provider device does not need to learn the MAC addresses of the customer network.

Configuring the source learning status is not allowed on the following types of switch ports:

® Ports enabled with Learned Port Security (LPS).

® Ports enabled with Universal Network Profile (UNP) functionality.

® Member ports of a link aggregate.

Consider the following guidelines when changing the source learning status for a port or link aggregate:

® Disabling source learning on a link aggregate disables MAC address learning on all member ports of
the link aggregate.

® MAC addresses dynamically learned on a port or aggregate are cleared when source learning is
disabled.

e Statically configured MAC addresses are not cleared when source learning is disabled for the port or

aggregate. In addition, configuring a new static MAC address is allowed even when source learning is
disabled.
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Displaying Source Learning Information

To display MAC Address Table entries, statistics, and aging time values, use the show commands listed

below:

show mac-learning Displays a list of all MAC addresses known to the MAC address
table, including static and multicast MAC addresses.

show mac-learning aging-time Displays the current MAC address aging timer value by switch or

VLAN.

For more information about the resulting displays from these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide.
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4 Configuring VLANSs

In a flat bridged network, a broadcast domain is confined to a single LAN segment or even a specific
physical location, such as a department or building floor. In a switch-based network, such as one
comprised of OmniSwitch systems, a broadcast domain, or VLAN can span multiple physical switches
and can include ports from a variety of media types. For example, a single VLAN could span three
different switches located in different buildings and include a variety of Ethernet port configurations, such
as 802.1q tagged VLAN member ports and/or a link aggregate of ports.

In This Chapter

This chapter describes how to define and manage VLAN configurations through the Command Line
Interface (CLI). CLI commands are used in the configuration examples; for more details about the syntax
of commands, see the OmniSwitch AOS Release 8 CLI Reference Guide.

Configuration procedures described in this chapter include:

® “Creating/Modifying VLANSs” on page 4-4.

® “Assigning Ports to VLANs” on page 4-6.

® “Enabling/Disabling Spanning Tree for a VLAN” on page 4-9.

® “Enabling/Disabling Source Learning” on page 4-9.

® “Configuring VLAN IP Interfaces” on page 4-10.

* “Bridging VLANs Across Multiple Switches” on page 4-11.

* “Verifying the VLAN Configuration” on page 4-13.

e “Using Private VLANSs” on page 4-15.

For information about Spanning Tree, see Chapter 6, “Configuring Spanning Tree Parameters.”

For information about routing, see Chapter 19, “Configuring IP.”
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VLAN Defaults

VLAN Defaults

Parameter Description Command Default

VLAN identifier (VLAN ID) vlan VLAN 1 predefined on each
switch.

VLAN administrative state vlan Enabled

VLAN description vlan name VLAN ID

VLAN Spanning Tree state spantree vlan admin-state Enabled

VLAN IP router interface ip interface None

VLAN port associations

vlan members untagged

All ports are initially associated
with default VLAN 1.

OmniSwitch AOS Release 8 Network Configuration Guide

March 2024

page 4-2



Configuring VLANs Sample VLAN Configuration

Sample VLAN Configuration

The following steps provide a quick tutorial to create VLAN 100. Also included are steps to define a
VLAN description, IP router interface, and static switch port assignments.

Note. Optional. Creating a new VLAN involves specifying a VLAN ID that is not already assigned to an
existing VLAN. To determine if a VLAN already exists in the switch configuration, enter show vlan. If
VLAN 100 does not appear in the show vlan output, then it does not exist on the switch. For example:
-> show vlan
vlan type admin oper ip mtu name
————— T e et S ettt
1 std Ena Dis Dis 1500 VLAN 1

1 Create VLAN 100 with a description (for example, Finance IP Network) using the following
command:

-> vlan 100 name “Finance IP Network”

2 Define an IP interface using the following command to assign an IP host address of 21.0.0.10 to VLAN
100 that enables forwarding of VLAN traffic to other subnets:

-> ip interface vlan 100 ip address 21.0.0.10 vlan 100
3 Assign switch ports 2 through 4 on slot 3 to VLAN 100 using the following command:

-> vlan 100 members port 3/2-4 untagged

Note. Optional. To verify the VLAN 100 configuration, use the show vlan command. For example:

-> show vlan 100

Name : Finance IP Network,

Type : Static Vlan,

Administrative State : Enabled,

Operational State : Disabled,

IP Router Port :21.0.0.10 255.0.0.0 forward e2,
IP MTU : 1500

To verify that ports 3/2-4 were assigned to VLAN 100, use the show vlan members command. For

example:
-> show vlan 100 members
port type status
________ +_________+______________
3/2 untagged inactive
3/3 untagged inactive
3/4 untagged inactive

To verify the details about the specific VLAN port 3/2, use the show vlan members command with the
port keyword and port number. For example:

-> show vlan 100 members port 3/2

type : untagged,
status : inactive,
vlan admin : disabled,
vlan oper : disabled,
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VLAN Management Overview

One of the main benefits of using VLANSs to segment network traffic, is that VLAN configuration and port
assignment is handled through switch software. This eliminates the need to physically change a network
device connection or location when adding or removing devices from the VLAN broadcast domain. The
OmniSwitch VLAN management software handles the following VLAN configuration tasks:

® (Creating or modifying VLANS.

® Assigning or changing default VLAN port associations (VPAs).

® Enabling or disabling VLAN participation in the current Spanning Tree algorithm.
¢ Displaying VLAN configuration information.

In addition to the above tasks, VLAN management software tracks and reports the following information
to other switch software applications:

® VLAN configuration changes, such as adding or deleting VLANSs, modifying the status of VLAN
properties (for example, administrative, Spanning Tree, and authentication status), changing the VLAN
description, or configuring VLAN router interfaces.

® VLAN port associations triggered by VLAN management and other switch software applications, such
as 802.1Q VLAN tagging.

® The VLAN operational state, which is inactive until at least one active switch port is associated with
the VLAN.

Creating/Modifying VLANSs

The initial configuration for all OmniSwitch consists of a default VLAN 1 and all switch ports are initially
assigned to this VLAN. When a switching module is added to the switch, the physical ports are also
assigned to VLAN 1. If additional VLANSs are not configured on the switch, then the entire switch is
treated as one large broadcast domain. All ports receive traffic from all other ports.

In compliance with the IEEE 802.1Q standard, each VLAN is identified by a unique number, referred to
as the “VLAN ID”. The user specifies a VLAN ID to create, modify or remove a VLAN and to assign
switch ports to a VLAN. When a packet is received on a port, the VLAN ID of the port is inserted into the
packet. The packet is then bridged to other ports that are assigned to the same VLAN ID. In essence, the
VLAN broadcast domain is defined by a collection of ports and packets assigned to its VLAN ID.

The operational status of a VLAN remains inactive until at least one active switch port is assigned to the
VLAN. This means that VLAN properties, such as Spanning Tree or router interfaces, also remain
inactive. Ports are considered active if they are connected to an active network device. Non-active port
assignments are allowed, but do not change the operational state of the VLAN.

Ports can be statically assigned to VLANs. When a port is assigned to a VLAN, a VLAN port association
(VPA) is created and tracked by VLAN management switch software. For more information about VPAs,
see “Assigning Ports to VLANs” on page 4-6.
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Adding/Removing a VLAN

To add a VLAN to the switch configuration, enter vlan followed by a unique VLAN ID, an optional
administrative status, and an optional description. For example, the following command creates VLAN
755 with a description:

-> vlan 755 name “IP Finance Network”

By default, administrative status and Spanning Tree are enabled when the VLAN is created. The name
parameter for a VLAN is optional.

Note. Quotation marks are required if the description contains multiple words separated by spaces. If the
description consists of only one word or multiple words separated by another character, such as a hyphen,
then quotes are not required.

You can also specify a contiguous range of VLAN IDs by using a hyphen with the vlan command. For
example, the following commands create VLANSs 10 through 15 and 100 through 105 on the switch:

-> vlan 10-15 name “Marketing Network”
-> vlan 100-105 name “Marketing Network”

To remove a VLAN from the switch configuration, use the no form of the vlan command.

-> no vlan 200
-> no vlan 100-105
-> no vlan 10-15

When a VLAN is deleted, any router interfaces defined for the VLAN are removed and all VLAN port
associations are dropped. If the VLAN deleted is the default VLAN for a port, the port returns to default
VLAN 1. If the VLAN deleted is not a default VLAN, then the ports are directly detached from the
VLAN. For more information about VLAN router interfaces, see “Configuring VLAN IP Interfaces” on
page 4-10.

To view a list of VLANS already configured on the switch, use the show vlan command. See “Verifying
the VLAN Configuration” on page 4-13 for more information.

Enabling/Disabling the VLAN Administrative Status

To enable or disable the administrative status for an existing VLAN, enter vlan followed by an existing
VLAN ID and either enable or disable.

-> vlan 7 admin-state disable
-> vlan 1 admin-state enable

When the administrative status for a VLAN is disabled, VLAN port assignments are retained but traffic is
not forwarded on these ports.

Modifying the VLAN Description

To change the description for a VLAN, enter vlan followed by an existing VLAN ID and the keyword
name followed by the new description. For example, the following command changes the description for
VLAN 455 to “Marketing IP Network™:

-> vlan 455 name “Marketing IP Network”
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Assigning Ports to VLANSs

The OmniSwitch supports static assignment of physical switch ports to a VLAN. Once the assignment
occurs, a VLAN port association (VPA) is created and tracked by VLAN management software on each
switch. To view current VLAN port assignments in the switch configuration, use the show vlan members
command.

Methods for statically assigning ports to VLANSs include the following:

® Using the vlan members untagged command to define a new configured default VLAN for fixed
ports. See “Changing the Default VLAN Assignment for a Port” on page 4-6.

e Using the vlan members tagged command to define 802.1Q-tagged VLANSs for fixed ports. This
method allows the switch to bridge traffic for multiple VLANSs over one physical port connection. See
“Using 802.1Q Tagging” on page 4-7.

® Configuring ports as members of a link aggregate that is assigned to a configured default VLAN. (See
Chapter 9, “Configuring Static Link Aggregation,” for more information.)

Changing the Default VLAN Assignment for a Port

Initially all switch ports are assigned to VLAN 1, which is also their configured default VLAN. When
additional VLANSs are created on the switch, ports are assigned to the VLANS so that traffic from devices
connected to these ports is bridged within the VLAN domain.

NNI interface can also be configured with normal VLANSs (other than VLAN 1) using this command. This
allows NNI ports to carry untagged packets for the specified VLAN ID.

To assign a switch port to a new default VLAN, use the vlan members untagged command. For example,
the following command assigns port 5 on slot 2 to VLAN 955:

-> vlan 955 members port 2/5 untagged

When the vlan members command is used, the port’s default VLAN assignment is changed to the
specified VLAN. The previous default VLAN assignment for the port (for example, VLAN 1, VLAN 10
or VLAN 200) is dropped.

The vlan members command is also used to change the default VLAN assignment for an aggregate of
ports. The link aggregate control number is specified instead of a slot and port. For example, the following
command assigns link aggregate 10 to VLAN 755:

-> vlan 755 members linkagg 10 untagged

For more information about configuring an aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation.”

Use the no form of the vlan members command to remove a default VPA. When this is done, VLAN 1 is
restored as the default VLAN for the port.

-> no vlan 955 members port 2/5
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Using 802.1Q Tagging

Another method for assigning ports to VLANSs involves configuring a switch port or link aggregate to
process 802.1Q-tagged frames that contain a specific VLAN ID designation. This method, referred to as
802.1Q tagging (or trunking), allows a single network link to carry traffic for multiple VLANS.

The OmniSwitch implements the IEEE 802.1Q standard for sending frames through the network tagged
with VLAN identification. This section details procedures for configuring and monitoring 802.1Q tagging
on a single switch port or link aggregate group.

“Tagged” refers to four bytes of reserved space in the header of the packet. The four bytes of “tagging” are
broken down as follows: the first two bytes indicate whether the packet is an 802.1Q packet, and the next
two bytes carry the VLAN identification (VID) and priority.

When packets ingress the switch, they are classified into a VLAN based on their 802.1Q tag information.

e Ifthe packet contains an 802.1Q tag, the VLAN ID in the tag must match either the default VLAN ID
for the port or a VLAN ID for which the port is tagged. If there is no match, the packet is dropped.

® [f the packet is not tagged at all, the packet is placed into the default VLAN to which the port that
received the packet is assigned.

The following diagram illustrates a simple network by using tagged and untagged traffic:

VLAN 1 VLAN 1

untagged untagged
Switch 1 port 4/3 Switch 2

VLAN 2 VLAN 2

tagged port 2/1 tagged

VLAN 3 VLAN 3

tagged tagged

Figure 4-1 :Tagged and Untagged Traffic Network

Switch 1 and 2 have three VLANS, one for untagged traffic and two for tagged traffic. The ports
connecting Switch 1 and 2 are configured in such a manner that the ports accept both tagged traffic for
VLANS 2 and 3 and untagged traffic for VLAN 1.

A port can only be assigned to one untagged VLAN (in every case, this is the default VLAN
configuration). In this example the default VLAN for port 2/1 and port 4/3 is VLAN 1. The port can be
assigned to as many 802.1Q-tagged VLANSs as necessary.

Configuring 802.1Q Tagging

To set a port to be a tagged port, use the vlan members tagged command and specify a VLAN
identification (VID) number and a port number.

NNI ports can also be tagged with normal VLANSs using this command. This allows NNI ports to carry
regular 802.1q tagged traffic as well as SVLAN tagged traffic. 802.1q VLAN tagging to an NNI interface
will not be allowed if the interface is set with TPID other than 0x8100.
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For example, to configure port 3/4 to carry traffic for VLAN 5, enter the following command at the CLI
prompt:

-> vlan 5 members port 4/3 tagged

Port 4/3 is now configured to carry packets tagged with VLAN 5, even though VLAN 5 is not the default
VLAN for the port.

To enable tagging on link aggregation groups, enter the link aggregation group identification number in
place of the slot and port number, as shown:

-> vlan 5 members linkagg 8 tagged

(For further information on creating link aggregation groups, see Chapter 9, “Configuring Static Link
Aggregation,” or Chapter 10, “Configuring Dynamic Link Aggregation.”)

To remove 802.1Q tagging from a selected port or link aggregate, use the untagged parameter.
-> vlan 5 members linkagg 8 untagged
To display all VLANS, enter the following command:

-> show vlan port

Note. The link aggregation group must be created first before it can be set to use 802.1Q tagging.
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Enabling/Disabling Spanning Tree for a VLAN

The Spanning Tree operating mode for the switch determines how VLAN ports are evaluated to identify
redundant data paths. If the Spanning Tree switch operating mode is set to flat, then VLAN port
connections are checked against other VLAN port connections for redundant data paths.

Note. The single flat mode STP instance is referred to as the CIST (Common and Internal Spanning Tree)
instance.

In the flat mode, if the CIST instance is disabled, then it is disabled for all configured VLANs. However,
disabling STP on an individual VLAN excludes only those VLAN ports from the flat STP algorithm.

If the Spanning Tree operating mode is set to per-vlan mode, there is a single Spanning Tree instance for
each VLAN broadcast domain. Enabling or disabling STP on a VLAN in this mode includes or excludes
the VLAN from the per-vlan STP algorithm.

The spantree vlan admin-state command is used to enable or disable a Spanning Tree instance for an
existing VLAN. In the following examples, Spanning Tree is disabled on VLAN 255 and enabled on
VLAN 755:

-> spantree vlan 255 admin-state disable
-> spantree vlan 755 admin-state enable

STP does not become operationally active on a VLAN unless the VLAN is operationally active, which
occurs when at least one active port is assigned to the VLAN. Also, STP is enabled/disabled on individual
ports. So even if STP is enabled for the VLAN, a port assigned to that VLAN must also have STP
enabled. See Chapter 6, “Configuring Spanning Tree Parameters.”

Enabling/Disabling Source Learning

Source learning can be disabled on a VLAN. Disabling source learning can be beneficial in a ring
topology. There is no limit on the number of ports that can belong to a VLAN that has source learning
disabled, but it is recommended to include only the two ports connecting the switch to a ring.

To enable or disable source learning on a VLAN, use the mac-learning static mac-address command.
For example, the following commands disable and enabled source learning on VLAN 10:

-> mac-learning vlan 10 disable
-> mac-learning vlan 10 enable

Disabling source learning on a VLAN causes the VLAN to be flooded with unknown unicast traffic.
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Configuring VLAN IP Interfaces

Network device traffic is bridged (switched) at the Layer 2 level between ports that are assigned to the
same VLAN. However, if a device needs to communicate with another device that belongs to a different
VLAN, then Layer 3 routing is necessary to transmit traffic between the VLANS. Bridging makes the
decision on where to forward packets based on the destination MAC address of the packet; routing makes
the decision on where to forward packets based on the IP network address assigned to the packet (for
example, 21.0.0.10).

The OmniSwitch supports the routing of IP traffic. A VLAN is available for routing when at least one IP
interface is defined for that VLAN and at least one active port is associated with the VLAN. Up to eight IP
interfaces can be configured for each VLAN.

If a VLAN does not have an IP interface, the ports associated with that VLAN are in essence firewalled
from other VLANSs. For information about configuring IP interfaces, see Chapter 19, “Configuring IP.”
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Bridging VLANs Across Multiple Switches

To create a VLAN bridging domain that extends across multiple switches:
1 Create a VLAN on each switch with the same VLAN ID number (for example, VLAN 10).

2 On each switch, assign the ports that provide connections to other switches to the VLAN created in
Step 1.

3 On each switch, assign the ports that provide connections to end user devices (for example,
workstations) to the VLAN created in Step 1.

4 Connect switches and end user devices to the assigned ports.

The following diagram shows the physical configuration of an example VLAN bridging domain:

Switch B

Switch D
138.0.0.5

138.0..2
Figure 4-2 : VLAN Bridging Domain: Physical Configuration

In the above diagram, VLAN 10 exists on all four switches and the connection ports between these
switches are assigned to VLAN 10. The workstations can communicate with each other because the ports
to which they are connected are also assigned to VLAN 10. It is important to note that connection cables
do not have to connect to the same port on each switch. The key is that the port must belong to the same
VLAN on each switch. To carry multiple VLANs between switches across a single physical connection
cable, use the 802.1Q tagging feature (see “Using 802.1Q Tagging” on page 4-7).

The connection between Switch C and D is shown with a broken line because the ports that provide this
connection are in a blocking state. Spanning Tree is active by default on all switches, VLANSs and ports.
The Spanning Tree algorithm determined that if all connections between switches were active, a network
loop would exist that could cause unnecessary broadcast traffic on the network. The path between Switch
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C and D was shut down to avoid such a loop. See Chapter 6, “Configuring Spanning Tree Parameters,” for
information about how Spanning Tree configures network topologies that are loop free.

The following diagram shows the same bridging domain example as seen by the end user workstations.
Because traffic between these workstations is bridged across physical switch connections within the
VLAN 10 domain, the workstations are basically unaware that the switches even exist. Each workstation
believes that the others are all part of the same VLAN, even though they are physically connected to
different switches.

VLAN 10

138.0.0.5

Figure 4-3 : VLAN Bridging Domain: Logical View

Creating a VLAN bridging domain across multiple switches allows VLAN members to communicate with
each other, even if they are not connected to the same physical switch. This is how a logical grouping of
users can traverse a physical network setup without routing and is one of the many benefits of using
VLAN:S.

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 4-12



Configuring VLANs Verifying the VLAN Configuration

Verifying the VLAN Configuration

To display information about the VLAN configuration for a single switch use the show commands listed

below:

show vlan Displays a list of all VLANSs configured on the switch and the status of
related VLAN properties (for example, admin and Spanning Tree status
and router port definitions).

show vlan members Displays a list of VLAN port assignments.

show ip interface Displays VLAN IP router interface information.

Understanding Port Output Display

Each line of the show vlan members output display corresponds to a single VLAN port association
(VPA). In addition to showing the VLAN ID and slot/port number, the VPA type and current status of
each association are also provided.

The VPA type indicates that one of the following methods was used to create the VPA:

Type Description

untagged The port was statically assigned to the VLAN using the vlan members
untagged command. The VLAN is now the configured default VLAN for
the port.

tagged The port was statically assigned to the VLAN using the vlan members
tagged command. The VLAN is a static secondary VLAN for the 802.1Q
tagged port.

mirror The port is assigned to the VLAN because it is configured to mirror another

port that is assigned to the same VLAN. For more information about the
Port Mirroring feature, see Chapter 39, “Diagnosing Switch Problems.”

The VPA status indicates one of the following:

Status Description

inactive Port is not active (administratively disabled, down, or nothing connected to
the port) for the VPA.

blocking Port is active, but not forwarding traffic for the VPA.

forwarding Port is forwarding all traffic for the VPA.

filtering Mobile port traffic is filtered for the VPA; only traffic received on the port
that matches VLAN rules is forwarded. Occurs when a mobile port’s
VLAN is administratively disabled or the port’s default VLAN status is
disabled. Does not apply to fixed ports.

The following example displays the VPA information for all ports in VLAN 200:

-> show vlan 200 members

port type status
________ +_________+______________
3/24 untagged inactive
5/12 tagged blocking
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The above example output provides the following information:

® VLAN 200 is the configured default VLAN for port 3/24, which is currently not active.

® VLAN 200 is an 802.1Q-tagged VLAN for port 5/12, which is an active port but currently blocked
from forwarding traffic.

For more information about the resulting displays from these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide.
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Using Private VLANSs

The Private VLAN (PVLAN) feature provides the ability to isolate Layer 2 data between devices that are
on the same VLAN. This type of data isolation improves security and simplifies system configuration.

A standard VLAN usually represents a single broadcast domain, but a PVLAN divides a VLAN (Primary)
into sub-VLANSs (Secondary). The single broadcast domain is partitioned into smaller broadcast sub-
domains while keeping the existing Layer 3 configuration. When a VLAN is configured as a PVLAN, the
PVLAN is referred to as the Primary VLAN, and any subsequent VLANSs that are associated with the
Primary VLAN are referred to as Secondary VLANS.

For example, consider an example where a single switch is used by different work groups. The users from
different work groups are all connected to the same VLAN. Having all the users operating in the same
VLAN domain can lead to compromise in data security and complexity in managing them.

To isolate the users from each other, Secondary VLANSs can be created for each work group under the
Primary VLAN. The following diagram represents the scenario where W1, W2, and W3 are three different
work groups sharing the same PVLAN. To isolate them from communicating with each other, they are
assigned to individual Secondary VLANs. These Secondary VLANSs cannot communicate with each other,
except the PVLAN port. The PVLAN communicates with the promiscuous port and exchanges data with

the respective Secondary VLANS.

Promiscuous Port

o PVLAN
OmniSwitch

SESEEEEEEEEEEEENENAEEESE
se' gesenssssssssssssssenEn ] Secondary

/ t \ VLAN

‘/

W2:A W2:B W3:A W3:B W3:C

X X x| M M

WI1:A

valZB

Community VLAN Isolated VL.AN Community ‘YLAN

Figure 4-4 : Using Private VLANs

There are two types of Secondary VLANS:
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Isolated VLAN—In an Isolated VLAN, all hosts connected to a member port are Isolated at Layer 2.
They can communicate only with the promiscuous port of the Primary VLAN. There can be only one
Isolated VLAN within one Primary VLAN.

Community VLAN—A Community VLAN is associated to a group of ports that connect to a certain
“community” of end devices with mutual trust relationships. Any switch port associated with a
common Community VLAN can communicate with each other and with the promiscuous ports of the
Primary VLAN but not with any other Secondary VLAN. There can be multiple distinct Community
VLANSs within one Primary VLAN.

Private VLAN Ports

The ports with respect to PVLANSs have different characteristics. The PVLAN port types are:

PVLAN Isolated Port—An isolated port cannot communicate with any other port in the PVLAN
except for promiscuous ports. This is a physical port or link aggregation port that is associated with an
Isolated Secondary VLAN at the port level.

PVLAN Community Port—A community port can only communicate with a promiscuous port and
other ports that are part of the same Community VLAN in the same Primary VLAN. This is a physical
port or link aggregation port that is associated with only one Community Secondary VLAN at the port
level.

PVLAN Promiscuous Port—The promiscuous port can communicate with all the isolated ports and
community ports in the Primary VLAN. This is a physical port or link aggregation that is associated
with only one Primary VLAN at the port level.

PVLAN ISL Port—An inter-switch link port that extends a PVLAN domain across different switches
by connecting Primary VLANS that belong to the same PVLAN domain. The ISL port carries both
non-PVLAN traffic and Primary VLAN traffic between switches.

Quick Steps for Configuring PVLANSs

The following steps provide a quick tutorial that creates a PVLAN. Also included are steps to define a
Secondary VLAN for the PVLAN and assign ports to the PVLAN.

1

Create a PVLAN. Creating a PVLAN involves specifying a VLAN ID that is not already assigned to

an existing VLAN. The specified VLAN ID will become the Primary VLAN for the PVLAN. For
example, to create PVLAN 200 with the name “Corporate PVLAN” enter:

3

-> pvlan 200 name “Corporate PVLAN”
Enable the administrative state of PVLAN 200 by entering:

-> pvlan 200 admin-state enable

Create a Secondary VLAN and associate it to the Primary VLAN. Creating a Secondary VLAN

involves specifying a VLAN ID that is not already assigned to an existing VLAN. The Secondary VLAN
can be an Isolated VLAN or a Community VLAN depending on network requirements. For example, to
create Isolated VLAN 250 and Community VLAN 251 and associate them to Primary VLAN 200, enter:

-> pvlan 200 secondary 250 type isolated
-> pvlan 200 secondary 251 type community

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 4-16



Configuring VLANs Using Private VLANs

4 Associate the ports that will be part of the PVLAN. For example, to tag ports with Primary VLAN 200
and Secondary VLANSs 250 and 251, enter:

-> pvlan 200 members port 1/1/1-3 tagged
-> pvlan 250 members port 1/1/10-12 tagged
-> pvlan 251 members port 1/1/20-22 tagged

Note. Optional. To verify the PVLAN configuration, use the show pvlan command. For example:

-> show pvlan

pvlan type admin oper mtu name
—————— B it et it
200 Primary Ena Dis 1500 PVLAN 200

250 Isolated Ena Dis 1500 PVLAN 250

251 Community Ena Dis 1500 PVLAN 251

To verify the mapping of Secondary VLANSs to a Primary VLAN, use the show pvlan mapping command.
For example:

-> show pvlan mapping

Primary Secondary

VLAN VLAN Type
__________ +__________+____________
200 250 Isolated

200 251 Community

To verify the port assignments for the PVLAN, use the show pvlan members command. For example:

-> show pvlan members

pvlan port type status port-type
——————— B it e
200 1/1 tagged inactive promiscuous
200 1/2 tagged inactive promiscuous
200 1/3 tagged inactive promiscuous
250 1/10 tagged inactive isolated
250 1/11 tagged inactive isolated
250 1/12 tagged inactive isolated
251 1/20 tagged inactive community
251 1/21 tagged inactive community
251 1/22 tagged inactive community

PVLAN Management Overview

The PVLAN feature provides the ability to create Secondary VLANs within a Primary VLAN. A regular
VLAN usually represents a single broadcast domain. However, a PVLAN divides a VLAN (Primary) into
sub-VLANSs (Secondary) to partition the single broadcast domain into smaller broadcast sub-domains
while keeping the existing Layer 3 configuration.

The ports can be isolated from each other at the data link layer to improve security and performance and
also simplify IP address assignment. The following PVLAN configuration tasks can be performed on the
switch:

® C(Create a Primary VLAN, see page 4-18.
® Create Secondary VLANs (Community or Isolated) to associate with a Primary VLAN, see page 4-19.

® Configure a user port or a link aggregate as a promiscuous port or ISL port for a Primary VLAN, see
page 4-20.
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® Associate the Secondary VLANS to user ports or link aggregates, see page 4-21.

® Verify the PVLAN configuration, see page 4-25.

Creating PVLANs

Before creating a PVLAN, consider the following points:

® A Primary VLAN ID is created first and represents the PVLAN domain. When any Secondary VLANs
are created, the Primary VLAN ID must be specified to identify the PVLAN to which the Secondary
VLAN is assigned.

® The VLAN ID that is specified to create a Primary VLAN must not already exist in the system.

® The following values are configurable only on the Primary VLAN but are also applied to all the
Secondary VLANS that are associated with the Primary VLAN:

— The administrative status for the PVLAN (enabled by default). When the status is changed for the
Primary VLAN ID, the change is automatically applied to the Secondary VLANS.

— The Spanning Tree status for the PVLAN (enabled by default). When the status is changed for the
Primary VLAN ID, the change is automatically applied to the Secondary VLANS.

— IP configuration for the PVLAN. An IP interface is configured on the Primary VLAN but is not
configurable on Secondary VLANS.

e Specifying a description for Primary and Secondary VLANSs is optional. If one is not specified, then
the VLAN ID is used as the description.

e MVRP cannot be enabled on the PVLAN.

To create a Primary VLAN for the PVLAN, enter pvlan followed by a unique VLAN ID, an optional
administrative status, and an optional description. For example, the following command creates Primary
VLAN 200 with a description:

-> pvlan 200 admin-state enable name “Corporate PVLAN”

When configuring a description that contains multiple words that are separated by spaces, quotations
marks are required. If the description consists of only one word or multiple words separated by another
character (such as a hyphen), then quotation marks are not required.

You can also specify a range of VLAN IDs with the pvlan command. Use a hyphen to indicate a
contiguous range. For example, the following commands create Primary VLANs 10 through 15 and 100
through 105 on the switch:

-> pvlan 10-15 100-105 name “Corporate PVLAN”
-> pvlan 100-105 name “Corporate PVLAN"

The maximum transfer unit (MTU) size can also be configured for the PVLAN when the PVLAN is
created. For example, to set an MTU size of 64 KB for PVLAN 200, enter the following:

-> pvlan 200 mtu-ip 64

To remove a PVLAN from the switch configuration, use the no form of the pvlan command. For example,
to remove PVLANSs 10-15, 100-105, and 200, enter:

-> no pvlan 10-15
-> no pvlan 100-105
-> no pvlan 200
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When the Primary VLAN for a PVLAN is deleted, any router interfaces defined for the PVLAN are
removed and all VLAN port associations are dropped.

To view a list of PVLANS already configured on the switch, use the show pvlan command. See
“Verifying the PVLAN Configuration” on page 4-25 for more information.

Enabling/Disabling the PVLAN Administrative Status

The administrative state of a PVLAN is enabled by default. To enable or disable the administrative status
for an existing PVLAN, enter pvlan followed by an existing Primary VLAN ID and either admin-state
enable or admin-state disable. For example:

-> pvlan 200 admin-state enable
-> pvlan 200 admin-state disable

When the administrative status for the Primary VLAN of a PVLAN is changed, the following occurs:
® The change is automatically made to any Secondary VLANSs associated with the Primary VLAN.

* PVLAN port assignments are retained but traffic is not forwarded on these ports if the administrative
status is disabled.

Modifying the PVLAN Description

To change the description for the Primary VLAN of a PVLAN, enter pvlan followed by an existing
VLAN ID and the keyword name followed by the new description (up to 32 characters). For example, the
following command changes the description for Primary VLAN 200 to “Corporate IP Network™:

-> pvlan 455 name “Corporate IP Network”

Creating Secondary VLANs
Before creating Secondary VLANS for a PVLAN, consider the following points:
® The VLAN ID used to configure the Secondary VLAN must not already exist in the system.
® The Secondary VLAN can be created only after the Primary VLAN for the PVLAN is created.

® There are two types of Secondary VLANS: Isolated and Community. Only one Isolated VLAN can be
associated with a Primary VLAN, but multiple Community VLANSs can be associated with the same
Primary VLAN.

® The administrative state of Secondary VLANS is derived from the administrative state of the Primary
VLAN.

® The Spanning Tree state of Secondary VLANS is derived from the Spanning Tree state of the
associated Primary VLAN.

® MVRP cannot be enabled on a Secondary VLAN.

To create and associate a Secondary VLAN to a Primary VLAN, use the pvlan secondary command. For
example, the following commands create Isolated and Community VLANS for Primary VLAN 200:

-> pvlan 200 secondary 250 type isolated
-> pvlan 200 secondary 251 type community

By default, the administrative status and the Spanning Tree status of the associated Primary VLAN is
applied to both of the configured Secondary VLANS.
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You can also specify a range of Secondary VLAN IDs when creating Community VLANSs. Use a hyphen
to indicate a contiguous range and a space to separate multiple VLAN ID entries. For example, the
following command creates and associates Community VLANs 20 through 25 to Primary VLAN 200 on
the switch:

-> pvlan 200 secondary 20-25 type community

Specifying a range of Secondary VLAN IDs is not allowed when creating Isolated VLANSs. There is only
one Isolated VLAN allowed for each Primary PVLAN.

To remove a Secondary VLAN from the PVLAN, use the no form of the pvlan secondary command. For
example:

-> no pvlan 200 secondary 251

When a Secondary VLAN is deleted, the VLAN ID is removed and all VLAN port associations for that
VLAN are dropped.

To view the PVLAN mapping of Secondary VLANs configured on the switch, use the show pvlan
mapping command. See “Verifying the PVLAN Configuration” on page 4-25 for more information.

Assigning Ports to PVLANs

PVLAN offers Layer 2 data isolation between the devices on the same VLAN. For a PVLAN to operate,
ports or link aggregates must be assigned to the PVLAN. The following port types are configurable for
PVLAN:S:

® Promiscuous Port
e ISL Port

® [solated Port

e Community Port

An ISL port can only be assigned to a Primary VLAN. The other port types are determined based on the
type of VLAN associated with the PVLAN to which the port is assigned. For example:

® Ports assigned to a Primary PVLAN are designated as promiscuous ports.

® Ports assigned to a Secondary VLAN configured as a Community VLAN are designated as community
ports.

® Ports assigned to a Secondary VLAN configured as an Isolated VLAN are designated as isolated ports.

The following table defines the communication criteria between the PVLAN port types:

Port Types Isolated Promiscuous Community ISL
Isolated Deny Permit Deny Permit
Promiscuous Permit Permit Permit Permit
Community Deny Permit Deny, except for | Permit
ports that belong
to the same
Community.
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ISL Only PVLAN Permit Only PVLAN Permit
packets packets and the
same Community
VLAN packets

Configuring Promiscuous Ports

A PVLAN must have one promiscuous port associated with the Primary VLAN to communicate with all
the community ports, isolated ports, and ISL ports.

A promiscuous port can be tagged or untagged based on the network requirements.

To configure a promiscuous port, use the pvlan members command to assign a port or link aggregate as a
tagged or untagged member of the Primary VLAN. For example:

-> pvlan 200 members port 1/1/1 tagged

In this example, the port 1/1/1 is assigned to Primary PVLAN 200, so the port is designated as a
promiscuous port. When only a tagged VLAN-port association (VPA) is configured, then all untagged
traffic is dropped on the port.

To remove a promiscuous port from the Primary VLAN, use the no form of the pvlan members
command. For example:

-> no pvlan 200 members port 1/1/1

Configuring ISL Ports

An Inter-Switch-Link (ISL) port connects a Primary VLAN on one switch to a Primary VLAN on another
switch to extend the PVLAN domain across multiple switches. The ISL port carries Primary and
Secondary VLAN traffic between switches throughout the PVLAN domain. Make sure that the Primary
and Secondary VLAN configuration is the same across all the switches to ensure the traffic is forwarded
correctly over the ISL connections.

To configure an ISL port, use the pvlan members command with the isl parameter option. For example,
the following command configures port 1/1/2 as an ISL port for Primary VLAN 200:

-> pvlan 200 members port 1/1/2 isl

Note. An ISL port can be configured only on the Primary VLAN, but the ISL port carries traffic for all
VLANS associated with the PVLAN (Primary and Secondary).

To remove an ISL port from the Primary VLAN, use the no form of the pvlan members command. For
example:

-> no pvlan 200 members port 1/1/2

Configuring Secondary VLAN Ports

The Secondary VLAN ports are defined as isolated or community ports based on the type of Secondary
VLAN ID to which the ports are assigned.

e [faportis assigned to an Isolated Secondary VLAN, the port is designated as an isolated port.

e Ifaportis assigned to a Community Secondary VLAN, the port is designated as a community port.
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To configure an isolated port, use the pvlan members command to assign a port or link aggregate as a
tagged or untagged member of an Isolated Secondary VLAN. For example, the following commands
create Isolated VLAN 250 as a Secondary VLAN to Primary VLAN 200 and then assign port 1/2/2 and
link aggregate 10 to VLAN 250:

-> pvlan 200 secondary 250 type isolated
-> pvlan 250 members port 1/2/2 tagged
-> pvlan 250 members linkagg 10 untagged

To configure a community port, use the pvlan members command to assign a port or link aggregate as a
tagged or untagged member of a Community Secondary VLAN. For example, the following commands
create Community VLAN 251 as a Secondary VLAN to Primary VLAN 200 and then assign port 1/2/5
and link aggregate 15 to VLAN 251:

-> pvlan 200 secondary 251 type isolated
-> pvlan 251 members port 1/2/5 tagged
-> pvlan 251 members linkagg 15 untagged

To remove a port from a Secondary VLAN, use the no form of the pvlan members command. For
example, the following commands remove a port and link aggregate from Secondary VLAN 250 and 251:

-> no pvlan 250 members port 1/2/2
-> no pvlan 251 members linkagg 15

Assigning UNP Ports to Secondary VLANs

Universal Network Profile (UNP) ports can also be assigned to Secondary VLANSs (isolated or community
ports). The UNP ports are designated as isolated or community ports during runtime based on the first
MAC address learned on the port.

o Ifthe first MAC address is learned on a UNP port is classified into an Isolated VLAN, the port is
designated as an isolated port.

o [f the first MAC address is learned on a UNP port is classified into a Community VLAN, the port is
designated as a community port.

o Ifthe first MAC address learned on the a UNP port is classified into any standard VLAN (non-
PVLAN), then the UNP port cannot be designated as an isolated or community port.

Protocol Configuration Requirements for PVLAN

This section contains important information about configuring other protocols to interact with PVLANS.
For more information about each protocol, refer the related chapters in the OmniSwitch AOS Release 8
CLI Reference Guide and the OmniSwitch AOS Release 8 Network Configuration Guide.

Enabling DHCP Snooping for PVLANSs

DHCP Snooping can be enabled only on the Primary VLAN of a PVLAN configuration. When enabled on
the Primary VLAN, the configuration will be applied to the Secondary VLANS associated with the
Primary VLAN.

If the DHCP Snooping server is on another chassis, then the ISL port configured for communication must
be configured as a trusted port.
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Enabling Ingress Source Filtering (ISF) for PVLANSs

ISF can be enabled only on the Primary VLAN of a PVLAN configuration. When enabled on the Primary
VLAN, the configuration will be applied to the Secondary VLANSs associated with the Primary VLAN.

Enabling IPMS for PVLANSs
IPMS can be enabled only on the Primary VLAN of a PVLAN configuration.

Enabling STP for PVLANSs

STP can be enabled only on the Primary VLAN of a PVLAN configuration. When enabled on the Primary
VLAN, the configuration will be applied to the Secondary VLANSs associated to the Primary VLAN.

Note. The PVLAN feature is supported only when the switch is running in the flat (MSTP) Spanning Tree
mode; it is not supported in the per-VLAN mode.
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Sample PVLAN Use Case
PVLAN Spanning across Multiple Systems

The following diagram shows how using a PVLAN configuration allows the traffic to be segmented at the
Layer 2 level, thus limiting the broadcast domain and extending it across multiple switches.

Community VLAN
115, 100

VLAN 50

Isolated VLAN
55, 50

VLAN 100 )} VLAN 50

OmniSwitch-1
VLAN 50 |[VLAN 100

OmniSwitch-3

Isolated VLAN
120, 100

Community VLAN
115, 100
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sEREss B E W .

OmniSwitch-2

Isolated VLAN

@ Inter-Switch Link Port
120, 100

@ Promiscuous Port

[1] Community VLAN Ports
lzl Isolated VLAN Ports

Figure 4-5 : PVLAN Spanning across Multiple Systems

The individual switches are separately configured with the PVLAN setup. IP interfaces are configured on
the Primary VL AN, and the hosts in both the Isolated and Community VLAN can share the IP addresses
from the same subnet but still remain isolated.

In this use case example, there are two Primary VLANSs (100, 50) spanning across multiple OmniSwitch
systems:

Primary VLAN: 100 (IP subnet: 10.10.100.x)
e Community VLAN: 115

® JIsolated VLAN: 120

Primary VLAN: 50 (IP subnet: 10.10.50.x)

® JIsolated VLAN: 55

All the isolated, community, and promiscuous ports can be untagged or tagged. Since the PVLAN domain
spans across multiple switches, an Inter-Switch Link (ISL) port is configured for each Primary VLAN on
each switch to connect and carry traffic forwarded on the Primary VLANS.

The PVLAN traffic flow in this scenario is as follows:
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® Untagged traffic is passed into an untagged Secondary (community) port 1 on OmniSwitch-1.

— The traffic will be tagged with the PVID of the port which is Secondary VLAN.

— The ISL port will then carry the tagged traffic into the community port on the other switch
(OmniSwitch-2:1, OmniSwitch-2:2).

— Traffic outgoing through the promiscuous port (OmniSwitch-3: P: 100) will modify the tag to
Primary VLAN.

® Tagged traffic is passed into an untagged Secondary (community) port

— If the tag matches the PVID of the port, it will be allowed.

— The ISL port will then carry the tagged traffic into the community port on the other switch
(OmniSwitch-2:1, OmniSwitch-2:2).

— Traffic outgoing through promiscuous port (OmniSwitch-3: P: 100) will modify the tag to Primary
VLAN.

e Untagged traffic passed into a tagged Secondary (community) port is dropped.

o Tagged traffic passed into a tagged Secondary (community) port is dropped if the VLAN tag of the
traffic does not match the VLAN tag of the port.

Verifying the PVLAN Configuration

To display information about the PVLAN configuration, use the show commands listed below:

show pvlan Displays a list of PVLANSs configured on the switch.
show pvlan mapping Displays Primary PVLAN and Secondary PVLAN mapping.
show pvlan members Displays port associations (VPAs) for all or specific PVLANS.

Use the show configuration snapshot command with the pvlan option to display the PVLAN
configuration. For example:

-> show configuration snapshot pvlan

! PVLAN:

pvlan 300 admin-state enable

pvlan 300 secondary 20-25 type community
pvlan 300 members port 1/3/10 tagged
pvlan 300 members linkagg 10 tagged
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High availability (HA) VLANS, unlike standard VLANSs, allow you to send traffic intended for a single

destination MAC address to multiple switch ports. These high availability VLANs can be used to manage
server clusters.

In This Chapter

This chapter describes the basic components of high availability VLANs and how to configure them
through the Command Line Interface (CLI). CLI commands are used in the configuration examples; for
more details about the syntax of commands, see the OmniSwitch AOS Release 8 CLI Reference Guide.

Configuration procedures described in this chapter include:

® (Creating a VLAN on page 5-6.

® Adding and Removing Server Cluster Ports to a HA VLAN on page 5-7.
® Assigning and Modifying Server Cluster Mode on page 5-7.

® Assigning and Removing MAC addresses to a HA VLAN on page 5-8.
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High Availability Default Values

The table below lists default values for high availability VLAN software.

Parameter Description Command Default Value/Comments

Server cluster admin state of the server-cluster admin-state - enable
server cluster

Server cluster id and mode server-cluster mode - L2

Mac address of the server cluster server-cluster mac-address None

IP address of the server cluster server-cluster ip IP address is configurable only
for L3 clusters.

Configure the port/linkagg of a server-cluster port None

server cluster server-cluster linkagg
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Quick Steps for Creating High Availability VLANSs

Follow the steps below for a quick tutorial on configuring high availability (HA) VLANs. Additional
information on how to configure each command is given in the sections that follow.

1

Create a server cluster that will become the HA VLAN by using the command server-cluster and

configure the mode. For example:

3

-> server-cluster 1 name 12 cluster mode 12
Create a default VLAN for the HA VLAN ports with the vlan command as shown below:
-> vlan 10

Assign member ports to the new default VLAN with the vlan members untagged command as shown

below:

4

-> vlan 10 members port 1/3 untagged
-> vlan 10 members port 1/4 untagged
-> vlan 10 members port 1/5 untagged

Assign mac-address for the new server cluster by using the command server-cluster mac-address. For

example:

-> server-cluster 1 vlan 10 port 1/3-5 mac-address 01:00:11:22:33:44

Note. Optional. You can display the configuration of high availability VLANs with the show server-
cluster command. For example:

-> show server-cluster 1

Cluster Id : 1,

Cluster Name : L2-cluster,

Cluster Mode : L2,

Cluster Mac-address : 01:10:11:22:33:44,
Cluster Vlan : 12,

Administrative State: Enabled,
Operational State : Disabled,
Operational Flag : VPA is not forwarding

An example of what these commands look like entered sequentially on the command line:

-> server-cluster 1 mode L2

-> vlan 10

-> vlan 10 members port 1/3 untagged

-> vlan 10 members port 1/4 untagged

-> vlan 10 members port 1/5 untagged

-> server-cluster 1 vlan 10 port 1/3-5 mac-address 01:00:11:22:33:44
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High Availability VLAN Overview

High availability (HA) VLANS send traffic intended for a single destination MAC address to multiple
switch ports. An HA VLAN is configured by creating a standard VLAN and then assigning ports to the
VLAN. Once these types of ports are assigned, the standard VLAN automatically becomes an HA VLAN.
When this occurs, standard VLAN commands no longer apply.

Destination MAC addresses (unicast and multicast) are also assigned to high availability VLANs. These
addresses identify ingress port traffic that the switch will send out on all egress ports that belong to the
same VLAN

In addition to assigning ingress and egress ports, tagging inter-switch link ports with an HA VLAN ID is
allowed. Ingress port traffic destined for an HA VLAN MAC address is sent out on all egress and inter-
switch link ports that belong to the same VLAN. Traffic forwarded on inter-switch link ports is done so in
accordance with the Spanning Tree state of the port.

A high availability VLAN hosts multiple instances of applications like e-commerce applications, critical
databases, business applications etc and supports redundancy. Each instance may get all the service
requests and based on a shared algorithm, HA VLAN decides on which requests a particular node has to
handle. Apart from service request paths, the nodes are internally connected to share information related to
the service load information, service request data and service availability on other nodes.

The HA VLAN feature on the OmniSwitch provides an elegant and flexible way to connect the server
cluster nodes directly to the ingress network. This involves multicasting the service requests on the
configured ports. The multicast criteria is configurable based on destination MAC and destination IP
address. Egress ports can be statically configured on a server cluster or they can be registered by IGMP
reports. The server cluster feature on the OmniSwitch multicast the incoming packets based on the server
cluster configuration on the ports associated with the server cluster.

High Availability VLAN Operational Mode

There are typically two modes of implementation of server clusters in HA VLAN.

e Layer 2 - The server cluster is attached to a L2 switch on which the frames destined to the cluster MAC
address are to be flooded on all interfaces. For more information see “Example 1: Layer 2 Server
Cluster” on page 5-9

e Layer 3 - The server cluster is attached to a L3 switch on which the frames destined to the server
cluster IP address are to be routed to the server cluster IP and then flooded on all interfaces. For more
information see “Example 2: Layer 3 Server Cluster” on page 5-11.

Note. The L2 mode is currently supported in AOS using the static mac-address command and L3 mode by
the static ARP command.
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Traffic Flows in High Availability VLAN
The figure below shows how ingress traffic is handled by high availability VLANS.

OmniSwiich

MAC Address:
é 01:20:da:05:f5:2a
{ / MAC Address:
/. 00:95:20:05:f:4a
High
— Availability i
VLAN i
- MAC Address:
N\ 00:95:2a:05:ff:4a
N
Ingress Egress
Ports Ports

Figure 5-1 : Example of an L2 Server Cluster - Ingress to Egress Port Flow

In the above example, packets received on the ingress ports that are destined for the high availability

VLAN MAC address are sent out the egress ports that are members of the same VLAN. The MAC address
is virtual to the server cluster, individual servers may have different physical MAC address.Since all three
servers are connected to egress ports, they all receive the ingress port traffic. This provides a high level of
availability in that if one of the server connections goes down, the other connections still forward traffic to

one of the redundant servers.
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Configuring High Availability VLANs on a Switch

This section describes how to use the Command Line Interface (CLI) commands to configure high
availability (HA) VLANSs on a switch. For a brief tutorial on configuring HA VLANS, see “Quick Steps
for Creating High Availability VLANs” on page 5-3.

When configuring HA VLANSs, you must perform the following steps:

1 Create a VLAN. To create a VLAN use the vlan command, which is described in “Creating and
Deleting VLANS” on page 5-6.

2 Assign VLAN member ports. To assign member ports to the VLAN, use the vlan members
untagged command which is described in “Changing the Default VLAN Assignment for a Port” on
page 4-6.

3 Create a server cluster and configure the mode. To create a server cluster and configure the cluster
mode, use the server-cluster command which is described in “Adding and Removing Server Cluster
Ports” on page 5-7.

4 Assign MAC Addresses. To assign MAC addresses to the HA VLAN server cluster, use the server-
cluster mac-address command, which is described in “Assigning and Removing MAC Addresses” on
page 5-8.

Note. Use the show server-cluster command to verify the HA VLAN configuration on the switch. See
“Displaying High Availability VLAN Status” on page 5-16 for more information.

Creating and Deleting VLANSs

The following subsections describe how to create and delete a VLAN with the vlan command.

Note. This section provides only a basic description of creating and deleting VLANSs. For a complete
description of configuring and monitoring VLANSs on a switch, please refer to Chapter 4, “Configuring
VLANSs.”

Creating a VLAN

To create a new VLAN use the vlan command by entering vlan followed by the VLAN ID number. For
example, to create a VLAN with a VLAN ID number of 10 enter:

-> vlan 10

You can also specify the administrative status and a name for the VLAN with the vlan command. For
example, to administratively enable (the default) a VLAN when you configure it enter vlan followed by
the VLAN ID number and enable.

For example, to create VLAN 10 and administratively enable it enter:

-> vlan 10 enable
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Deleting a VLAN

To delete a VLAN use the no form of the vlan command by entering no vlan followed by the VLAN’s ID
number. For example, to delete high availability VLAN 10 enter:

-> no vlan 10

Adding and Removing Server Cluster Ports

The following subsections describe how to assign to and remove ingress ports from a high availability
VLAN with the server-cluster port command.

Assigning Ports to a Server Cluster

To assign server cluster ports to a high availability VLAN use the server-cluster port/linkagg command.
For example, to assign port 1/21 to server cluster “1”, enter the commands as:

-> server-cluster 1 port 1/21
To assign linkagg “1” to server cluster “3’, enter the commands as:

-> server-cluster 3 linkagg 1

Removing Ports from a Server Cluster

To remove server cluster ports from a high availability VLAN use the no form of server-cluster port/
linkagg command. For example,

-> no server-cluster 1 port 1/21
-> no server-cluster 3 linkagg 1

Assigning and Modifying Server Cluster Mode
The following subsections describe how to assign to and remove egress ports from a high availability
VLAN with the server-cluster command.

Assigning L2 Mode to a Server Cluster

To assign L2 mode to a high availability VLAN use the server-cluster id command. For example, to
assign “L2” mode to the server cluster “1”, enter the command as:

-> server-cluster 1 mode 12
If you want a name to be assigned along with the cluster mode, enter the commands as:

-> server-cluster 1 name 12 cluster mode 12

Assigning L3 Mode to a Server Cluster

A cluster can be assigned an IP address and an ARP entry mac-address. Each cluster should have a unique
IP-address. IP address is configurable only for L3 clusters.

To assign L3 mode to a high availability VLAN use the server-cluster id command. For example, to
assign “L3” mode to the server cluster “2”, enter the command as:

-> server-cluster 2 mode 13
-> server-cluster 5 port all
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To assign L3 mode to linkaggs, enter the commands as:

-> server-cluster 3 linkagg 1
-> server-cluster 4 linkagg 1-3

To remove server cluster from a high availability VLAN, use the no form of the command. For example,

-> no server-cluster 1
-> no server-cluster 2

Assigning and Removing MAC Addresses

The following subsections describe how to assign and remove MAC addresses from a high availability
VLAN with the server-cluster mac-address command. Traffic that is received on ingress ports that
contains a destination MAC address that matches the high availability VLAN address is sent out all egress
ports that belong to the high availability VLAN.

Note. The multicast addresses within the following reserved ranges are not supported:
- 01:00:5E:00:00:00 to 01:00:5E:7F:FF:FF

- 01:80:C2: XX XX. XX

- 33:33: XX XX XX XX,

Assigning MAC Addresses

To assign a MAC address to a high availability VLAN, use the server-cluster mac-address command by
entering server-cluster mac-address, followed by the VLAN’s ID number, mac, and the MAC address.
Note that both unicast and multicast addresses are supported.

For example, to assign the MAC address 00:25:9a:5¢:2f:10 to high availability VLAN 20, enter the
command as:

-> server-cluster mac-address vlan 20 mac 00:25:9a:5c:2£:10

To add more than one MAC address to a high availability VLAN, enter each address on the same
command line separated by a space. For example, to assign MAC addresses 00:25:9a:5¢:2f:11,
00:25:9a:5¢:12, and 01:00:00:3f:4¢:10, to high availability VLAN 30, enter the command as:

-> server-cluster mac-address vlan 30 mac 00:25:9a:5c:2f:11 00:25:9a:5c:12
01:00:00:3f:4c:10.

Removing MAC Addresses

To remove a MAC address associated with a high availability VLAN, use the no form of the server-
cluster mac-address command. For example, the following command removes MAC address
00:25:9a:5¢:2£:10 from VLAN 20:

-> no server-cluster mac-address vlan 20 no mac 00:25:9a:5c:2f:10

To remove more than one MAC address from a high availability VLAN using a single command, enter
each address on the same command line separated by a space. For example, to remove MAC addresses
00:25:9a:5c:2f:11, 00:25:9a:5¢:12, and 01:00:00:3f:4¢:10, from high availability VLAN 30, enter the
command as:

-> server-cluster mac-address vlan 30 no mac 00:25:9a:5c:2f:11 00:25:9a:5c:12
01:00:00:3f:4c:10.
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Note. Removing the last MAC address from an HA VLAN is not allowed. Deleting the VLAN is required
when there is only one MAC address left.

Application Examples

This section contains the following HAVLAN application examples:
e “Example 1: Layer 2 Server Cluster” on page 5-9.
e “Example 2: Layer 3 Server Cluster” on page 5-11.

e “Example 3: Layer 3 Server Cluster with IP Multicast Address to Cluster (IGMP)” on page 5-13.

Example 1: Layer 2 Server Cluster

In the following example, the MAC address can be unicast or L2 multicast or IP multicast.

L2 Cluster with
Yirtual Cluster
MALC Address

s
Cluster Ports E
[(Egress Porls

Server 1

R . YLAN 10 1
_ 1/5

Server 2
1/1 1/2
R
YLAN 10 — E""
Server 3

Host 1 Host 2

Figure 5-2 : Switch connected to an L2 Server Cluster through 3 ports (1/3, 1/4, 1/5)
® A server cluster can be configured with a unique MAC address and a VLAN with a port list

® The traffic which ingresses on 1/1 or 1/2 destined to the server cluster MAC address and the VLAN is
forwarded to all the egress ports configured.(1/3,1/4,1/5).

® Here the ingress ports must be in the same VLAN as the server cluster VLAN and egress ports and
other traffic must be switched according to the normal switching logic.
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Configuration Example

In this example, a packet can be an L2 or IP switched packet and Egress port can also be a linkagg port.

1 Create a server cluster that will become the HA VLAN by using the command server-cluster and

configure the mode. For example:

-> server-cluster 1 mode 12 admin-state enable

2 C(Create a default VLAN for the HA VLAN ports with the vlan command as shown below:

-> vlan 10

3 Assign member ports to the new default VLAN with the vlan members untagged and server-cluster

commands as shown below:

-> vlan 10 members port 1/3 untagged
-> vlan 10 members port 1/4 untagged
-> vlan 10 members port 1/5 untagged
-> server-cluster 1 port 1/3
-> server-cluster 1 port 1/4
-> server-cluster 1 port 1/5

4 Assign mac-address for the new server cluster by using the command server-cluster mac-address. For

example:

-> server-cluster 1 vlan 10 port mac-address 01:00:11:22:33:44

Note. Optional. You can display the configuration of high availability VLANs with the show server-

cluster command. For example:

-> show server-cluster 1

Cluster Id : 1,

Cluster Name : L2-cluster,

Cluster Mode : L2,

Cluster Mac-address : 01:10:11:22:33:44,
Cluster Vlan : 12,

Administrative State: Enabled,
Operational State : Disabled,
Operational Flag : VPA is not forwarding

An example of what these commands look like entered sequentially on the command line:

-> server-cluster 1 mode L2 admin-state enable
-> vlan 10

-> vlan 10 members port 1/3 untagged

-> vlan 10 members port 1/4 untagged

-> vlan 10 members port 1/5 untagged

-> server-cluster 1 port 1/3

-> server-cluster 1 port 1/4

-> server-cluster 1 port 1/5

-> server-cluster 1 vlan 10 port 1/3-5 mac-address 01:00:11:22:33:44
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Example 2: Layer 3 Server Cluster

In this example, A server cluster is configured with a unique IP address and a static ARP entry (cluster
MAC) and a port list. Here, the server cluster IP address must be a unicast address.

L3 Cluster with
Yirtual Cluster
MALC Address

=T
IP interface created on
YLAN 12 for cluster IP
Server 1
Switch
YLAM 12
. ¥ ) |
1/5 Server 2
11 1/2
-
IP interface IP interface [
YLAM 10 vLAM 11
Server 3
Host 1 Host 2

Figure 5-3 : Switch connected to an L3 Server Cluster through 3 ports (1/3,1/4,1/5)

® The traffic which ingresses on 1/1 or 1/2 destined to the server cluster IP is routed to all the egress
ports configured (1/3,1/4,1/5). The ingress ports are on a different VLAN as the server cluster IP
interface.

* However, all the egress ports need to be in the same VLAN as the IP interface of server cluster. The
other traffic must be switched according to the normal switching/routing logic.

e FEgress port can be a linkagg port as well.

Configuration Example

In this example, a packet is an L3 or IP switched packet.

1 Create a server cluster that will become the HA VLAN by using the command server-cluster and
configure the mode. For example:

-> server-cluster 2 mode L3 admin-state enable
2 C(Create a default VLAN for the HA VLAN ports with the vlan command as shown below:
-> vlan 12

3 Assign member ports to the new default VLAN with the vian members untagged and server-cluster
commands as shown below:

-> vlan 12 members port 1/3 untagged
-> vlan 12 members port 1/4 untagged
-> vlan 12 members port 1/5 untagged
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-> server-cluster 2 port 1/3
-> server-cluster 2 port 1/4
-> server-cluster 2 port 1/5

4 Assign an [P address for the by using the ip interface command. For example:

-> ip interface "vlan 12"
-> ip interface "vlan 12" address 10.135.33.13/24 wvlan 12

5 Assign mac-address for the new server cluster by using the command server-cluster mac-address. For

example:

-> server-cluster 2 ip 10.135.33.12 mac-address static 01:00:6e:22:33:44

Note. Optional. You can display the configuration of high availability VLANs with the show server-
cluster command. For example:

-> show
Cluster
Cluster
Cluster
Cluster
Cluster

server-cluster 2

Id : 2,

Name : L3-cluster,

Mode : L3,

Mac-address : 01:10:11:22:33:44,
Vlian : 12,

Administrative State: Enabled,
Operational State : Enabled,
Operational Flag : -

An example of what these commands look like entered sequentially on the command line:

-> server-cluster 2 mode L3 admin-state enable

-> vlan 12

-> vlan 12 members port 1/3 tagged

-> vlan 12 members port 1/4 tagged

-> vlan 12 members port 1/5 tagged

-> server-cluster 2 port 1/3

-> server-cluster 2 port 1/4

-> server-cluster 2 port 1/5

-> ip interface "vlan 12"

-> ip interface "vlan 12" address 10.135.33.13/24 wvlan 12

-> server-cluster 2 ip 10.135.33.12 mac-address static 01:00:6e:22:33:

44
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Example 3: Layer 3 Server Cluster with IP Multicast Address to
Cluster (IGMP)

This example shows that a server cluster can be configured with a unique IP address and a IP multicast
address. For this scenario, the server cluster IP address needs to be a unicast address and the MAC address
(ARP entry) can be unicast or L2 multicast or IP multicast. The MAC address must be configured through
CLI ARP resolution to a server cluster MAC, and must be configured before actual routing

L3 Cluster with
Yirtual Cluster IP and
MALC Address

IP interface created on ——
YLAN 12 for cluster IP ;E”P ;"2
IGMP Snooping enabled Eports
on YLAN 12
Server 1
Switch .
YLAN 12 IGMP Y2
I Reports
— - |
1/ Server 2
1/1 1,2
————
IP interface IP interfFace [~ IGMP ¥Z
YLAM 10 vLAMN 11 Reports
Server 3
Host 1 Host 2

Figure 5-4 : Switch connected to an L3 Server Cluster (IGMP) through 3 ports (1/3,1/4,1/5)

® There is no provision for port list configuration and Ports are derived dynamically using the IGMP
snooping of the reports from the server cluster (IGMP v2 reports).

® The traffic which ingresses on 1/1 or 1/2 destined to the server cluster IP is routed to all the ports
which are members of the IP multicast group of the server cluster.

® The ingress ports is on a different VLAN as the server cluster IP interface. Join and Leave messaged
keep updating the egress port list. However all the egress ports need to be in the same VLAN as the IP
interface of server cluster.

® The other traffic is switched according to the normal switching/routing logic.

e Egress port can be a linkagg port as well.

Note. When a server cluster tries to send a bridged or routed packet to itself, a copy of the packet goes back
to the sender’s (server cluster) port.
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Configuration Example
In this example, a packet is an L3 IP switched packet and Egress port can also be a linkagg port.

1 Create a server cluster that will become the HA VLAN by using the command server-cluster and
configure the mode. For example:

-> server-cluster 3 mode L3 admin-state enable
2 C(Create a default VLAN for the HA VLAN ports with the vlan command as shown below:
-> vlan 12

3 Assign member ports to the new default VLAN with the vlan members untagged and server-cluster
commands as shown below:

-> vlan 12 members port 1/3 untagged
-> vlan 12 members port 1/4 untagged
-> vlan 12 members port 1/5 untagged
-> server-cluster 3 port 1/3
-> server-cluster 3 port 1/4
-> server-cluster 3 port 1/5

4 Assign mac-address for the new server cluster by using the command server-cluster mac-address. For
example:

-> server-cluster 3 ip 10.135.33.12 mac-address static 01:00:11:22:33:44
5 If you want to assign a dynamic mac-address for the server cluster, enter the command as follows:
-> server-cluster 3 ip 10.135.33.12 mac-address dynamic

6 Enable the admin state of the IP multicast by using the ip multicast admin-state enable command. [P
multicast admin state should be enabled for the IGMP reports to be processed., else the cluster will be
operationally down.

-> ip multicast admin-state enable
-> server-cluster 3 igmp-mode enable
-> server-cluster 3 ip-multicast 225.0.0.23

When IGMP mode is enabled for the server cluster, all static ports will be reset in igmp mode.

Note. Optional. You can display the configuration of high availability VLANs with the show server-
cluster command. For example:

-> show server-cluster 3

Cluster Id : 3,

Cluster Name N

Cluster Mode . L3,

Cluster IP : 10.135.33.12,
Cluster Mac-Address : 01:00:11:22:33:44,
Cluster Mac Type : Static,
IGMP-Mode : Enabled,
Cluster Multicast IP : 225.0.0.23,
Administrative State : Enabled,
Operational State : Disabled,
Operational Flag : No IGMP members
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An example of what these commands look like entered sequentially on the command line:

-> server-cluster 3 mode L3 admin-state enable
-> vlan 12

-> vlan 12 members port 1/3 untagged

-> vlan 12 members port 1/4 untagged

-> vlan 12 members port 1/5 untagged

-> server-cluster 3 port 1/3

-> server-cluster 3 port 1/4

-> server-cluster 3 port 1/5

-> server-cluster 3 ip 10.135.33.12 mac-address static 01:00:11:22:33:44
-> ip multicast admin-state enable

-> server-cluster 3 igmp-mode enable

-> server-cluster 3 ip-multicast 225.0.0.23

Note. In order to process IGMP reports, it is required to enable IP mulitcast by using the ip multicast
admin-state enable command.
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Displaying High Availability VLAN Status

You can use CLI show commands to display the current configuration and statistics of high availability
VLANSs on a switch. These commands include the following:
show server-cluster Displays the server clusters configured in the system.

show vlan Displays a list of all VLANSs configured on the switch and the status of
related VLAN properties (e.g., admin and Spanning Tree status and
router port definitions).

show vlan members Displays a list of VLAN port assignments.

To display the status and configuration of high availability VLANSs you use the show server-cluster
command. To display the status and configuration of all high availability VLANSs on a switch, enter the
following command:

-> show server-cluster

A screen similar to the following will be displayed:
-> show server-cluster

Legend: * = not valid

Cluster Mode Vlan Mac Address Ip Address IGMP Address Name

————————— B it e st s ST et L L
* 10 L2 100 01:10:11:22:33:44 - - clusterl
11 L2 100 01:10:11:22:33:44 - - cluster?2

12 L2 100 01:10:11:22:33:44 - - -
13 L3 - 01:12:11:22:33:44 10.135.33.203 - -
* 14 L3 - 01:12:11:22:33:45 10.135.33.203 --
15 L3 - 01:00:6e:00:00:44 10.135.33.203 225.0.1.2 cluster-igmp

To display the status and configuration of a single high availability VLAN cluster enter show server-
cluster followed by the server cluster ID number. For example, to display the status and configuration of
high availability server cluster id “1”, enter the following command:

-> show server-cluster 1

A screen similar to the following will be displayed:

-> show server-cluster 1

Cluster Id : 1,

Cluster Name : L2-cluster,

Cluster Mode : L2,

Cluster Mac-address : 01:10:11:22:33:44,
Cluster Vlan : 12,

Administrative State: Enabled,
Operational State : Disabled,
Operational Flag : VPA is not forwarding

Note. For more information on the CLI commands, See the OmniSwitch AOS Release 8 CLI Reference
Guide.
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6 Configuring Spanning Tree
Parameters

The Spanning Tree Algorithm and Protocol (STP) is a self-configuring algorithm that maintains a loop-
free topology on a network. STP helps to provide data path redundancy and network scalability. The
OmniSwitch STP implementation, based on the IEEE 802.1D standard, distributes the Spanning Tree load
between the primary management module and the network interface modules. This functionality improves
network robustness by providing a Spanning Tree that continues to respond to BPDUs (Bridge Protocol
Data Unit) and port link up and down states in the event of a fail over to a backup management module or
switch.

The OmniSwitch implementation also incorporates the following Spanning Tree features:

* Configures a physical topology into a single Spanning Tree to ensure that there is only one data path
between any two switches.

® Supports fault tolerance within the network topology. The Spanning Tree is reconfigured in the event
of a data path or bridge failure or when a new switch is added to the topology.

® Supports two Spanning Tree operating modes: flat (single STP instance per switch) and per-VLAN
(single STP instance per VLAN). The per-VLAN mode can be configured to interoperate with the
proprietary Per-Vlan Spanning Tree (PVST+) feature of Cisco.

e Supports three Spanning Tree Algorithms; 802.1D (STP), 802.1w (RSTP), and 802.1Q 2005 (MSTP).

o Allows 802.1Q tagged ports and link aggregate logical ports to participate in the calculation of the STP
topology.

® Provides loop-guard security to prevent network loops caused due to inconsistencies in data traffic.

The Distributed Spanning Tree software is active on all switches by default. As a result, a loop-free
network topology is automatically calculated based on default Spanning Tree bridge, VLAN, and port
parameter values. It is only necessary to configure the Spanning Tree parameters to change how the
topology is calculated and maintained.
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In This Chapter

This chapter provides an overview about how Spanning Tree works and how to configure Spanning Tree
parameters through the Command Line Interface (CLI). CLI commands are used in the configuration

examples; for more details about the syntax of commands, see the OmniSwitch AOS Release 8§ CLI
Reference Guide.

Configuration procedures described in this chapter include:

® Selecting the Spanning Tree operating mode (flat or per-VLAN) on page 6-20.
® Configuring Spanning Tree bridge parameters on page 6-26.

¢ Configuring Spanning Tree port parameters on page 6-33.

® Configuring an example Spanning Tree topology on page 6-43.
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Spanning Tree Bridge Parameter Defaults

Spanning Tree Bridge Parameter Defaults

Parameter Description

Command

Default

Spanning Tree operating mode

spantree mode

Per-VLAN (a separate Spanning
Tree instance for each VLAN)

PVST+ status

spantree pvst+compatibility

Disabled

Spanning Tree status for a
VLAN instance

spantree vlan admin-state

Enabled

Spanning Tree protocol

spantree protocol

RSTP (802.1w)

BPDU switching status spantree bpdu-switching Disabled
Priority value for the Spanning  spantree priority 32768
Tree instance

Hello time interval between each spantree hello-time 2 seconds
BPDU transmission

Maximum aging time allowed  spantree max-age 20 seconds
for Spanning Tree information

learned from the network

Spanning Tree port state spantree forward-delay 15 seconds

transition time

Path cost mode

spantree path-cost-mode

Auto (16-bit in per-VLAN mode
and STP or RSTP flat mode, 32-

bit in MSTP flat mode)
Automatic VLAN Containment spantree auto-vlan-containment Disabled
Spanning Tree loop-guard spantree loop-guard Disabled

Spanning Tree Port Parameter Defaults

Parameter Description Command Default
Status for a specific VLAN instance spantree vlan Enabled
Path cost for a specific VLAN instance  spantree vlan path-cost 0

Port state management mode

spantree cist mode
spantree loop-guard

Dynamic (Spanning Tree
Algorithm determines port
state)

Port priority value

spantree priority

7

Port connection type for a specific
VLAN instance

spantree vlan connection

auto point to point

Type of BPDU to be used on a port when spantree auto (IEEE BPDUs are used
per vlan PVST+ mode is enabled pvst+compatibility until a PVST+ BPDU is
detected)
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Multiple Spanning Tree (MST) Region Defaults

Although the following parameter values are specific to MSTP, they are configurable regardless of which
mode (flat or per-VLAN) or protocol is active on the switch.

Parameter Description Command Default

The MST region name spantree mst region name  blank

The revision level for the MST region spantree mst region 0
revision-level

The maximum number of hops spantree mst region max- 20

authorized for the region

hops

The number of Multiple Spanning Tree
Instances (MSTI)

spantree msti

0 (flat mode instance)

The VLAN to MSTI mapping

spantree msti vlan

All VLANSs are mapped to the
Common Internal Spanning
Tree (CIST) instance
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Spanning Tree Overview

The OmniSwitch supports the use of the 802.1D Spanning Tree Algorithm and Protocol (STP), the 802.1w
Rapid Spanning Tree Algorithm and Protocol (RSTP), and the 802.1Q 2005 Multiple Spanning Tree
Protocol (MSTP).

RSTP expedites topology changes by allowing blocked ports to transition directly into a forwarding state,
bypassing listening and learning states. This provides rapid reconfiguration of the Spanning Tree in the
event of a network path or device failure.

The 802.1w standard is an amendment to the 802.1D document, thus RSTP is based on STP. Regardless
of which one of these two protocols a switch or VLAN is running, it can successfully interoperate with
other switches or VLANS.

802.1Q 2005 is a new version of MSTP that combines the 802.1D 2004 and 802.1S protocols. This
implementation of 802.1Q 2005 also includes improvements to edge port configuration and provides
administrative control to restrict port role assignment and the propagation of topology change information
through bridge ports.

MSTP is an enhancement to the 802.1Q Common Spanning Tree (CST), which is provided when a switch
is running in the flat Spanning Tree operating mode. The flat mode applies a single spanning tree instance
across all VLAN port connections on a switch. MSTP allows the configuration of Multiple Spanning Tree
Instances (MSTIs) in addition to the CST instance. Each MSTI is mapped to a set of VLANS. As a result,

the flat mode can now support the forwarding of VLAN traffic over separate data paths.

This section provides a Spanning Tree overview based on RSTP operation and terminology. Although
MSTP is based on RSTP, see “MST General Overview” on page 6-12 for specific information about
configuring MSTP.

How the Spanning Tree Topology is Calculated

The tree consists of links and bridges that provide a single data path that spans the bridged network. At the
base of the tree is a root bridge. One bridge is elected by all the bridges participating in the network to
serve as the root of the tree. After the root bridge is identified, STP calculates the best path that leads from
each bridge back to the root and blocks any connections that would cause a network loop.

To determine the best path to the root, STP uses the path cost value, which is associated with every port
on each bridge in the network. This value is a configurable weighted measure that indicates the
contribution of the port connection to the entire path leading from the bridge to the root.

In addition, a root path cost value is associated with every bridge. This value is the sum of the path costs
for the port that receives frames on the best path to the root (this value is zero for the root bridge). The
bridge with the lowest root path cost becomes the designated bridge for the LAN, as it provides the
shortest path to the root for all bridges connected to the LAN.

During the process of calculating the Spanning Tree topology, each port on every bridge is assigned a port
role based on how the port and/or its bridge participates in the active Spanning Tree topology.

The following table provides a list of port role types and the port and/or bridge properties that the
Spanning Tree Algorithm examines to determine which role to assign to the port.
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Role Port/Bridge Properties

Root Port Port connection that provides the shortest path (lowest path cost value) to the
root. The root bridge does not have a root port.

Designated Port The designated bridge provides the LAN with the shortest path to the root. The
designated port connects the LAN to this bridge.

Backup Port Any operational port on the designated bridge that is not a root or designated
port. Provides a backup connection for the designated port. A backup port can
only exist when there are redundant designated port connections to the LAN.

Alternate Port Any operational port that is not the root port for its bridge and its bridge is not
the designated bridge for the LAN. An alternate port offers an alternate path to
the root bridge if the root port on its own bridge goes down.

Disabled Port Port is not operational. If an active connection does come up on the port, it is
assigned an appropriate role.

Note. The distinction between a backup port and an alternate port was introduced with the IEEE 802.1w
standard to help define rapid transition of an alternate port to a root port.

The role a port plays or can potentially play in the active Spanning Tree topology determines the port
operating state; discarding, learning, or forwarding. The port state is also configurable and it is possible
to enable or disable the administrative status of a port and/or specify a forwarding or blocking state that is
only changed through user intervention.

The Spanning Tree Algorithm only includes ports in its calculations that are operational (link is up) and
have an enabled administrative status. The following table compares and defines 802.1D and 802.1w port
states and their associated port roles:

STP Port State  RSTP Port State  Port State Definition Port Role

Disabled Discarding Port is down or administratively disabled Disabled
and is not included in the topology.

Blocking Discarding Frames are dropped, nothing is learned or ~ Alternate, Backup
forwarded on the port. Port is temporarily
excluded from topology.

Learning Learning Port is learning MAC addresses that are seen Root, Designated
on the port and adding them to the bridge
forwarding table, but not transmitting any
data. Port is included in the active topology.

Forwarding Forwarding Port is transmitting and receiving data and is Root, Designated
included in the active topology.

Once the Spanning Tree is calculated, there is only one root bridge, one designated bridge for each LAN,
and one root port on each bridge (except for the root bridge). Data travels back and forth between bridges
over forwarding port connections that form the best, non-redundant path to the root. The active topology

ensures that network loops do not exist.
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Bridge Protocol Data Units (BPDU)

Switches send layer 2 frames, referred to as Configuration Bridge Protocol Data Units (BPDU), to relay
information to other switches. The information in these BPDU is used to calculate and reconfigure the
Spanning Tree topology. A Configuration BPDU contains the following information that pertains to the
bridge transmitting the BPDU:

Root ID The Bridge ID for the bridge that this bridge believes is the root.
Root Path Cost The sum of the Path Costs that lead from the root bridge to this bridge port.

The Path Cost is a configurable parameter value. The IEEE 802.1D standard specifies a
default value that is based on port speed. See “Configuring Port Path Cost” on
page 6-36 for more information.

Bridge ID An eight-byte hex value that identifies this bridge within the Spanning Tree. The first
two bytes contain a configurable priority value and the remaining six bytes contain a
bridge MAC address. See “Configuring the Bridge Priority” on page 6-28 for more
information.

Each switch chassis is assigned a dedicated base MAC address. This is the MAC
address that is combined with the priority value to provide a unique Bridge ID for the
switch. For more information about the base MAC address, see the appropriate
Hardware Users Guide for the switch.

Port ID A 16-bit hex value that identifies the bridge port that transmitted this BPDU. The first 4
bits contain a configurable priority value and the remaining 12 bits contain the physical
switch port number. See “Configuring Port Priority” on page 6-35 for more
information.

The sending and receiving of Configuration BPDU between switches participating in the bridged network
constitute the root bridge election; the best path to the root is determined and then advertised to the rest of
the network. BPDU provide enough information for the STP software running on each switch to determine
the following:

® Which bridge serves as the root bridge.

® The shortest path between each bridge and the root bridge.
® Which bridge serves as the designated bridge for the LAN.
®  Which port on each bridge serves as the root port.

® The port state (forwarding or discarding) for each bridge port based on the role the port plays in the
active Spanning Tree topology.

The following events trigger the transmitting and/or processing of BPDU in order to discover and
maintain the Spanning Tree topology:

® When a bridge first comes up, it assumes it is the root and starts transmitting Configuration BPDU on
all its active ports advertising its own bridge ID as the root bridge ID.

® When a bridge receives BPDU on its root port that contains more attractive information (higher
priority parameters and/or lower path costs), it forwards this information on to other LANs to which it
is connected for consideration.
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® When a bridge receives BPDU on its designated port that contains information that is less attractive
(lower priority values and/or higher path costs), it forwards its own information to other LANSs to
which it is connected for consideration.

STP evaluates BPDU parameter values to select the best BPDU based on the following order of
precedence:

1 The lowest root bridge ID (lowest priority value, then lowest MAC address).
2 The best root path cost.
3 Ifroot path costs are equal, the bridge ID of the bridge sending the BPDU.

4 [f the previous three values tie, then the port ID (lowest priority value, then lowest port number).

Topology Change Notification

When a topology change occurs, such as when a link goes down or a switch is added to the network, the
affected bridge sends a Topology Change Notification (TCN) BPDU to the designated bridge for its LAN.
The designated bridge then forwards the TCN to the root bridge. The root then sends out a Configuration
BPDU and sets a Topology Change (TC) flag within the BPDU to notify other bridges that there is a
change in the configuration information. Once this change is propagated throughout the Spanning Tree
network, the root stops sending BPDU with the TC flag set and the Spanning Tree returns to an active,
stable topology.

Note. You can restrict the propagation of TCNs on a port. See “Restricting TCN Propagation” on page 6-42
for more information.

Detecting the Source of Topology Changes

The following information and logging mechanisms are available on each switch to help identify the
source of topology changes within an active network:

® The port on which the last TCN was received on the local switch. The “Topology Change Port” field of
the show spantree vlan, show spantree cist, and show spantree msti commands displays the switch
port on which the last TCN was received. This information can be used to track down the switch that
triggered the topology change in an active RSTP or MSTP topology (not supported for STP
topologies).

® Switch logging entries to identify root port and root bridge changes for all Spanning Tree protocols
(STP, RSTP, and MSTP). For example:

2014 May 19 15:26:44 U28E 7 12 7 swlogd: stpCmm TRPt info(5) TRAP:newRoot stp=0
2014 May 19 15:39:54 U28E 7 12 7 swlogd: stpCmm TRPt info(5) TRAP:newRootPort
stp=0 port=101005

For more information about the switch logging utility, see Chapter 41, “Using Switch Logging.”

® Topology change storm detection to identify excessive topology changes for all Spanning Tree
protocols (STP, RSTP, and MSTP). The switch uses internal calculations based on the number of
topology changes within a specific period of time to determine if the number of topology changes
exceeds a specific threshold. When this threshold value is reached, switch logging entries are triggered
as a warning of potential instability within the network. For example:

For Flat + MSTP CIST instance:
2014 May 19 15:26:44 U28E_7 12 7 swlogd: stpCmm STPt warn(4) TCN Storm detected
on port 1/1/1 for Cist
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For Flat + MSTP MSTI instance
2014 May 19 15:26:44 U28E 7 12 7 swlogd: stpCmm STPt warn(4) TCN Storm detected
on port 0/10 for Msti 1001

For Flat + RSTP instance:
2014 May 19 15:26:44 U28E_7 12 7 swlogd: stpCmm STPt warn(4) TCN Storm detected
on port 1/1/1

For Per VLAN + RSTP instance
2014 May 19 15:26:44 U28E 7 12 7 swlogd: stpCmm STPt warn(4) TCN Storm detected
on port 1/1/1 for VLAN 1001

For more information about the switch logging utility, see Chapter 41, “Using Switch Logging.”

Loop-guard on OmniSwitch

STP relies on continuous reception or transmission of BPDUs based on the port role. The designated port
or primary port transmits BPDUSs, and the non-designated ports receive BPDUs. When one of the non-
designated ports in a spanning tree network stop receiving BPDUs, then the STP conceives that the
network is loop free. However, when a non-designated (Alternate, Root, or Backup) port becomes desig-
nated and moves to a forwarding state, a loop is created in the network.

With Loop Guard, if a switch stops receiving BPDUs on a non-designated port, the switch places the port
into the STP loop-inconsistent blocking state thus preventing the occurrence of loop in the network.

Loop-guard can be configured on individual ports on per-port or per-VLAN basis. A port can have both
roles:

® Designated
® Non-designated for mutually exclusive set of VLANs or MSTP-instances (in MSTP mode)

If loop-guard is enabled on the port, it does not affect the forward or blocking state for a designated port.
In case of BPDU timeout, if a loop-guard enabled port fails to receive three consecutive BPDUs, STP
converts the port explicitly to a blocked port.

When loop-guard is enabled, if a switch stops receiving BPDUs on a non-designated port, the switch
places the port into the STP loop-inconsistent blocking state.

By default, loop-guard is disabled on all the switch ports. User can configure loop-guard on any port
irrespective of its STP state or role. However, the feature functions only on non-designated (Alternate,
Root, or Backup) STP ports.

Notes:

® In the flat mode, as there is a single STP instance on all the VLANS, the loop-guard state of the ports is
same across all the VLANs on the switch.

® [n MSTP mode, there is a single STP instance for each MSTI instance. In this case, loop-guard state of
port is same across all the VLANs of a given MSTP instance. Hence if a loop-guard error occurs on
any single port, it affects all the other ports related to the MSTI.

¢ [n 1X1 mode, there is a single STP instance assigned for each VLAN. Hence if a loop-guard error
occurs on any single VLAN, it does not affect the other VLANS.
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Topology Examples

The following diagram shows an example of a physical network topology that incorporates data path
redundancy to ensure fault tolerance. These redundant paths, however, create loops in the network
configuration. If a device connected to Switch A sends broadcast packets, Switch A floods the packets out
all of its active ports. The switches connected to Switch A in turn floods the broadcast packets out their
active ports, and Switch A eventually receives the same packets back and the cycle starts over again. This
causes severe congestion on the network, often referred to as a broadcast storm.

Switch D Switch C

N

I e

¥
FEEHH T HRHHHIEEE - 8

Switch A

Switch B

Figure 6-1 : Physical Topology Example

The Spanning Tree Algorithm prevents network loops by ensuring that there is always only one active link
between any two switches. This is done by transitioning one of the redundant links into a blocking state,
leaving only one link actively forwarding traffic. If the active link goes down, then the Spanning Tree will
transition one of the blocked links to the forwarding state to take over for the downed link. If a new switch
is added to the network, the Spanning Tree topology is automatically recalculated to include the
monitoring of links to the new switch.
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The following diagram shows the logical connectivity of the same physical topology as determined by the
Spanning Tree Algorithm:

Switch D Switch C
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Figure 6-2 : Active Spanning Tree Topology Example

In the above active Spanning Tree topology example, the following configuration decisions were made as
a result of calculations performed by the Spanning Tree Algorithm:

e Switch D is the root bridge because its bridge ID has a priority value of 10 (the lower the priority
value, the higher the priority the bridge has in the Spanning Tree). If all four switches had the same
priority, then the switch with the lowest MAC address in its bridge ID would become the root.

® Switch A is the designated bridge for Switch B, because it provides the best path for Switch B to the
root bridge.

® Port 2/9 on Switch A is a designated port, because it connects the LAN from Switch B to Switch A.

® All ports on Switch D are designated ports, because Switch D is the root and each port connects to a
LAN.

® Ports 2/10, 3/1, and 3/8 are the root ports for Switches A, B, and C, respectively, because they offer the
shortest path towards the root bridge.

® The port 3/9 connection on Switch C to port 2/2 on Switch D is in a discarding (blocking) state, as the
connection these ports provides is redundant (backup) and has a higher path cost value than the 2/3 to
3/8 connection between the same two switches. As a result, a network loop is avoided.

® The port 3/2 connection on Switch B to port 3/10 on Switch C is also in a discarding (blocking) state,
as the connection these ports provides has a higher path cost to root Switch D than the path between
Switch B and Switch A. As a result, a network loop is avoided.
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MST General Overview

The Multiple Spanning Tree (MST) feature allows for the mapping of one or more VLANS to a single
Spanning Tree instance, referred to as a Multiple Spanning Tree Instance (MSTI), when the switch is
running in the flat Spanning Tree mode. MST uses the Multiple Spanning Tree Algorithm and Protocol
(MSTP) to define the Spanning Tree path for each MSTI. In addition, MSTP provides the ability to group
switches into MST Regions. An MST Region appears as a single, flat Spanning Tree instance to switches
outside the region.

This section provides an overview of the MST feature that includes the following topics:
o “How MSTP Works” on page 6-12.

e “Comparing MSTP with STP and RSTP” on page 6-15.

® “What is a Multiple Spanning Tree Instance (MSTI)” on page 6-15.

® “What is a Multiple Spanning Tree Region” on page 6-16.

® “What is the Internal Spanning Tree (IST) Instance” on page 6-17.

® “What is the Common and Internal Spanning Tree Instance” on page 6-17.

e “MST Configuration Overview” on page 6-17.

How MSTP Works

MSTP, as defined in the IEEE 802.1Q 2005 standard, is an enhancement to the IEEE 802.1Q Common
Spanning Tree (CST). The CST is a single spanning tree that uses 802.1D (STP) or 802.1w (RSTP) to
provide a loop-free network topology.

The OmniSwitch flat spanning tree mode applies a single CST instance on a per switch basis. The per-
VLAN mode is an OmniSwitch proprietary implementation that applies a single spanning tree instance on
a per VLAN basis. MSTP is only supported in the flat mode and allows for the configuration of additional
Spanning Tree instances instead of just the one CST.

On an MSTP flat mode OmniSwitch, the CST is represented by the Common and Internal Spanning Tree
(CIST) instance 0 and exists on all switches. Up to 17 instances, including the CIST, are supported. Each
additional instance created is referred to as a Multiple Spanning Tree Instance (MSTI). An MSTI
represents a configurable association between a single Spanning Tree instance and a set of VLANS.

Note. Although MSTP provides the ability to define MSTIs while running in the flat mode, port state and
role computations are automatically calculated by the CST algorithm across all MSTIs. However, it is
possible to configure the priority and/or path cost of a port for a particular MSTI so that a port remains in a
forwarding state for an MSTI instance, even if it is blocked as a result of automatic CST computations for
other instances.

The following diagrams help to further explain how MSTP works by comparing how port states are
determined on per-VLAN STP/RSTP mode, flat mode STP/RSTP, and flat mode MSTP switches.
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Figure 6-3 : Per-VLAN Mode STP/RSTP

In the above per-VLAN mode example:
® Both switches are running in the per-VLAN mode (one Spanning Tree instance per VLAN).
® VLAN 100 and VLAN 200 are each associated with their own Spanning Tree instance.

® The connection between 3/1 and 2/1 is left in a forwarding state because it is part of the VLAN 100
Spanning Tree instance and is the only connection for that instance.

Note. If additional switches containing a VLAN 100 are connected to the switches in this diagram, then the
3/1 to 2/1 port connection gets into blocking state. The port connection is converted to blocking state, only
if the VLAN 100 Spanning Tree instance determines it is required, to avoid a network loop.

® The connections between 4/8 and 5/2 and 4/2 and 5/1 are seen as redundant because they are both
controlled by the VLAN 200 Spanning Tree instance and connect to the same switches. The VLAN
200 Spanning Tree instance determines which connection provides the best data path and transitions
the other connection to a blocking state.

( vLaN 100 22 21 vian100)

4/2 51

U
( VLAN 200 ) K ( VLAN 200 )
48 512

Figure 6-4 : Flat Mode STP/RSTP (802.1D/802.1w)

In the above flat mode STP/RSTP example:

® Both switches are running in the flat mode. As a result, a single flat mode Spanning Tree instance
applies to the entire switch and compares port connections across VLANS to determine which
connection provides the best data path.

® The connection between 3/1 and 2/1 is left forwarding because the flat mode instance determined that
this connection provides the best data path between the two switches.

® The 4/8 to 5/2 connection and the 4/2 to 5/1 connection are considered redundant connections so they
are both blocked in favor of the 3/1 to 2/1 connection.
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In the above flat mode MSTP example:

Figure 6-5 : Flat Mode MSTP

® Both switches are running in the flat mode and using MSTP.

® VLANSs 100 and 150 are not associated with an MSTI. They are controlled by the default CIST

instance 0 that exists on every switch.

VLANSs 200 and 250 are associated with MSTI 2 so their traffic can traverse a path different from that
determined by the CIST.

Ports are blocked the same way they were blocked in the flat mode STP/RSTP example; all port
connections are compared to each other across VLANSs to determine which connection provides the
best path.

However, because VLANs 200 and 250 are associated to MSTI 2, it is possible to change the port path
cost for ports 2/12, 3/6, 4/8 and/or 5/2 so that they provide the best path for MSTI 2 VLANS, but do not
carry CIST VLAN traffic or cause CIST ports to transition to a blocking state.

Another alternative is to assign all VLANSs to an MSTI, leaving no VLANS controlled by the CIST. As
a result, the CIST BPDU contains only MSTI information.

See “Sample MSTI Configuration” on page 6-48 for more information about how to direct VLAN traffic
over separate data paths using MSTP.
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Comparing MSTP with STP and RSTP

Using MSTP has the following items in common with STP (802.1D) and RSTP (802.1w) protocols:

Each protocol ensures one data path between any two switches within the network topology. This
prevents network loops from occurring while at the same time allowing for redundant path
configuration.

Each protocol provides automatic reconfiguration of the network Spanning Tree topology in the event
of a connection failure and/or when a switch is added to or removed from the network.

All three protocols are supported in the flat Spanning Tree operating mode.

The flat mode CST instance automatically determines port states and roles across VLAN port and
MSTT associations. This is because the CST instance is active on all ports and only one BPDU is used
to forward information for all MSTIs.

MSTP is based on RSTP.

Using MSTP differs from STP and RSTP as follows:

MSTP is only supported when the switch is running in the flat Spanning Tree mode. STP and RSTP
are supported in both the per-VLAN and flat modes.

MSTP allows for the configuration of up to 16 Multiple Spanning Tree Instances (MSTI) in addition to
the CST instance. Flat mode STP and RSTP protocols only use the single CST instance for the entire
switch. See “What is a Multiple Spanning Tree Instance (MSTI)” on page 6-15 for more information.

MSTP applies a single Spanning Tree instance to an MSTI ID number that represents a set of VLAN:Ss;
a one to many association. STP and RSTP in the flat mode apply one Spanning Tree instance to all
VLAN:S; a one to all association. STP and RSTP in the per-VLAN mode apply a single Spanning Tree
instance to each existing VLAN; a one to one association.

The port priority and path cost parameters are configurable for an individual MSTI that represents the
VLAN associated with the port.

The flat mode 802.1D or 802.1w CST is identified as instance 1. When using MSTP, the CST is
identified as CIST (Common and Internal Spanning Tree) instance 0. See “What is the Common and
Internal Spanning Tree Instance” on page 6-17 for more information.

MSTP allows the segmentation of switches within the network into MST regions. Each region is seen
as a single virtual bridge to the rest of the network, even though multiple switches can belong to the
one region. See “What is a Multiple Spanning Tree Region” on page 6-16 for more information.

MSTP has lower overhead than a per-VLAN configuration. In per-VLAN mode, because each VLAN
is assigned a separate Spanning Tree instance, BPDUs are forwarded on the network for each VLAN.

MSTP only forwards one BPDU for the CST that contains information for all configured MSTI on the
switch.

What is a Multiple Spanning Tree Instance (MSTI)

An MSTTI is a single Spanning Tree instance that represents a group of VLANs. The OmniSwitch supports
up to 16 MSTIs on one switch. This number is in addition to the Common and Internal Spanning Tree
(CIST) instance 0, which is also known as MSTI 0. The CIST instance exists on every switch. By default,
all VLANSs not mapped to an MSTI are associated with the CIST instance. See “What is the Common and
Internal Spanning Tree Instance” on page 6-17 for more information.
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What is a Multiple Spanning Tree Region

A Multiple Spanning Tree region represents a group of MSTP switches. An MST region appears as a
single, flat mode instance to switches outside the region. A switch can belong to only one region at a time.
The region a switch belongs to is identified by the following configurable attributes, as defined by MSTP.

® Region name — An alphanumeric string up to 32 characters.
® Region revision level — A numerical value between 0 and 65535.

e VLAN to MSTI table — Generated when VLANS are associated with MSTTIs. Identifies the VLAN to
MSTI mapping for the switch.

Switches that share the same values for the configuration attributes described above belong to the same
region. For example, in the diagram below:

® Switches A, B, and C all belong to the same region because they all are configured with the same
region name, revision level, and have the same VLANs mapped to the same MSTI.

® The CST for the entire network sees Switches A, B, and C as one virtual bridge that is running a single
Spanning Tree instance. As a result, CST blocks the path between Switch C and Switch E instead of
blocking a path between the MST region switches to avoid a network loop.

® The paths between Switch A and Switch C and the redundant path between Switch B and Switch C
were blocked as a result of the Internal Spanning Tree (IST) computations for the MST Region. See
“What is the Internal Spanning Tree (IST) Instance” on page 6-17 for more information.
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Figure 6-6 : Multiple Spanning Tree region

In addition to the attributes described above, the MST maximum hops parameter defines the number of
bridges authorized to propagate MST BPDU information. In essence, this value defines the size of the
region in that once the maximum number of hops is reached, the BPDU is discarded.

The maximum number of hops for the region is not one of the attributes that defines membership in the
region. See “Sample MST Region Configuration” on page 6-46 for a tutorial on how to configure MST
region parameters.
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What is the Common Spanning Tree

The Common Spanning Tree (CST) is the overall network Spanning Tree topology resulting from STP,
RSTP, and/or MSTP calculations to provide a single data path through the network. The CST provides
connectivity between MST regions and other MST regions and/or Single Spanning Tree (SST) switches.
For example, in the above diagram, CST calculations detected a network loop created by the connections
between Switch D, Switch E, and the MST Region. As a result, one of the paths was blocked.

What is the Internal Spanning Tree (IST) Instance

The IST instance determines and maintains the CST topology between MST switches that belong to the
same MST region. In other words, the IST is simply a CST that only applies to MST Region switches
while at the same time representing the region as a single Spanning Tree bridge to the network CST.

As shown in the above diagram, the redundant path between Switch B and Switch C is blocked and the
path between Switch A and Switch C is blocked. These blocking decisions were based on the IST
computations within the MST region. IST sends and receives BPDU to/from the network CST. MSTI
within the region do not communicate with the network CST. As a result, the CST only sees the IST
BPDU and treats the MST region as a single Spanning Tree bridge.

What is the Common and Internal Spanning Tree Instance

The Common and Internal Spanning Tree (CIST) instance is the Spanning Tree calculated by the MST
region IST and the network CST. The CIST is represented by the single Spanning Tree flat mode instance
that is available on all switches. By default, all VLANSs are associated to the CIST until they are mapped
to an MSTIL.

When using STP (802.1D) or RSTP (802.1w). When using MSTP, the CIST is also known as instance 0 or
MSTI 0.

Note. When MSTP is the active flat mode protocol, explicit Spanning Tree bridge commands are required
to configure parameter values. Implicit commands are for configuring parameters when the STP or RSTP
protocols are in use. See “Using Spanning Tree Configuration Commands” on page 6-26 for more
information.

MST Configuration Overview
The following general steps are required to set up a Multiple Spanning Tree (MST) configuration:

® Select the flat Spanning Tree mode — Each switch runs in the default mode. MSTP is only supported
on a flat mode switch. See “Spanning Tree Operating Modes” on page 6-20 for more information.

® Select the MSTP protocol — Each switch uses the default protocol. Selecting MSTP activates the
Multiple Spanning Tree. See “How MSTP Works” on page 6-12 for more information.

® Configure an MST region name and revision level — Switches that share the same MST region
name, revision level, and VLAN to Multiple Spanning Tree Instance (MSTI) mapping belong to the
same MST region. See “What is a Multiple Spanning Tree Region” on page 6-16 for more information.

® Configure MSTIs — Every switch has a default Common and Internal Spanning Tree (CIST) instance
0, which is also referred to as MSTI 0. Configuration of additional MSTI is required to segment switch
VLAN:Ss into separate instances. See “What is a Multiple Spanning Tree Instance (MSTI)” on page 6-15
for more information.
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® Map VLANSs to MSTI — All existing VLANs are mapped to the default CIST instance 0. Associating
a VLAN to an MSTI specifies which Spanning Tree instance determines the best data path for traffic
carried on the VLAN. In addition, the VLAN-to-MSTI mapping is also one of three MST
configuration attributes used to determine that the switch belongs to a particular MST region.

For a tutorial on setting up an example MST configuration, see “Sample MST Region Configuration” on
page 6-46 and “Sample MSTI Configuration” on page 6-48.

MST Interoperability and Migration

Connecting an MSTP switch to a non-MSTP flat mode switch is supported. Since the Common and
Internal Spanning Tree (CIST) controls the flat mode instance on both switches, STP or RSTP can remain
active on the non-MSTP switch within the network topology.

An MSTP switch is part of a Multiple Spanning Tree (MST) Region, which appears as a single, flat mode
instance to the non-MSTP switch. The port that connects the MSTP switch to the non-MSTP switch is
referred to as a boundary port. When a boundary port detects an STP (802.1D) or RSTP (802.1w) BPDU,
it responds with the appropriate protocol BPDU to provide interoperability between the two switches. This
interoperability also serves to indicate the edge of the MST region.

Interoperability between MSTP switches and per-VLAN mode switches is not recommended. The per-
VLAN mode is a proprietary implementation that creates a separate Spanning Tree instance for each
VLAN configured on the switch. The MSTP implementation is in compliance with the IEEE standard and
is only supported on flat mode switches.

Tagged BPDUs transmitted from a per-VLAN switch are ignored by a flat mode switch. This can cause a
network loop to go undetected. Although it is not recommended, you can also connect a per-VLAN switch
to a flat mode switch temporarily until migration to MSTP is complete. When a per-VLAN switch is
connected to a flat mode switch, configure only a fixed, untagged connection between VLAN 1 on both
switches.

Migrating from Flat Mode STP/RSTP to Flat Mode MSTP

Migrating an STP/RSTP flat mode switch to MSTP is relatively transparent. When STP or RSTP is the
active protocol, the Common and Internal Spanning Tree (CIST) controls the flat mode instance. If on the
same switch the protocol is changed to MSTP, the CIST still controls the flat mode instance.

Note the following when converting a flat mode STP/RSTP switch to MSTP:

® Making a backup copy of the switch boot.cfg file before changing the protocol to MSTP is highly
recommended. Having a backup copy makes it easier to revert to the non-MSTP configuration. Once
MSTP is active, commands are written in their explicit form and not compatible with previous releases
of Spanning Tree.

® When converting multiple switches, change the protocol to MSTP first on every switch before starting
to configure Multiple Spanning Tree Instances (MSTI).

® Once the protocol is changed, MSTP features are available for configuration. Multiple Spanning Tree
Instances (MSTI) are now configurable for defining data paths for VLAN traffic. See “How MSTP
Works” on page 6-12 for more information.

e Using explicit Spanning Tree commands to define the MSTP configuration is required. Implicit
commands are for configuring STP and RSTP. See “Using Spanning Tree Configuration Commands”
on page 6-26 for more information.
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e STP and RSTP use a 16-bit port path cost (PPC) and MSTP uses a 32-bit PPC. When the protocol is
changed to MSTP, the bridge priority and PPC values for the flat mode CIST instance are reset to their
default values.

e Jtis possible to configure the switch to use 32-bit PPC value for all protocols (see the spantree path-
cost-mode command page for more information). If this is the case, then the PPC for the CIST is not
reset when the protocol is changed to/from MSTP.

® This implementation of MSTP is compliant with the IEEE 802.1Q 2005 standard and thus provides
interconnectivity with MSTP compliant systems.

Migrating from Per-VLAN Mode to Flat Mode MSTP

As previously described, the per-VLAN mode is an OmniSwitch proprietary implementation that applies
one Spanning Tree instance to each VLAN. For example, if five VLANSs exist on the switch, then their are
five Spanning Tree instances active on the switch, unless Spanning Tree is disabled on one of the VLANS.

Note the following when converting a per-VLAN mode STP/RSTP switch to flat mode MSTP:

® Making a backup copy of the switch boot.cfg file before changing the protocol to MSTP is highly
recommended. Having a backup copy makes it easier to revert to the non-MSTP configuration. Once
MSTP is active, commands are written in their explicit form and not compatible with previous releases
of Spanning Tree.

e Using MSTP requires changing the switch mode from per-VLAN to flat. When the mode is changed
from per-VLAN to flat, ports still retain their VLAN associations but are now part of a single, flat
mode Spanning Tree instance that spans across all VLANS. As a result, a path that was forwarding
traffic in the per-VLAN mode transitions to a blocking state after the mode is changed to flat.

® Once the protocol is changed, MSTP features are available for configuration. Multiple Spanning Tree
Instances (MSTI) are now configurable for defining data paths for VLAN traffic. See “How MSTP
Works” on page 6-12 for more information.

® Note that STP/RSTP use a 16-bit port path cost (PPC) and MSTP uses a 32-bit PPC. When the
protocol is changed to MSTP, the bridge priority and PPC values for the flat mode CIST instance are
reset to their default values.

® [t is possible to configure the switch to use 32-bit PPC value for all protocols (see the spantree path-
cost-mode command page for more information). If this is the case, then the PPC for the CIST is not
reset when the protocol is changed to/from MSTP.

® This implementation of MSTP is compliant with the IEEE 802.1Q 2005 standard and thus provides
interconnectivity with MSTP compliant systems.
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Spanning Tree Operating Modes

The switch can operate in one of two Spanning Tree modes: flat and per-VLAN. Both modes apply to the
entire switch and determine whether a single Spanning Tree instance is applied across multiple VLANs
(flat mode) or a single instance is applied to each VLAN (per-VLAN mode). A switch runs on the default
mode when it is first turned on.

Use the spantree mode command to select the Flat or Per-VLAN Spanning Tree mode.The switch
operates in one mode or the other, however, it is not necessary to reboot the switch when changing modes.

Using Flat Spanning Tree Mode
Before selecting the flat Spanning Tree mode, consider the following:

e [f STP (802.1D) is the active protocol, then there is one Spanning Tree instance for the entire switch;
port states are determined across VLANSs. If MSTP (802.1s) is the active protocol, then multiple
instances up to a total of 17 are allowed. Port states, however, are still determined across VLANS.

® Multiple connections between switches are considered redundant paths even if they are associated with
different VLANS.

® Spanning Tree parameters are configured for the single flat mode instance. For example, if Spanning
Tree is disabled on VLAN 1, then it is disabled for all VLANSs. Disabling STP on any other VLAN,
however, only exclude ports associated with that VLAN from the Spanning Tree Algorithm.

¢ Fixed (untagged) and 802.1Q tagged ports are supported in each VLAN. BPDU, however, are always
untagged.

® When the Spanning Tree mode is changed from per-VLAN to flat, ports still retain their VLAN
associations but are now part of a single Spanning Tree instance that spans across all VLANs. As a
result, a path that was forwarding traffic in the per-VLAN mode can transition to a blocking state after
the mode is changed to flat.

To change the Spanning Tree operating mode to flat, enter the following command:
-> spantree mode flat

The following diagram shows a flat mode switch with STP (802.1D) as the active protocol. All ports,
regardless of their default VLAN configuration or tagged VLAN assignments, are considered part of one
Spanning Tree instance. To see an example of a flat mode switch with MSTP (802.1s) as the active
protocol, see “MST General Overview” on page 6-12.
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Flat STP

Switch Port 1/2
b Default VLAN 5

VLAN 10 (tagged)

Port 8/3 Port 10/5 Port 2/5
Default VLAN 2 Default VLAN 20  Default VLAN 5
VLAN 6 (tagged)

Figure 6-7 : Flat Spanning Tree Example

In the above example, if port 8/3 connects to another switch and port 10/5 connects to that same switch,
the Spanning Tree Algorithm would detect a redundant path and transition one of the ports into a blocking
state. The same holds true for the tagged ports.

Using Per-VLAN Spanning Tree Mode
Before selecting the Per-VLAN Spanning Tree operating mode, consider the following:

® A single Spanning Tree instance is enabled for each VLAN configured on the switch. For example, if
there are five VLANSs configured on the switch, then there are five separate Spanning Tree instances,
each with its own root VLAN. In essence, a VLAN is a virtual bridge. The VLAN has its own bridge
ID and configurable STP parameters, such as protocol, priority, hello time, max age, and forward
delay.

e Port state is determined on a per VLAN basis. For example, port connections in VLAN 10 are only
examined for redundancy within VLAN 10 across all switches. If a port in VLAN 10 and a port in
VLAN 20 both connect to the same switch within their respective VLANS, they are not considered
redundant data paths and STP does not block them. However, if two ports within VLAN 10 both
connect to the same switch, then the STP transition one of these ports to a blocking state.

¢ Fixed (untagged) ports participate in the single Spanning Tree instance that applies to their configured
default VLAN.

* 802.1Q tagged ports participate in an 802.1Q Spanning Tree instance that allows the Spanning Tree to
extend across tagged VLANSs. As a result, a tagged port can participate in more than one Spanning Tree
instance; one for each VLAN that the port carries.

® Ifa VLAN contains both fixed and tagged ports, then a hybrid of the two Spanning Tree instances
(single and 802.1Q) is applied. If a VLAN appears as a tag on a port, then the BPDU for that VLAN
are also tagged. However, if a VLAN appears as the configured default VLAN for the port, then BPDU
are not tagged and the single Spanning Tree instance applies.

To change the Spanning Tree operating mode to per-VLAN, enter the following command:

-> spantree mode per-vlan
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The following diagram shows a switch running in the per-VLAN Spanning Tree mode and shows
Spanning Tree participation for both fixed and tagged ports.

STP 2 STP 3
STP 4
Switch
Port 1/3 Port 1/5
Default VLAN 5 Default VLAN 10
VLAN 2 (tagged)
Port 2/5
Port 2/3
Default VLAN 2
Default VLAN 5 VLAN 10 (tagged)
Port 1/4 Port 2/4

Default VLAN 2  Default VLAN 2
Figure 6-8 : Per VLAN (single and 802.1Q) Spanning Tree Example

In the above example, STP2 is a single Spanning Tree instance since VLAN 5 contains only fixed ports.
STP 3 and STP 4 are a combination of single and 802.1Q Spanning Tree instances because VLAN 2
contains both fixed and tagged ports. On ports where VLAN 2 is the default VLAN, BPDU are not tagged.
on ports where VLAN 2 is a tagged VLAN, BPDU are also tagged.

Using Per-VLAN Spanning Tree Mode with PVST+

In order to interoperate with Cisco's proprietary Per Vlan Spanning Tree (PVST+) mode, the OmniSwitch
per-VLAN Spanning Tree mode allows OmniSwitch ports to transmit and receive either the standard
IEEE BPDUs or Cisco's proprietary PVST+ BPDUs. When the PVST+ mode is enabled, a user port
operates in the default mode initially until it detects a PVST+ BPDU, which automatically enables the port
to operate in the Cisco PVST+ compatible mode.

The PVST+ compatibility mode allows OmniSwitch ports to operate in the per-VLAN mode when
connected to another OmniSwitch or in the Cisco PVST+ mode when connected to a Cisco switch. As a
result, both the OmniSwitch per-VLAN and Cisco PVST+ modes can co-exist on the same OmniSwitch
and interoperate correctly with a Cisco switch using the standard Spanning Tree protocols (STP or RSTP).

Note. In the flat Spanning Tree mode, both the OmniSwitch and Cisco switches can interoperate seamlessly
using the standard MSTP protocol.
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OmniSwitch PVST+ Interoperability

Native VLAN and OmniSwitch Default VLAN

Cisco uses the standard IEEE BPDU format for the native VLAN (VLAN 1) over an 802.1Q trunk. Thus,
by default the Common Spanning Tree (CST) instance of the native VLAN 1 for all Cisco switches and
the STP instance for the default VLAN of a port on an OmniSwitch interoperates and successfully creates
a loop-free topology.

802.1Q Tagged VLANs

For 802.1Q tagged VLANSs, Cisco uses a proprietary frame format which differs from the standard IEEE
BPDU format used by the OmniSwitch per-VLAN mode, thus preventing Spanning Tree topologies for
tagged VLANSs from interoperating over the 802.1Q trunk.

In order to interoperate with Cisco PVST+ mode, the current OmniSwitch per-VLAN mode has an option
to recognize Cisco's proprietary PVST+ BPDUs. This allows any user port on an OmniSwitch to send and
receive PVST+ BPDU, so that loop-free topologies for the tagged VLANSs can be created between
OmniSwitch and Cisco switches.

Configuration Overview

The spantree pvst+compatibility command is used to enable or disable the PVST+ interoperability mode
globally for all switch ports and link aggregates or on a per-port/link aggregate basis. By default, PVST+
compatibility is disabled.

To globally enable or disable PVST+ interoperability, enter the following commands:

-> spantree pvst+compatibility enable
-> spantree pvst+compatibility disable

To enable or disable PVST+ interoperability for a specific port or link aggregate, use the spantree
pvsttcompatibility command with the port or linkagg parameter. For example:

-> spantree pvst+compatibility port 1/3 enable
-> spantree pvst+compatibility port 2/24 disable
-> spantree pvst+compatibility linkagg 3 enable
-> spantree pvst+compatibility linkagg 10 disable

The following causes a port to exit from the enabled state:

® The link status of the port changes.

® The administrative status of the port changes.

® The PVST+ status of the port is disabled or set to auto.
To configure a port or link aggregate to automatically detect

The spantree pvst+compatibility command also provides an auto option to configure the port to handle
IEEE BPDUs initially (i.e., disable state). Once a PVST+ BPDU is received, it handles the PVST+
BPDUs and IEEE BPDUs for a Cisco native VLAN. For example:

-> spantree pvst+compatibility port 1/3 auto
-> spantree pvst+compatibility linkagg 3 auto

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 page 6-23



Configuring Spanning Tree Parameters Spanning Tree Operating Modes

The following show command displays the PVST+ status.

-> show spantree mode
Spanning Tree Global Parameters

Current Running Mode : per-vlan,
Current Protocol : N/A (Per VLAN),
Path Cost Mode : 32 BIT,

Auto Vlan Containment : N/A

Cisco PVST+ mode : Enabled

Vlan Consistency check: Disabled

BPDU Processing in PVST+ Mode

An OmniSwitch port operating in PVST+ mode processes BPDUs as follows:

If the default VLAN of a port is VLAN 1 then:

Send and receive IEEE untagged BPDUs for VLAN 1
Don't send and receive PVST+ tagged BPDUs for VLAN 1
Send and receive tagged PVST+ BPDUs for other tagged VLANS.

If the default VLAN of a port is not VLAN 1 then:

Send and receive IEEE untagged BPDUs for VLAN 1

Don't send and receive PVST+ tagged BPDUs for VLAN 1

Send and receive untagged PVST+ BPDUS for the port's default VLAN
Send and receive tagged PVST+ BPDUSs for other tagged VLANs

Recommendations and Requirements for PVST+ Configurations

It is mandatory that all the Cisco switches have the MAC Reduction Mode feature enabled in order to
interoperate with an OmniSwitch in PVST+ mode. This avoids any unexpected election of a root
bridge.

You can assign the priority value only in the multiples of 4096 to be compatible with the Cisco MAC
Reduction mode; any other values result in an error message. Also, the existing per vlan priority values
are restored when changing from PVST+ mode back to per-VLAN mode. For more information on
priority, refer to “Configuring the Bridge Priority” on page 6-28.

In a mixed OmniSwitch and Cisco environment, it is highly recommended to enable PVST+ mode on
all OmniSwitches in order to maintain the same root bridge for the topology. It is possible that the new
root bridge might be elected as a result of inconsistencies of MAC reduction mode when connecting an
OmniSwitch that does not support Cisco PVST+ mode to an OmniSwitch with the PVST+ mode
enabled. In this case, the root bridge priority must be changed manually to maintain the same root
bridge. For more information on priority, refer to “Configuring the Bridge Priority” on page 6-28.

A Cisco switch running in PVST mode (another Cisco proprietary mode prior to 802.1q standard) is
not compatible with an OmniSwitch running in per-VLAN PVST+ mode.

Both Cisco and OmniSwitch support two default path cost modes; long or short. It is recommended
that the same default path cost mode be configured in the same way on all switches so that the path
costs for similar interface types are consistent when connecting ports between OmniSwitch and Cisco
Switches. For more information on path cost mode, refer to “Configuring the Path Cost Mode” on
page 6-31.
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® Dynamic aggregate link (LACP) functions properly between OmniSwitch and Cisco switches. The
Cisco switches send the BPDUs only on one physical link of the aggregate, similar to the OmniSwitch
Primary port functionality. The path cost assigned to the aggregate link is not the same between
OmniSwitch and Cisco switches since vendor-specific formulas are used to derive the path cost.
Manual configuration is recommended to match the Cisco path cost assignment for an aggregate link.
For more information on the configuration of path cost for aggregate links, refer to “Path Cost for Link

Aggregate Ports” on page 6-38.

The table below shows the default Spanning Tree values.

Parameters OmniSwitch Cisco

Mac Reduction Mode Enabled Disabled

Bridge Priority 32768 32768

Port Priority 128 32 (catOS) / 128 (IOS)
Port Path Cost IEEE Port Speed Table IEEE Port Speed Table
Aggregate Path Cost Proprictary Table Avg Path Cost / NumPorts
Default Path Cost Mode Short (16-bit) Short (16-bit)

Max Age 20 20

Hello Time 2 2

Forward Delay Time 15 15

Default Protocol RSTP (1w) Per Vlan PVST+ (1d) Per Switch
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Using Spanning Tree Configuration Commands

The OmniSwitch Spanning Tree implementation uses commands that contain one of the following
keywords to specify the type of Spanning Tree instance to modify:

e cist — command applies to the Common and Internal Spanning Tree instance. The CIST is the single
Spanning Tree flat mode instance that is available on all switches. When using STP or RSTP, the CIST
is also known as instance 1 or bridge 1.

* msti — command applies to the specified Multiple Spanning Tree Instance. When using MSTP
(802.1s), the CIST instance is also known as MSTT 0.

® vlan — command applies to the specified VLAN instance.

These commands (referred to as explicit commands) allow the configuration of a particular Spanning Tree
instance independent of which mode and/or protocol is currently active on the switch. The configuration,
however, does not go active until the switch is changed to the appropriate mode. For example, if the
switch is running in the per-VLAN mode, the following explicit command changes the MSTI 3 priority to
12288:

-> spantree msti 3 priority 12288

Even though the above command is accepted in the per-VLAN mode, the new priority value does not take
effect until the switch mode is changed to flat mode.

Note. When a snapshot is taken of the switch configuration, the explicit form of all Spanning Tree
commands is captured. For example, if the priority of MSTI 2 was changed from the default value to a
priority of 16384, then spantree msti 2 priority 16384 is the command captured to reflect this in the
snapshot file. In addition, explicit commands are captured for both flat and per-VLAN mode
configurations.

Configuring STP Bridge Parameters

The Spanning Tree software is active on all switches by default and uses default bridge and port parameter
values to calculate a loop free topology. It is only necessary to configure these parameter values if it is
necessary to change how the topology is calculated and maintained.

Note the following when configuring Spanning Tree bridge parameters:

® When a switch is running in the per-VLAN Spanning Tree mode, each VLAN is in essence a virtual
bridge with its own Spanning Tree instance and configurable bridge parameters.

® When the switch is running in the flat mode and STP (802.1D) or RSTP (802.1w) is the active
protocol, bridge parameter values are only configured for the flat mode instance.

e [f MSTP (802.1s) is the active protocol, then the priority value is configurable for each Multiple
Spanning Tree Instance (MSTI). All other parameters, however, are still only configured for the flat
mode instance and are applied across all MSTIs.

® Bridge parameter values for a VLAN instance are not active unless Spanning Tree is enabled on the
VLAN and at least one active port is assigned to the VLAN. Use the spantree vlan admin-state
command to enable or disable a VLAN Spanning Tree instance.
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o If Spanning Tree is disabled on a VLAN, active ports associated with that VLAN are excluded from
Spanning Tree calculations and remain in a forwarding state.

® Note that when a switch is running in the flat mode, disabling Spanning Tree on VLAN 1 disables the
instance for all VLANS and all active ports are then excluded from any Spanning Tree calculations and

remain in a forwarding state.

The following is a summary of Spanning Tree bridge configuration commands. For more information
about these commands, see the OmniSwitch AOS Release 8 CLI Reference Guide.

Commands

Used for ...

spantree protocol

Configuring the protocol for the flat mode CIST instance or a per-
VLAN mode VLAN instance.

spantree priority

Configuring the priority value for the flat mode CIST instance, a
Multiple Spanning Tree Instance (MSTI), or a per-VLAN mode
VLAN instance.

spantree hello-time

Configuring the hello time value for the flat mode CIST instance or
a per-VLAN mode VLAN instance.

spantree max-age

Configuring the maximum age time value for the flat mode CIST
instance or a per-VLAN mode VLAN instance.

spantree forward-delay

Configuring the forward delay time value for the flat mode CIST
instance or a per-VLAN mode VLAN instance.

spantree bpdu-switching

Configuring the BPDU switching status for a VLAN.

spantree path-cost-mode

Configuring the automatic selection of a 16-bit path cost for STP/
RSTP ports and a 32-bit path cost for MSTP ports or sets all path
costs to use a 32-bit value.

spantree auto-vlan-
containment

Enables or disables Auto VLAN Containment (AVC) for 802.1s
instances.

spantree pvst+compatibility

Enables or disables PVST+ mode on the switch.

The following sections provide information and procedures for using the bridge configuration commands
and also includes command examples.

Selecting the Spantree Protocol

The switch supports three Spanning Tree protocols: STP, RSTP (the default), MSTP. To configure the
Spanning Tree protocol for a VLAN instance regardless of which mode (per-VLAN or flat) is active for
the switch, use the spantree protocol command with the vlan parameter. For example, the following
command changes the protocol to RSTP for VLAN 455:

-> spantree vlan 455 protocol rstp

Note. When configuring the protocol value for a VLAN instance, MSTP is not an available option. This
protocol is only supported on the flat mode instance.
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To configure the protocol for the flat mode CIST instance, use either the spantree protocol command or
the spantree protocol command with the cist parameter. Note that both commands are available when the
switch is running in either mode (per-VLAN or flat). For example, the following commands configure the
protocol for the flat mode instance to MSTP:

-> spantree cist protocol mstp
-> spantree protocol mstp

Configuring the Bridge Priority
A bridge is identified within the Spanning Tree by its bridge ID (an eight byte hex number). The first two
bytes of the bridge ID contain a priority value and the remaining six bytes contain a bridge MAC address.

The bridge priority is used to determine which bridge serves as the root of the Spanning Tree. The lower
the priority value, the higher the priority. If more than one bridge have the same priority, then the bridge
with the lowest MAC address becomes the root.

Note. Configuring a Spanning Tree bridge instance with a priority value that causes the instance to become
the root is recommended, instead of relying on the comparison of switch base MAC addresses to determine

the root.

If the switch is running in the per-VLAN Spanning Tree mode, then a priority value is assigned to each
VLAN instance. If the switch is running in the flat Spanning Tree mode, the priority is assigned to the flat
mode instance or a Multiple Spanning Tree Instance (MSTTI). In both cases, the default priority value is
assigned. Note that priority value for an MSTI must be a multiple of 4096.

To change the bridge priority value for a VLAN instance regardless of which mode (per-VLAN or flat) is
active for the switch, use the spantree priority command with the vlan parameter. For example, the
following command changes the priority for VLAN 455 to 25590:

-> spantree vlan 455 priority 25590

Note. If PVST+ mode is enabled on the switch, then the priority values can be assigned only in the
multiples of 4096 to be compatible with the Cisco MAC Reduction mode; any other values result in an
error message.

To change the bridge priority value for the flat mode CIST instance, use either the spantree priority
command or the spantree priority command with the cist parameter. Note that both commands are
available when the switch is running in either mode (per-VLAN or flat). For example, the following
commands change the bridge priority value for the flat mode instance to 12288:

-> spantree cist priority 12288
-> spantree priority 12288

The bridge priority value is also configurable for a Multiple Spanning Tree Instance (MSTI). To configure
this value for an MSTI, use the spantree priority command with the msti parameter and specify a priority
value that is a multiple of 4096. For example, the following command configures the priority value for
MSTI 10 to 61440:

-> spantree msti 10 priority 61440
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Configuring the Bridge Hello Time

The bridge hello time interval is the number of seconds a bridge waits between transmissions of
Configuration BPDU. When a bridge is attempting to become the root or if it has become the root or a
designated bridge, it sends Configuration BPDU out all forwarding ports once every hello time value.

The hello time propagated in a root bridge Configuration BPDU is the value used by all other bridges in
the tree for their own hello time. Therefore, if this value is changed for the root bridge, all other bridges
associated with the same STP instance adopt this value as well.

Note. Lowering the hello time interval improves the robustness of the Spanning Tree algorithm. Increasing
the hello time interval lowers the overhead of Spanning Tree processing.

If the switch is running in the per-VLAN Spanning Tree mode, then a hello time value is defined for each
VLAN instance. If the switch is running in the flat Spanning Tree mode, then a hello time value is defined
for the single flat mode instance. In both cases, the default hello time value is used.

To change the bridge hello time value for a VLAN instance regardless of which mode (per-VLAN or flat)
is active for the switch, use the spantree hello-time command with the vlan parameter. For example, the
following command changes the hello time for VLAN 455 to 5 seconds:

-> spantree vlan 455 hello-time 5

To change the bridge hello time value for the flat mode CIST instance, use either the spantree hello-time
command or the spantree hello-time command with the cist parameter. Note that both commands are
available when the switch is running in either mode (per-VLAN or flat). For example, the following
commands change the hello time value for the flat mode instance to 10:

-> spantree hello-time 10
-> spantree cist hello-time 10

Note that the bridge hello time is not configurable for Multiple Spanning Tree Instances (MSTI). These
instances inherit the hello time from the flat mode instance (CIST).

Configuring the Bridge Max-Age Time

The bridge max-age time specifies how long, in seconds, the bridge retains Spanning Tree information it
receives from Configuration BPDU. When a bridge receives a BPDU, it updates its configuration
information and the max age timer is reset. If the max age timer expires before the next BPDU is received,
the bridge attempts to become the root, designated bridge, or change its root port.

The max-age time propagated in a root bridge Configuration BPDU is the value used by all other bridges
in the tree for their own max-age time. Therefore, if this value is changed for the root bridge, all other
VLANS associated with the same instance adopt this value as well.

If the switch is running in the per-VLAN Spanning Tree mode, then a max-age time value is defined for
each VLAN instance. If the switch is running in the flat Spanning Tree mode, then the max-age value is
defined for the flat mode instance. In both cases, the default max-age time is used.

Note. Configuring a low max-age time can cause Spanning Tree to reconfigure the topology more often.

To change the bridge max-age time value for a VLAN instance regardless of which mode (per-VLAN or
flat) is active for the switch, use the spantree max-age command with the vlan parameter. For example,
the following command changes the max-age time for VLAN 455 to 10 seconds:

-> spantree vlan 455 max-age 10
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To change the max-age time value for the flat mode CIST instance, use either the spantree max-age
command or the spantree max-age command with the cist parameter. Note that both commands are
available when the switch is running in either mode (per-VLAN or flat). For example, the following
commands change the max-age time value for the flat mode instance to 10:

-> spantree max-age 10
-> spantree cist max-age 10

Note. The max-age time is not configurable for Multiple Spanning Tree Instances (MSTI). These instances
inherit the max-age time from the flat mode instance (CIST).

Configuring the Forward Delay Time for the Switch

The bridge forward delay time specifies how long, in seconds, a port remains in the learning state while it
is transitioning to a forwarding state. In addition, when a topology change occurs, the forward delay time
value is used to age out all dynamically learned addresses in the MAC address forwarding table. For more
information about the MAC address table, see Chapter 3, “Managing Source Learning.”

The forward delay time propagated in a root bridge Configuration BPDU is the value used by all other
bridges in the tree for their own forward delay time. Therefore, if this value is changed for the root bridge,
all other bridges associated with the same instance adopt this value as well.

If the switch is running in the per-VLAN Spanning Tree mode, then a forward delay time value is defined
for each VLAN instance. If the switch is running in the flat Spanning Tree mode, then the forward delay
time value is defined for the flat mode instance. In both cases, the default forward delay time is used.

Note. Specifying a low forward delay time can cause temporary network loops, because packets can get
forwarded before Spanning Tree configuration or change notices have reached all nodes in the network.

To change the bridge forward delay time value for a VLAN instance regardless of which mode (per-
VLAN or flat) is active for the switch, use the spantree forward-delay command with the vlan
parameter. For example, the following command changes the forward delay time for VLAN 455 to 10
seconds:

-> spantree vlan 455 forward-delay 10

To change the forward-delay time value for the flat mode CIST instance, use either the spantree forward-
delay command or the spantree forward-delay command with the cist parameter. Note that both
commands are available when the switch is running in either mode (per-VLAN or flat). For example, the
following commands change the forward-delay time value for the flat mode instance to 10:

-> spantree forward-delay 10
-> spantree cist forward-delay 10

Note. The forward delay time is not configurable for Multiple Spanning Tree Instances (MSTI). These
instances inherit the forward delay time from the flat mode instance (CIST).

Enabling/Disabling the VLAN BPDU Switching Status

BPDU are not switched on ports associated with VLANSs that have Spanning Tree disabled. This can result
in a network loop if the VLAN has redundant paths to one or more other switches. Allowing VLANSs that
have Spanning Tree disabled to forward BPDU to all ports in the VLAN, can help to avoid this problem.
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To enable or disable the switching of Spanning Tree BPDU for all VLAN and CIST instances when the
switch is running in the per-VLAN mode, use the spantree bpdu-switching command:

-> spantree bpdu-switching enable
-> spantree bpdu-switching disable

To enable or disable the switching of Spanning Tree BPDU for only the CIST instance when the switch is
running in the flat mode, use the spantree bpdu-switching command:

-> spantree cist bpdu-switching enable
-> spantree cist bpdu-switching disable

To enable or disable BPDU switching on a VLAN, use the vlan parameter along with spantree bpdu-
switching command. For example, the following commands enable BPDU switching on VLAN 10 and
disable it on VLAN 20:

-> spantree vlan 10 bpdu-switching enable
-> spantree vlan 20 bpdu-switching disable

Note. Disabling BPDU switching on a Spanning Tree disabled VLAN must not cause network loops to go
undetected.

Configuring the Path Cost Mode

The path cost mode controls whether the switch uses a 16-bit port path cost (PPC) or a 32-bit PPC. When
a 32-bit PPC switch connects to a 16-bit PPC switch, the 32-bit switch has a higher PPC value that
advertises an inferior path cost to the 16-bit switch. In this case, it is desirable to set the 32-bit switch to
use STP or RSTP with a 16-bit PPC value.

The path cost mode is automatically set to use a 16-bit value for all ports that are associated with an STP
instance or an RSTP instance and a 32-bit value for all ports associated with an MSTP value. It is also
possible to set the path cost mode to always use a 32-bit regardless of which protocol is active.

To change the path cost mode, use the spantree path-cost-mode command and specify either auto (uses
PPC value based on protocol) or 32bit (always use a 32-bit PPC value). For example, the following
command changes the default path cost mode from auto to 32-bit:

-> spantree path-cost-mode 32bit

Note. Cisco supports two default path cost modes: long or short just like in OmniSwitch per-VLAN
implementation. If you have configured PVST+ mode in the OmniSwitch, it is recommended that the same
default path cost mode must be configured in the same way in all the switches, so that, the path costs for
similar interface types are consistent when connecting ports between OmniSwitch and Cisco switches.

Using Automatic VLAN Containment

In a Multiple Spanning Tree (MST) configuration, it is possible for a port that belongs to a VLAN that is
not a member of an instance to become the root port for that instance. This can cause a topology change
that could lead to a loss of connectivity between VLANSs/switches. Enabling Automatic VLAN
Containment (AVC) helps to prevent this from happening by making such a port an undesirable choice for
the root.
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When AVC is enabled, it identifies undesirable ports and automatically configures them with an infinite
path cost value. For example, in the following diagram a link exists between VLAN 2 on two different
switches. The ports that provide this link belong to default VLAN 1 but are tagged with VLAN 2. In
addition, VLAN 2 is mapped to MSTI 1 on both switches.

VLAN 1 VLAN 1
4/2 51

802.1q tag
MSTI-1 — VLAN 2 VLAN 2 —— MSTI-1

Figure 6-9 : Automatic VLAN Containment - AVC not enabled

In the above diagram, port 4/2 is the Root port and port 5/1 is a Designated port for MSTI 1. AVC is not
enabled. If another link with the same speed and lower port numbers is added to default VLAN 1 on both
switches, the new link becomes the root for MSTI 1 and the tagged link between VLAN 2 is blocked, as
shown below:

31 211

VLAN 1 VLAN 1

4/2 5/1
MSTI-1 — | VLAN 2 802.1q tag VLAN 2 | MSTI-I

Figure 6-10 : Automatic VLAN Containment - AVC enabled

If AVC was enabled in the above example, AVC would have assigned the new link an infinite path cost
value that would make this link undesirable as the root for MSTI 1.

Balancing VLANS across links according to their Multiple Spanning Tree Instance (MSTI) grouping is
highly recommended to ensure that there is not a loss of connectivity during any possible topology
changes. Enabling AVC on the switch is another way to prevent undesirable ports from becoming the root
for an MSTL

To change the default status of the AVC on the switch and to globally enable this feature for all MSTIs,
use the spantree auto-vlan-containment command. Once AVC is globally enabled, then it is possible to

disable AVC for individual MSTTIs using the same command. For example, the following commands
globally enable AVC and then disable it for MSTI 10:

-> spantree auto-vlan-containment enable
-> spantree msti 10 auto-vlan-containment disable

Note. An administratively set port path cost takes precedence and prevents AVC configuration of the path
cost. The exception to this is if the port path cost is administratively set to zero, which resets the path cost to
the default value. In addition, AVC does not have any effect on root bridges.
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Configuring STP Port Parameters

The following sections provide information and procedures for using CLI commands to configure STP
port parameters. These parameters determine the behavior of a port for a specific Spanning Tree instance.

When a switch is running in the per-VLAN STP mode, each VLAN is in essence a virtual STP bridge with
its own STP instance and configurable parameters. To change STP port parameters while running in this

mode, a VLAN ID is specified to identify the VLAN STP instance associated with the specified port.
When a switch is running in the flat Spanning Tree mode, VLAN 1 is specified for the VLAN ID.

Only bridged ports participate in the Spanning Tree Algorithm. A port is considered bridged if it meets all

the following criteria:

® Port is either a fixed (non-mobile) port, an 802.1Q tagged port, or a link aggregate logical port.

e Spanning tree is enabled on the port.

® Port is assigned to a VLAN that has Spanning Tree enabled.

® Port state (forwarding or blocking) is dynamically determined by the Spanning Tree Algorithm, not

manually set.

The following is a summary of Spanning Tree port configuration commands. For more information about
these commands, see the OmniSwitch AOS Release 8 CLI Reference Guide.

Commands

Used for ...

spantree cist

Configuring the port Spanning Tree status for the single flat mode
instance.

spantree vlan

Configuring the port Spanning Tree status for a VLAN instance.

spantree priority

Configuring the priority value for the flat mode CIST instance, a
Multiple Spanning Tree Instance (MSTI), or a per-VLAN mode
VLAN instance.

spantree loop-guard

Enables or disables the STP loop-guard on a port or link aggregate.

spantree cist path-cost

Configuring the port path cost value for the single flat mode
instance.

spantree msti path-cost

Configuring the port path cost value for a Multiple Spanning Tree
Instance (MSTTI).

spantree vlan path-cost

Configuring the port path cost value for a VLAN instance.

spantree cist mode

Configuring the port Spanning Tree mode (dynamic or manual) for
the single flat mode instance.

spantree loop-guard

Configuring the port Spanning Tree mode (dynamic or manual) for
a VLAN instance.

spantree cist connection

Configuring the port connection type for the single flat mode
instance.

spantree vlan connection

Configuring the port connection type for a VLAN instance.

spantree cist admin-edge

Configures the connection type for a port or an aggregate of ports
for the flat mode Common and Internal Spanning Tree (CIST).

spantree vlan admin-edge

Configures the connection type for a port or an aggregate of ports
for a per-VLAN mode VLAN instance.
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Commands Used for ...

spantree cist auto-edge Configures a port or an aggregate of ports for the flat mode
Common and Internal Spanning Tree (CIST) as an edge port,
automatically.

spantree vlan auto-edge Configures a port or an aggregate of ports for the per-VLAN mode

VLAN instance as an edge port, automatically.

spantree cist restricted-role Configures the restricted role status for a port or an aggregate of
ports for the flat mode Common and Internal Spanning Tree
(CIST) as a restricted role port.

spantree vlan restricted-role Configures a port or an aggregate of ports for the per-VLAN mode
VLAN instance as a restricted role port.

spantree cist restricted-tcn Configures a port or an aggregate of ports for the flat mode
Common and Internal Spanning Tree (CIST) to support the
restricted TCN capability.

spantree vlan restricted-tcn Configures a port or an aggregate of ports for the per-VLAN mode
VLAN instance to support the restricted TCN capability.

spantree cist txholdcount Limits the transmission of BPDU through a given port for the flat
mode Common and Internal Spanning Tree (CIST).

spantree vlan txholdcount Limits the transmission of BPDU through a given port for the per-
VLAN mode VLAN instance.

spantree pvst+compatibility Configures the type of BPDU to be used on a port when PVST+
mode is enabled.

The following sections provide information and procedures for using Spanning Tree port configuration
commands and also includes command examples.

Enabling/Disabling Spanning Tree on a Port

Spanning Tree is automatically enabled on all eligible ports. When Spanning Tree is disabled on a port,
the port is put in a forwarding state for the specified instance. For example, if a port is associated with

both VLAN 10 and VLAN 20 and Spanning Tree is disabled on the port for VLAN 20, the port state is set

to forwarding for VLAN 20. However, the VLAN 10 instance still controls the port state as it relates to
VLAN 10. This example assumes the switch is running in the per-VLAN Spanning Tree mode.

If the switch is running in the flat Spanning Tree mode, then disabling the port Spanning Tree status
applies across all VLANSs associated with the port. The flat mode instance is specified as the instance
associated with the port, even if the port is associated with multiple VLANS.

To change the port Spanning Tree status for a VLAN instance regardless of which mode (per-VLAN or
flat) is active for the switch, use the spantree vlan command. For example, the following commands
enable Spanning Tree on port 8/1 for VLAN 10 and disable STP on port 6/2 for VLAN 20:

-> spantree vlan 10 port 8/1 enable
-> spantree vlan 20 port 6/2 disable
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To change the port Spanning Tree status for the flat mode instance, use the spantree cist command. Note
that this command is available when the switch is running in either mode (per-VLAN or flat). For
example, the following command disables the Spanning Tree status on port 1/24 for the flat mode
instance:

-> spantree cist port 1/24 disable

Spanning Tree on Link Aggregate Ports

Physical ports that belong to a link aggregate do not participate in the Spanning Tree Algorithm. Instead,
the algorithm is applied to the aggregate logical link (virtual port) that represents a collection of physical
ports.

To enable or disable the Spanning Tree status for a link aggregate, use the spantree vlan or spantree cist
commands described above but specify a link aggregate control (ID) number instead of a slot and port. For
example, the following command disables Spanning Tree for the link aggregate 10 association with
VLAN 755:

-> spantree vlan 755 linkagg 10 disable

For more information about configuring an aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation,” and Chapter 10, “Configuring Dynamic Link Aggregation.”

Enabling/Disabling Loop-guard

By default, loop-guard is disabled on ports associated with VLANSs that have Spanning Tree enabled. This
feature, when enabled prevents inconsistencies that cause network loops.

Use the spantree loop-guard command to enable or disable loop-guard on a port or link aggregate. For
example, the following commands enable and disable loop-guard on port 1/2 of chassis 1:

-> spantree port 1/1/2 loop-guard enable
-> spantree port 1/1/2 loop-guard disable

To enable or disable loop-guard on a link aggregate:

-> spantree linkagg 1 loop-guard enable
-> spantree linkagg 1 loop-guard disable

Note. Use the show spantree and related commands to view the loop-guard related information for per-
port, per-VLAN, CIST or MSTI instances.

Configuring Port Priority

A bridge port is identified within the Spanning Tree by its Port ID (a 16-bit or 32-bit hex number). The
first 4 bits of the Port ID contain a priority value and the remaining 12 bits contain the physical switch port
number. The port priority is used to determine which port offers the best path to the root when multiple
paths have the same path cost. The port with the highest priority (lowest numerical priority value) is
selected and the others are put into a blocking state. If the priority values are the same for all ports in the
path, then the port with the lowest physical switch port number is selected.

Spanning Tree is automatically enabled on a port and the default port priority value is set. If the switch is
running in the per-VLAN Spanning Tree mode, then the port priority applies to the specified VLAN
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instance associated with the port. If the switch is running in the flat Spanning Tree mode, then the port
priority applies across all VLANSs associated with the port. The flat mode instance is specified as the port
instance, even if the port is associated with multiple VLANS.

To change the port priority value for a VLAN regardless of which mode (per-VLAN or flat) is active for
the switch, use the spantree priority command with the vlan and port parameters. For example, the
following command sets the priority value as 3 for the port 10/1 association with VLAN ID 10:

-> spantree vlan 10 port 10/1 priority 3

To change the port priority value for the flat mode instance, use the spantree priority command with the
cist and port parameters. Note that this command is available when the switch is running in either per-
VLAN or flat mode. An instance number is not required. For example, the following command changes
the priority value for port 1/24 for the flat mode instance to 15:

-> spantree cist port 1/24 priority 15

The port priority value is also configurable for a Multiple Spanning Tree Instance (MSTI). To configure
this value for an MSTI, use the spantree priority command with the msti and port parameters. For
example, the following command configures the priority value for port 1/12 for MSTI 10 to 5:

-> spantree msti 10 port 1/12 priority 5

Note that configuring the port priority value for a MSTI is allowed in both modes (per-VLAN and flat)
only when the Spanning Tree protocol is set to MSTP.

Port Priority on Link Aggregate Ports

Physical ports that belong to a link aggregate do not participate in the Spanning Tree Algorithm. Instead,
the algorithm is applied to the aggregate logical link (virtual port) that represents a collection of physical
ports.

To change the priority for a link aggregate, use the spantree priority command with the cist, msti, or
vlan parameters, as described above but specify a link aggregate control number instead of a slot and port
number. For example, the following command sets the priority for the link aggregate 10 association with
VLAN 75510 9:

-> spantree vlan 755 linkagg 10 priority 9

For more information about configuring an aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation,” and Chapter 10, “Configuring Dynamic Link Aggregation.”

Configuring Port Path Cost

The path cost value specifies the contribution of a port to the path cost towards the root bridge that
includes the port. The root path cost is the sum of all path costs along this same path and is the value
advertised in Configuration BPDU transmitted from active Spanning Tree ports. The lower the cost value,
the closer the switch is to the root.

The type of path cost value used depends on which path cost mode is active (automatic or 32-bit). If the
path cost mode is set to automatic, a 16-bit value is used when STP or RSTP is the active protocol and a
32-bit value is used when MSTP is the active protocol. If the mode is set to 32-bit, then a 32-bit path cost
value is used regardless of which protocol is active. See “Configuring the Path Cost Mode” on page 6-31
for more information.

If a 32-bit path cost value is in use and the path_cost is set to zero, the following IEEE 802.1t
recommended default path cost values based on link speed are used:
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Link Speed 32-bit -Path Cost ‘ 32-bit Path Cost
Physical Port Link Aggregate (2/4/8/16 Port)
10 Mbps 2000000 1200000, 800000, 600000, 400000
100 Mbps 200000 120000, 80000, 60000, 40000
1G 20000 18000, 16000, 14000, 12000
2.5G 8000 7600, 7200, 6800, 6400
5G 4000 3800, 3600, 3400, 3200
10G 2000 1900, 1800, 1700, 1600
25G 800 780, 760, 740, 720
40G 500 480, 460, 440, 420
50G 400 380, 360, 340, 320
100G 200 180, 160, 140, 120

Is a 16-bit path cost value is in use and the path_cost is set to zero, the following IEEE 802.1D
recommended default path cost values based on link speed are used:

16-bit Path Cost

Link Speed Physical Port 16-bit Path Cost Link Aggregate (2/4/8/16 Port)
10 Mbps 100 60, 40, 30, 20
100 Mbps 19 12,9,7,5

1G 4 3
2.5G 4 3
5G 3 2
10G 2 1
25G 1 1
40G 1 1
50G 1 1
100G 1 1

Spanning Tree is automatically enabled on a port and the path cost is set to the default value. If the switch
is running in the per-VLAN Spanning Tree mode, then the port path cost applies to the specified VLAN
instance associated with the port. If the switch is running in the flat Spanning Tree mode, then the port
path cost applies across all VLANS associated with the port. The flat mode instance is specified as the port
instance, even if the port is associated with other VLANS.

The spantree vlan path-cost command configures the port path cost value for a VLAN instance when the
switch is running in either mode (per-VLAN or flat). For example, the following command configures a
16-bit path cost value for port 8/1 for VLAN 10 to 19 (the port speed is 100 MB, 19 is the recommended
value):

-> spantree vlan 10 port 8/1 path-cost 19
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To change the port path cost value for the flat mode instance regardless of which mode (per-VLAN or flat)
is active for the switch, use the spantree cist path-cost command. For example, the following command
configures a 32-bit path cost value for port 1/24 for the flat mode instance to 20,000 (the port speed is 1
GB, 20,000 is the recommended value):

-> spantree cist port 1/24 path-cost 20000

The port path cost value is also configurable for a Multiple Spanning Tree Instance (MSTI). To configure
this value for an MSTI, use the spantree msti path-cost command and specify the MSTI ID for the
instance number. For example, the following command configures the path cost value for port 1/12 for
MSTI 10 to 19:

-> spantree msti 10 port 1/12 path-cost 19

Note that configuring the port path cost value for a MSTTI is allowed in both modes (per-VLAN and flat)
only when the Spanning Tree protocol is set to MSTP.

Path Cost for Link Aggregate Ports

Physical ports that belong to a link aggregate do not participate in the Spanning Tree Algorithm. Instead,
the algorithm is applied to the aggregate logical link (virtual port) that represents a collection of physical
ports. Spanning Tree is automatically enabled on the aggregate logical link and the path cost value is set to
the default value using the tables above.

To change the path cost value for a link aggregate, use the spantree cist path cost, spantree msti path
cost, or spantree vlan path cost command with the linkagg parameter and a link aggregate control (ID)
number. For example, the following command sets the path cost for link aggregate 10 associated with
VLAN 755 to 19:

-> spantree vlan 755 linkagg 10 path-cost 19

For more information about configuring an aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation,” and Chapter 10, “Configuring Dynamic Link Aggregation.”

Configuring Port Mode

There are two port modes supported: manual and dynamic. Manual mode indicates that the port was set by
the user to a forwarding or blocking state. The port operates in the state selected until the state is manually
changed again or the port mode is changed to dynamic. Ports operating in a manual mode state do not
participate in the Spanning Tree Algorithm. Dynamic mode indicates that the active Spanning Tree
Algorithm determines port state.

Spanning Tree is automatically enabled on the port and the port operates in the default mode. If the switch
is running in the per-VLAN Spanning Tree mode, then the port mode applies to the specified VLAN
instance associated with the port. If the switch is running in the flat Spanning Tree mode, then the port
mode applies across all VLANSs associated with the port. The flat mode instance is specified as the port
instance, even if the port is associated with other VLANS.

To change the port Spanning Tree mode for a VLAN instance regardless of which mode (per-VLAN or
flat) is active for the switch, use the spantree loop-guard command. For example, the following
command sets the mode for port 8/1 for VLAN 10 to forwarding.

-> spantree vlan 10 port 8/1 mode forwarding

To change the port Spanning Tree mode for the flat mode instance, use the spantree cist mode command.
Note that the command is available when the switch is running in either mode (per-VLAN or flat) and an
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instance number is not required. For example, the following command configures the Spanning Tree mode
on port 1/24 for the flat mode instance:

-> spantree cist port 1/24 mode blocking

Mode for Link Aggregate Ports

Physical ports that belong to a link aggregate do not participate in the Spanning Tree Algorithm. Instead,
the algorithm is applied to the aggregate logical link (virtual port) that represents a collection of physical
ports.

To change the port mode for a link aggregate, use the spantree vlan mode or the spantree cist mode
command described above, but specify a link aggregate control (ID) number instead of a slot and port. For
example, the following command sets the port mode for link aggregate 10 associated with VLAN 755 to
blocking:

-> spantree vlan 755 linkagg 10 mode blocking

For more information about configuring an aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation,” and Chapter 10, “Configuring Dynamic Link Aggregation.”
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Configuring Port Connection Type

Specifying a port connection type is done when using the Rapid Spanning Tree Algorithm and Protocol
(RSTP), as defined in the IEEE 802.1w standard. RSTP transitions a port from a blocking state directly to
forwarding, bypassing the listening and learning states, to provide a rapid reconfiguration of the Spanning
Tree in the event of a path or root bridge failure. Rapid transition of a port state depends on the
configurable connection type of the port. These types are defined as follows:

® Point-to-point LAN segment (port connects directly to another switch).
® No point-to-point shared media LAN segment (port connects to multiple switches).

® Edge port (port is at the edge of a bridged LAN, does not receive BPDU and has only one MAC
address learned). Edge ports, however, will operationally revert to a point to point or a no point to
point connection type if a BPDU is received on the port.

A port is considered connected to a point-to-point LAN segment if the port belongs to a link aggregate of
ports, or if auto negotiation determines if the port must run in full duplex mode, or if full duplex mode was
administratively set. Otherwise, that port is considered connected to a no point-to-point LAN segment.

Rapid transition of a designated port to forwarding can only occur if the port connection type is defined as
a point to point or an edge port. Defining a port connection type as a point to point or as an edge port
makes the port eligible for rapid transition, regardless of what actually connects to the port. However, an
alternate port is always allowed to transition to the role of root port regardless of the alternate port
connection type.

Note. Configure ports that will connect to a host (PC, workstation, server, etc.) as edge ports so that these
ports will transition directly to a forwarding state and not trigger an unwanted topology change when a
device is connected to the port. If a port is configured as a point to point or no point to point connection
type, the switch will assume a topology change when this port goes active and will flush and relearn all
learned MAC addresses for the port’s assigned VLAN.

If the switch is running in the per-VLAN Spanning Tree mode, then the connection type applies to the
specified VLAN instance associated with the port. If the switch is running in the flat Spanning Tree mode,
then the connection type applies across all VLANs associated with the port. The flat mode instance is
referenced as the port instance, even if the port is associated with other VLANS.

By default, Spanning Tree is automatically enabled on the port, the connection type is set to auto point-to-
point, and auto edge port detection is enabled. The auto point-to-point setting determines the connection
type based on the operational status of the port. The auto edge port setting determines the operational edge
port status for the port.

The spantree vlan connection and spantree cist connection commands are used to configure the port
connection type for a VLAN instance or the CIST instance. See “Configuring the Edge Port Status” on
page 6-41 for information about configuring the auto edge port status for a port.

To change the port connection type for a VLAN instance regardless of which mode (per-VLAN or flat) is
active for the switch, use the spantree vlan connection command. For example, the following command
defines the connection type for port 8/1 associated with VLAN 10.

-> spantree vlan 10 port 8/1 connection autoptp
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To change the port Spanning Tree mode for the flat mode instance regardless of which mode (per-VLAN
or flat) is active for the switch, use the spantree cist connection command. For example, the following
command configures the connection type for port 1/24 for the flat mode instance:

-> spantree cist port 1/24 connection ptp

Note. The spantree vlan connection and spantree cist connection commands only configure one port at a
time.

Connection Type on Link Aggregate Ports

Physical ports that belong to a link aggregate do not participate in the Spanning Tree Algorithm. Instead,
the algorithm is applied to the aggregate logical link (virtual port) that represents a collection of physical
ports. To change the port connection type for a link aggregate, use the spantree vlan connection or the
spantree cist connection command described above, but specify a link aggregate control (ID) number
instead of a slot and port. For example, the following command defines the connection type for the link
aggregate 10 association with VLAN 755:

-> spantree vlan 755 linkagg 10 connection autoptp

For more information about configuring an aggregate of ports, see Chapter 9, “Configuring Static Link
Aggregation,” and Chapter 10, “Configuring Dynamic Link Aggregation.”

Configuring the Edge Port Status
There are two methods for determining the edge port status for a port or link aggregate:

® (Configuring the automatic edge (auto edge) port status. The status (enabled or disabled) of this
Spanning Tree port parameter specifies whether or not the Spanning Tree automatically determines the
operational edge port status for a port. This method is enabled by default.

® Configuring the administrative edge (admin edge) port status. The status (enabled or disabled) of this
Spanning Tree port parameter is used to determine the edge port status when the auto edge port status
is disabled. This method is disabled by default.

To configure the edge port status for the flat mode instance regardless of which mode (per-VLAN or flat)
is active for the switch, use the spantree cist auto-edge command or the spantree cist admin-edge
command. For example:

-> spantree cist port 8/23 auto-edge enable
-> spantree cist port 8/23 admin-edge disable

To configure the edge port status for a VLAN instance regardless of which mode (per-VLAN or flat) is
active for the switch, use the spantree vlan auto-edge command or the spantree vlan admin-edge
command. For example:

-> spantree vlan 10 port 8/23 auto-edge enable
-> spantree vlan 10 port 8/23 admin-edge disable

Note. If auto-edge is enabled on a port, then the admin-edge value is overridden.
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Restricting Port Roles (Root Guard)

All ports are automatically eligible for root port selection. A port in a CIST/MSTI instance or per-VLAN
instance can be prevented from becoming the root port by restricting the role of the port (also referred to
as enabling root guard). This is done using the spantree cist restricted-role command or the spantree
vlan restricted-role command regardless of which mode (per-VLAN or flat) is active for the switch. For
example:

-> spantree cist port 1/2 restricted-role enable

-> spantree cist linkagg 10 restricted-role enable
-> spantree vlan 100 port 8/1 restricted-role enable
-> spantree vlan 20 linkagg 1 restricted-role enable

Note that the above commands also provide optional syntax; restricted-role or root-guard. For example,
the following two commands perform the same function:

-> spantree vlan port 2/1 restricted-role enable
-> spantree vlan port 2/1 root-guard enable

When root guard is enabled for a port, it cannot become the root port, even if it is the most likely
candidate for becoming the root port. However, this same port is designated as the alternate port when the
root port is selected.

Enabling the restricted role status is used by network administrators to prevent bridges external to the core
region of the network from influencing the Spanning Tree topology. However, note that enabling the
restricted role status for a port may impact connectivity within the network.

Restricting TCN Propagation

All ports automatically propagate Topology Change Notifications (TCN) or Topology Changes (TC) to
other ports. To restrict a port from propagating topology changes and notifications, use the spantree cist
restricted-tcn command or the spantree vlan restricted-tcn command regardless of which mode (per-
VLAN or flat) is active for the switch. For example:

-> spantree cist port 2/2 restricted-tcn enable

-> spantree cist linkagg 5 restricted-tcn enable

-> spantree vlan 10 port 1/5 restricted-tcn enable
-> spantree vlan 20 linkagg 1 restricted-tcn enable

Enabling the restricted TCN status is used by network administrators to prevent bridges external to the
core region of the network from causing unnecessary MAC address flushing in that region. However, note
that enabling the restricted TCN status for a port may impact Spanning Tree connectivity.

Limiting BPDU Transmission

The number of BPDUs to be transmitted per port per second can be limited using the spantree cist
txholdcount command for a CIST instance or the spantree vlan txholdcount command for a per-VLAN
instance. Both of these commands apply to all ports and link aggregates and are supported when the
switch is running in either the per-VLAN mode or the flat mode. For example:

-> spantree cist txholdcount 5
-> spantree vlan 10 txholdcount 5
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Sample Spanning Tree Configuration

This section provides an example network configuration in which the Spanning Tree Algorithm and

Protocol has calculated a loop-free topology. In addition, a tutorial is also included that provides steps on

how to configure the example network topology using the Command Line Interface (CLI).

Note that the following example network configuration illustrates using switches operating in the per-
VLAN Spanning Tree mode and using RSTP (802.1w) to calculate a single data path between VLANS.
See “MST General Overview” on page 6-12 for an overview and examples of using MSTP (802.1s).

Example Network Overview

The following diagram shows a four-switch network configuration with an active Spanning Tree topology,

which was calculated based on both configured and default Spanning Tree parameter values:

VLAN 255 Bridge ID
32768, 00:d0:95:00:00:04

Switch D Switch C
(Root Bridge)

.—O

(] B g e e e o
[] 22 PC=19 319

VLAN 255 Bridge ID
10, 00:d0:95:00:00:01

211

PC=4 pc=19 |

2/10

0O - .
VLAN 255 Bridge ID 28R 38 b
32768, 00:d0:95:00:00:02
N b o

VLAN 255 Bridge ID
32768, 00:d0:95:00:00:03

Switch A
(Designated Bridge)
Switch B
Forwarding Root Port 0
Blocking = @ m - - - Designated Port @
Path Cost PC

Figure 6-11 : Example Active Spanning Tree Topology
In the above example topology:

e FEach switch is operating in the per-VLAN Spanning Tree mode by default.

® FEach switch configuration has a VLAN 255 defined. The Spanning Tree administrative status for this

VLAN was enabled by default when the VLAN was created.

® VLAN 255 on each switch is configured to use the 802.1w (rapid reconfiguration) Spanning Tree
Algorithm and Protocol.

® Ports 2/1-3, 2/8-10, 3/1-3, and 3/8-10 provide connections to other switches and are all assigned to
VLAN 255 on their respective switches. The Spanning Tree administrative status for each port is
enabled by default.
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The path cost for each port connection defaults to a value based on the link speed. For example, the
connection between Switch B and Switch C is a 100 Mbps link, which defaults to a path cost of 19.

VLAN 255 on Switch D is configured with a Bridge ID priority value of 10, which is less than the
same value for VLAN 255 configured on the other switches. As a result, VLAN 255 was elected the
Spanning Tree root bridge for the VLAN 255 broadcast domain.

A root port is identified for VLAN 255 on each switch, except the root VLAN 255 switch. The root
port identifies the port that provides the best path to the root VLAN.

VLAN 255 on Switch A was elected the designated bridge because it offers the best path cost for
Switch B to the root VLAN 255 on Switch D.

Port 2/9 on Switch A is the designated port for the Switch A to Switch B connection because Switch A
is the designated bridge for Switch B.

Redundant connections exist between Switch D and Switch C. Ports 2/2 and 3/9 are in a discarding
(blocking) state because this connection has a higher path cost than the connection provided through
ports 2/3 and 3/8. As a result, a network loop condition is avoided.

Redundant connections also exist between Switch A and Switch B. Although the path cost value for
both of these connections is the same, ports 2/8 and 3/3 are in a discarding state because their port
priority values (not shown) are higher than the same values for ports 2/10 and 3/1.

The ports that provide the connection between Switch B and Switch C are in a discarding (blocking)
state, because this connection has a higher path cost than the other connections leading to the root
VLAN 255 on Switch D. As a result, a network loop is avoided.

Example Network Configuration Steps

The following steps provide a quick tutorial that configures the active Spanning Tree network topology
shown in the diagram on page 6-43.

1

Create VLAN 255 on Switches A, B, C, and D with “Marketing IP Network” for the VLAN

description on each switch using the following command:

2

-> vlan 255 name "Marketing IP Network"

Assign the switch ports that provide connections between each switch to VLAN 255. For example, the

following commands entered on Switches A, B, C, and D, respectively, assign the ports shown in the
example network diagram on page 6-43 to VLAN 255:

3

-> vlan 255 members port 2/8-10 untagged
-> vlan 255 members port 3/1-3 untagged
-> vlan 255 members port 3/8-10 untagged
-> vlan 255 members port 2/1-3 untagged

Change the Spanning Tree protocol for VLAN 255 to RSTP (Rapid Spanning Tree Protocol) on each

switch using the following command:

-> spantree vlan 255 protocol rstp
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4 Change the bridge priority value for VLAN 255 on Switch D to 10 using the following command
(leave the priority for VLAN 255 on the other three switches set to the default value):

-> spantree vlan 255 priority 10

VLAN 255 on Switch D has the lowest Bridge ID priority value of all four switches, which qualifies it as
the Spanning Tree root VLAN for the VLAN 255 broadcast domain.

Note. To verify the VLAN 255 Spanning Tree configuration on each switch use the following show
commands. The following outputs are for example purposes only and not match values shown in the sample
network configuration:

-> show spantree vlan 255
Spanning Tree Parameters for Vlan 255

Spanning Tree Status : ON,
Protocol : IEEE Rapid STP,
mode : Per VLAN (1 STP per Vlan),
Priority : 32768 (0x8000),
Bridge ID : 8000-00:e0:b1:e7:09:a3,
Designated Root : 8000-00:e0:b1:e7:09:a3,
Cost to Root Bridge : 8,
Root Port : 1/1/48,
TxHoldCount : 3,
Topology Changes : 101,
Topology age : 01:05:30,
Topology Change Port : 1/1/48,
Current Parameters (seconds)

Max Age = 20,

Forward Delay = 15,

Hello Time = 2

Parameters system uses when attempting to become root

System Max Age = 20,

System Forward Delay = 15,

System Hello Time = 2

-> show spantree vlan 255 ports
Spanning Tree Port Summary for Vlan 1

Oper Path Desig Prim. Op Op Loop

Port St Cost Cost Role Port Cnx Edg Guard Desig Bridge ID Note

——————— e e i M T St e e e mmtiel Sl
1/1/1 FORW 100 8 DESG 1/1/1 PTP NO DIS 8000-e8:e7:32:a4:63:21
1/1/2 DIS 0 0 DIS 1/1/2 NS NO DIS 0000-00:00:00:00:00:00
1/1/4 DIS 0 0 DIS 1/1/4 NS NO DIS 0000-00:00:00:00:00:00
1/1/5 DIS 0 0 DIS 1/1/5 NS NO DIS 0000-00:00:00:00:00:00
1/1/6 DIS 0 0 DIS 1/1/6 NS NO DIS 0000-00:00:00:00:00:00
1/1/7 DIS 0 0 DIS 1/1/7 NS NO DIS 0000-00:00:00:00:00:00
1/1/8 DIS 0 0 DIS 1/1/8 NS NO DIS 0000-00:00:00:00:00:00
1/1/9 DIS 0 0 DIS 1/1/9 NS NO DIS 0000-00:00:00:00:00:00
1/1/12 DIS 0 0 DIS 1/1/12 NS NO DIS 0000-00:00:00:00:00:00
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Sample MST Region Configuration

An MST region identifies a group of MSTP switches that is seen as a single, flat mode instance by other
regions and/or non-MSTP switches. A region is defined by three attributes: name, revision level, and a
VLAN-to-MSTI mapping. Switches configured with the same value for all three of these attributes belong
to the same MST region.

Note. An additional configurable MST region parameter defines the maximum number of hops authorized
for the region but is not considered when determining regional membership.The maximum hops value is
the value used by all bridges within the region when the bridge is acting as the root of the MST region.

This section provides a tutorial for defining a sample MST region configuration, as shown in the diagram
below:

: \ Switch D

Switch A

\’\ CST

Switch B Switch C

Switch E

- BT o ) SST Switches (STP or RSTP)

Figure 6-12 : Sample MST Region Configuration

In order for switches A, B, and C in the above diagram to belong to the same MST region, they must all
share the same values for region name, revision level, and configuration digest (VLAN-to-MSTI

mapping).

The following steps are performed on each switch to define ALE Marketing as the MST region name,
2000 as the MST region revision level, map exiting VLANS to existing MSTIs, and 3 as the maximum
hops value for the region:

1 Configure an MST Region name using the spantree mst region name command. For example:
-> spantree mst region name “ALE Marketing”

2 Configure the MST Region revision level using the spantree mst region revision-level command. For
example:

-> spantree mst region revision-level 2000
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3 Map VLANs 100 and 200 to MSTI 2 and VLANs 300 and 400 to MSTI 4 using the spantree msti
vlan command to define the configuration digest. For example:

-> spantree msti 2 vlan 100 200
-> spantree msti 4 vlan 300 400

See the “Sample MSTI Configuration” on page 6-48 for a tutorial on how to create and map MSTIs to
VLANS.

4 Configure 3 as the maximum number of hops for the region using the spantree mst region max-hops
command. For example:

-> spantree mst region max-hops 3

Note. (Optional) Verify the MST region configuration on each switch with the show spantree mst
command. For example:

-> show spantree mst region

Configuration Name = ALE Marketing,

Revision Level 2000,

Configuration Digest 0x922fb3f 31752d68 67fell55 d0ce8380,
Revision Max hops = 3,

Cist Instance Number =0

All switches configured with the exact same values as shown in the above example are considered members
of the ALE Marketing MST region.
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Sample MSTI Configuration

By default, the Spanning Tree software is active on all switches and operating in the per-VLAN mode
using 802.1w RSTP. A loop-free network topology is automatically calculated based on default 802.1w

RSTP switch, bridge, and port parameter values.

Using Multiple Spanning Tree (MST) requires configuration changes to the default Spanning Tree values

(mode and protocol) as well as defining specific MSTP parameters and instances.

The following steps provide a tutorial for setting up a sample MSTP configuration, as shown in the

diagram below:

CIST-0 —

( VLAN 100 )

{ VLAN 100 )

—— CIST-0

( VLAN 150 )

MSTI-1 —

{ VLAN 150 )

{ VLAN 200 )

( VLAN 200 )}

—— MSTI-1

{ VLAN 250 )

Switch A

31 2/1
4/2 I 5/1
4/8 I 5/2
2/12 T 3/6

{ VLAN 250 }

Switch B

Figure 6-13 : Flat Mode MSTP Quick Steps Example

1 Change the Spanning Tree operating mode, if necessary, on Switch A and Switch B from per-VLAN to
flat mode using the spantree mode command. For example:

-> spantree

mode flat

Note that defining an MSTP configuration requires the use of explicit Spanning Tree commands,
which are available in both the flat and per-VLAN mode. As a result, this step is optional. See “Using

Spanning Tree Configuration Commands” on page 6-26 for more information.

2 Change the Spanning Tree protocol to MSTP using the spantree protocol command. For example:

-> spantree

3 Create VLANSs 100, 200, 300, and 400 using the vlan command. For example:

-> vlan 100
-> vlan 150
-> vlan 200
-> vlan 250

protocol mstp

4 Assign switch ports to VLANSs, as shown in the above diagram, using the vlan members untagged
command. For example, the following commands assign ports 3/1, 4/2, 4/8, and 2/12 to VLANs 100, 150,
200, and 250 on Switch A:

-> vlan 100
-> vlan 150
-> vlan 200
-> vlan 250

members port 3/1 untagged
members port 4/2 untagged
members port 4/8 untagged

members port 2/12 untagged
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The following commands assign ports 2/1, 5/1, 5/2, and 3/6 to VLANs 100, 150, 200, and 250 on

Switch B:

-> vlan 100
-> vlan 150
-> vlan 200
-> vlan 250

members port 2/1 untagged
members port 5/1 untagged
members port 5/2 untagged
members port 3/6 untagged

5 Create one MSTI using the spantree msti command. For example:

-> spantree msti 1

6 Assign VLANs 200 and 250 to MSTI 1. For example:

-> spantree msti 1 vlan 100 200

All VLANS are associated with the CIST instance. As a result, VLANs 100 and 150 do not require any
configuration to map them to the CIST instance.

7 Configure the port path cost (PPC) for all ports on both switches associated with MSTI 1 to a PPC
value that is lower than the PPC value for the ports associated with the CIST instance using the spantree
msti path-cost command. For example, the PPC for ports associated with the CIST instance is set to the
default of 200,000 for 100 MB connections. The following commands change the PPC value for ports
associated with the MSTI 1 to 20,000:

-> spantree
-> spantree
-> spantree
-> spantree

msti
msti
msti
msti

1 port 4/8 path-cost 20000
1 port 2/12 path-cost 20000
1 port 5/2 path-cost 20000
1 port 3/6 path-cost 20000

Note. In this example, port connections between VLANs 150, 200, and 250 are blocked on each switch
initially, as shown in the diagram on page 6-48. This is because in flat mode MSTP, each instance is active
on all ports resulting in a comparison of connections independent of VLAN and MSTI associations.

To avoid this and allow VLAN traffic to flow over separate data paths based on MSTI association, Step 7
of this tutorial configures a superior port path cost value for ports associated with MSTI 1. As a result,
MSTI 1 selects one of the data paths between its VLANS as the best path, rather than the CIST data paths,
as shown in the diagram on page 6-50.
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Figure 6-14 : Flat Mode MSTP with Superior MSTI 1 PPC Values

Note. Of the two data paths available to MSTI 1 VLANS, one is blocked because it is seen as redundant for
that instance. In addition, the CIST data path remains available for CIST VLAN traffic.

Another solution to this scenario is to assign all VLANs to an MSTI, leaving no VLANS controlled by the
CIST. As a result, the CIST BPDU contains only MSTI information. See “How MSTP Works” on
page 6-12 for more information.
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Verifying the Spanning Tree Configuration

To display information about the Spanning Tree configuration on the switch, use the show commands

listed below:

show spantree cist

show spantree msti

show spantree vlan

show spantree cist ports

show spantree msti ports

show spantree vlan ports

show spantree mst

show spantree cist vlan-map

show spantree msti vlan-map

show spantree map-msti

show spantree mode

Displays the Spanning Tree bridge configuration for the flat mode
Common and Internal Spanning Tree (CIST) instance.

Displays Spanning Tree bridge information for a Multiple Spanning
Tree Instance (MSTI).

Displays the Spanning Tree bridge information for a VLAN instance.

Displays Spanning Tree port information for the flat mode Common and
Internal Spanning Tree (CIST) instance.

Displays Spanning Tree port information for a flat mode Multiple
Spanning Tree Instance (MSTI).

Displays Spanning Tree port information for a VLAN instance.

Displays the Multiple Spanning Tree (MST) information for a MST
region or the specified port or link aggregate on the switch.

Displays the range of VLANs associated with the flat mode Common
and Internal Spanning Tree (CIST) instance.

Displays the range of VLANSs associated with the specified Multiple
Spanning Tree Instance (MSTI).

Displays the Multiple Spanning Tree Instance (MSTI) that is associated
to the specified VLAN.

Displays the current global Spanning Tree mode parameter values for
the switch, such as the current running mode (per-VLAN or flat) for the
switch

For more information about the resulting displays from these commands, see the OmniSwitch AOS
Release 8 CLI Reference Guide. An example of the output for the show spantree vlan and show spantree
vlan ports commands is also given in “Example Network Configuration Steps” on page 6-44.
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7 Configuring Shortest
Path Bridging

The OmniSwitch supports Shortest Path Bridging MAC (SPBM), as defined in the IEEE 802.1aq standard.
SPBM uses the Provider Backbone Bridge (PBB) network model to encapsulate (using IEEE 802.1ah
headers) and tunnel customer traffic through the network backbone. The shortest path trees upon which the
PBB network infrastructure operates are determined using a version of the Intermediate System-to-
Intermediate System (IS-IS) link state protocol that supports TLV extensions for SPB (ISIS-SPB).

Incorporating SPBM into the data center infrastructure provides the following benefits:

Transparently extends Layer 2 connections (VLAN segments) across a large virtual service Layer 2
backbone network.

Maintains a loop-free network while providing efficient use of available bandwidth, especially in a
mesh topology. All connections between all switches in the topology remain active (no blocking of
redundant links).

A shortest path is automatically calculated between each bridge and every other bridge in the data
center mesh, resulting in low latency and sub-second convergence times needed to support critical data
center bridging requirements.

Can process a large number of customer MAC addresses without overrunning provider network
resources. Customer MAC addresses are only learned on Backbone Edge Bridges (BEB), where
customer traffic is then encapsulated and tunneled through the network core infrastructure. Backbone
Core Bridges (BCB) do not have to learn any customer MAC addresses.

Provides a clear separation of customer traffic (between different customers and between the provider
network domain). Entry points for customer traffic are clearly defined on the participating BEBs.
Customer traffic is identified and associated with a specific service instance bound to the PBB
infrastructure.

Integration with Virtual Machine Network Profiles (vNPs) to support virtual machine (VM) discovery
and mobility.
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In This Chapter

This chapter provides an overview about how Shortest Path Bridging MAC (SPBM) works and how to
configure SPBM through the Command Line Interface (CLI). CLI commands are used in the
configuration examples; for more details about the syntax of commands, see the OmniSwitch AOS Release
8 CLI Reference Guide.

This chapter includes the following topics:

® “SPBM Parameter Defaults” on page 7-3.

® “SPBM Interface Defaults” on page 7-3.

o “SPBM Service Defaults” on page 7-4.

e “Shortest Path Bridging Overview” on page 7-5.

e “SPBM Pseudo-Wire (E-LINE Transparent) Service” on page 7-14.
® “Remote Fault Propagation for SPBM Services” on page 7-16.

® “IP over SPBM” on page 7-19.

® “SPB Over Shared Ethernet” on page 7-24.

* “SPB In-Band Management” on page 7-26.

e “Interaction With Other Features” on page 7-33.

® “Quick Steps for Configuring SPBM” on page 7-37.

e “Configuring SPBM” on page 7-40.

e “Configuring an SPB Pseudo-Wire Service” on page 7-66.

® “Configuring Remote Fault Propagation for SPBM” on page 7-69.
e “Configuring IP over SPB” on page 7-76.

® “Configuring SPB Over Shared Ethernet” on page 7-104.

* “Verifying the SPB Backbone and Services” on page 7-110.
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SPBM Parameter Defaults

Parameter Description

Command

Default

ISIS-SPB status for the switch.

spb isis admin-state

Disabled

Equal Cost Tree (ECT) ID number
for the backbone VLAN (BVLAN).

spb isis bvlan ect-id

1 or next available ECT ID
number on the local switch.

Control BVLAN for the switch.

spb isis control-bvlan

None

The BVLAN tandem multicast mode
(only applies to associated SPB
services running in tandem mode).

spb isis bvlan tandem-multicast-

mode

Source and Group (S, G)

Priority value for the ISIS-SPB
instance.

spb isis bridge-priority

32768

Wait time intervals, in milliseconds,
for shortest path first (SPF)
calculations.

spb isis spf-wait

maximum wait: 1000
initial wait : 100
second wait : 300

Wait time intervals, in milliseconds,

spb isis Isp-wait

maximum wait: 1000

for link state PDU (LSP) initial wait :0
transmissions. second wait : 300
Graceful restart status for the switch. spb isis graceful-restart Enabled
Graceful restart helper status for the spb isis graceful-restart helper Enabled
switch.
SPBM Interface Defaults
Parameter Description Command Default
SPB interface status spb isis interface Disabled
SPB interface time interval between spb isis interface hello-interval 9 seconds
each hello packet transmission.
SPB interface hello multiplier used  spb isis interface hello-multiplier 3
to determine hello packet hold time.
SPB interface link cost to reach the  spb isis interface metric 10

peer bridge.

SPB interface type (P2P or multiple
access).

spb isis interface type

Point-to-point (P2P)

SPB interface priority (applies only
to multiple access interfaces)

spb isis interface priority

64
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SPBM Service Defaults

By default, there are no SPBM service components configured for the switch. However, when a service is
created, the following default values apply:

Parameter Description Command Default

SPB service administrative status. service admin-state Disabled

SPB service multicast replication service multicast-mode Head-end

mode.

SPB service VLAN translation.  service vlan-xlation Disabled

SPB service maximum Not configurable at this time 9194

transmission unit (MTU) value.

SPB service statistics collection.  service stats Disabled

SPB service description. service description None.

Default profile automatically service access 12profile def-access-profile
applied to access ports.

Layer 2 profile that specifies how service 12profile def-access-profile:
control packets are processed on STP, GVRP, MVRP = tunnel
service access ports. 802.3ad = peer

802.1x, 802.1ab, AMAP = drop
CSCO PDU, VLAN, uplink = drop

VLAN translation for the service service access vlan-xlation Disabled

access port.

Service access point (SAP) service sap admin-state Enabled
administrative status.

SAP encapsulation. service sap 0 (untagged traffic).
SAP trust mode. service sap trusted Trusted

SARP statistics collection. service sap stats Disabled

SAP description. service sap description None
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Shortest Path Bridging Overview

The OmniSwitch implementation of Shortest Path Bridging (SPB) supports SPB MAC (SPBM) as defined
in the IEEE 802.1aq standard. SPBM is defined for use in Provider Backbone Bridge (PBB) networks as
specified in the IEEE 802.1ah standard.

SPBM provides a mechanism to automatically define a shortest path tree (SPT) bridging configuration
through a Layer 2 Ethernet network. SPBM Ethernet services use this configuration to encapsulate and
tunnel data through the PBB network. The following main components of the OmniSwitch
implementation of SPBM provide this type of functionality:

ISIS-SPB—A version of the Intermediate to Intermediate System (IS-IS) link state protocol that
supports SPB TLV extensions. SPBM uses ISIS-SPB to build sets of symmetric shortest path trees
(SPTs) between any SPB switch.

Provider Backbone Bridge (PBB) IEEE 802.1ah— Defines a MAC-in-MAC data encapsulation path
for PBB networks that is supported by SPBM.

Provider Backbone Bridge Network (PBBN)—A network comprised of Backbone Edge Bridges
(BEBs) and Backbone Core Bridges (BCB) that is used to interconnect Provider Bridge Networks
(PBN) with other networks.

Backbone Edge Bridge (BEB)—An SPB switch positioned at the edge of the PBB network that learns
and encapsulates (adds an 802.1ah backbone header to) customer frames for transport across the
backbone network. The BEB interconnects the customer network space with PBB network space.

Backbone Core Bridge (BCB)—An SPB node that resides inside the PBB network core. The BCB
employs the same BVLAN on two or more network ports. This BVLAN does not terminate on the
switch itself; traffic ingressing on an SPB network port is switched to other SPB network ports. As a
result, the BCB does not have to learn any of the customer MAC addresses. It mainly serves as a transit
bridge for the PBB network.

SPBM Service—An OmniSwitch Service Manager service configured on the BEBs. Each service
maps to a service instance identifier (I-SID) which is bound to a backbone VLAN. One backbone
VLAN can accommodate multiple I-SIDs.

Backbone VLAN (BVLAN)—A VLAN that serves as a transport VLAN for the SPBM service
instances and to connect SPB bridges together through SPT sets. Unlike standard VLANs, BVLANSs do
not learn source MAC addresses or flood unknown destination or multicast frames. Instead, BVLANSs
only forward on the basis of the forwarding database (FDB) as populated by the ISIS-SPB protocol.

The following diagram shows how SPBM uses the above components to tunnel customer traffic through a
Provider Backbone Bridge Network:
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o BVLAN 4000
o BVLAN 4001
#» BVLAN 4002
Figure 7-1 : SPBM Network Components

In this network,

The BEBs are SPBM capable (ISIS-SPB configured and enabled) and form a shortest path bridging
network that also includes the SPBM capable Backbone Core Bridges (BCBs).

Each bridge calculates a shortest path tree (SPT) for each BVLAN with itself as the root of each tree.

SPB Ethernet service instances identified by I-SIDs are created on each BEB. Each I-SID is associated
with a BVLAN ID. The BVLAN is configured on each bridge (BEB and BCB) in the backbone
network. However, the [-SID itself and the I-SID association with the BVLAN is only configured on
each BEB that will service customer traffic.

A Service Access Point (SAP) is configured on each BEB to identify the access port on which
customer traffic will enter the PBBN, the SPB service instance that will tunnel the traffic through the
network, and the type of customer traffic to forward (for example, only specific CVLAN IDs, untagged
traffic only, or all tagged traffic). Basically, the SAP binds access ports and the specified customer
traffic received on those ports to the service.

Layer 2 traffic from the connected edge networks enters the BEBs through access ports. The SAP
configuration on the receiving access port is applied to classify which frames are mapped to which
services, if any.

Classified traffic is then encapsulated into 802.1ah frames by the BEB before the frames are
transmitted through the backbone network.

The 802.1ah encapsulated frames are forwarded on the shortest path through the entire PBBN to reach
the intended destination BEB. The BCBs switch traffic based on the destination backbone MAC
address (BMAC)—bridge MAC address of the BEB—provided in the 802.1ah header and do not
process any [-SID information in the frame.
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SPBM Shortest Path Trees

The shortest path between two points is a straight line. Shortest Path Bridging (SPB) implements frame
forwarding on the shortest path between any two bridges in an Ethernet network. The shortest path trees
(SPTs) calculated by SPB provide the shortest and most efficient path to and from the intended
destination. SPTs are formed along the direct, straight-line links between switches to make up an overall
path through the topology that provides a robust, efficient direction for network traffic to travel.

The SPBM network topology consists of two layers:

¢ The backbone infrastructure (control plane) layer. ISIS-SPB builds the backbone layer by defining
loop-free, shortest path trees (SPTs) through the backbone network.

® The services (data plane) layer. The service layer is based on the Provider Backbone Bridging (PBB)
framework as defined in the IEEE 802.1ah standard. SPBM supports the 802.1ah MAC-in-MAC
method for data encapsulation. SPBM services transport the encapsulated traffic over the ISIS-SPB
infrastructure. (See “SPB Services” on page 7-11 for more information).

This section contains an example of ISIS-SPB operations in a small SPBM network. In addition to
describing how shortest path trees are created in the BVLAN domain, the flow of unicast and multicast
traffic through the network, this example also shows the benefits of using SPB over Spanning Tree for
VLAN traffic distribution.

Spanning Tree

The following diagram shows an example Provider Backbone Bridge (PBB) network with a single
backbone VLAN using the Spanning Tree protocol for network loop protection with the same path cost on
all links:

Bridge B
MAC: B, priority: 2

TN

SR T TITTPTTTTT— stastsssrssstssnaney 14—

Bridge A ' Bridge C
MAC: A, priority: 1 MAC: C, priority: 3

Bridge D
MAC: D, priority: 4

T

Figure 7-2 : Spanning Tree Topology

In this example, Bridge A is the Root bridge. As a result, customer traffic entering Bridge A would always
use the shortest path to reach every other bridge in the network. However, traffic entering Bridge D that is
destined for Bridge C must traverse the path through Bridge A to reach Bridge C, even though Bridge D is
directly connected to Bridge C. Clearly the path from Bridge D to Bridge C is not the shortest path in this

case.

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 page 7-7



Configuring Shortest Path Bridging Shortest Path Bridging Overview

ISIS-SPB

The IEEE 802.1aq standard for SPB specifies the use of the IS-IS link state protocol instead of Spanning
Tree to form sets of shortest path trees through the network. When SPB is used, each bridge is the Root for
all traffic entering that bridge. As a result, each bridge can provide the shortest path to every other bridge
in the network.

The bridging methodology needed to allow each bridge to serve as its own root bridge is enforced through
the use of SPB BVLANS. This type of VLAN does not learn customer MAC addresses or flood unknown
unicast and multicast traffic. In addition, network loops are mitigated through strict ingress checks based
on the source MAC address of frames received on the BVLAN (frames received from an unexpected
source are discarded).

SPBM uses an extended version of the IS-IS protocol that supports SPB (ISIS-SPB) to calculate the
SPBM network topology. In addition, the learning and propagation of source MAC addresses is handled
through the ISIS-SPB control plane, instead of through the data plane.

When calculating the SPBM network topology, ISIS-SPB must meet Layer 2 requirements to create
congruent and symmetric paths. To do this, SPBM supports 16 predefined Equal Cost Tree (ECT)
algorithms to break ties when two or more equal cost paths to the same destination are discovered. The
same ECT algorithm is configured for the same BVLAN ID on each SPB switch in the network to ensure
congruent, symmetric paths for the service traffic bound to that BVLAN.

Basically, to create a unicast tree, SPBM simply computes the shortest path from every bridge with each
bridge serving as the Root (as shown below) and populates the Layer 2 forwarding database (FDB) on the
SPB bridges with MAC addresses.
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Bridge B
MAC: B, priority: 2

ROOT, Bridge A \ D
MAC: A, priority: 1

Bridge C
MAC: C, priority: 3

Bridge D
MAC: D, priority: 4

@

ROOT, Bridge B
MAC: B, priority: 2

Bridge C
MAC: C, priority: 3

Bridge A
MAC: A, priority: 1

Bridge D
MAC: D, priority: 4

&)

Bridge B
MAC: B, priority: 2

Bridge C
MAC: C, priority: 3
C

Bridge A
MAC: A, priority: 1
A, B

ROOT, Bridge D
MAC: D, priority: 4

)

Bridge B
MAC: B, priority: 2

Bridge A D / ROOT, Bridge C
MAC: A, priority: 1 MAC: C, priority: 3

Bridge D
MAC: D, priority: 4

“@

Figure 7-3 : ISIS-SPB Shortest Path Calculations

The ISIS-SPB unicast trees shown in Figure 3 were built as follows:

1 Bridge A calculates the shortest path tree to Bridge B and then programs its FDB with MAC address B

on the link, as shown in (1).

2 Bridge A will then calculate shortest paths to Bridge C and Bridge D and programs the MAC addresses

according to the path computed.

3 All other bridges follow the same procedure (note that the actual computation is much more optimized
and the description here is only for illustration purposes).

4 The following traffic pattern for this example network is the result of the ISIS-SPB SPT calculations:
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i

Bridge B
MAC: B, priority: 2

MAC: A, priority: 1 \ / MAC: C, priority: 3

AD

Bridge D
MAC: D, priority: 4

T

Figure 7-4 : ISIS-SPB Topology

—>

As shown in Figure 4, all the backbone MAC (BMAC) addresses are learned by the switches when ISIS-
SPB converges. The path taken by each unicast flow (for example ABC, CBA) are reverse path congruent
and travel the shortest path through the network.

In the ISIS-SPB topology (Figure 4), the link between Bridge D and Bridge C carries traffic, whereas in
the Spanning Tree topology (Figure 3), this link is blocked. Although these examples are based on traffic
distribution for a single BVLAN, the ability to make all links in the topology available at all times is
especially advantageous in highly redundant, meshed networks.

Although the link between Bridge D and Bridge C is used in the ISIS-SPB topology, traffic flow is
relatively low in comparison to the other links. To make better use of this link, a second BVLAN could be
created and assigned a different ECT algorithm to trigger ISIS-SPB calculations of a separate set of SPTs
for the second BVLAN. This is similar to creating a new Multiple Spanning Tree (MST) instance in a
Spanning Tree topology to create a different tree and assigning a new VLAN to that instance.

Each ECT algorithm uses a different calculation to break ties when paths between SPB bridges are equal
cost. Another method to influence the SPT calculation is to modify the bridge priority for the switch or
change the link cost metric for the SPB interface connection between two switches.

Multicast Traffic

SPBM supports two methods for replicating and forwarding multicast traffic (or unknown destination
traffic) received from customer equipment: head-end replication and tandem replication.

* Head-end replication. Multicast traffic is replicated once for each receiver, encapsulated with the
BMAC address, and then sent as a unicast packet to each destination. This method is more suited for
networks where there is a low demand for multicast traffic.

¢ Tandem replication. Multicast traffic is replicated only where there is a fork in the SPT and each
branch has at least one receiver. Each multicast source bridge in the SPBM network is the root for a
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multicast distribution tree (MDT). An MDT is created per-source per-BVLAN and it is pruned
according to whether the SPB node is on the shortest path of a multicast transmitter and receiver. For
those MDTs that cross a given Backbone Core Bridge (BCB), that BCB needs to generate a multicast
forwarding table for each such MDT.

Multicast traffic originating from a bridge is encapsulated with a special multicast BMAC DA that
identifies the source of the traffic and then forwarded on the tree. Participating bridges that receive the
packet will then know the source of the traffic and will use the multicast forwarding information for
that source to switch the packet to the appropriate destination.

Head-end Tandem (S,G) Tandem (*,G)
Operation BUM traffic replicated BUM traffic forwarded BUM traffic forwarded
at ingress BEB and per the multicast FDB  using a shared, non-SP
forwarded and replicated as tree and replicated at
using the unicast FDB. needed at the SPT's fork-out points.
fork-out points.
Bandwidth efficiency Low High High
Resource efficiency High Low Medium
Congruency Yes Yes No
Suggested use * [ow multicast ® High multicast ® When root bridge is
bandwidth bandwidth source or receiver of
e Many sourcesand ® Few sources and most multicast
few receivers many receivers traffic and
congruency is not
required.

® When required to
interoperate with
third-party
equipment

Multicast Replication Modes and Suggested Uses

SPB Services

The SPBM network topology consists of two layers:

¢ The backbone infrastructure (control plane) layer. ISIS-SPB builds the backbone layer by defining
loop-free, shortest path trees (SPTs) through the backbone network (see “SPBM Shortest Path Trees”
on page 7-7 for more information).

® The services (data plane) layer. The service layer is based on the Provider Backbone Bridging (PBB)
framework as defined in the IEEE 802.1ah standard. SPBM supports the 802.1ah MAC-in-MAC

method for data encapsulation. SPBM services transport the encapsulated traffic over the ISIS-SPB
infrastructure.

The SPB service layer framework is comprised of the following components:

* Backbone Edge Bridge (BEB). An OmniSwitch is considered a BEB if the switch is SPB capable and
at least one service access point (SAP) and one SPB interface is configured on the switch. The BEB
marks the boundary between the customer network and the PBB network (PBBN).
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e Backbone Core Bridge (BCB). An OmniSwitch is considered a BCB if the switch is SPB capable and
no SAPs are configured but at least one SPB interface is configured on the switch to forward
encapsulated SPBM network traffic. Note that the requirement for configuring a BCB is based on
whether or not the network topology includes a transit bridge.

® Service Instance Identifier (I-SID). Configured only on a BEB, this component identifies a backbone
service instance that will tunnel the encapsulated data traffic through the PBBN between BEBs. The I-
SID is bound to a BVLAN ID and a Service Manager SPB service ID when the service is created.

® Access Port. A port or link aggregate configured as an SPB access port. This type of port is configured
on the BEBs and defines the point at which traffic from other provider networks or directly from
customer networks enters the PBBN. The access port is also associated with a Layer 2 profile that
specifies how to process protocol control frames received on the port

® Service Access Point (SAP)—A SAP is a logical service entity (also referred to as a virtual port) that
is configured on a BEB to bind an access port to an SPB service ID and specify the type of customer
traffic ((untagged, single-tagged, double-tagged, or all) to encapsulate and tunnel through the PBBN.

¢ SPB Interface (Network Port)—A port or link aggregate configured as an SPB interface that resides
on either a BEB or a BCB and connects to the backbone network. Network ports carry customer traffic
encapsulated in 802.1ah frames and are associated with all BVLANSs on the switch. Customer traffic
ingressing on a network port is switched to another network port (on BCBs) or to an access port (on
BEBs:).

Once the ISIS-SPB infrastructure and the SPB service-based architecture is defined, the following service
components are dynamically created by the OmniSwitch. No user-configuration is required.

¢ Service Distribution Point (SDP)—An SDP provides a logical point at which customer traffic is
directed from one BEB to another BEB. SDPs are used to set up distributed services, which consist of
at least one SAP on a local node, one SAP on a remote node, and an SDP binding the service on both
nodes.

¢ SDP Bind—An SDP binding represents the binding of an SPB service instance to an SDP. The SDP
then distributes the service connectivity to other BEBs through the ISIS-SPB shortest path trees.
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Sample SPBM Network Topology

The following diagram provides a sample SPBM network topology that shows how the SPBM service and
ISIS-SPB backbone layers work together to basically extend (or virtualize) customer traffic across a
Provider Backbone Bridge Network (PBBN):
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3. BCB-1 switches frame
based on the B-DA and
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SPT to BCB-1. BCB-4. BEB-2.

Figure 7-5 : Sample SPBM Network
In this sample SPBM topology:

® The packet flow for Customer A frames tagged with VLAN 10 is shown as a typical example. These
frames are mapped to an SPB service that represents a binding of I-SID 500 to BVLAN 4001. The path
for this binding is shown in green.

® An additional path, shown in blue, is for another SPB service that represents a binding of I-SID 501 to
BVLAN 4002. This provides an example of how adding an additional BVLAN and service
configuration to the topology can provide an alternate service path for other traffic from the same
customer or traffic from a completely different customer.

e SPB BVLAN 4001 and 4002 are created and assigned to ECT ID 1 and 2, respectively, on every
switch (BEBs and BCBs) in the topology. These BVLANS serve as the transport entity on which ISIS-
SPB builds the shortest path trees and SPB services tunnel data.

® The switch ports connecting each SPB switch with the next-hop SPB switch are configured as SPB
interface ports. This type of port is used to forward ISIS-SPB control packets and serves as a network
port for tunneling encapsulated traffic through SPB services.
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How

The service access points (SAPs) created on BEB-1 and BEB-2 determine which frames from
Customer A are accepted on the SAP port, where they are then encapsulated and mapped to the
associated service. Other SAPs exist on these switches for the other service path.

When a frame tagged with VLAN 10 ingresses on port 1/12, the frame is encapsulated in an 802.1ah
header. The header specifies the BMAC for BEB-1 as the B-SA, the BMAC for BEB-2 as the B-DA,
the SAP I-SID (500), and the SAP BVLAN (4001).

All other frames ingressing on SAP 1/12:10 that are not tagged with VLAN 10 are dropped, unless
there are other SAPs configured for that port that will classify those frames.

The encapsulated frame is then forwarded along the BVLAN 4001 shortest path tree (SPT) to BEB-2,
where the 802.1ah header is stripped off and the frame is forwarded to the appropriate destination port.

The entire process for encapsulating and tunneling customer frames is the same for frames ingressing
on port 2/1 of BEB-2 destined for BEB-1.

it Works

There is one instance of ISIS-SPB supported in the backbone topology. This instance is activated once
the BVLANSs and SPB interfaces are created and the administrative status of ISIS-SPB is enabled for
each switch.

When ISIS-SPB is administratively enabled on each switch, all the configured SPB interfaces start to
advertise Hello packets to discover and establish adjacencies with other SPB switches.

Once adjacencies are established, link state packets (LSPs) are generated with SPB-specific TLVs and
shortest path trees from each switch to all other switches are calculated.

Each SPB switch learns the backbone MAC (BMAC) address and associated BVLAN IDs of every
SPB switch in the network and stores that information in a local forwarding database. The BMAC
address is the bridge MAC address of the switch and is advertised by ISIS-SPB as the System ID.

ISIS-SPB then informs Service Manager of the reachability of the BMAC/BVLAN combinations. This
information is used to automatically create a service distribution point (SDP) between the same
BVLAN on each BEB.

When ISIS-SPB receives advertisement of a service instance identifier (I-SID) from a remote BEB that
matches an I-SID created on the local switch, the SDP (BMAC/BVLAN) of the remote BEB is bound
to the I-SID. The binding of a service to an SDP is referred to as a mesh SDP.

Basically, an SDP is a dynamically created logical entity that distributes service connectivity to other
BEBs through the ISIS-SPB shortest path trees. When customer frames are then classified into a
specific SAP, the frames are encapsulated and tunneled through the mesh SDP (service/SDP bind)
associated with that SAP.

For CLI configuration examples, see “Quick Steps for Configuring SPBM” on page 7-37.

SPBM Pseudo-Wire (E-LINE Transparent) Service

The OmniSwitch implementation of Shortest Path Bridging provides customers at various sites with a
multipoint-to-multipoint (E-LAN) connectivity solution. When an SPB backbone service instance (I-SID)
is created on a BEB, SDP tunnels are automatically created with other BEBs on which the same I-SID is
configured. This results in a full mesh of connectivity between the BEBs that provides any-to-any
connectivity for the service traffic on the I-SID. However, as the number of users increases, so does the
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number of MAC addresses that are dynamically learned to minimize the amount of traffic flooding in the
network.

To help reduce the use of system resources and prevent MAC address explosion, an SPB service can be
configured as a pseudo-wire type of service to provide a single point-to-point (E-LINE) connection
between two SAP attachment points. The attachment points to customer edge (CE) devices can be
between two local SAPs associated with the same service or between two SAPs across the SPB network,
as shown in the following diagram:

SPBM Backbone SPBM Backbone

[?III:::::II::I:::I::: wenl [?::::::::II::I:::I::: wenl

Local SAP Pseudo-Wire Connection Remote SAP Pseudo-Wire Connection

Figure 7-6 : Local and Remote SPB Pseudo-Wire Connections

An SPB pseudo-wire service reduces the number of customer MAC addresses learned and simplifies the
flow of user traffic, as follows:

® Packets are transparently forwarded (MAC addresses are not learned) between two local SAPs.

® Packets from one SAP are encapsulated and transparently forwarded out of the SPB service network
port.

® The encapsulation is removed from packets received from the SPB network port and are transparently
forwarded out of the SAP.

® MAC address learning is automatically disabled, since there is no forwarding decision to be made.
Packets entering one SAP attachment point will simply egress the other SAP attachment point of the
pseudo-wire unchanged.

¢ Flooding and replication is not necessary since only two virtual ports are involved (SAP to SAP for a
local service or SAP to a network port for the same service instance across the SPB backbone).

Note. When a pseudo-wire service connects two remote SPB nodes across the SPB backbone network, the
ISIS-SPB control protocol still advertises the I-SID of the pseudo-wire service to each node to maintain the
virtual connectivity between the two nodes.

For more information and configuration examples, see “Configuring an SPB Pseudo-Wire Service” on
page 7-66 and “SPB Pseudo-Wire Configuration Example” on page 7-67.
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Remote Fault Propagation for SPBM Services

When a point-to-point connection is emulated with a Layer 2 SPB service, it is necessary to propagate
connectivity faults from one end of the service tunnel to the other end. This allows a locally connected
device to detect a connectivity fault in the SPB service and take action (such as enable a redundant link or
send a trap) in response to the detected fault. Remote Fault Propagation (RFP) for SPB provides this type
of fault detection and propagation from one end of an SPB service to the other.

The RFP functionality is applied to the SPBM service (data plane) layer. Connectivity fault events are
propagated into an SPB Service Access Point (SAP). A SAP is associated with an SPB access port and a
service instance identifier (I-SID). When a SAP port goes down, the SAP port on the other end of the
service is also brought down. Without the RFP for SPB feature, the other end would continue to transmit
packets waiting for a response.

Ethernet OAM messaging is used to detect a failed condition and propagate the fault. An OAM Continuity
Check Message (CCM) is sent at specified intervals between SAPs to advertise the status of SAP
components (such as the SPB access port and I-SID information).

This implementation of RFP for SPB involves setting up the following components:

® An underlying SPB network infrastructure. RFP will monitor SPB access ports, which are bound to
SAPs. A SAP consists of an access port, SPB service ID, and an encapsulation value (the VLAN tags
that the SAP will process on the access ports).

® An RFP domain, which consists of local maintenance end points (MEPs) with remote end point lists
that are assigned to the same RFP domain ID.

— A local MEP defines the RFP domain parameters, such as the RFP domain ID, level, and CCM

interval. An ID number is assigned to the local MEP to identify the local switch as a participant in
an RFP OAM domain.

— A remote end point list identifies the SPB services to monitor and the remote end points (the MEP
IDs of remote switches) to which the status of the services is advertised. Configuring the remote end
point list of an RFP domain triggers the sending of CCM packets.

® A reserved Ethernet OAM domain to which the RFP domain is mapped. When the local MEP of an
RFP domain is configured, an OAM domain is automatically created based on the parameters specified
when the local RFP MEP was created.

The following diagram shows how RFP works in a sample SPBM network topology:
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Figure 7-7 : RFP in a Sample SPBM Network
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In this sample SPBM topology:

An RFP local MEP and a remote end point list are configured on each Backbone Edge Bridge (BEB).
Both are assigned to the same RFP domain ID on each BEB to identify the end points as participating
members of the RFP domain.

Each local MEP is assigned an ID number, which is used as the virtual UP MEP ID. In this example,
the virtual UP MEP 1D is 1 for BEB-1, 2 for BEB-2, 3 for BEB-3, and 4 for BEB-4.

Each remote end point list specifies the SPB services to monitor and the MEP IDs of remote BEBs to
which the status of the services is advertised. For example, the remote end point list on BEB-1 contains
the monitored SPB services and local MEP IDs for BEB-2, BEB-3, and BEB-4.

The remote end point list binds an SPB service ID to the RFP domain. The service ID is associated
with a service instance identifier (I-SID) and a SAP, which identifies the SPB service instance and
access port to monitor. For example, on the BEB-2 switch, the status of I-SID 1500 on access port 2/1
is monitored and advertised to BEB-1.

CCM packets transmitted on the RFP domain advertise I-SID and access port status information for the
local SAP. The SAP information to advertise is identified through the SPB service ID that is associated
with the RFP domain. For example, BEB-1 and BEB-2 both advertise the status of SAP port 1/1 and
SAP port 2/1 for I-SID 1500. The same SPB service ID is mapped to each of these SAPs, which means
the same [-SID is mapped to each of these SAPs.

When port 2/1 goes down on BEB-2, the service represented by [-SID 1500 stops transmitting. The
CCM packets transmitted between BEB-2 and BEB-1 detect and advertise the port down fault. This
causes BEB-1 to administratively down port 1/1 in response to the fault condition.

For an example of the CLI configuration for this sample deployment of RFP in an SPB network, refer to
the“RFP for SPB Configuration Example” on page 7-73.
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Customized CCM Packets

The CCM packets transmitted between RFP end points contain a proprietary OUI TLV that provides link
fault information for the SPB services that are monitored by the RFP domain. The following shows an
example of the proprietary TLV format:

OUI MAC == Alcatel OUI (3 octet)

Information about ISID, Portstate
Type =127 Length ISID 24 bit value (3 octet)
Port state (UP/STATE) (1 octet)

The above information is repeated if there are
multiple I-SIDs.

® OAM unicast CCM packets are sent without Provider Backbone Bridge (PBB) header encapsulation
across the SPBM network to each remote BEB device on the control B-VLAN.

¢ Only information related to the I-SID associated with the remote BEB is sent in the proprietary TLV.

®* OAM packets are filtered on the SPB SDP interfaces to capture only the CCM packets used for RFP
monitoring.

® Only CCM information will be processed for the related I-SID information on the receiving switch.

Fault Detection

Each BEB in the RFP domain will check the [-SID and port state information contained in the received
CCM packets.

e Ifany port state has transitioned from up to down, the local SAP port associated with the same I-SID is
also brought down as a port violation.

® When a CCM indicates that the downed port has transitioned back to an up state, the local port
violation is cleared.

e After a port violation is cleared, a 10 second timer is started to avoid bringing down the local ports
immediately. This allows for the scenario in which a port violation is manually cleared on one BEB
and by the time the violation is cleared on another BEB, a CCM packet from the other BEB is received
with SAP port down information.

* [fa BEB device goes down, the information about the BEB will time out on remote BEB devices after
3 multiplied by the value of the CCM interval (3*CCM interval value). For example, if the CCM
interval value is set to 100ms, a remote BEB will wait 300ms before timing out the information about
the BEB that went down. The local physical SAP access port mapped to the I-SID that timed out is
then brought down as well.

For more information and CLI configuration examples, see “Configuring Remote Fault Propagation for
SPBM” on page 7-69 and “RFP for SPB Configuration Example” on page 7-73.

For more information about Ethernet OAM, see Chapter 42, “Configuring Ethernet OAM.”
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IP over SPBM

The OmniSwitch implementation of SPBM provides L2 VPN capability that bridges L2 customer LAN
segments. Customer edge (CE) devices form peers and exchange routing information, as well as perform
the necessary IP forwarding. Then the SPBM BEBs bridge the already routed IP traffic across the SPBM
backbone.

In addition to L2 VPN, the OmniSwitch also provides an IP over SPBM capability that consolidates the
routing functionality of CE devices into the BEB devices. The Virtual Routing and Forwarding (VRF)
instances on different BEBs are tied together via backbone I-SIDs across the same SPBM backbone that is
used to support Layer 2 VPNs.

The OmniSwitch IP over SPBM solution supports two methods for combining L3 routing and L2 SPBM
in the same switch: VPN-Lite and L3 VPN.

Note. The term “IP over SPBM” refers to both IPv4 and IPv6 over SPBM. If there are any differences
between the implementation of IPv4 over SPBM and IPv6 over SPBM, an explicit reference to IPv4 or
IPv6 is made.

VPN-Lite

The VPN-Lite method provides a gateway between a regular SPBM service and a router within the same
OmniSwitch chassis. This solution provides a specific advantage in that it allows a single box to represent
two tiers in a typical fat-tree network, which is popular in data center deployments.

In addition, a VPN-Lite configuration can act purely as an L3 VPN when configured correctly. In this
mode, existing routing protocols can form adjacencies across the SPBM PBB network. To keep it purely
an L3 VPN, the administrator makes sure that no SPBM SAPs that can inject bridged flows are allowed to
attach to the I-SID designated for the specific VPN.

The VPN-Lite approach uses the SPBM network in the same way a VLAN is used for transporting L3
frames. Each BEB or host can inject frames into the I-SID as needed, and BEBs can decide to bridge or
route those frames based on their inner and outer destination MAC address.

L3 VPN (ISIS-SPB)

When the L3 VPN method is implemented, the OmniSwitch acts as an access or edge router to multiple
VRFs and connects these VRFs across an SPBM PBB network. Each VPN is identified by a local VRF
instance on each BEB and globally in the backbone by an I-SID in the PBB header. ISIS-SPB will import
and export routes from the local routing protocols running inside their respective VRFs. In essence, ISIS-
SPB is creating tunnels between BEBs through which routed frames are sent to reach their target
networks.

The OmniSwitch L3 VPN solution is based on the IETF drafts IP/IPVPN services with IEEE 802.1aq
SPB(B) networks and uses IS-IS TLVs to exchange routes between the BEBs that host the same VPN

services. This approach also gives an administrator the ability to build VPNs and extend them over an
SPBM core.
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L3 VPN Interface

An L3 VPN interface serves as an IP gateway to access remote networks and is required when using either
the VPN-Lite or L3 VPN method.

Supported L3 VPN Interface Options

The following available options for defining an L3 VPN interface are based on the switch platform.

Inline Routing Inline Routing External
Switch Service-Based Front-Panel Ports Loopback Cable
(Single Pass)  (Two Pass; No Cable) (Two-Pass)

OmniSwitch 6860 No No Yes
OmniSwitch 6860N* Yes No Yes
OmniSwitch 6865 No No Yes
OmniSwitch 6900 No No Yes
OmniSwitch 6900-V72/C32 No Yes Yes
OmniSwitch 6900-X48C6/ Yes No Yes
X48C4E/T48C6/V48C8/C32E*

OmniSwitch 9900 Yes No Yes

* The availability of switch resources (such as the number of Layer 3 interfaces, next hops, etc.) is reduced
to support service-based inline routing. See “L.3 VPN Interface: Inline Routing (Service-Based IP
Interface)” on page 7-78 for more information.

L3 VPN Interface: Inline Routing
The following methods for defining an L3 VPN inline routing interface are supported:

¢ Service based inline routing. This method processes encapsulated SPB and IP packets in a single-pass
through an IP interface that is bound to an SPB service. The L3 VPN interface is defined by
configuring an IP service-based interface within a VRF instance. This connects routes within the VRF
instance to an SPB service instance (I-SID).

* Front-panel port inline routing. This method utilizes front-panel ports to implement two-pass
processing of encapsulated SPB and IP packets. The L3 VPN interface is defined by configuring a
loopback port that will forward traffic between an SPB service and VLAN domain. Loopback ports can
also be combined into a static link aggregate.

Using the inline routing mechanism simplifies the configuration in that a physical cable is not required to
form an external loopback.

The following diagram shows a logical depiction of an inline routing configuration that defines an L3
VPN service-based interface:
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Figure 7-8 : L3 VPN Interface: Inline Routing (Service-Based IP Interface)

The following diagram shows a logical depiction of an inline routing configuration that defines an L3
VPN front-panel port interface:

Front-Panel Loopback Port 1/1/18 Front-Panel Loopback Link Agg 1
Service 10, SAP 1/1/18:400 Service 10, SAP 1:400
VLAN 400 w/10.10.10.1, router port 1/1/18 VLAN 400 w/10.10.10.2, router linkagg 1
: I . ISIS-SPB SPBM Backbone ISIS-SPB g I n
Port 1/1/1 ) Port 1/1/1
Customer 1 "Customer 1
Network A Network B
VRF-1 VRF-1

Figure 7-9 : L3 VPN Interface: Inline Routing (Front-Panel Ports)

L3 VPN Interface: External Loopback

External loopback is a two-pass processing mechanism that requires a physical cable to connect a regular
port to a service access port. The regular port is tagged with an IP interface VLAN; the service access port
is associated with an SPB Service Access Point (SAP). The VLAN-based IP interface serves as the L3
VPN interface.

A regular switch port or a static link aggregate can serve as a loopback port in an external loopback

configuration. In addition, multiple loopback port pairs are allowed and can be shared between different
VREFs.

An L3 VPN loopback interface configuration consists of the following components:
® An IP interface created in a specific VRF instance and bound to a VLAN ID.
® A regular switch port or link aggregate tagged with the IP interface VLAN.

® A service access port that is assigned to an SPB SAP. The SAP encapsulation is configured with the
VLAN ID that is tagged on the regular switch port or link aggregate.
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® A physical cable that connects the VLAN port with the service access port to form the loopback
configuration. The service access port handles Layer 2 bridging into the service domain and the VLAN
port handles the Layer 3 routing into the VLAN domain.

The loopback configuration connects a VRF to an SPB SAP and can carry traffic from different VRFs
tagged with different VLANS. The following diagram shows a logical depiction of an L3 VPN loopback

interface:
. ISIS-SPB SPBM Backbone ISIS-SPB
L3 VPN VLAN 400 SAP l/i/2:400 SAP-1/1/5:400 L3 VPN VtAN 400
L3 VPN IP Interface ~ Service 10 Service 10 L3 VPN IP Interface
Loopback Cable Loopback Cable
Customer 1 Customer 1
Network A Network B
VRF-1 VRF-1

Figure 7-10 : L3 VPN Interface: External Loopback

How it Works

This section describes the VPN-Lite and L3 VPN control and data plane operations in an IP over SPB
network configuration. Although both approaches use an L3 VPN interface configuration, they differ in
how routing protocol control packets are exchanged and processed to support IP over SPB.

VPN-Lite Control Plane Operations

When routing protocols or static routes are running on the L3 VPN interface, the interface can exchange
IP routes with other L3 VPN interfaces that are running the same routing protocols and are associated with
the same [-SID. By exchanging routes with other L3 VPN interfaces, VRFs on different BEBs can learn
remote networks from each other.

® Ifinline routing is used in this scenario, the routing protocol control packets are sent from the L3 VPN
interface and carried on SDPs into the SPBM backbone. The control packets received from the SPBM
backbone travel from SDPs to the VRF following the same process but in reverse.

* [fa physical loopback port configuration is used in this scenario, the routing protocol control packets
sent from the L3 VPN interface travel though the tagged VLAN port, enter the service access port,
where the packets are then distributed into different services by SAPs associated with the access port
and carried on SDPs into the SPBM backbone. The control packets received from the SPBM backbone
travel from SDPs to the VRF following the same process but in reverse.

L3 VPN Control Plane Operations

The ISIS-SPB support of the IPVPN TLV, IPv4 sub-TLV, and IPv6 sub-TLV provides a different method
for exchanging L3 routes between VRFs. Instead of running routing protocols on the L3 VPN interfaces,
IP routes are imported into ISIS-SPB from VRFs. ISIS-SPB then carries these routes in the TLVs through
the SPBM cloud to other SPBM BEBs. When ISIS-SPB receives IPVPN TLVs from the cloud, ISIS-SPB
will export the routes to the appropriate VRFs.
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The L3 VPN approach implements the importing and exporting of routes between ISIS-SPB and VRF
instances and the transport of these routes using the supported TLVs. The administrator does not have to
configure routing protocols on the L3 VPN interface. Implementing the L3 VPN approach requires careful
consideration to avoid routing loops.

VPN-Lite and L3 VPN Data Plane Operations

Data is moved in the same manner for both VPN-Lite and L3 VPN traffic, and the existing data plane
forwarding mechanisms for SPB and IP are used without modification:

® An L3 VPN interface serves as an IP gateway to access remote networks. The network administrator
has to ensure the IP subnet reachability of the L3 VPN addresses on the same SPBM I-SID.

e [Pv4 L3 VPN interfaces use dynamic ARP and I[Pv6 L3 VPN interfaces use neighbor discovery to
learn the MAC addresses of other L3 VPN interfaces and provide next-hop forwarding information to
the switch.

¢ [P data plane packets travel the same path as VPN-Lite control packets (see “VPN-Lite Control Plane
Operations” on page 7-22 for more information).

® Data in the SPBM cloud is encapsulated into the Provider Backbone Bridge (PBB) format (see “SPB
Services” on page 7-11 for more information).

For more information and configuration examples, see “Configuring IP over SPB” on page 7-76 and “IP
over SPB Configuration Examples” on page 7-84.
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SPB Over Shared Ethernet

By default, ISIS-SPB operates over point-to-point (P2P) links which allows only one adjacency on an SPB
network interface. However, an SPB network interface can be configured to allow multiple adjacencies to
form on the interface. This is particularly useful for extending an SPB backbone over a shared Ethernet
domain, such as a service provider network or even connect to another ISIS-SPB domain.

An SPB multiple access (multi-access) network interface is configured on SPB Backbone Edge Bridges
(BEBs) that connect directly to a shared network instead of to SPB Backbone Core Bridges (BCBs). Each
BEB forms ISIS-SPB adjacencies over the shared network with all the other BEBs on the multi-access
network interfaces.

Participating BEBs elect one of the multi-access network interfaces to serve as the Designated
Intermediate System (DIS). The DIS represents all of the multi-access links as a virtual SPB node
(pseudo-node).

Note. Software releases prior to AOS Release 8.7R1 do not process pseudo-node LSPs. As a result, SPB
nodes running such software may experience inconsistent connectivity to destinations beyond the shared
Ethernet network segment. If such network reachability is desired, those SPB nodes must be upgraded to
AOS Release 8.7R1.

The following diagram shows an example of an SPB backbone extended over a service provider network.

Access Ports |

BEB-2
SPB NNI
“Access Ports st fst ittt wea | SPENNI Servlil";vlsg‘;l?der T SPB NNI Csassessssaisisiasitt w e« | Access Ports
BEB-1 BEB-3
(DIS)
SPB NNI
oo

Access Ports 1
1
1

Figure 7-11 : SPB Backbone over a Service Provider Network

In order for the BEBs in this diagram to communicate, they need to form adjacencies with each of the
other BEBs over the service provider network. This is not possible with a P2P configuration, so each SPB
network interface port is configured as a multi-access LAN interface to allow multiple adjacencies to form
across the broadcast network domain.
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How it Works

The manner in which the SPB network backbone is built on multi-access interfaces is similar to how the
network backbone is built on P2P interfaces. However, there are some differences.

® Multi-access interfaces exchange LAN Intermediate System-to-Intermediate System Hello (IIH)
packets, which contain a priority value and a LAN ID (combination of System ID and a unique local
Circuit ID); information that is not needed in P2P IIH packets.

® During the LAN IS-IS Hello packet exchange, an election process is triggered to select a Designated
Intermediate System (DIS) for the LAN. Election of the DIS is based on the highest interface priority,
which can also be manually configured. In case of a tie, the router with the highest backbone MAC
address (BMAC) for that interface is elected as the DIS. This process is similar to how ISIS-IP
operates in a multi-access, broadcast network.

e After adjacencies are formed and the DIS is elected, link state packets (LSPs) are exchanged. To
ensure efficient LSP exchange and minimize bandwidth usage, all multi-access interfaces report their
adjacencies to the DIS.

® The DIS represents all of the multi-access links as a virtual SPB node (pseudo-node) to IS-IS by
generating a pseudo-node LSP. This type of LSP contains a list of all the switches connected to the
multi-access network, including the DIS, that comprise the virtual SPB node.

® The LSP database synchronization over multi-access links differs somewhat from how the database is
synchronized over P2P links as follows:

— P2P links synchronize the LSP database by sending a Complete Sequence Number PDUs (CSNP)
once when an adjacency is initialized and before LSP exchange begins. LSPs are then exchanged
over P2P links in a way that ensures that all LSPs sent over the link from one end to the other are
received.

— With multi-access links, the DIS is responsible for synchronizing the LSP database across the
shared network. On multi-access links, CSNPs are flooded periodically by the DIS to coordinate
database synchronization.

® The DIS pseudo-node LSP is used to calculate the shortest path tree over the multi-access links. The
regular LSP generated by each SPB node lists the pseudo-node as its neighbor on multi-access links;
the pseudo-node LSP lists all the other nodes as it neighbors on a multi-access link. As a result, the
shortest path between any two nodes on a multi-access link goes through the DIS.

e [SIS-SPB records a list of hops (SPB nodes) during the shortest path first (SPF) calculations from one
node to the other. However, the SPB pseudo-node is not counted in the list of hops, so it is not used as
a tie breaker for ECMP calculations.

To the rest of the network, the SPB multi-access links are seen as a virtual node that is defined and
represented by the DIS through pseudo-node LSPs. The following diagram provides a logical depiction of
how the SPB pseudo-node is interpreted by IS-IS with a DIS:
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Figure 7-12 : Network Interpretation of SPB Pseudo-Node

For more information and configuration examples, see “Configuring SPB Over Shared Ethernet” on
page 7-104 and “SPB Over Shared Ethernet Configuration Examples” on page 7-107.

SPB In-Band Management

In an SPBM network, Backbone Edge Bridges (BEBs) and Backbone Core Bridges (BCBs) can be
directly managed within the SPBM bridging domain by configuring a single IP interface on a Control
BVLAN. This avoids having to set up a separate VLAN domain to provide IP connectivity across the
SPBM domain.

In addition to configuring an IP interface on a Control BVLAN, use one of the following methods to
advertise the reachability of the management network to the SPB nodes:

— Configure static routes to route packets to destinations outside of the IP BVLAN subnet.

— Configure the redistribution of management network routes into ISIS-SPB at one or more BEBs that
connect to a management station. [SIS-SPB then advertises the management network routes, along
with the locally configured IP Looback( address and IP BVLAN address, to all SPB nodes in the
network.

The redistribution of management network routes into ISIS-SPB provides a simpler method for SPB in-
band management by not requiring the configuration of static routes on every SPB node.

A BEB that connects to a management station on the customer side is referred to as a manager BEB. A
managed SPB node is a BEB without management stations on the customer side or a BCB that does not
access the customer side. The manager BEB serves as a gateway to the management networks.

When a managed SPB node receives the advertised management network route information, the network
route and the IP LoobackO route are injected with the IP BVLAN address as the gateway into the
management VRF instance as SPB management (SPB-MGMT) routes. The managed SPB node then
knows how to reach the manager BEB. In turn, the managed SPB node advertises its LoopbackO address
along with the already received IP BVLAN address, so that the manager BEB knows how to reach the
managed SPB node.

The following diagram shows an example of advertising reachability to management networks, SPB
nodes, and remote switches by redistributing routes into ISIS-SPB.

® The management network routes are configured or learned on BEB-1 and BEB-3. The routes are then
redistributed into ISIS-SPB, which then propagates the management network route, the locally
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configured IP Looback( address, and the I[P BVLAN address in an LSP that is sent to all SPB nodes in

the network.

® The receiving SPB nodes send the advertised information to the management VRF routing table.
Persistent ARP entries are then added to map the sender’s system MAC address to the sender’s IP
BVLAN interface address. All SPB nodes can now be accessed by the management stations.

® [n addition, the route to a remote switch network is redistributed into ISIS-SPB on BEB-3 and then

propagated to all SPB nodes. The learned SPB-MGMT routes on BEB-3 can then be redistributed into

the remote network so that remote switches can also be managed.

Networks - Remote Switch
LoopbackO0: 10.0.0.0/24 30.0.0.254
IP BVLAN: 100.0.0.0/24 IP VLAN {Enaeassaasasasaens @ = ul!
Mgmt Station: 128.251.1.254/16 Network 30.0.0.1
Remote Network: 30.0.0.0/24 20.0.0.252
20.0.0. 3/
[tssichasesyzsssanzzes ..o BEB-2
100.0.0.2 | 10.0.0.2
10.0.0.1 [Patie e taasessess o o ] 10.0.03
100.0.0.5 BCB-1 10.0.0.5
BEB-1 [tgseisssssasiessasts o e al] Cassisssmsmiessanst oo o) BEB-3
20? 100.0.0.1 ‘ 100.0.0.3 20.0.0.2
ecessesesssss(w s all
20.0.0.254 100.0.0.6 BCB-2 10.0.0.6 20.0.0.253
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Mgmt Station 1 Mgmt Station 2 Mgmt Station 3
128.251.1.1 128.251.1.2 128.251.2.3

Figure 7-13 : SPB In-Band Management - Route Redistribution
In this sample SPB network configuration,
® On BEB-I, route 128.251.1.0/24 ->20.0.0.254 is installed and redistributed into SPB. BEB-1 then
advertises the following information to all of the other SPB nodes:
— Management network route 128.251.1.0/24.

— Loopback0 route 10.0.0.1/32.
— BVLAN IP address 100.0.0.1

e On BEB-3, route 128.251.2.0/24 ->20.0.0.253 is installed and redistributed into SPB. BEB-3 then
advertises the following information to all of the other SPB nodes:

— Management network route 128.251.2.0/24.
— Loopback0 route 10.0.0.3/32.
— BVLAN IP address 100.0.0.3
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® When the two BCBs and all the other BEBs receive the information advertised by BEB-1 and BEB-3,
the following occurs:
— SPB routes 128.251.1.0/24 ->100.0.0.1 and 128.251.2.0/24 -> 100.0.0.3 are installed.
— Routes 10.0.0.1/32 ->100.0.0.1 and 10.0.0.3/32 -> 100.0.0.3 are installed.
— Static ARP entries are added to map 100.0.0.1 to the system MAC address of BEB-1 and 100.0.0.3
to the system MAC address of BEB-3.

® To manage the switch on a remote network accessed through BEB-2,

— Route 30.0.0.0/24 ->20.0.0.252 is installed and redistributed into SPB.

— BEB-2 advertises the remote network route 30.0.0.0/24, the Loopback0 route 10.0.0.2/32, and the
BVLAN IP address 100.0.0.2 to all of the other SPB nodes.

— BEB-2 redistributes the learned SPB-MGMT routes into the remote network.

Configuring SPB In-Band Management
Consider the following guidelines when configuring SPB in-band management access:

® A single IPv4 interface can be configured on a Control BVLAN to provide in-band management access
in the SPBM domain. When creating an IPv4 interface for a Control BVLAN, consider the following:

— ISIS-SPB is the only protocol supported in the IP BVLAN domain for exchanging or advertising IP
routing information. No other routing protocol (including VRRP) is supported. However, SPB-
MGMT routes can be redistributed into dynamic routing protocols.

— The IP interface is considered operationally active when the underlying Control BVLAN becomes
operationally up and all the underlying configuration is considered valid.

— Multi-netting of IP interfaces on a BVLAN is not supported. Only one IP interface per Control
BVLAN is allowed.

— STP is not allowed on BVLANS, and all broadcast packets will be restricted on this IP interface. As
a result, explicit ARP/ND resolution is not supported. ISIS-SPB will provide the MAC-to-IP
address mappings to avoid broadcast packets in the SPBM backbone domain.

— The IP BVLAN domain will operate in IP unicast mode; IP Multicast is not supported.

® Any VRF instance can be used to redistribute management routes into ISIS-SPB. However, only one
VRF can be used and it must be the VRF where the management IP interface resides.

* SPB management route information is represented as the protocol SPB-MGMT, which is used as a
source and destination protocol for route redistribution. For example, ip redist spb-mgmt into ospf or
ip redist ospf into spb-mgmt. In addition, show commands used to verify IP routing information and
display SPB LSPs provide an spb-mgmt parameter or include SPB-MGMT information (see
“Verifying the In-Band Management Configuration” on page 7-30).

* SPB-MGMT routes are assigned a default route preference of 150, which is configurable using the ip
route-pref command. Make sure this value does not conflict with the route preference configured for
any other protocols.

Note. When using ISSU to upgrade the switch, ISSU will automatically change the SPB-MGMT route
preference to the next lowest value below 150 if there is a conflict with another protocol previously
configured with the same route preference value. After an ISSU upgrade, use the write memory command
to ensure any changes are retained.
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Sample Command Configuration

This section provides the sequence of commands used on each switch to configure in-band management
for the example shown in “SPB In-Band Management - Route Redistribution” on page 7-27.

BEB-1:

-> system name BEB-1

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1

-> spb isis bvlan 4002 ect-id 2

-> spb isis control-bvlan 4001

-> spb interface port 1/1/3

-> spb isis admin-state enable

-> ip interface bvlan-intf address 100.0.0.1 vlan 4001

-> ip interface Loopback0 10.0.0.1

-> ip static-route 128.251.1.0/24 gateway 20.0.0.254

-> ip route-map spb-mgmt-route sequence-number 10 action permit
-> ip route-map spb-mgmt-route sequence-number 10 match ip-address 128.251.1.0/24
redist-control no-subnets

-> ip redist static into spb-mgmt route-map spb-mgmt-route

-> ip route-pref spb-mgmt 155

BEB-2:

-> system name BEB-2

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1

-> spb isis bvlan 4002 ect-id 2

-> spb isis control-bvlan 4001

-> spb interface port 1/1/3

-> spb isis admin-state enable

-> ip interface bvlan-intf address 100.0.0.2 vlan 4001
-> ip interface Loopback0 10.0.0.2

-> ip redist ospf into spb-mgmt all-routes
-> ip redist spb-mgmt into ospf all-routes

BEB-3:

-> system name BEB-3

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1

-> spb isis bvlan 4002 ect-id 2

-> spb isis control-bvlan 4001

-> spb interface port 1/1/3

-> spb isis admin-state enable

-> ip interface bvlan-intf address 100.0.0.3 vlan 4001

-> ip interface Loopback0 10.0.0.3

-> ip static-route 128.251.2.0/24 gateway 20.0.0.253

-> ip route-map spb-mgmt-route sequence-number 10 action permit
-> ip route-map spb-mgmt-route sequence-number 10 match ip-address 128.251.2.0/24
redist-control no-subnets

-> ip redist static into spb-mgmt route-map spb-mgmt-route

-> ip route-pref spb-mgmt 155

BEB-4:

-> system name BEB-4
-> spb bvlan 4001
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-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1

-> spb isis bvlan 4002 ect-id 2

-> spb isis control-bvlan 4001

-> spb interface port 1/1/3

-> spb isis admin-state enable

-> ip interface bvlan-intf address 100.0.0.4 vlan 4001
-> ip interface Loopback0 10.0.0.4

BCB-1:

-> system name BCB-1

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1

-> spb isis bvlan 4002 ect-id 2

-> spb isis control-bvlan 4001

-> spb interface port 1/1/3

-> spb isis admin-state enable

-> ip interface bvlan-intf address 100.0.0.5 vlan 4001
-> ip interface Loopback0 10.0.0.5

BCB-2:

-> system name BCB-2

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1

-> spb isis bvlan 4002 ect-id 2

-> spb isis control-bvlan 4001

-> spb interface port 1/1/3

-> spb isis admin-state enable

-> ip interface bvlan-intf address 100.0.0.6 vlan 4001
-> ip interface Loopback0 10.0.0.6

Verifying the In-Band Management Configuration

Configuring a single IPv4 interface for an SPB Control BVLAN provides in-band management access to
the SPB domain. If the underlying configuration is not valid (more than one IP interface, the Control
BVLAN is not operational), the show ip interface command will display the “Operational State Reason”

as “invalid-cfg”. For example:

-> show ip interface bvlan-intf

Interface Name = spb-mgmt
SNMP Interface Index 13600003,
IP Address 11.0.0.47,
Subnet Mask 255.0.0.0,
Broadcast Address 11.255.255.255,
Device vlan 4000,
Encapsulation eth2,
Forwarding disabled,
Administrative State enabled,
Operational State down,
Operational State Reason invalid-cfg,
Maximum Transfer Unit 1524,
ARP Count 0,
Router MAC e8:e7:32:a4:63:21,
Local Proxy ARP disabled,
Primary (config/actual) no/yes
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ISIS-SPB generates static ARP entries that map the system MAC address to the Control BVLAN IP
address of the advertising manager BEB. The show arp command displays these entries with the ARP
flag set to “M” (Managed). For example:

-> show arp

Total 2 arp entries
Flags (P=Proxy, A=Authentication, V=VRRP, B=BFD, H=HAVLAN, I=INTF, M=Managed)

IP Addr Hardware Addr Type Flags Port Interface Name
———————————————— +--—t

100.0.0.1 e8:e7:32:1e:4c:88 STATIC M 1/1/3 w4001

100.0.0.3 e2:e7:32:1e:4b:f8 STATIC M 1/1/3 v4001

To verify the SPB-MGMT route redistribution configuration, use the show ip redist command. For
example:

-> show ip redist

Source Destination

Protocol Protocol Admin State Route Map
———————————— o
LOCAL4 OSPF Enabled auto-configure
STATIC4 SPB-MGMT Enabled spb-mgmt-route

OSPF SPB-MGMT Enabled none (all-routes)
SPB-MGMT OSPF Enabled none (all-routes)

To verify the route preference assigned to SPB-MGMT routes (default is 150), use the show ip route-pref
command. For example:

-> show ip route-pref

Protocol Route Preference Value
____________ +________________________

Local 1

Static 2

OSPF 110

ISISL1 115

ISISL2 118

RIP 120

SPB-MGMT 150

EBGP 190

IBGP 200

Import 210

SPB-MGMT route information is also included in the show ip router database and show ip routes
commands. For example:

-> show ip router database protocol spb-mgmt
Legend: + indicates routes in-use
b indicates BFD-enabled static route
i indicates interface static route
r indicates recursive static route, with following address in brackets

Destination Gateway Interface Protocol Metric Tag Misc-Info

———————————————— it e Rt ittt e
+ 128.251.2.0/24 20.0.0.253 bvlan-intf SPB-MGMT 11 0

-> show ip routes

+ = Equal cost multipath routes
Total 7 routes
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Dest Address Gateway Addr Age Protocol
—————————————————— -
1.1.1.1/32 1.1.1.1 4d 5h LOCAL
128.251.2.0/24 20.0.0.253 00:10:52 SPB-MGMT
20.0.0.0/8 20.0.0.1 4d 5h LOCAL
24.0.0.0/8 0.0.0.0 4d 5h STATIC
40.0.0.0/8 40.0.0.1 4d 5h LOCAL
44.0.0.0/8 20.44.44.44 4d 5h STATIC
127.0.0.1/32 127.0.0.1 4d 5h LOCAL

The learned SPB-MGMT routes are advertised in an SPB LSP under the TLV list heading “IPv4 Reach
Routes”. Use the show spb isis database command to display the LSP information. For example:

-> show spb isis database lsp-id 00d40.9501.084c.00-00

Legends : P = The Partition repair bit is set
ov = The overload bit is set
ATT = The Attach bit is set
Ll = Specifies a Level 1 IS type
L2 = Specifies a Level 2 IS type

SPB ISIS LSP Database:

LSP ID : 00d40.9501.084c.00-00 Level : L1
Sequence : 0x04 Checksum : Oxc7fl Lifetime : 763
Version 1 Pkt Type : 18 Pkt Ver HE
Attributes : L1 Max Area : 3
SysID Len HE) Used Len : 145 Alloc Len : 1492
TLVs
Area Addresses :

Area Address : (01) 00

Area Address : (03) 00.00.00
Supp Protocols :

Protocols : SPB
IPv4 I/F Addresses :

IPv4 Address : 100.0.0.1
IPv4 Reach Routes :

SPB-MGMT route : 10.0.0.1/32

SPB-MGMT route : 128.251.1.0/24
IS-Hostname :

Hostname : DUT1
TE IS Neighbors :

Neighbor : 00d0.9501.b89¢c SPB Metric 10 Num of Ports 1 Port-Id

0x120(1/3/32)
MT Capability
MT-ID : 0x0
SPB INSTANCE :
CIST Root-ID: 0x0 0x0
CIST Ext Root Path Cost: 0x00000000 Bridge Priority: 0x8000
SPSourceID: 0x0011084c (Auto) Number of Trees: 2
[#1 ] ECT-algo:0x0080c201 basevVid: 4001 spvVid: 0 usedByISID: 1(I-SID) mode:
1 (SPBM)
[#2 ] ECT-algo:0x0080c202 baseVid: 4002 spVid: 0 usedByISID: 0() mode: 1 (SPBM)
MT Capability
MT-ID : 0x0
SPB SVCID-UCAST-ADDR
B-MAC 00.d0.95.01.08.4c Base-VID 4001
[ISID# 1] 16776961 (T=1/R=1)

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 7-32



Configuring Shortest Path Bridging Interaction With Other Features

Interaction With Other Features

This section contains important information about Shortest Path Bridging MAC (SPBM) interaction with
other OmniSwitch features. Refer to the specific chapter for each feature to get more detailed information
about how to configure and use the feature.

Backbone VLANSs (VLAN Manager)

VLAN Manager CLI commands are used to create an SPB backbone VLAN (BVLAN). Although a
BVLAN is created in a similar manner as a standard VLAN, BVLANSs differ from standard VLANSs as
follows:

® No Spanning Tree control—the Spanning Tree protocol is automatically disabled on each BVLAN and
all ports associated with each BVLAN will remain in a forwarding state. However, Spanning Tree can
remain operational on other types of VLANS.

® No source MAC address learning—normal hardware learning is disabled on BVLANS. Instead, the
forwarding database (FDB) is populated by the ISIS-SPB protocol.

® There is no flooding of unknown destination or multicast frames.

® Ingress filtering based on the source MAC address—frames received on ports that do not have an
incoming source MAC address pre-programmed by ISIS-SPB are discarded.

® [P interfaces are not supported on BVLANS, except for the Control BVLAN to provide in-band
management support for the SPB domain.

Automatic Fabric BVLANSs

In previous releases, Automatic Fabric created 16 BVLANS during the SPB discovery phase. The current
implementation creates 4 BVLANs. When upgrading from a previous release or using an SPB network
with some switches running the current release and others running a previous release, pruning unused
BVLANS is recommended to improve SPB scalability and convergence time. Refer to “SPB Network
Scalability and Convergence” on page 7-42 for more information.

IP Multicast Switching

In a networking environment where IP multicast traffic is used, destination hosts signal their intent to
receive a specific [P multicast stream by sending an Internet Group Management Protocol (IGMP) request
to a nearby switch. This process is referred to as IGMP Snooping. The switch then learns on which ports
multicast group subscribers are attached and can intelligently deliver traffic only to the respective ports.
The OmniSwitch implementation of IGMP Snooping is called IP Multicast Switching (IPMS).

IGMP Snooping for SPB services is essentially the same. An SPB Backbone Edge Bridge (BEB) will
apply the logic of IGMP Snooping on a per-service basis to limit the traffic going out of each Service
Access Point (SAP) port, as well as limit traffic going out across each backbone port. The SPB bridge will
monitor the IGMP queries and requests from SAPs and Service Distribution Point (SDP) ports (also
referred to as network virtual ports) to build the stream membership association logic and timing in the
same manner as is done on a standard IGMP Snooping bridge.

When traffic arrives on a SAP port, the switch will examine the packet to see if there are any known
receivers. If there are any such receivers, then only ports (including network virtual ports) will have a
copy of that frame sent on them. When traffic arrives from the core on a network virtual port, the same
logic is applied so that a copy of the frame is only sent out on a port where a listener has requested
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membership to the stream. However, traffic from the core is never sent back into the core (split horizon
protection).

IPMS is configurable in both the VLAN and service domains. Enabling IPMS functionality specifically
for SPB services is required to activate IGMP Snooping in an SPB network. See the “Configuring IP
Multicast Switching” chapter in the OmniSwitch AOS Release 8 Network Configuration Guide for more
information.

Link Aggregation

® Both static and dynamic link aggregates are configurable as SPBM service access ports and as SPBM
network interfaces.

* Note that a link aggregate must consist of all access ports or all network ports. SPBM functionality is
not supported on link aggregates that consist of a mixture of SPBM ports and standard switch ports.

® When creating a link aggregate that will serve as an SPBM service access port or network interface,
specify the Tunnel Protocol hashing option for the aggregate. This will ensure that hashing is done on
the payload of encapsulated SPB packets. See the “Link Aggregation Commands” chapter in the
OmniSwitch AOS Release 8 CLI Reference Guide for more information.

OAM

® OAM support per the IEEE 802.1ah standard for Provider Backbone Bridging (PBB) is applied at the
customer VLAN (CVLAN) and the backbone VLAN (BVLAN) level. Support at the service instance
(I-SID) level is provided through Remote Fault Propagation on SPB.

® The OmniSwitch Ethernet OAM feature is required to support RFP for SPB. When an RFP local end
point is created on the switch, the following reserved maintenance domain and maintenance association
is created:

— RFP_OVER SPB DOMAIN LEVELx (where x is the level number specified when a local RFP
end point is created)

— RFP_OVER_SPB_ASSOCIATION

¢ In addition, the OmniSwitch proprietary Layer 2 ping and traceroute features are available to
troubleshoot CVLAN and BVLAN domains, including an I-SID check.

Quality of Service (QoS)

¢ The priority assignment of a user frame is determined at an access point. A Service Access Point (SAP)
on an SPB access port can be configured as trusted or un-trusted. If a SAP is configured as trusted,
then internal priority for ingress traffic on that SAP is derived from tagged or NULL tagged ingress
packet priority or from default port priority if ingress packet is untagged. If a SAP is untrusted then
internal priority can be configured by the user.

® In the case of an inline routing configuration, for traffic ingressing through SAP ports and destined to
the switch, QoS may not be applied.

® QoS performs the following actions on ports configured as access ports:
— Access ports are automatically trusted and the default classification is set to 802.1p.
— The trust status and classification are not user-configurable on access ports.

— All QoS CLI configuration is blocked on access ports.This includes physical ports and ports that are
members of a link aggregate.
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— Untagged L2 control packets (such as BPDU, GVRP, AMAP) are tunneled (if enabled) through the
SPB domain with the priority value set to 0. Trusted and untrusted SAPs configured on access ports
will not affect the priority assignment for Layer 2 control packets.

® QoS priority (802.1p) is applied as follows to trusted and untrusted SAPs:

SAP Configuration Allowed Configuration

Tagged (VLAN 1-4094) Trusted Tagged traffic priority derived from tags.

Untrusted Tagged traffic priority configured by user.

QinQ (outer VLAN 1-4094)  Trusted Tagged traffic priority derived from outer tags.

Untrusted Tagged traffic priority configured by user.

Wild Card Trusted Tagged traffic priority derived from tags.
Untagged traffic Port default (PRI 0).

Untrusted Tagged/ traffic priority configured by user
Untagged Trusted Untagged Traffic Port default (PRI 0)

Untrusted Priority configured by user.

— By default, a SAP is trusted with best effort priority (0).

— A SAP can be dynamically changed to trusted/untrusted without administratively taking down the
SAP.

— A SAP priority may only be set when a SAP is untrusted.

— When a SAP is changed from untrusted to trusted, any previously assigned priority is reset with best
effort priority (0).

— A trusted SAP that defines a double-tagged encapsulation (QinQ) will use the outer VLAN tag to
determine the priority of the frame.

® Priority handling at the edge and core components of an SPBM topology:

— On a ingress Backbone Edge Bridge (BEB), a frame is classified to a SAP. The internal priority is
determined based on the QoS settings of the SAP (for example, trusted vs. untrusted, default
priority). This internal priority is mapped to the backbone VLAN (BVLAN) tag of the tunnel
encapsulation.

— The Backbone Core Bridge (BCB) acts as a Layer 2 device that switches the frame across ingress to
egress ports in the BVLAN domain. The BVLAN tag is used to determine the internal priority
queue on the egress port where the frame is enqueued.

— On an egress BEB, the internal priority is determined from the BVLAN tag. The frame is de-
encapsulated and enqueued to the egress queue(s) of the access port(s) based on this internal
priority.

Universal Network Profiles (UNP)

Integration with Virtual Machine Network Profiles (vNPs) to support device discovery and mobility. The
UNP feature supports two types of profiles: VLAN and service. A service profile can be configured to
classify traffic for SPB or VXLAN tunneling.

The OmniSwitch supports both a VLAN and service domain for traffic classification.

® The VLAN domain is identified by a VLAN ID. In the VLAN domain, each VLAN is accessed
through a physical port. Each physical port can have more than one VLAN attached. UNP VLAN
classification associates a MAC address to a specific VLAN on a physical UNP bridge port.
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® The service domain is identified by one of the following:

— A Shortest Path Bridging (SPB) service instance identifier (I-SID), which is associated with a
Service Manger service ID to represent a virtual forwarding instance (VFI).

— A VXLAN Network Identifier (VNI), which is associated with a Service Manager service ID to
represent a VFI.

In the service domain, each VFI is accessed through a virtual port, referred to as a Service Access Point
(SAP). UNP service classification associates a device MAC address to a SAP.

Dynamic Service Access Points

A UNP service profile can trigger the dynamic creation of a SAP when traffic received on a UNP access
port is classified and assigned to that profile. If the service (SPB or VXLAN) that the SAP is associated
with does not exist, the service is also dynamically created.

Allowing incoming traffic to trigger dynamic SAP creation reduces the amount of manual configuration
required. In addition, no other protocols are required on the switch or host device to support this
functionality.

UniDirectional Link Detection (UDLD)

UDLD protocol control frames (destination MAC address is 01:00:0c:cc:cc:cc) are processed as follows:

User Access Network Port Network Port

UDLD Status Legacy

Port (Tagged) (Untagged)
Globally disabled tunnel tunnel discard tunnel
Globally enabled tunnel tunnel discard drop
Enabled on port peer tunnel peer peer

VRF

IP over SPB uses Virtual Routing and Forwarding (VRF) instances to exchange routes with I-SIDs. This is
accomplished via the Global Route Manager (GRM). VRF routes are exported to the GRM table and
imported into I-SIDs; I-SID routes are exported to the GRM table and imported into VRFs.

® A binding is created between a VRF and the I-SIDs to identify which I-SIDs will export routes to the
GRM for the specified VRF (see “Configuring IP over SPB” on page 7-76 for more information).

® The ip import command has an optional isid parameter that notifies GRM to import the routes from
the specified I-SID into the requesting VRF.

DHCP Snooping

DHCP Snooping is not supported in SPB services domain.
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Quick Steps for Configuring SPBM

This section provides a quick tutorial for configuring the SPBM network backbone (control plane) and the
service encapsulation path (data plane). The Command Line Interface (CLI) commands provided in this
section are used to configure the “Sample SPBM Network Topology” on page 7-13.

Quick Steps for Configuring the SPBM Backbone

The following quick steps are used on each switch in the SPBM backbone that will participate in the
“Sample SPBM Network Topology” on page 7-13. This includes both edge and transit (core) switches.

1 Use the system name command to assign a unique system name to each SPB switch in the domain.

-> system name BEB-1
-> system name BEB-2
-> system name BCB-1
-> system name BCB-2
-> system name BCB-3
-> system name BCB-4
-> system name BCB-5
-> system name BCB-6

2 Use the spb bvlan command to create BVLANSs 4001 and 4002 on each switch (edge and core
switches) that will participate in the SPBM topology.

-> spb bvlan 4001
-> spb bvlan 4002

3 Use the spb isis bvlan ect-id command to change the equal cost tree (ECT) algorithm ID for the
specified BVLAN, if necessary, to make sure that the same ECT ID is assigned to the same BVLAN ID
on each switch (edge and core switches) in the SPBM topology.

-> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2

4 Use the spb isis control-bvlan command to designate one of the BVLANSs on each SPB switch (edge
and core switches) as the Control BVLAN for the SPB instance. The Control BVLAN is used to exchange
ISIS-SPB control packets with neighboring SPB switches.

-> spb isis control-bvlan 4001

5 Use the spb isis interface command to configure a port or link aggregate as an SPB interface. This
type of interface sends PDUs to detect neighboring SPB switches and form adjacencies and also serves as
a network port that is used to carry encapsulated service traffic through the SPBM backbone network.

-> spb isis interface port 1/1-4
-> spb isis interface port 1/1-3

In the “Sample SPBM Network Topology” on page 7-13, ports 1/1-4 are configured as SPB interfaces on
the core switches (BCB-1, BCB-2) and ports 1/1-3 are configured as SPB interfaces on all other switches.

6 Use the spb isis admin-state command to enable the SPB instance for the switch. Enabling ISIS-SPB
on the switch triggers the transmission of hello packets from the SPB interfaces, which starts the process
of defining the SPB infrastructure and calculating the shortest path trees (SPTs) through the topology.

-> spb isis admin-state enable
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Quick Steps for Configuring SPB Services

The following quick steps use the OmniSwitch Service Manager commands to configure the logical
entities that comprise the SPB services in the “Sample SPBM Network Topology” on page 7-13.

1 Use the service access command to configure a port or link aggregate on which customer traffic is
received as an SPB service access port.

-> service access port 1/12
-> service access port 2/1

2 Use the service spb command to create an SPB service and associate that service with a backbone
service instance identifier (I-SID) and BVLAN.

-> service 1 spb isid 500 bvlan 4001 admin-state enable
-> service 2 spb isid 501 bvlan 4002 admin-state enable

3 Use the service sap command to create a service access point (SAP) by associating an SPB service
with SAP ID. A SAP ID is comprised of a port or link aggregate and an encapsulation value that identifies
the customer traffic to associate with the service.

-> service 1 sap port 1/12:10 admin-state enable

-> service 1 sap port 2/1:10 admin-state enable

-> service 2 sap port 1/12:0 admin-state enable
2

-> service sap port 2/1:all admin-state enable

In this example,

e SPB service 1 (I-SID= 500, BVLAN=4001) is assigned to SAPs 1/12:10 and 2/1:10. Traffic received
on the SAP access ports (1/12, 2/1) that has an outer tag (customer VLAN tag) equal to 10 is mapped
to SPB service 1.

® SPB service 2 (I-SID=501, BVLAN=4002) is assigned to SAPs 1/12:0 and 2/1:all. All tagged traffic
(except for VLAN 10 tagged traffic, which is mapped to service 1) and untagged traffic received on the
SAP access ports (1/12, 2/1) is mapped to SPB service 2.

Sample Command Configuration

This section provides the sequence of commands used on each switch to configure the “Sample SPBM
Network Topology” on page 7-13. Note that the SPBM backbone is configured on every switch first, then
the SPBM service architecture is configured second. Following this order of configuration is highly
recommended to ensure proper switch participation in ISIS-SPB adjacencies and shortest path tree
calculations.

SPBM Backbone Commands

The system name and Shortest Path Bridging (spb) commands are used to configure the SPBM backbone
infrastructure for the sample topology, as shown:

BEB-1 BEB-2 BCB-1

-> system name BEB-1 -> system name BEB-2 -> system name BCB-1

-> spb bvlan 4001 -> spb bvlan 4001 -> spb bvlan 4001

-> spb bvlan 4002 -> spb bvlan 4002 -> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1 -> spb isis bvlan 4001 ect-id 1 -> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2 -> spb isis bvlan 4002 ect-id 2 -> spb isis bvlan 4002 ect-id 2
-> spb isis control-bvlan 4001 -> spb isis control-bvlan 4001 -> spb isis control-bvlan 4001
-> spb interface port 1/1-3 -> spb interface port 1/1-3 -> spb interface port 1/1-4

-> spb isis admin-state enable -> spb isis admin-state enable -> spb isis admin-state enable
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BCB-2

-> system name BCB-2

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2
-> spb isis control-bvlan 4001
-> spb interface port 1/1-4

-> spb isis admin-state enable

BCB-3

-> system name BCB-3

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2
-> spb isis control-bvlan 4001
-> spb interface port 1/1-3

-> spb isis admin-state enable

BCB-+4

-> system name BCB-4

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2
-> spb isis control-bvlan 4001
-> spb interface port 1/1-3

-> spb isis admin-state enable

BCB-5

-> system name BCB-5

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2
-> spb isis control-bvlan 4001
-> spb interface port 1/1-3

-> spb isis admin-state enable

BCB-6

-> system name BCB-6

-> spb bvlan 4001

-> spb bvlan 4002

-> spb isis bvlan 4001 ect-id 1
-> spb isis bvlan 4002 ect-id 2
-> spb isis control-bvlan 4001
-> spb interface port 1/1-3

-> spb isis admin-state enable

SPBM Service Commands

The Service Manager (service) commands are used to build the SPBM services architecture for the sample
topology, as shown. Note that services are only configured on designated BEB switches.

BEB-1
-> service access port 1/12

->service 1 spb isid 500 bvlan 4001

-> service 2 spb isid 501 bvlan 4002

->service 1 sap port 1/12:10 admin-state enable
-> service 2 sap port 1/12:0 admin-state enable
->service 2 sap port 1/12:all admin-state enable

BEB-2

-> service access port 2/1
->service 1 spb isid 500 bvlan 4001
-> service 2 spb isid 501 bvlan 4002

->service 1 sap 2/1:10 admin-state enable
-> service 2 sap 2/1:0 admin-state enable
-> service 2 sap 2/1:all admin-state enable
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Configuring SPBM

Configuring the SPBM backbone and service layers requires several steps. These steps are outlined here
and further described throughout this section. For a brief tutorial on configuring SPBM, see “Quick Steps
for Configuring SPBM” on page 7-37.

Configure the SPBM Backbone (1SIS-SPB)

Only switches that are SPB capable can participate in the SPBM network topology. The following
configuration steps are required to make an OmniSwitch an SPB-capable node:

1 Create a BVLAN. The BVLAN provides the foundation of the SPBM infrastructure. A BVLAN is
associated with an equal cost tree (ECT) algorithm ID and an SPB service instance ID that is used to carry
customer traffic through the backbone network. See “Backbone VLANS” on page 7-41.

2 Configure SPB interfaces. An SPB interface is associated with each BVLAN that is configured on the
switch. At the ISIS-SPB level, this type of interface sends and receives ISIS Hello packets and link state
PDU (LSP) to discover adjacent SPB switches and calculate the shortest path trees through the SPBM
network topology. At the services level, the SPB interfaces serve as network ports that are used to carry
encapsulated customer traffic through the network. See “Configuring SPB Interfaces” on page 7-45.

3 Configure global ISIS-SPB parameters. In addition to enabling/disabling the ISIS-SPB instance for
the switch, global configuration includes settings such as a system name for the switch, global bridge
parameters, and various wait time intervals. When ISIS-SPB is enabled for the switch, default settings for
these global bridge parameters and wait time intervals are active. It is only necessary to change these
values if the default settings are not sufficient. See “Configuring Global ISIS-SPB Parameters” on

page 7-48.

For more information about SPBM commands, see Chapter 9, “Shortest Path Bridging Commands,” in the
OmniSwitch AOS Release 8 CLI Reference Guide.

Configure SPBM Services

The OmniSwitch Service Manager application is used to configure the services layer of the SPBM
network topology. A service is defined by a specific set of logical entities that are configured only on the
backbone edge bridges (BEBs) of the network. The following configuration steps are required to define a
service-based architecture for an SPBM network:

1 Create an SPBM service. A Service Manager service ID is associated with a BVLAN, a backbone
service instance identifier (I-SID), and a service access point (SAP) to identify the customer traffic that the
service will tunnel through the provider network. See “Creating an SPB Service” on page 7-53.

2 Configure access (customer-facing) ports. One or more access ports are associated with a service
access point (SAP) to identify to the service which ports will receive customer traffic that the service will
process for tunneling through the provider network. When an access port is associated with a SAP, the
SAP parameter attributes are applied to traffic received on the access port. See “Configuring Service
Access Ports” on page 7-58.

3 Define access port profile attributes. A default Layer 2 profile is automatically assigned to an access
port at the time the port is configured as an access port. This profile determines how control frames
received on the port are processed. It is only necessary to configure a Layer 2 profile if the default
attribute values are not sufficient. See “Configuring Layer 2 Profiles for Access Ports” on page 7-60.

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 7-40



Configuring Shortest Path Bridging Configuring SPBM

4 Configure an SPB service access point (SAP). A SAP binds an SPB service to an access (customer-
facing) port and defines which customer traffic to tunnel through the service. Each SAP is associated to
one service name, but a single service can have multiple SAPs to which it is associated. See “Configuring
Service Access Points (SAPs)” on page 7-57.

To define a Remote Fault Propagation (RFP) domain to monitor SPB services, see “Configuring Remote
Fault Propagation for SPBM” on page 7-69.

For more information about Service Manager commands, see Chapter 10, “Service Manager Commands,”
in the OmniSwitch AOS Release 8 CLI Reference Guide.

SPB Configuration Guidelines

Configuring an SPBM network topology involves setting up two layers of functionality: the ISIS-SPB
backbone infrastructure and the Provider Backbone Bridge (802.1ah) services layer for MAC-in-MAC
encapsulation. Review the guidelines in this section before attempting to configure the various
components of the SPBM infrastructure and services.

ISIS-SPB

This implementation of the ISIS-SPB protocol supports only a single topology with a multi-topology
identifier (MT-ID) of zero.

® The ISIS-SPB protocol instance is independent of IP IS-IS, or other network layer protocol identifiers
(NLPIDs) riding in the same IS-IS implementation. However, ISIS-SPB and IP IS-IS can coexist on
the same switch.

¢ [SIS-SPB interfaces, link state packet databases (LSPDB), and forwarding information are all created
and maintained within the single ISIS-SPB instance.

e [S-IS Level 1 point-to-point adjacencies are supported; Level 2 is not supported at this time.

* SPB interfaces are associated with a link metric cost that is configurable, thus providing the ability to
change the logical topology created by the ISIS-SPB instance. However, if different metric values are
configured on each side of a link, ISIS-SPB will choose the higher-valued one as the metric to use for
both sides. This is necessary to enforce the symmetry of SPT calculations in both directions across the
link.

® Enabling SPB for the switch automatically triggers the transmission of Hello packets from the SPB
interfaces, thus starting the process of discovery and forming adjacencies to build shortest path trees.

Backbone VLANSs

® The backbone VLAN (BVLAN) configuration must be the same on each SPB switch within the PBB
network.For example, if BVLAN 10 with an ECT ID of 1 is configured on one switch, then BVLAN
10 with an ECT ID of 1 must exist on all other SPB bridges in the network to ensure proper calculation
of the ISIS-SPB shortest path trees through the backbone.

* In most cases, one BVLAN is sufficient for virtualizing traffic through the network backbone.
However, configuring more than one BVLAN provides alternate routes for tunneling customer traffic.
This can also provide a form of load balancing by distributing traffic over different BVLAN segments.

® [f more than one BVLAN is needed, configure each BVLAN with a different ECT algorithm ID. For
example, if two BVLANs (BVLAN 4001 and BVLAN 4002) are needed for a specific SPBM
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topology, then create BVLAN 4001 with ECT ID 1 and BVLAN 4002 with ECT ID 2 on each switch
that is going to participate in the topology.

Notes:

® When adding another BVLAN to an existing SPBM topology instance, create the new BVLAN and its
associated ECT ID on every switch first, then configure the SPB service association for the BVLAN.
Creating SPB services before the BVLAN configuration is complete on all switches can cause
problems with forming adjacencies or may even cause an SPB switch to drop existing adjacencies.

® Limiting the number of BVLANS to a maximum of four is highly recommended to improve SPB
network scalability and convergence time.

® All encapsulated traffic within the BVLAN domain is unicast with resolved source and destination
BMAC addresses. Frames received on BVLAN ports that do not have an incoming source MAC
address pre-programmed by ISIS-SPB are discarded.

SPB Network Scalability and Convergence

Typically, the number of BVLANS configured is determined by the number of ECT paths required.
Although multiple BVLANSs can be created, it is highly recommended to limit the number BVLANS to a
maximum of four. Doing so reduces the scale of address updates across the control plane and improves
network scalability, stability, and convergence.

If there are more than four BVLANS configured in the SPB network, the number of BVLANSs can be
reduced by removing unused BVLANS and, if necessary, consolidating SPB services that are distributed
across more than four BVLANS.

Removing Unused BVLANSs

Removing unused BVLANS is not a local task that is done on just one specific switch, as a BVLAN is
configured on all participating SPB switches in the network. To remove a BVLAN, first check to see if the
BVLAN is idle or active. This is done by checking to see if the BVLAN is attached to an SPB service.

If the BVLAN is attached to a service on the local switch or through any other switch in the network, it is
considered active and cannot be deleted. The service attachment does not have to be to the local BVLAN
ID. It can be to the same BVLAN ID on any other SPB switch.

To check whether a BVLAN is active or idle, use the show spb isis bvlans command. For example:

-> show spb isis bvlans
SPB ISIS BVLANS:

Services Num Tandem Root Bridge
BVLAN ECT-algorithm In Use mapped ISIDS Multicast (Name : MAC Address)
——————— f—————
4000 00-80-c2-01 YES YES 1 SGMODE
4001 00-80-c2-02 YES YES 1 SGMODE
4002 00-80-c2-03 NO NO 0 SGMODE
4003 00-80-c2-04 NO NO 0 SGMODE

BVLANs: 4

If a “YES” appears in the “In Use” column, a service is attached to the BVLAN ID. Because this is a
network-wide view, the BVLAN is active even if the service is not configured locally on the switch. A
remote switch may have a service attached to the same BVLAN ID, while the local switch serves as a
transit switch for the active BVLAN.

If a “NO” appears in the “In Use” column, the BVLAN is idle and can be deleted without having to
remove any associated SPB service objects. In the above show spb isis bvlans example, BVLANs 4002

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 7-42



Configuring Shortest Path Bridging Configuring SPBM

and 4003 are idle. To delete one or both of these BVLANS, use the no form of the spb bvlan command.
For example:

-> no spb bvlan 4002
-> no spb bvlan 4003

Removing idle BVLANSs will not have any effect on the SPB network.

Consolidating SPB Services

If SPB services are distributed across more than four BVLANS, consolidating the services across four or
less BVLANS is recommended. This process involves deleting active BVLANS, which cannot be done
without first removing the service objects (service IDs, SAPs) that are associated with the BVLAN.

Note. The SPB service association with a BVLAN cannot be changed on the fly, so the service ID and SAP
have to be completely removed. As a result, there will be service down time until the service ID and SAP
are configured again on a different BVLAN.

Refer to “Configure SPBM Services” on page 7-40 for more information about creating and removing
SPB service objects.

Configuring BVLANSs

The SPBM backbone VLAN (BVLAN) provides the foundation on which ISIS-SPB shortest path trees are
built and SPBM services tunnel encapsulated customer data through the Provider Backbone Bridge
network (PBBN). Configuring a BVLAN on a switch is also the first step in setting up the ISIS-SPB
infrastructure and in making an OmniSwitch an SPB-capable node.

Note. The BVLAN configuration must be the same on each OmniSwitch that is going to participate in the
SPBM network topology. So if BVLAN 4001 is created on one switch, then BVLAN 4001 must be created
on all other switches in the SPBM network.

To create a BVLAN, use the spb bvlan command with the optional name parameter. For example:
-> spb bvlan 4001 name spb-4001

If the name parameter is not specified with this command, the VLAN ID is used for the name by default.
For example, the following command creates BVLAN 4001 with “VLAN 4001 as the name:

-> spb bvlan 4001
To remove a BVLAN, use the no form of the spb bvlan command. For example:

-> no spb bvlan 4001

Assigning the Equal Cost Tree ID

ISIS-SPB calculations may result in multiple paths of equal costs. The Equal Cost Tree (ECT) ID specifies
a tie-breaking algorithm that is used when ISIS-SPB is calculating a set of shortest path trees from one
switch to all other switches in the SPB domain. When a BVLAN is created, an ECT ID is automatically
assigned to the BVLAN. If it is the first BVLAN created on the switch, ECT ID 1 is assigned, otherwise
the next available ID number is used.

Each BVLAN created must be duplicated on all other participating switches in the SPBM network and
must use the same ECT ID number for that BVLAN on each switch. A BVLAN created on one switch
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may not be automatically assigned the same ECT ID on another switch. As a result, it may be necessary to
modify the ECT ID number using the spb isis bvlan ect-id command. For example:

-> spb isis bvlan 4002 ect-id 2

Note. When adding another BVLAN to an existing SPBM topology instance, create the new BVLAN and
its associated ECT ID on every switch first, then configure the SPB service association for the BVLAN.
Creating SPB services before the BVLAN configuration is complete on all switches can cause problems
with forming adjacencies or may even cause an SPB switch to drop existing adjacencies.

Configuring the Control BVLAN

One of the BVLANS configured on each switch serves as the Control BVLAN for the ISIS-SPB instance.
The Control BVLAN exchanges ISIS-SPB control packets with neighboring SPB switches on behalf of all
BVLANS configured on the local switch. The control packets are tagged with the Control BVLAN ID.

To designate a BVLAN as the Control BVLAN, use the spb isis control-bvlan command. For example:
-> spb isis control-bvlan 4002

A Control BVLAN also carries regular encapsulated SPB domain traffic in addition to ISIS-SPB control
packets. In other words, a VLAN can serve as both a regular BVLAN and a Control BVLAN at the same
time.

Configuring an IP Interface on the Control BVLAN

To configure an IP interface on the Control BVLAN to support in-band management access in the SPBM
domain, use the ip interface command. (See “SPB In-Band Management” on page 7-26 for more
information.)

In the following example, an IP interface is configured for Control BVLAN 4002:
-> ip interface "spb-mgmt" address 10.1.1.1/24 vlan 4002

Only one Control BVLAN can be configured on a switch, and only IPv4 interface is supported. ISIS-SPB
is the only protocol supported in the IP BVLAN domain for exchanging or advertising IP routing
information. No other routing protocol (including VRRP) is supported.

Configuring the Tandem Multicast Mode

The tandem multicast mode (*,G) or (S,G) of a BVLAN is applied only to SPB services associated with
the BVLAN that are using tandem replication for multicast traffic. When a BVLAN is created, the (S,G)
tandem multicast mode is applied by default.

To change the tandem multicast mode for a BVLAN, use the spb isis bvlan tandem-multicast-mode
command and specify either gmode (*,G) or sgmode (S,G). For example:

-> spb isis bvlan 4001 tandem-multicast-mode sgmode
-> spb isis bvlan 4002 tandem-multicast-mode gmode
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Verifying the BVLAN Configuration

To view the BVLAN configuration for the switch, use the show spb isis bvlans command. For example:

-> show spb isis bvlans
SPB ISIS BVLANS:

Services Num Tandem Root Bridge
BVLAN ECT-algorithm In Use mapped ISIDS Multicast (Name : MAC Address)
——————— et e e e Rt et T e
4001 00-80-c2-01 YES YES 52 SGMODE
4002 00-80-c2-02 YES YES 51 GMODE

BVLANs: 2

The BVLAN is a special type of VLAN that is created and maintained by VLAN Manager. As a result, it
also appears in the VLAN Manager show command displays. For example, in the following show vlan
output display, VLANs 4001 through 4004 are included and “spb” appears in the “type” column:
-> show vlan

vlian type admin oper ip mtu name

————— Bt T e s e
1 std Dis Dis Dis 1500 VLAN 1

1000 std Ena Ena Ena 1500 VLAN 1000
4001 spb Ena Ena Dis 1524 VLAN 4001
4002 spb Ena Ena Dis 1524 VLAN 4002
4003 spb Ena Ena Dis 1524 VLAN 4003
4004 spb Ena Ena Dis 1524 VLAN 4004
4094 mcm Ena Dis Dis 9198 MCM IPC

To view configuration information for an individual BVLAN, use the show vlan command and specify
the BVLAN ID. For example:

-> show vlan 4001

Name : VLAN 4001,
Type : Backbone vlan,
Administrative State : enabled,
Operational State : disabled,

IP Router Port : disabled,

IP MTU : 1524

Configuring SPB Interfaces

A port or link aggregate is configurable as an SPB interface. Each switch in the SPBM topology should
have at least one SPB interface configured. The SPB interface serves more than one purpose:

e Advertises IS-IS Hello packets to discover SPB neighbors and establish adjacencies.

e After adjacencies are established, exchanges link state packets (LSPs) with SPB neighbors to build a
local LSP database (LSPDB). A switch’s adjacencies are reflected in the contents of its link state
packets. This relationship between adjacencies and link state allows the protocol to detect downed
routers in a timely fashion.

® Serves as a network port by forwarding encapsulated SPB service traffic on backbone VLANs
(BVLAN:S) through the SPBM Provider Backbone Bridge (PBB) network.

To configure a port or link aggregate as SPB interface, use the spb isis interface command. For example:

-> spb isis interface port 1/10
-> spb isis interface linkagg 5
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When a port is converted to an SPB interface, the interface is automatically assigned to all existing
BVLANS. There is one ISIS-SPB instance per switch, and each BVLAN and SPB interface is associated
with that instance. However, it is also possible to tag SPB interfaces to carry traffic for standard VLANS.

The spb isis interface command is also used to optionally configure the following parameter values:

* admin-state—Administratively enables or disables the SPB interface. By default, the interface is
enabled when the SPB interface is created.

¢ hello-interval—Specifies the amount of time, in seconds, to wait between each transmission of a hello
packet from this interface. By default, the hello time interval is set to nine seconds.

¢ hello-multiplier—Specifies an integer value that is multiplied by the hello interval time to determine
the amount of time, in seconds, a receiving bridge holds onto the hello packets transmitted from this
interface. By default, the hello multiplier is set to three.

* metric—An integer value that specifies the link cost to reach the destination backbone MAC (BMAC),
By default, the link cost is set to ten. Changing the link metric value provides a method for changing
the logical topology as calculated by ISIS-SPB.

® type—Specifies whether the SPB interface will operate as a point-to-point (P2P) network interface on
which a single adjacency is formed or as a multiple access network interface on which multiple
adjacencies are formed. By default, the interface type is set to P2P. Changing the interface type to
multiple access facilitates extending an SPB network across a shared network.

® priority—Specifies a priority value that is used in a multiple access configuration to determine which
interface will serve as a Designated Intermediate System (DIS). This value is only used when the SPB
interface type is set to operate as a multiple access network interface. By default, the priority value is
set to 64.

The following command examples change the default parameter values for the SPB interface:

-> spb isis interface port 1/1/7 hello-interval 60

-> spb isis interface linkagg 3 hello-multiplier 10

-> spb isis interface port 2/1/1 metric 100

-> spb isis interface linkagg 5 hello-interval 20 hello-multiplier 5 metric 200

-> spb isis interface port 2/1/7 type multi-access priority 50
-> spb isis interface port 2/1/7 type p2p
-> spb isis interface linkagg 10 type multi-access priority 100
-> spb isis interface linkagg 10 type p2p
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Verifying the SPB Interface Configuration

To view the SPB interface configuration for the switch, use the show spb isis interface command. For
example:

-> show spb isis interface
SPB ISIS Interfaces:

Oper Admin Link Hello Hello Circ

Interface Level CircID state state Metric Intvl Mult Type
—————————————— B S B e T B B T e R

1/1/1 L1 1 DOWN UP 10 9 3 P2P

1/1/2 Ll 2 UP Up 10 9 3 P2P

1/1/3 Ll 3 DOWN UpP 10 9 3 P2P

1/1/4 Ll 4 DOWN UpP 10 9 3 P2P

1/1/5 L1l 5 UP UP 10 3 3 multi-access

1/1/6 L1 6 DOWN UP 10 9 3 P2P

1/1/7 L1 7 DOWN UP 10 9 3 P2P

1/1/10 Ll 9 DOWN Up 10 9 3 P2P
Interfaces : 8
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Configuring Global ISIS-SPB Parameters

This section describes the global configuration for the ISIS-SPB instance, which includes the following:

“Configuring the System Name” on page 7-49.

“Configuring the SPB Bridge Priority” on page 7-49.

“Configuring the ISIS-SPB Area Address” on page 7-49.

“Configuring the Shortest Path Source ID” on page 7-49.

“Configuring the Control MAC Address” on page 7-49.

“Configuring the Shortest Path First Wait Time” on page 7-50.

“Configuring the Link State Packet Wait Time” on page 7-51.

“Configuring the Overload State” on page 7-51.

“Configuring Redundant Switches for Graceful Restart” on page 7-52.

“Enabling/Disabling ISIS-SPB” on page 7-53.

To verify the global configuration parameter values for the switch, use the show spb isis info command.
For example:

-> show spb isis info
SPB ISIS Bridge Info:

System Id

System Hostname
SPSourcelID

SPBM System Mode
BridgePriority
MT ID

Control BVLAN
Area Address
Level Capability
Admin State

LSDB Overload
Last Enabled
Last SPF

SPF Wait

LSP Lifetime

LSP Wait
Graceful Restart
GR helper-mode

# of L1 LSPs
Control Address

eB8e7.3233.1831,
BEB-1,
03-18-31,

auto,

32768 (0x8000),
Ol

4001,

0.0.0,

L1,

up,

Disabled,

Thu Aug 2 22:43:19 2012,
Fri Aug 3 18:15:51 2012,

Max: 1000 ms, Initial:

1200,

Max: 1000 ms, Initial: 0 ms,

Disabled,
Disabled,
8

01:80:C2:00:00:14 (A11L1)

100 ms,

300 ms,
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Configuring the System Name

Configuring a system name is required on each switch that is going to participate in the SPBM topology.
To configure a system name for the switch, use the system name command. For example:

-> system name BEB-1

ISIS-SPB advertises the system name to identify the switch to other SPB peer switches.

Configuring the SPB Bridge Priority

A bridge is ranked within the SPB topology by its bridge ID (an eight byte hex number). The bridge
priority value makes up the upper two bytes of the eight-byte SPB bridge ID. The lower six bytes of the
Bridge ID contain the system ID, which is the dedicated bridge MAC address of the SPB bridge.

The bridge priority is used in shortest path tree calculations. The lower the priority value, the higher the
priority. Setting a different bridge priority value on different SPB bridges will override the system ID
significance during the shortest path tree (SPT) calculation.

By default, all SPB switches are assigned a priority value of 32768. To change the bridge priority value
for a switch, use the spb isis bridge-priority command. For example:

-> spb isis bridge-priority 25590

Configuring the ISIS-SPB Area Address

By default, the IS-IS area address for the ISIS-SPB instance is set to 0.0.0, which is typically sufficient for
this implementation of SPBM. Both ISIS-SPB and ISIS-IP instances may coexist on the same switch as
long as they don’t use the same area address.

If changing the area address is necessary, use the spb isis area-address command. For example:

-> spb isis area-address 1.1.1

Note. Each switch that is going to participate in the SPB topology must use the same area address and must
use an address that is different from the ISIS-IP area address.

Configuring the Shortest Path Source ID

The shortest path (SP) source ID, identifies the source of multicast frames and is relevant only in multicast
tandem replication mode. By default, the last three least significant bytes of the system ID (local bridge
MAC address) is used for the source ID value.

To change the source ID value, use the spb isis source-id command. For example:
-> spb isis source-id 07-0b-d3

To set the source ID back to the default value, use the spb isis source-id command with the auto
parameter. For example:

-> spb isis source-id auto

Configuring the Control MAC Address

The control MAC address is the destination MAC address used for ISIS-SPB control packets. Changing
this address can enhance interoperability between an SPB-capable OmniSwitch and other third-party SPB-
capable devices.
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By default, the control MAC address is set to 01:80:C2:00:00:14 (all Level 1 Intermediate Systems). The
following parameters are used with the spb isis control-address command to change the control MAC
address:

e alll1—All Level 1 Intermediate Systems (01:80:C2:00:00:14).

o alll2—All Level 2 Intermediate Systems (01:80:C2:00:00:15).

¢ allis—All Intermediate Systems (09:00:2B:00:00:05).

For example, the following command changes the default control MAC address from AlIL1 to AIIL2:

-> spb isis control-address alll2

Configuring the Shortest Path First Wait Time

The spb isis spf-wait command is used to configure the time intervals between the first, second, and
subsequent ISIS-SPB shortest path first (SPF) calculations.

Subsequent SPF calculations, if required, are generated at exponentially increasing intervals of the SPF
second wait time interval until the maximum wait time interval value is reached. For example, if the
second-wait interval value is set to 1000 milliseconds, then the next SPF calculation is triggered after 2000
milliseconds and the next SPF calculation after that is triggered at 4000 milliseconds, and so on, until the
maximum-wait interval value is reached.

When the maximum interval value is reached, the SPF wait interval will stay at the maximum value until
there are no more SPF calculations scheduled during that interval. After a full interval without any SPF
calculations, the SPF wait interval will reset back to the initial wait time interval value.

The following spb isis spf-wait command parameters are used to configure the SPF timers:

* max-wait—The maximum number of milliseconds to wait between two consecutive SPF calculations.
The default maximum wait time value is set to 1000 milliseconds. Specify a maximum value that is the
same or greater than the second wait time value.

® initial-wait—The number of milliseconds to wait before triggering an initial SPF calculation after a
topology change. The default initial wait time value is set to 100 milliseconds. Specify a value that is
the same or less than the maximum wait time value.

e second-wait—The number of milliseconds to wait between the first and second SPF calculation. The
default second wait time value is set to 300 milliseconds. Specify a value that is the same or less than
the maximum wait time value.

For example, the following command changes the SPF wait time values for the local SPB instance:
-> spb isis spf-wait max-wait 2500 initial-wait 1000 second-wait 1500

To change one or more of the wait time values, it is only necessary to specify the parameter for the desired
change. For example:

-> spb isis spf-wait max-wait 5000
-> spb isis spf-wait initial-wait 1000

-> spb isis spf-wait second-wait 2000

To set the wait time values back to the default settings. use the spb isis spf-wait command without
specifying any of the parameters. For example:

-> spb isis spf-wait
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Configuring the Link State Packet Wait Time

The spb isis Isp-wait command is used to configure the time intervals between the first, second, and
subsequently generated link state packets (LSPs).

Subsequent LSP, if required, are generated at exponentially increasing intervals of the LSP second wait
time interval until the maximum value is reached. For example, if the second-wait interval value is set to
10 seconds, then the next LSP is generation is triggered after 20 seconds and the next LSP generated after
that is triggered at 40 seconds, and so on, until the maximum wait time interval value is reached.

When the maximum interval value is reached, the LSP wait interval will stay at the maximum value until
there are no more LSP generations during that interval. After a full interval without any LSP generations,
the LSP wait interval will reset back to the initial wait time interval value.

The following spb isis Isp-wait command parameters are used to configure the SPF timers:

* max-wait—The maximum number of seconds to wait between two consecutively generated LSPs. The
default maximum wait time value is set to 1000 milliseconds. Specify a maximum value that is the
same or greater than the second wait time value.

¢ initial-wait—The number of seconds to wait before triggering an initial LSP generation after a
topology change. The default initial wait time value is set to 0 milliseconds. Specify a value that is the
same or less than the maximum wait time value.

® second-wait—The minimum number of seconds to wait between the first and second generated LSPs.
The default second wait time value is set to 300 milliseconds. Specify a value that is the same or less
than the maximum wait time value.

For example, the following command changes the LSP wait time values for the local SPB instance:
-> spb isis lsp-wait max-wait 2000 initial-wait 1000 second-wait 1500

To change one or more of the wait time values, it is only necessary to specify the parameter for the desired
change. For example:

-> spb isis lsp-wait max-wait 5000
-> spb isis lsp-wait initial-wait 2500

-> spb isis lsp-wait second-wait 3000

To set the wait time values back to the default settings. use the spb isis Isp-wait command without
specifying any of the parameters. For example:

-> spb isis lsp-wait

Configuring the Overload State

This implementation of ISIS-SPB supports the overload state mechanism, which allows an instance of
ISIS-SPB to inform its neighbors that the instance is nearing or exceeding its capabilities. When peers see
that a switch is advertising in this state, they will select an alternate path around the overloaded switch.

The ISIS-SPB instance for a switch may dynamically trigger the overload state condition when the
instance detects that it is nearing or has reached resource limits. However, it is also possible to manually
trigger the overload state condition using the spb isis overload command. For example:

-> spb isis overload

Some advantages of manually triggering the overload state condition, even if the instance is no where near
its resource limits, are as follows:
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® The switch is designated as “leaf node” that should never carry transit traffic. Configuring the link
metric value for the SPB interfaces on the switch and attached peers is another method for preventing
the switch from receiving transit traffic, but enabling the overload state is a much quicker way to
achieve the same results and requires less configuration.

® When there is a need to remove the switch from service (temporarily or permanently). In this scenario,
network availability is increased because peer switches will detect the overload state of the switch and
gracefully transition to alternate paths, while the “manually overloaded” switch continues to forward
packets. Just simply shutting the switch down would cause more disruption to network traffic.

When the overload state is either dynamically or manually enabled for the switch, the overload bit is set in
LSP 0 to indicate that this ISIS-SPB instance is not available to accept transit traffic.

When the overload state is enabled, the switch will operate in this state for an infinite amount of time. To
configure the switch to remain in the overload state for only a specific amount of time (in seconds), use
the spb isis overload command with the optional timeout parameter. For example:

-> spb isis overload timeout 500
To disable the overload state, use the no form of the spb isis overload command. For example:
-> no spb isis overload

It is also possible to specify that the overload state is enabled for the switch after every system bootup.
This is done using the spb isis overload-on-boot command, which also has an optional timeout
parameter. For example:

-> spb isis overload-on-boot timeout 500

To disable the overload-on-boot option, use the no form of the spb isis overload-on-boot command. For
example:

-> no spb isis overload-on-boot timeout 500

Note that the no spb isis overload command does not disable the overload-on-bootup option.

Configuring Redundant Switches for Graceful Restart

By default, ISIS-SPB graceful restart is enabled. When graceful restart is enabled, the switch can either be
a helper (which helps a neighbor router to restart) or a restarting router, or both. When graceful restart is
enabled on the switch, the helper mode is automatically enabled by default.

To configure ISIS-SPB graceful restart support on an OmniSwitch, use the spb isis graceful-restart
command. For example, to configure graceful restart on the router, enter:

-> spb isis graceful-restart

The helper mode can be disabled on the switch with the spb isis graceful-restart helper command. For
example, to disable the helper support for neighboring switches, enter the following:

-> ip isis graceful-restart helper disable

To disable support for graceful restart, use the no form of the spb isis graceful-restart command. For
example:

-> no spb isis graceful-restart
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Enabling/Disabling I1SIS-SPB

By default ISIS-SPB is disabled on the switch. To enable ISIS-SPB, use the spb isis admin-state
command with the enable option. For example:

-> spb isis admin-state enable

To disable the ISIS-SPB instance on the switch, enter the spb isis admin-state command with the disable
option. When the ISIS-SPB status s disabled for the switch, the related configuration settings and statistics
are retained.

-> spb isis admin-state disable

Note. Enabling ISIS-SPB on a switch starts the process of ISIS-SPB discovery, adjacency building, and
shortest path tree calculations. Make sure that the SPBM configuration is set up first, then enable ISIS-SPB
on each switch that will participate in the SPBM network.

Creating an SPB Service

An SPB service is identified by a service ID number, which represents an association between a backbone
service instance identifier (I-SID) and an existing BVLAN. Basically, creating an SPB service binds the
backbone I-SID to a BVLAN ID. All traffic mapped to the specific I-SID is then encapsulated and
forwarded on the associated BVLAN to the intended destination.

The service spb command is used to create an SPB service. For example, the following command creates
SPB service 1 and binds I-SID 100 to BVLAN 4001:

-> service 1 spb isid 500 bvlan 4001 admin-state enable

The BVLAN ID specified with the service spb command must already exist in the switch configuration.
However, the I-SID number specified creates a new I-SID that is bound to the BVLAN for this service.

Note. When adding another BVLAN to an existing SPBM topology instance, create the new BVLAN and
its associated ECT ID on every switch first, then configure the SPB service association for the BVLAN.
Creating SPB services before the BVLAN configuration is complete on all switches can cause problems
with forming adjacencies or may even cause an SPB switch to drop existing adjacencies.

Use e-tree option in the service spb command to enable E-Tree service on the SPB service. Configuring
E-Tree enables point-to-multipoint services, that is, allows traffic to flow only between Leaf to Root
SAPs.

For example:

-> service 100 spb isid 1000 bvlan 4001 e-tree enable

Modifying Default SPB Service Parameters

The following SPB service parameter values are set by default at the time the service is created. If
necessary, use the specified commands to change the default values.

Parameter Description Command Default

Service description. service description None

OmniSwitch AOS Release 8 Network Configuration Guide  March 2024 page 7-53



Configuring Shortest Path Bridging Configuring SPBM

Parameter Description Command Default
Administrative status for statistics  service stats Disabled
collection.

Multicast replication mode service multicast-mode head-end
VLAN translation service vlan-xlation Disabled
Administrative status of the service service admin-state Disabled

Refer to the OmniSwitch AOS Release 8 CLI Reference Guide for more information about the above
parameters and related commands.

Using VLAN Translation

VLAN translation refers to the egress translation of VLAN tags on service access points (SAPs). When
enabled for a service, the VLAN tags for outgoing customer frames on SAPs associated with that service
are processed according to the local SAP configuration (the SAP on which the frames will egress) and not
according to the configuration of the SAP on which the frames were received.

o Ifthe local SAP is configured for untagged traffic (slot/port.0), the egress traffic is always sent out as
untagged.

o [fthe local SAP is configured for 802.1q-tagged traffic (slot/port:ctag), the egress traffic is single-
tagged with the tag value specified by the cfag (customer VLAN tag) value.

o Ifthe local SAP is configured for double-tagged traffic (slot/port:outer tag.: inner_tag), the egress
traffic is double-tagged with the tag values specified by the outer tag and inner_tag values.

When VLAN translation is disabled, frames simply egress without any modification of the VLAN tags. In
other words, the frames are transparently bridged without tag modification.

The following table shows the required translation (tag is added or replaced) that takes place when the
egress SAP configuration is applied to the possible frame types (untagged, tagged, double-tagged). Note
that in this table the terms “ITAG” and “OTAG” refer to inner tag and outer tag, respectively.

Egress SAP (action required based on SAP type)

Untagged SAP Single Tagged SAP Double-Tagged SAP
Replace OTAG Replace OTAG
Remove OTAG Note: Replace = implicit add Note: Replace = implicit add
Incoming Frame Remove ITAG Remove ITAG Add/Replace ITAG
Untagged No tags, no action taken Add the SAP OTAG Add the SAP OTAG
Add the SAP ITAG.
Single-tagged Remove the OTAG Replace the OTAG Add ITAG
Replace OTAG
Double-tagged Remove the ITAG Remove the ITAG Replace ITAG
Remove the ITAG Replace the OTAG Replace OTAG

Enabling VLAN translation is required at two different levels: first at the access port level and then at the
service level. This activates VLAN translation for all of the SAPs on an access port that belong to the
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same service. The exception to this is on the OmniSwitch 9900, where enabling VLAN translation is
required only at the service level.

Note. Mixing switches with VLAN translation enabled on some and disabled on other switches in the same
network is not recommended. When VLAN translation is enabled on a service, all the frames forwarded by
the service are treated as untagged within the service domain; the tag is inserted only during egress. As a
result, VLAN translation should be enabled for the service across all of the participating switches to prevent
frames from egressing the service domain as untagged frames.

To enable translation at the service level, use the service vlan-xlation command. For example:
-> service 1 vlan-xlation enable

To enable VLAN translation for all services, use the all parameter with the service spb command. For
example:

-> service all vlan-xlation enable

To disable VLAN translation, use the service vlan-xlation command with the disable parameter. For
example:

-> service 1 vlan-xlation disable
-> service all vlan-xlation disable

To enable VLAN translation at the access port level, use the service access vlan-xlation command. For
example:

-> service access port 1/11 vlan-xlation enable

See “Configuring Service Access Ports” on page 7-58 for more information.

Enable the Service

By default, the SPB service is disabled when the service is created. Once the service is created and any
optional service parameters are configured, use the service admin-state command with the enable option
to enable the service. For example:

-> service 1 admin-state enable
To disable the service, enter the following command:

-> service 1 admin-state disable

Deleting an SPB Service

Before deleting a service from the switch configuration, disable the administrative status of the service.
Once this is done, use the no form of the service spb command to delete the service. For example:

-> service 1 admin-state disable
-> no service 1 spb

Verifying the SPB Service Configuration

To view the SPB service configuration for the switch, use the show service command with the spb
parameter option. For example:

-> show service spb
Legend: * denotes a dynamic object
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SPB Service Info

SystemId : 00e0.ble7.0188, SrcId : 0x70188, SystemName : BEB-1
SAP Bind MCast
ServiceId Adm Oper Stats Count Count Isid BVlan Mode (T/R)
——————————— e s B e e e R et
1 Up Up N 4 1 1000 4001 Headend (0/0)
2 Up Up N 4 1 1001 4001 Headend (0/0)
3 Up Up N 4 1 1002 4001 Headend (0/0)
4 Up Up N 4 1 1003 4001 Headend (0/0)
5 Up Up N 4 1 1004 4001 Headend (0/0)
6 Up Up N 4 1 1005 4001 Headend (0/0)
7 Up Up N 4 1 1006 4001 Headend (0/0)
8 Up Up N 4 1 1007 4001 Headend (0/0)
9 Up Up N 4 1 1008 4001 Headend (0/0)
10 Up Up N 4 1 1009 4001 Headend (0/0)
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To view the configuration for an individual service, use the show service spb command and specify the
SPB service ID. For example:

-> show service spb 1
SPB Service Detailed Info

Service Id : 1, Description .

ISID : 1000, BVlan : 4001,
Multicast-Mode : Headend, Tx/Rx Bits : 0/0,
Admin Status : Up, Oper Status . Up,
Stats Status : No, Vlan Translation : No,
Service Type : SPB, Allocation Type : Static,
MTU : 9194, Def Mesh VC Id 1,

SAP Count . 4, SDP Bind Count 1,
Ingress Pkts : 0, Ingress Bytes : 0,
Egress Pkts : 0, Egress Bytes : 0,

Mgmt Change : 08/10/2012 13:14:43, Status Change : 08/10/2012 13:14:00

Configuring Service Access Points (SAPs)

A SAP identifies the location where customer traffic enters the Provider Backbone Bridge Network
(PBBN) edge, the type of customer traffic to service, parameters to apply to the traffic, and the service that
will process the traffic for tunneling through the provider network.

Configuring a SAP requires several steps. These steps are outlined here and further described throughout
this section:

Configure customer-facing ports or link aggregates as service access ports.
Configure Layer 2 profiles to determine how control packets are processed on access ports.

Create a SAP by associating a SAP ID with an SPB service ID. A SAP ID is comprised of an access
port and an encapsulation value, which is used to identify the type of customer traffic (untagged,
single-tagged, or double-tagged) to map to the associated service.

SAP Configuration Guidelines

Consider the following when configuring a SAP:

A SAP is a unique local entity for any given device. The same SAP ID value can be used on other BEB
switches.

There are no SAPs configured by default; explicit configuration of a SAP is required.

A SAP is administratively disabled at the time the SAP is created.

When a SAP is deleted, all configuration parameters for the SAP are also deleted.

A SAP is owned by and associated with the service that was specified at the time the SAP was created.

Multiple SAPs with different service types, such as a Virtual eXtensible LAN (VXLAN) or an SPB
service, are allowed on the same service access port. For example, the following show service access
command output shows two SAPs for port 2/1/30: one SAP bound to a VXLAN service and the other
SAP bound to an SPB service:
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-> show service access port 2/1/30 sap
Legend: * denotes a dynamic object

Vlan
Identifier Adm Oper Stats T:P Serviceld Isid/Vnid Xlation Sap Description
————————————— e et e R T et e TP
sap:2/1/30A:0 Down Down N Y:x 20 1500 N -
sap:2/1/30A:5 Up Down N Y:x 10 23000 N -

Total SAPs: 2
® [faportis administratively shutdown, all SAPs on that port become operationally out of service.

® Both fixed ports and link aggregates are configurable as access ports. Only access ports are associated
with SAPs.

* Bridging functionality is not supported on access ports or link aggregates. In addition, if the default
VLAN for a port or link aggregate is configured with an IP interface, then configuring the port or link
aggregate as an access port is not supported.

® Configuring multiple SAPs on an access port that map different VLAN tags to the same service can
cause a MAC move when the same customer MAC (CMAC) ingresses the access port with different
VLAN tags. For example, a CMAC has two flows tagged with VLAN 10 and VLAN 20 ingressing
access port 1/1 and both are mapped to service 100.

-> service 100 sap port 1/1/1:10
-> service 100 sap port 1/1/1:20

To avoid the MAC move in this scenario, use one of the following alternative SAP configurations.
Configure the SAPs with different services:

-> service 100 sap port 1/1/1:10
-> service 200 sap port 1/1/1:20

Configure a default SAP to classify both flows into the same service:
-> service 100 sap port 1/1/1:all

See “Creating the Service Access Point” on page 7-63 for more information.

Configuring Service Access Ports

Each SAP is comprised of an access port or link aggregate and an encapsulation type value. Access ports
are customer-facing ports that reside on a provider edge router. Traffic received on these ports is classified
for one or more SAPs and forwarded onto the intended destination by the associated SPB service.

To configure a port or link aggregate as an access port, use the service access command. For example, the
following command configures port 1/1/2 and link aggregate 5 as access ports:

-> service access port 1/1/2
-> service access linkagg 5

To revert an access port back to a regular switch port or link aggregate, use the no form of the service
access command. For example:

-> no service access port 1/1/2
-> no service access linkagg 5
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Configuring Hybrid Access Ports

A single port can function both as an access port and a bridging port by enabling Hybrid mode on an
access port. Hybrid configured port can be understood as a bridge port with a default VLAN and tagged
VLAN for bridging and the user can configure SAPs for services with mapped tagged VLANS.

To enable hybrid mode on the access port, use the service access command with the hybrid option with
enable keyword. For example:

-> service access port 1/1/3-10 hybrid enable

To disable hybrid mode on the access port, use the service access command with the hybrid option with
disable keyword. For example:

-> service access port 1/1/6 hybrid disable

Below is an example topology depicting traffic treatment on a hybrid configured port. When different
domains (SAP/VLAN/Default-VLAN) traffic from customer network is received on the hybrid configured
port at BEB from aggregator switch, the traffic gets classified to their respective domain. SAP VLAN
tagged traffic is processed in service domain and regular VLAN tagged/untagged (default) packet gets
processed in VLAN domain.

[ SPBM + VLAN ] Domain

. Hybrid Port

—ep  SAP VPA
__________ Default Vlan VPA

—mep \LAN VPA

Figure 7-14 : Hybrid Access Port Topology
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VLAN Translation on Access Ports

VLAN translation refers to the egress translation of VLAN tags on service access points (SAPs). For more
information about how VLAN translation is applied, see “Using VLAN Translation” on page 7-54.

By default, VLAN translation is disabled on access ports. Enabling VLAN translation on an access port
implicitly enables translation for all SAPs associated with that port. However, translation must also be
enabled for the services associated with these SAPs. This ensures that all SAPs associated with a service
will apply VLAN translation.

Note. On the OmniSwitch 9900, enabling VLAN translation at the access port level is not required. See
“Using VLAN Translation” on page 7-54 for more information.

To enable VLAN translation on an access port, use the service access vlan-xlation command with the
enable option. For example:

-> service access port 1/1/3 vlan-xlation enable
-> service access linkagg 10 vlan-xlation enable

To disable VLAN translation on an access port, use the service access vlan-xlation command with the
disable option. For example:

-> service access port 1/1/3 vlan-xlation disable
-> service access linkagg 10 vlan-xlation disable

Configuring Layer 2 Profiles for Access Ports

A Layer 2 profile determines how control frames ingressing on an access port are processed. When a port
is configured as an access port, a default Layer 2 profile (def-access-profile) is applied to the port with the
following default values for processing control frames:

Protocol Default
STP tunnel
802.1x drop
802.3ad peer
MVRP tunnel
GVRP tunnel
AMAP drop
802.1ab drop

If the default profile values are not sufficient, use the service 12profile command with the tunnel, drop,
and peer options to create a new profile. For example, the following command creates a profile named
“DropL2”:

-> service 1l2profile DropL2 stp drop gvrp drop 802.lab drop
Consider the following when configuring Layer 2 profiles:

® When a profile is created, the new profile inherits the default profile settings for processing control
frames. The default settings are applied with the new profile unless they are explicitly changed. For
example, the profile “DropL2” was configured to discard STP, GVRP, and 802.1ab frames. No other
protocol settings were changed, so the default settings still apply for the other protocols.
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® Remove any profile associations with access ports before attempting to modify or delete the profile.

® Not all of the control protocols are currently supported with the peer, tunnel, and drop parameters.
Use the following table to determine the parameter combinations that are supported:

Protocol Reserved MAC peer drop tunnel
STP 01-80-C2-00-00-00 no yes yes
802.1x 01-80-C2-00-00-03 yes yes yes
802.1ab 01-80-C2-00-00-0E yes yes yes
802.3ad 01-80-C2-00-00-02 yes no no
GVRP 01-80-C2-00-00-21 no yes yes
AMAP 00-20-DA-00-70-04 yes yes yes
MVRP 01-80-C2-00-00-21 no yes yes

To delete a user-created Layer 2 profile, use the no form of the service 12profile command. For example,
the following command deletes the “DropL2” profile:

-> no service l12profile DropL2

Use the show service 12profile command to view a list of profiles that are already configured for the
switch. This command also displays the attribute values for each profile.

Configuring a Layer 2 Profile Action for 802.1AB PDUs

A Layer 2 profile can be configured to apply a different action to tagged and untagged 802.1AB control
frames. For example, the following command uses the service 12profile inbound 802.1ab command with
the tagged parameter to set the action for tagged 802.1AB control frames in the specified Layer 2 profile:

-> service 12profile lldp-tagged inbound tagged 802.lab tunnel

In this example, the tunnel action is specified only for tagged 802.1AB control frames. All tagged
802.1AB control frames will be tunneled, while untagged frames will be dropped.

To configure an action for untagged 802.1AB control frames, use the service 12profile inbound 802.1ab
command with the untagged parameter to set the action for untagged 802.1AB control frames in the
specified Layer 2 profile. For example:

-> service 12profile lldp-untagged inbound untagged 802.lab peer

In this example, the peer action is specified only for untagged 802.1AB control frames. All untagged
802.1AB control frames will participate in the protocol, while tagged frames will be dropped.

To configure the same action for both tagged and untagged 802.1AB control frames, use the service
12profile inbound 802.1ab command with the both parameter. For example:

-> service 12profile lldp-both inbound both 802.lab peer

When a UNI profile is configured to apply a different action for tagged and untagged 802.1AB PDUs, the
profile action can only be modified through one of the following methods:

® Set both the tagged and untagged action for 802.1AB PDUs back to the default setting (drop) then
configure a new action for both.

OmniSwitch AOS Release 8 Network Configuration Guide = March 2024 page 7-61



Configuring Shortest Path Bridging Configuring SPBM

® Delete the UNI profile and create a new one with the modified action for tagged and untagged
802.1AB PDUs.

Assigning Layer 2 Profiles to Access Ports

After a Layer 2 profile is created, it is then necessary to assign the profile to an access port or link
aggregate. When this is done, the current profile associated with the port is replaced with the new profile.

The service access 12profile command is used to assign a new profile to an access port. For example, the
following command assigns the “DropL.2” profile to access port 1/1/4 and link aggregate 5:

-> service access port 1/1/4 12profile DroplL2
-> service access linkagg 5 12profile DropL2

To change the profile associated with the access port back to the default profile (def-access-profile), use
the default option with the service access 12profile command. For example:

-> service port 1/1/4 12profile default
-> service access linkagg 5 1l2profile default

When a service access port is configured with the def-access-profile and then assigned to an SPB pseudo-
wire SAP, the Layer 2 profile for that port automatically changes to pw-def-access-profile with the
following control protocol settings (see “Configuring an SPB Pseudo-Wire Service” on page 7-66 for
more information):

parameter def-access-profile
stp tunnel

802.1x tunnel

802.3ad